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A Systematic Literature Review of Supply Chain
Resilience in Small–Medium Enterprises (SMEs):

A Call for Further Research
Ozlem Bak , Sarah Shaw , Claudia Colicchia , and Vikas Kumar

Abstract—In this article, with the increased disruptions faced by
businesses and the occurrence of natural disasters in the world, sup-
ply chain resilience remains a major challenge especially for small-
and medium-sized enterprises (SMEs). Despite the relevance of
SMEs to the economy, there is limited scholarly work on resilience
practices in SMEs and a limited understanding of how SMEs can
achieve resilience. To understand the role of supply chain resilience
in SMEs, we undertake a systematic literature review (SLR), which
results in the identification and analysis of 101 journal articles,
published between 2006 and 2019, on SME supply chain resilience.
Our analysis into SME supply chain resilience highlights four focal
areas: 1) the role of collaboration and culture; 2) the role of SMEs’
capabilities; 3) the role of Information Systems; and (4) the role of
cost and financing. Our SLR investigation identifies future research
directions and focal areas tailored to SMEs to help them to assess
and develop their supply chain resilience.

Index Terms—Resilience, small–medium enterprise (SME),
supply chain management, supply Chain Resilience, systematic
literature review (SLR).

I. INTRODUCTION

THE increased supply chain interconnectivity and complex-
ity in the last decade have made supply chains vulnerable

to risks [124] generating a widening debate on how supply chain
resilience can be achieved [61] and to what extent it is feasible
[18]. With the increased disruptions faced in businesses due to
the increasing occurrence of disasters, the resilience agenda has
become a key priority for public and private sectors [19], [109],
[96], [101]. Linnenluecke [67] noted that following five key
streams of research have developed which are worthy of enquiry:

1) Organizational responses to external threats;
2) Organizational reliability;
3) Employee strengths;
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4) The adaptability of business models;
5) Design principles that reduce supply chain vulnerabilities

and disruptions.
Hence, four prominent capabilities enhance business re-

silience: 1) redundancy, which involves maintaining excess re-
sources (e.g., carrying safety stock or low capacity utilization),
2) flexibility (e.g., sourcing and manufacturing flexibility), 3)
collaboration with supply partners, and 4) developing a risk-
focused culture [86]. In this regard, we can see that resilience is
a multidimensional and multidisciplinary concept, and although
supply chain resilience has been widely explored, there is still
no comprehensive definition and consensus on a roadmap to
achieve resilience [18], [61], [62], [73], [110], [69]. This is par-
tially due to the fact that supply chain resilience is “ … a subset
of a systems’ [which entails] the capacity for response ….. to
recognize threats, evaluate the current risks …. self-regulate,
prepare for future protection efforts” [6, p. 215]. Resilience
in this context can be interpreted as a supply chain capability,
which can complement the traditional risk processes [123] and
has the potential to offset the severity of vulnerabilities in the
supply chain [125]. Treiblemeier [103, p. 440] noted that “the
question remains how companies can cope with those forces
and how they can move quickly into a more favorable state.”
However, this coping mechanism would depend on the degree
of the supply chain’s ability to respond, react, adapt, and flex
to contextual and environmental changes [130]. In some cases,
this is formed through the strategic vision and resilience skills
of top management or the CEO [14].

However, for small–medium enterprises (SMEs), this pic-
ture differs. Notwithstanding the relevance of SMEs to many
economies around the world, evidence suggests that SMEs
are relatively less prepared than larger organizations to cope
with disruptions, due to the volatile and resource-constrained
environment in which SMEs operate [15, 22]. SMEs often have
limited access to a broader set of coping strategies, are generally
not well prepared to deal with disruptions, and also sometimes
characterized by informality and noncompliance with industry
norms and regulations, limiting their capacity to adopt risk
management tools and expand customer and supply base [15].
For SMEs, resilience is incorporated into their short-term tactical
operations planning, especially in developing countries context
[15, 22]. As noted by Linnenluecke and Griffiths [66, p. 25],
the resilience of an organization relates to its size, for instance,
“disruption of operations in a local branch may seem minor
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from the perspective of a large, global organization, but can
be significant for a small organization which operates only in
a few locations.” Considering SMEs employ 50–200 people
which globally account for 70% of the world’s production, its
impact on the resilience agenda is noteworthy [11], [61], [62].
Within the context of the European Union, SMEs are defined as
companies with fewer than 250 employees and/or turnover less
than €50 million. Their impact upon the EU economy is high
considering that “SMEs represent 99% of all businesses in the
EU” [37]. SMEs face particularly two key challenges: 1) their
susceptibility to disruptions and 2) their ability to recover from
disruptions.

SMEs typically have focused on product offerings, targeting
a particular industry sector or niche market: this choice makes
them vulnerable [112]. Thus, a supply chain disruption on a
specific product or customer market can have significant reper-
cussions for SMEs. Furthermore, SMEs often lack the “tangible”
resources and capabilities, such as financial and technological
that help to recover. In addition, when compared to counterparts
larger firms, SMEs are found to be less able to exploit innovation
[97] and often have weak or unstructured decision-making pro-
cesses [91]. Their counterparts larger firms have the capability
to spend considerable time and resources on strategic sourcing
and business continuity planning, to evaluate suppliers not only
on price but also on the level of risk [111], thus limiting their
exposure to disruptions. SMEs, however, possess less tangible
assets that enhance resilience.

Despite the relevance of SMEs to the economy, Kamalah-
madi and Parast [61, p. 128] noted there is “a very limited
scholarly work on resilience practices in SMEs” and a limited
understanding of “how organisations, particularly SMEs, can
achieve degrees of resilience” [18 p. 5388]. Current academic
research findings focus on supply chain resilience which is rather
problematic, as they focus on supply chains without further
classifications such as the scope of businesses and range of
industries [4], [95]. Further studies highlighted the importance of
SME resilience and called for further research into how SMEs
maintain and enhance resilience to disruptions, exploring the
role of internal resources and/or capabilities that are pertinent
to smaller firms [61], [65], [46], [86]. Similarly, Kamalahmadi
and Parast [61, p. 131] noted that “questions remain on how
SMEs can enhance resilience, and whether resilience principles
associated with large enterprises are also applicable to SMEs.”
Therefore, in this article, we aim to address the above issues with
two key questions by reviewing the extant literature as follows:

1) What are the major issues experienced by SMEs in terms
of supply chain resilience?

2) To what extent are the key gaps addressed in SME supply
chain resilience literature?

The subsequent sections of the article provide the process of
the systematic literature review (SLR) and the sample selection
criteria, followed by an analysis of supply chain resilience
categories in SMEs, while highlighting the main trends in the
SME supply chain resilience agenda. Finally, the key trends
and areas with potential for further research are identified and
discussed.

II. DEFINING SUPPLY CHAIN RESILIENCE IN SMES

Resilience is defined as “ …the capacity to act or react in
response to these unpredictable events to prevent them from
having a negative impact” on the organization and its profitabil-
ity [29 p. 187]. Wieland and Wallenburg [109] noted that “A
supply chain can … be resilient if its original stable situation is
sustained or if a new stable situation is achieved ….resilience is
understood as the ability of a supply chain to cope with change.”
However, it is also important to look at the definition of resilience
more specifically in the context of SMEs. Table I also indicates
the resilience complexity and its challenges for the SMEs. One
of the results of such a differentiation is built upon the fact that
the “literature surrounding resilience within the context of SMEs
is quite recent and not as well developed” [29, p. 191].

Building upon previous definitions, we can define resilience
within the SME context as 1) “an important characteristic of
SMEs competing in today’s business environment” [62, p. 5432]
that combines adaptability, responsiveness, sustainability, and
competitiveness [46]; 2) “the capability to self-renew over time,
to maintain status-quo or move to a new desirable state after (or
before) being disturbed” Li et al. [50, p. 7], which is impacted
by external and internal events the network of organizations
forming the supply chain, locally and globally [15], [49].

The complex and changing global environment poses a threat
to SMEs which are more fragile and facing a higher level of
competition than large corporations from transfer pricing [58],
[62], [51]. SMEs are unprepared especially for natural disas-
ters [1], [108]. Considering the labor-intensive nature of most
SMEs, disruptions may be related to the disadvantage of their
size, scope, and resources [1]. SMEs are impacted also by the
external business environment [46]. This is important as SMEs
seem to be underinsured and have a lack of risk assessments
or business-continuity plans [1], which makes them vulnerable
to external factors. The consequence of unpreparedness for
disasters and disruptions can be a reason for SMEs facing
difficulty in creating resilience [108], [35]. Especially, where
the external help can be delayed to organizations, for example,
nongovernmental aid to SMEs after the Japan earthquake was
provided in some cases after a year, which may impact also
the vulnerability of the SMEs [27]. When it comes to natural
disasters, a study carried out by Pathak and Ahmad [84] in-
dicated that SMEs required financial, managerial, and external
assistance to achieve resilience. The resilience of SMEs can
be enabled by the capability of generating capital, location,
adoption of technology, and marketing [35]. For example, SMEs
in comparison to large and multinational corporations present
different responses to resilience [13], [100], [101]. On the other
hand, multinational corporations are highly dependent on SMEs
and are faced with increased risk if SMEs cannot adapt to market
conditions [59], [50]. Similarly, Hofmman [51, p. 129] noted that
“fluctuating prices or exchange rates harm the SME to an extent
that its existence becomes endangered, significant consequences
for the entire supply chain (network) can occur.” Hence, SME
resilience is closely aligned with the wellbeing of multinational
corporations [118], [51], [50]. Therefore, we can state that the
SME level of contextual complexity makes it rather difficult
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TABLE I
SME RESILIENCE DEFINITIONS

to understand the resilience agenda and its implications fully.
Similarly, this is echoed by Kamalahmadi and Parast [61, p. 131],
“questions remain on how SMEs can enhance resilience, and
whether resilience principles associated with large enterprises
are also applicable to SMEs.” The resilience of SMEs differs
specifically from larger firms based on lacking resources and
capabilities (i.e., financial and technological resources) of larger
firms, for instance, developing risk-focused sourcing strategies,
possessing information technology that provides early warning
systems about risk events, and having in place business con-
tinuity plans that enable disruption preparedness. In contrast,
large firms have these resources and capabilities in abundance.
Thus, SMEs may be more susceptible to disruptions and lack
the resilience-enhancing capabilities to recover from disruptions
when compared to larger firms. However, SMEs do exhibit some
resilience, but little is known about why and how this happens
[86].

III. RESEARCH PROCESS

In this article, we conducted a literature review on supply
chain resilience in the context of SMEs. The literature review
provided a much-needed analysis of the resilience context in
SMEs, especially wherein “the resilience of SMEs is under-
investigated, and results are largely inconclusive” [29, p. 187].
In the area of supply chain resilience, some connotation to SMEs
were made as follows.

1) Brahms et al. [115] presented a literature review on “re-
silience” and “resilient SMEs” demonstrating that only a

few studies contributed to supply chain resilience interre-
lationships with SMEs.

2) Ponis and Koronis [87] included a review of 134 papers
in the resilience context.

3) Pereira et al. [116] employed an SLR in the area of supply
chain resilience and procurement.

4) Kamalahmadi and Parast [61] included a literature review
on supply chain resilience over a period between 2000 and
2014.

Thus, although there is a good understanding of supply chain
resilience, its importance for SMEs needs further evaluation.
Hence, an SLR was conducted with the aim of collecting and
analyzing up-to-date relevant academic research on supply chain
resilience within SMEs.

A. Stage 1: Conducting the SLR

The use of an SLR provides “a key tool …to manage the
diversity of knowledge for a specific academic inquiry” [114,
p. 208] with the benefit of an evidence trail, while minimizing
the level of possible bias and error [114], which allows the
identification, selection, and analysis of secondary data through
a three-stage approach: 1) planning the review, 2) conducting
the review, and 3) reporting and dissemination of the review,
enabling the researchers to assure internal validity and reduce
potential bias in the analysis[113], [114]. To reduce the human-
error, extraction forms based on Microsoft Excel forms have
been used to ascertain information from sources such as title,
author, and year of publication, methods utilized, and emerging
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TABLE II
CODING CATEGORIES FOR JOURNAL PAPERS

theories and concept synthesized [117] (Table II). The papers
were independently screened by two of the authors, who dis-
cussed any discrepancies on inclusion/exclusion. For the SLR,
the following keyword search was set.

1) Based on the academic and professional discussions, the
search included keyword search strings in abstract “supply
chain,” “resilience,” “SME,” or “small–medium.”

2) Publications including law aspects have not been included
due to the inherent broader range of complexity that may
not fall under the supply chain scope [126].

3) The search included the major databases; Elsevier,
Springer, Emerald, Wiley, and other library services such
as Ebscohost.

Similar to Pilbeam et al. [119] after the first screening, du-
plication and conference papers were eliminated. The initial
screening resulted in 115 papers to be considered for relevancy,
after the assessment only 60% of papers were included in the
sample. This also indicates one of the weaknesses of the SLR,
particularly in underdeveloped research areas. Hence, the use
of stage two, including an additional manual search, discussed
next, became imperative.

B. Stage 2: Inclusion of Relevant Articles

Given the relatively small number and leads to other journal
articles, the authors included an additional step in the research.
Similar to Kamalahmadi and Parast [61], due to the emerging
nature of SMEs resilience, we employed a second step to collect
relevant articles in addition to those yielded by the keyword
search. We did this using two techniques: 1) a “snowballing tech-
nique” from the reference and citation lists of the SLR journal
papers identified, and 2) deploying our background knowledge
of the resilience subject areas as researchers. As far as the “snow-
balling technique” is concerned, we conducted a backward and
forward snowballing following the steps proposed by Wohlin

[115]: publications referenced from and referencing to previ-
ously selected studies were considered iteratively. At each step,
we applied the same criteria for inclusion/exclusion presented
above and we removed papers from the list that have already
been examined or selected in a previous iteration. New papers
identified in the iteration are taken into account for the next
iteration. We iterated the process until no new papers were found.

The two abovementioned techniques enabled us to identify a
further 80 papers for screening, which were important but were
not part of our SLR results, from which 41% were considered
according to the steps described above. The resulting 101 re-
maining papers from both stages were then categorized by four
researchers, according to the coding categories shown below.
The study relied on a thematic analysis to perform data analysis
and categorization of papers [134].

Specifically, the authors tried to identify patterns that emerged
from all the retrieved articles. For the findings category, these
patterns were structured in groups and eventually a total of four
focal areas were identified in the literature. During the develop-
ment of the focal areas, the authors discussed any discrepancies
or different judgments on the interpretation of the content of
the papers until the point of agreement was reached. Analyzing
the distribution of the journal papers, we see that the SME
supply chain resilience has been evaluated based on a number
of categories (Tables II–IV).

A significant number of papers are empirical with 58%
dominated by qualitative or quantitative research approaches,
followed by 25% conceptual papers, in contrast to limited liter-
ature review papers with 10% and viewpoints with 7% remains
rather limited (Fig. 1). Most journals containing SMEs and
supply chain resilience focus on the area of environment and
sustainability, operations management, and operations research,
general management, information science, and sectoral studies.

The inclusion of these diverse areas is noted in the academic
literature on supply chain resilience. The authors noted that
supply chain resilience embedded different subjects, such as
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TABLE III
CATEGORIES FOR JOURNAL PAPER

Fig. 1. Distribution of paper types.

ecology, psychology, economy, social, and organizational, mak-
ing the concept of resilience rather multidimensional and mul-
tidisciplinary [127], [117]. The number of papers has indicated
a steady increase with two outliers in 2011 and 2019.

The presence of the aforementioned fields indicates the main
supply chain resilience areas [61]. When looked at the overall
distribution of journals and particular areas, we see that the first
20 journals which make up 54% of the journal papers indicate a
high proportion of operations management and research journals
(Fig. 3).

Further, as far as the information science and sectoral studies
are regarded, 77% of articles published in information science

Fig. 2. Distribution of years vs. number of papers.

journals were published after 2015, demonstrating the expan-
sion of SME resilience research in the context of the informa-
tion science, security, and information management [61], [129]
(Fig. 4). This shows that system integration has become an
integral element of the SME supply chain resilience agenda. The
importance of IT security is expected, in order to improve the
resilience where “ …SMEs have started outsourcing and market
diversification, which highlights the need to integrate more
information technology and information systems for significant
SME resilience.” [83, p. 412].
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TABLE IV
INDUSTRY SECTORS

∗Includes forestry, farming, and fishing; ∗∗Includes software and hardware, ∗∗∗Includes FMCG.

Li et al. [65, p. 7] highlighted that SMEs have limited pro-
cess capability and “argue for the ability to reinvent existing
processes or seek external cooperation to overcome barriers to
change.” However, an increasing level of information technol-
ogy and its implementation with the cloud computing network
within SMEs indicated an increase in organizational resilience
potential [128]. Hence, cloud computing is becoming a game-
changer for SMEs as it provides a scalable infrastructure and
capabilities [42].

C. Geographical Context and Industry Category Setting

Categorization of papers by industry sector indicated the
highest percentage in manufacturing sector research, with a
generic spread across automotive and construction. Manufac-
turing represents a key aspect or node within any supply chain,
and crucial in the supply of raw materials and production of the
end product for the market. Given that SMEs play a vital role
in this as suppliers, there is no surprise this has been an area of
focus within the SLR. It could be argued also that manufacturing
is an activity as well as an industry sector and is part of many
of the other industry sectors, such as automotive or electronics.
The industry category settings have been well developed with the
majority of the papers (i.e., 75%) indicating the SME resilience

in a specific industry category; however, the rest of the papers
did not entail any relevance to industrial categories making it
difficult for the researchers to contextualize and categorize in
this respect (Table IV).

Considering the resilience within the context of 201 German
manufacturing SMEs, similar barriers are faced by SMEs in
terms of location, regulations, and challenges [50]. This also
relates to the fact that SMEs’ manufacturing strategy, such as vol-
ume flexibility, design flexibility, and service provision, enables
better business outcomes during instances of macroeconomic
shocks [68]. Similarly drawing on SME manufacturing flexibil-
ity and rapid decision-making capability, Pal et al. [83, p. 411]
highlighted also in their study the role of economic crisis noting
that SMEs “faced major threats to their financial performance
and ultimately to their survival at times of economic crises, and
thus economic resilience has become a prerequisite to be fostered
in such firms in order to be successful.”

In terms of the automotive industry, the authors’ research
indicated a difference between old and new SMEs [9]. The older
SMEs operating over 20 years indicated an increase of resilience
capacity when compared to their newer counterparts. Thun et
al. [100] investigated supply chain risk management within
the context of 67 SMEs operating in the German automotive
industry. Their results show that SMEs predominantly focus on
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Fig. 3. SME resilience the first 20 journals (based on the journal paper numbers).

Fig. 4. SME resilience papers in information science.

reactive or short-term measures to mitigate risks after the occur-
rence of a negative event. Hence, in both studies, proactive and
reactive measures seem to be valid responses in SME resilience
agenda.

In terms of the healthcare industry, Aigbogun et al. [4, p. 220]
investigated the pharmaceutical industry in Malaysia, which
included SMEs producing “generic drugs, traditional medicines,
and herbal supplements …[ as well as act] as a contract manu-
facturer for foreign multinational corporations … worth RM4.4
billion.” Group and rational cultures in the healthcare sup-
ply chain were dominant enablers of resilience and managers
therefore focused on enriching these specific cultures in their
respective organizations for enhanced resilience [73]. One of
the key challenges for resilience in the pharmaceutical SMEs
was countermeasures for improving the counterfeit products
[94]. For the pharmaceutical SMEs, they suggested that it is
just as important to develop resilience to counterfeiting as it is
to develop resilience to natural disasters, terrorist attacks, and
other fundamental threats to supply chains [94].

Most of the remaining sector studies indicate vulnerabili-
ties as well as strengths of SME resilience based on SMEs’
size and scope. For example, Hui-Hong et al. [53] found that
some SMEs suffered negatively by the global recession. Some
overseas Japanese SMEs in the electronic manufacturing sector
thrived and grew either because they adopted new technology,

developed negotiation powers to achieve economies of scale
through acquisitions, or reorganized their manufacturing. Other
studies highlighted the impact of product type and resilience:
for example, fresh produce SMEs compared to other sectors
were more complex in terms of perishability and limitations
of shelf life [75], whereas others highlighted the contextual
setting of SMEs, for example, the construction industry being
overwhelmingly comprised of SMEs and highly dependent upon
SMEs’ resilience [108].

There are also commonalities across SME vulnerabilities
explored in multiindustry study that included 38 cases from
the construction industry, energy supply industry, food industry
including tobacco, mechanical engineering industry, tourism
industry, and water and sewage supply industry highlighted that
extreme weather events can affect SMEs financial performance
[17]. This is especially important as SMEs face problems in
obtaining financing from banks as well as have a lack of famil-
iarity with investors and project risks, which does impact the
transaction costs for SMEs [40].

D. Research Methods Utilized

The analysis indicated that case study, surveys, and interviews
were often used reflecting the inherent complexity of SMEs’
supply chain (Table V). Case studies provide a good insight
into SME supply chain resilience to understand its challenges,
tools, and strategies utilized. However, some researchers did
not mention the methods utilized when discussing conceptual
papers which reflected 17% of the overall papers indicating
high reliance upon a theoretical discussion of SME resilience.
Surveys, case studies followed by interviews, indicated the most
used research methods highlighting the need for understanding
the impact of either standalone SME resilience elements or
differences between SMEs [58], [48]. For example, an analysis
of wide-ranging issues and its interlinkages into SME resilience
profile has been reported in the form of survey results involving
72 companies in the U.K. [99] that reported that SMEs can
overcome the disadvantages of limited resources and be resilient
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TABLE V
RESEARCH METHODS UTILIZED

through diverse customer portfolio, detailed understanding of
manufacturing processes, highly motivated leaders, new and
advanced technology, and seamless communication systems.

Another finding from our SLR was that the limited availability
of modeling and simulation studies also indicates the lack of
quantitative measures and assessment tools within the SME
supply chain resilience agenda. For example, in a context of
constrained resources, a mathematical model to determine the
required resources to cope with disruptions has been proposed
to manage recovery plans and increase supply chain resilience
[131].

IV. CONTEXT OF SUPPLY CHAIN RESILIENCE IN SMES

Due to SMEs context, size, and scope, supply chain resilience
has different connotations to SMEs in comparison to large and
multinational corporations, as the capacity and scope of SMEs
to resilience externally and internally is positively related to the
size of the firm, its resources, and location [132]. Considering
that resilience can be triggered by different contextual factors,
“cultural variances, the complex nature of communities, and
existing and future networks,” it becomes difficult to under-
stand how to meet future challenges [44]. Hence, the challenge
remains that “resilience can only truly be tested in times of
adversity or crisis” [54, p. 2]. Hence, it is important to understand
the contextual relevance of SME resilience as SME development
requires a good balancing act between resilience and growth
[78]. Our SLR on supply chain resilience in SMEs context
highlighted four focal areas to balance for supply chain resilience
impact as follows:

1) Supply chain resilience and the role of collaboration;

2) Supply chain resilience and SMEs’ capabilities;
3) Supply chain resilience and the role of Information

Systems;
4) Supply chain resilience and the role of cost and financing.

A. Supply Chain Resilience and the Role of Collaboration

The role of collaboration in terms of achieving supply chain
resilience in SMEs is one of the main contributing factors
for SMEs, as SME employees have multiple roles and tasks
leading to “[Resilience] frequently plummeting down the list of
priorities day-to-day running of the business” [28 p. 13]. Hence,
the collaboration with a network of specialized partners allows
SMEs to “ …maintain … the focus on their core competences
and [to] get … support” when and if needed [30, p. 925]. SMEs,
due to their small size, volume, and scale, have less influence in
collaborating with other supply chain partners to improve visi-
bility and resilience, thus making them vulnerable [86]. SMEs
to be more resilient need to collaborate, in order to withstand
against disturbances, which are seen as typical characteristic
of an SME environment [130]. Collaboration allows SMEs to
develop resilience where “close relationships with customers
and suppliers [can help] the SMEs sector [which possesses] ….
a weak technological base, limited use of information technolo-
gies, as well as [a lack of] manpower” [26, p. 617]. Especially
“given scarce resources to invest in building relationships, the
important question of how tight a relationship should optimally
be with respect to resilience is addressed for the first time.”
[109, p. 311]. Hence, studies proposed a comprehensive model
to evaluate green resilience and stress the importance of supplier
collaboration in creating organizational resilience [71], [72].
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Despite this need, a high level of supply chain uncertainty does
not always lead to a high degree of collaboration with the supply
chain members [72]. Especially, organizational culture is seen
as the key driver of a successful collaboration and also resilience
[107].

Further, studies [11], [89] discussed the role of collaboration
among SMEs in the form of complementarity, i.e., alignment of
resources within a network of organizations, to increase the level
of resilience of their supply chain. Traditionally, outsourcing
has been seen as a valuable tool for supply chain resilience
[155]. Hence, we also observe a shift in SMEs from only buying
the resources, to SMEs outsourcing their key operations due
to the competitive market environment [63]. However, utilizing
outsourcing as one of the key strategies might mean high de-
pendency upon the vendors [156]. This is especially important
for competitiveness where “business success now depends on
the sum of both the SME’s and its partners’ performances” [30,
p. 295]. Day [32, p. 1983] included the notion of collaborative
resilience, in which he stated that “the number and distance of
different routes that resources or information must travel through
various intermediate entities can be important to collective re-
silience.” Therefore, resilience is not solely related to SMEs
resilience, but rather the collaborative resilience performance of
its collaboration partners.

B. Supply Chain Resilience and SMEs’ Capabilities

Jayaram et al. [57, p. 472] note that SMEs are managed
in family business contexts and utilize limited resources and
are “less advanced in their supply chain management (SCM)
capabilities compared to large organizations,” which may limit
their access to technical support and finances as such [25], [93].
On the other hand, SMEs’ size allows for advantages such as
agility, flexibility, quick response in responding to the supply
chain disruptions than their counterparts [26], [133]. According
to the results of a survey [99] involving 72 companies in the U.K.,
SMEs can overcome the disadvantages of limited resources
and be resilient through diverse customer portfolio, detailed
understanding of manufacturing processes, highly motivated
leaders, new and advanced technology, and seamless commu-
nication systems. Nevertheless, the impact of SME resilience
can also trigger “substantial disruptions in supply chains in the
manufacturing sector, called a Single Point of Failure (SPOF). A
SPOF is originally used in the field of information systems and
refers to a system component which, upon failure, renders an
entire system inoperable” [47, p. 538]. Hence, SME resilience
is in the interest of the wider supply chain networks in this sense.

Still, due to the limitations of SMEs, such as limited access
to international markets, they heavily rely on national and local
markets with often highly volatile economic cycles, which may
make them vulnerable to financing and project risks [40] [93].
Gilinsky et al. [157], based on their research on the wine sector,
noted that SMEs try to overcome their traditional financing
disadvantages through the use of innovative new technologies.
However, the capabilities of SMEs may differ based on company
setting, as Agrawal et al. [2, p. 164] noted that “the growth of the
Indian IT industry has largely been enabled by the availability

of skilled and economical manpower.” The lack of investment
and budgetary constraints has also been highlighted by Ali et al.
[7, p. 1242] in Australian fresh produce SMEs which led to “ …
inhibiting these firms in achieving resilience [and have an impact
upon] …. continuous learning, innovation, and improvement
opportunities at a firm as well as supply chain level.” Similarly,
Cespedes et al. [25] indicate the lack of competitiveness to ab-
sorptive capacity which seems to be underdeveloped especially
in Latin American SMEs. For example, in the case of Bolivia,
Cespedes et al. [25] noted this as a poverty resilience strategy
for SMEs. The lack of resources was also reported in the CSR
activities of SMEs especially when it came to environmental
resilience with “the number of environmental activities [being]
significantly lower for SMEs than for large organisations” [48,
p. 385]. Thomas et al. [99] study noted that SME capabilities did
play an important role on U.K. manufacturing SMEs, however
manufacturing SMEs which held a diverse product and service
portfolio were not always as affected by the lack of skill, knowl-
edge, and financial capacity, traditionally cited as impediments
to SME resilience.

C. Supply Chain Resilience and the Role of
Information Systems

Hui-Hong et al. [53] found that although some SMEs suf-
fered negatively from the impacts of the global recession, some
Japanese SMEs in the electronic manufacturing sector thrived
and grew either because they adopted IT technology to overcome
this, developed negotiation powers to achieve economies of scale
through acquisitions, or by reorganizing their manufacturing
supply chain. Some authors discussed the potential of using
information systems to build resilience in a network of SMEs. By
developing a shared repository of technical content and market
knowledge, organizations are able to develop shared modes of
working and ultimately enhance their resilience to changes in
external conditions [89]. Also, information sharing can have
a positive influence on SMEs’ credit quality [93]. While it is
important to exploit the opportunities related to the sharing of
information, new risks arise.

Lambert et al. [64] recommend a multiscale approach in
improving security from cybercrime and counterfeiting in hard-
ware supply chains, with a focus on resilience, systems analysis,
and energy and environmental sustainability rather than just
technology. Considering that “.. approximately 72% of cyber
breaches occur at SMEs” the impact of information manage-
ment on resilience in the supply chain context is not surprising
(Mieland et al., 2015 as cited in Fieldler et al. 2016, p. 13) espe-
cially wherein the SMEs lack available funding for cybersecu-
rity, thus providing insufficient cover for system vulnerabilities
[38].

One way to deal with the SME information system improve-
ment was “ …outsourcing …. which highlight[ed] the need to
integrate more information technology and information systems
for significant SME resilience.” [83, p. 412]. However, in SMEs,
“measures such as resilience are more likely to be implemented
after an attack, once the organisation realises how much they
have grown to rely on technology for business continuity.”
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[81, p. 34]. In this way, organizations have to make trade-offs
with regard to how they defend their systems, especially consid-
ering the cost and financing of such a system and its potential
trade-offs.

D. Supply Chain Resilience and the Role of Cost
and Financing

It is important for an SMEs’ supply chain to have the capabil-
ity to be resilient; however, the studies highlighted the additional
cost attached to the resilience agenda as well as the investment
necessary for an SMEs’ supply chain to be resilient. Cost can
be an element of any SMEs resilience agenda. For example,
Bergman et al. [17] explored 38 cross-industry cases (including
the construction industry, energy supply industry, food industry
including tobacco, mechanical engineering industry, tourism
industry, and water and sewage supply industry) and highlighted
that any SME can be affected by extreme weather events that
can affect SMEs financial performance. This is especially impor-
tant as SMEs face problems in obtaining financing from banks
already due to high-risk profiles [40].

In cases of investment necessity, Agrawal et al. [2, p. 169]
noted that SMEs may “stay away from IT adoption due to
perceived high costs and unclear return on investments.” There-
fore, the supply chain resilience of SMEs can be enabled by
the capability of how and to what extent SMEs can generate
capital [35]. The lack of investment and budgetary constraints
has been also highlighted by Ali et al. [7, p. 1242] in Australian
fresh produce SMEs which led to “ … inhibiting these firms in
achieving resilience [and have an impact upon] …. continuous
learning, innovation, and improvement opportunities at a firm
as well as supply chain level.” Due to the inherent scarcity
in terms of financial resources and budgetary constraints in
SMEs “ …national industry associations in collaboration with
government departments organise intensive training and edu-
cation programmes” [7, p. 5] to provide continuous learning
opportunities. However, the financial limitations in SMEs are
not solely internal but also can be external such as limited access
to international markets, which makes them heavily reliant on
national and local markets with often highly volatile economic
cycles. This may make them vulnerable to financing and project
risks [40], [93]. Gilinsky et al. [157] based on their research
on the wine sector report that SMEs try to overcome their
traditional financing disadvantages through the use of innovative
new technologies. However, on the same token, they note that the
benefit-cost trade-off in the short-term may hinder preparedness
for any disruption and risk in the long-term impacting the SME
resilience as such [157].

V. CONCLUSION

This article has provided a comprehensive structured review
of academic literature on SME supply chain resilience by con-
tributing to the definition of SME supply chain resilience and
by identifying in the literature four focal areas: 1) SME supply
chain resilience and the role of collaboration, 2) SME supply
chain resilience and SMEs’ capabilities, 3) SME supply chain

resilience and the role of Information Systems, and 4) SME
supply chain resilience and the role of cost and financing.

As far as collaboration was concerned in the context of SME
supply chain resilience, future research efforts were needed to
first investigate the barriers and drivers of effective collaboration
with key partners of the same supply chain, taking into account
specific challenges for collaboration for SMEs due to their
size and bargaining power. Second, different implementation
strategies of collaboration and collaborative practices needed
to be investigated, in terms of contractual agreements, security,
collaborative planning and operations, integration of processes,
and level of collaboration (depth of the relationship). This should
be further complemented by quantitative studies and empirical
evidence on the relationships between collaboration in the sup-
ply chain and achieved performance of single organizations and
the supply chain in its entirety.

A second main area of research focused on the role of SMEs’
capabilities to achieve supply chain resilience. Even though it
was well acknowledged that SMEs can often be more agile and
flexible, which were key elements of resilience, on the other
hand, they could have difficulties in implementing mitigation
actions and recovery plans in case of disruptions due to the
limited availability of resources. Hence, the findings of this
article were of significant benefit to practitioners. The study em-
phasizes that owner managers of SMEs should pay a great deal
of attention to establishing strong collaboration with a network
of specialized partners to develop resilience. We argue that most
SMEs need to review and adapt their organizational processes,
structures, culture, leadership, and social interactions in order to
ensure a strong motivation and commitment to build resilience
through the establishment of long-term and trusted relationships
with their partners. The motivation of owner managers of SMEs
played a central role in establishing resilience which can be
further strengthened by establishing a diverse customer base
and the use of new advanced technologies. Our study also
suggested that establishing a secure information system can
help build resilience in a network of SMEs, however as most
SMEs lack adequate financial resources for cybersecurity they
have to make trade-offs with regard to how they defend their
systems. One tool that can be used was the modeling of potential
risks and disruptions to assess the extent of the impact on SME
resilience. Our review indicated that modeling and simulation
have been not widely used by SMEs as well as studies indicated
the lack of quantitative measures and assessment tools within the
SME supply chain resilience agenda [131]. Therefore, decision
support tools and optimizations models can also be beneficial
to understand how to optimize the use of limited resources of
SMEs.

This article thus provided owner managers of SMEs with a
comprehensive understanding of the complexities of building
resilience. Hence, future research was needed to investigate
how knowledge management in the supply chain and absorptive
capacity can be leveraged to support SMEs in order to overcome
the mentioned resource limitations with key partners present-
ing an aligned organizational strategy and culture regarding
resilience. This could include the use of technology to share
and use know-how in a network of companies including SMEs,
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as well as entail outsourcing. Especially further research needs
to be conducted to understand the interrelationship between
outsourcing, collaboration, and SME supply chain resilience,
as high dependency on the outsourcing partners/collaborators
may have an impact on SME supply chain resilience.

Another key theme in the literature was the role of Information
Systems to enable SME supply chain resilience. Information
sharing was recognized in the literature as an enabler of supply
chain resilience and robustness of complex supply chains. When
SMEs were involved, future research was needed to investigate
issues related to trust and asymmetric information (when infor-
mation in terms of quantity and quality was not equally shared
among parties) and how to manage them to be able to effectively
and efficiently use the information to cope with disruptions.
On the other hand, sharing information entailed an increased
level of cyber and information risk that SMEs should manage in
collaboration with their partners and future research was needed
in this area.

Finally, the literature had revolved around the role of cost
and financing as this seemed to be one of the underlying issues
faced by SMEs, in terms of budgetary constraints and lack of
investment. SMEs’ impact on economic growth also needed
closer attention by the policymakers as the research presented
indicates the overarching impact of SME supply chain resilience
on economic growth and multinational corporations’ perfor-
mance. Hence, policymakers must consider tools and strategies
as a means of supporting SMEs’ development for the resilience
agenda.

In addition, researchers may conduct longitudinal case studies
to understand how these four areas of resilience have been
observed and strategies have been developed to respond to dis-
ruptions over time. Moreover, future work focusing on literature
review on SME resilience may investigate evolutionary patterns,
trends, and knowledge creation over time in the field and identify
focal areas through the use of citation analysis, as different
resilience themes are evolving at different speeds, and may have
positive or negative influences on each other.
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