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Abstract 

While trust is considered a central aspect of the success of mobile banking systems, privacy 

and security concerns are seen as the biggest obstacles to building trust in this system. Due to 

the high level of perceived risk, it is critical for mobile banking managers to reduce the effect 

of these concerns and foster users’ trust in order to increase the adoption of this service. 

However, while existing studies have identified the antecedents to trust and their direct effect 

on it, we still do not know how a persuasive message, which includes privacy and security 

polices of the mobile banking services, can change trust in this service and how privacy and 

security concerns play a role in this persuasion process. Determining the variables that are 

related to developing trust in mobile banking services is crucial in the development of 

successful tools to improve the consumption of this service. Therefore, this study has set out to 

investigate and explain the persuasion process used to increase trust in the mobile banking 

system, with a focus on privacy and security concerns. In particular, it is argued that security 

and privacy concerns play a positive moderating role in the persuasion process. 

In particular, this study has involved developing and testing a framework built on the 

Elaboration Likelihood Model (ELM), which is one of the most widely used theoretical 

frameworks for explaining how peoples’ attitudes are affected by persuasive messages. Thus, 

built on the ELM, this thesis tests the effect of both the quality of the argument and the 

credibility of the source of trust. Source credibility includes two common dimensions, which 

are source expertise and trustworthiness. Security and privacy concerns are added as 

moderators to test whether they affect the link between the argument of quality and trust.  

The research framework has been implemented with a sample of 358 mobile banking users in 

the UK. By using Statistical Package for the Social Science (SPSS) version 20, the data 

analysis shows significant support for the research model. The aim of this thesis is to 

contribute to this growing area of research by developing a theoretical model based on the 

Elaboration Likelihood Model for trust in mobile banking, which could significantly extend the 

reliability and validity of the previous research. The result of the current research is important 

for mobile banking managers. It will help to increase trust in this service, which will provide 

benefits to users and banks alike. 



iii 
 

Dedications 

This doctoral research effort is dedicated to: 

The soul of my Mum, Halima Dayoub, and to the soul of my brother, Sindibad, as well as to 

the souls of all the martyrs of Syria, my beloved country. 

It is also dedicated to my dad, my brother, Zoulfakar, and my two sisters, Baraa and Brodans, 

and to my own small family: my husband, Osama Raheb, and my two daughters, Shams and 

Hiba. 



iv 
 

 

Declaration 

I hereby confirm that, to the best of my knowledge, this study is original and has not been 

submitted before for any degree award, to any other organisation of learning. 



v 
 

 

Acknowledgements 

My first and big appreciation goes to my first supervisor, Prof Habin Lee, for his marvelous 

supervision, guidance and encouragement. Sincere gratitude is extended to his generous 

participation in guiding, constructive feedback, kind support, and advice during my PhD. 

Thank you very much Pro Habin. 

Also, I greatly appreciate my second supervisors, Dr. EmelAktas and Dr. Uthayasankar 

Sivarajah for their great feedback, excellent encouragement and guidance. Thanks a lot you 

both. 

Many thanks to all of the members of staff in Brunel Business School for their kind support 

during my PhD study. Also, I extend my thanks to all my colleagues at Brunel university for 

their continuous encouragement and support, as well as to all of my friends and colleagues 

from Brunel and outside for their time, advice and moral support. 

Last, but not least, my warm and heartfelt thanks go to my family for their tremendous support 

and hope they had given to me. Without that hope, this thesis would not have been possible. 

Thank you all for the strength you gave me. I love you all! 



vi 
 

 

Journal Articles 

At the moment I am working with my supervisor on a paper to be submitted to journal rank 

three which is Information Systems Frontiers. 

Conference Papers 

Jammoul, K and Lee, H (2014). Understanding users’ trust and the moderating influence of 

privacy and security concerns for mobile banking: An elaboration likelihood model perspective. 

European, Mediterranean & Middle Eastern Conference on Information Systems, 2014 

(EMCIS2014) October 27th – 28th 2014, Doha, Qatar. 

Jammoul, K and Lee, H (2015) Trust in mobile banking from the perspective of elaboration 

likelihood model and the moderating role of privacy and security concerns. This paper was 

presented in BAM workshop, e-Gov-workshop-Bradford, July 2015. 

Jammoul, K and Lee, H (2016). Understanding users’ trust and the moderating influence of 

privacy and security concerns for mobile banking: An elaboration likelihood model 

perspective. This paper presented in BAM workshop, e-Gov-workshop, Queen Mary 

University, 18, 19 May, 2016. 



vii 
 

 

TABLE OF CONTENTS 

 

ABSTRACT ................................................................................................................................... II 

DEDICATIONS ........................................................................................................................... III 

DECLARATION ......................................................................................................................... IV 

ACKNOWLEDGEMENTS .......................................................................................................... V 

JOURNAL ARTICLES .............................................................................................................. VI 

CONFERENCE PAPERS .......................................................................................................... VI 

TABLE OF CONTENTS ........................................................................................................... VII 

LIST OF TABLES ..................................................................................................................... XII 

LIST OF FIGURES ................................................................................................................. XIV 

CHAPTER 1 : INTRODUCTION ............................................................................................. 1 

1.1 INTRODUCTION ............................................................................................................... 1 

1.2 RESEARCH BACKGROUND AND RESEARCH PROBLEM .................................... 2 

1.3 RESEARCH QUESTIONS ................................................................................................ 5 

1.4 AIMS AND OBJECTIVES ................................................................................................ 6 

1.5 RESEARCH METHODOLOGY....................................................................................... 6 

1.6 CONTEXT OF THE STUDY: UK .................................................................................... 7 

1.7 CONTRIBUTION ............................................................................................................... 8 

1.8 THE STRUCTURE OF THE THESIS ............................................................................. 9 



viii 
 

CHAPTER 2 : LITERATURE REVIEW ............................................................................... 11 

2.1 INTRODUCTION AND CHAPTER STRUCTURE ..................................................... 11 

2.2 THEORETICAL MODELS USED IN INFORMATION SYSTEMS ......................... 12 

2.2.1 THEORY OF REASONED ACTION (TRA) ................................................................. 12 

2.2.2 THEORY OF PLANNED BEHAVIOUR (TPB) ............................................................ 13 

2.2.3 TECHNOLOGY ACCEPTANCE MODEL (TAM) ....................................................... 16 

2.2.4 ELABORATION LIKELIHOOD MODEL (ELM) ........................................................ 17 

2.3 WHAT IS TRUST? ........................................................................................................... 19 

2.4 TRUST AND THE ONLINE ENVIRONMENT ............................................................ 22 

2.5 TRUST, ONLINE BANKING AND MOBILE BANKING .......................................... 28 

2.6 ELM IN GENERAL, ELM AND TRUST IN IT IN PARTICULAR ........................... 46 

2.6.1 ELABORATION LIKELIHOOD MODEL (ELM) ........................................................ 46 

2.6.2 ELM AND TRUST IN INFORMATION SYSTEM STUDIES ..................................... 48 

2.6.3 ELM, ONLINE AND MOBILE BANKING .................................................................. 64 

2.7 CONCLUSION .................................................................................................................. 71 

CHAPTER 3 : CONCEPTUAL FRAMEWORK ................................................................... 73 

3.1 INTRODUCTION ............................................................................................................. 73 

3.2 DEVELOPMENT OF THE MODEL AND THESIS HYPOTHESES ........................ 73 

3.3 DEPENDENT VARIABLE – TRUST ............................................................................. 75 

3.4 FACTORS AFFECTING TRUST IN MOBILE BANKING FROM THE 

PERSPECTIVE OF ELM ........................................................................................................... 75 

3.4.1 ARGUMENT QUALITY ................................................................................................ 76 

3.4.2 SOURCE CREDIBILITY ............................................................................................... 77 

3.5 THE MODERATION HYPOTHESES: PRIVACY AND SECURITY CONCERNS 

AS MODERATORS ..................................................................................................................... 78 

CHAPTER 4 : RESEARCH METHODOLOGY ................................................................... 82 

4.1 INTRODUCTION ............................................................................................................. 82 

4.2 RESEARCH PHILOSOPHICAL PARADIGMS .......................................................... 83 



ix 
 

4.3 RESEARCH METHOD ADOPTED IN THIS THESIS ............................................... 86 

4.4 STUDY DESIGN ............................................................................................................... 87 

4.5 SAMPLING STRATEGY ................................................................................................ 89 

4.5.1 POPULATION ................................................................................................................ 89 

4.5.2 SAMPLING FRAME ...................................................................................................... 89 

4.6 SAMPLING ....................................................................................................................... 89 

4.6.1 PROBABILITY SAMPLING TECHNIQUES ............................................................... 90 

4.6.2 NON-PROBABILITY SAMPLING METHODS ........................................................... 91 

4.7 SAMPLE SIZE .................................................................................................................. 92 

4.8 DATA COLLECTION PROCEDURE ........................................................................... 92 

4.9 QUESTIONNAIRE SURVEY ......................................................................................... 94 

4.9.1 DEVELOPMENT OF THE SURVEY QUESTIONNAIRE........................................... 95 

4.9.2 SCALE DEVELOPMENT .............................................................................................. 96 

4.9.3 OPERATIONALISATION OF VARIABLES ................................................................ 97 

4.10 PRE-TESTING PROCEDURES AND PILOT STUDY.............................................. 100 

4.10.1 PRE-TESTING THE QUESTIONNAIRE ................................................................ 101 

4.10.2 PILOT STUDY .......................................................................................................... 101 

4.11 DATA ANALYSIS .......................................................................................................... 103 

4.11.1 EXPLORATORY FACTOR ANALYSIS AND RELIABILITY ASSESSMENT ... 103 

4.11.2 RELIABILITY AND VALIDITY TESTING OF THE FINAL SURVEY ............... 104 

4.11.3 REGRESSION ANALYSIS ...................................................................................... 106 

4.12 HYPOTHESES TESTING ............................................................................................. 106 

4.13 ETHICAL CONSIDERATIONS ................................................................................... 107 

4.14 CONCLUSION ................................................................................................................ 108 

CHAPTER 5 : MAIN STUDY ANALYSIS AND FINDINGS ............................................ 109 

5.1 INTRODUCTION ........................................................................................................... 109 

5.2 DATA MANAGEMENT ................................................................................................ 109 

5.3 DATA SCREENING PRIOR TO ANALYSIS ............................................................. 110 



x 
 

5.4 MISSING DATA ............................................................................................................. 110 

5.5 RESPONSE RATE .......................................................................................................... 111 

5.6 NON-RESPONSE BIAS ................................................................................................. 111 

5.7 DESCRIPTIVE STATISTICS ANALYSIS .................................................................. 112 

5.8 OUTLIERS ...................................................................................................................... 115 

5.9 NORMALITY AND LINEARITY ................................................................................ 116 

5.10 DEMOGRAPHIC CHARACTERISTICS AND RELATIONSHIPS ........................ 117 

5.11 FACTOR LOADING AND DATA ANALYSIS ........................................................... 120 

5.12 REGRESSION ANALYSIS ........................................................................................... 131 

5.12.1 REGRESSION ANALYSIS: EXAMINING THE RELATIONSHIP BETWEEN 

ARGUMENT QUALITY (AQ), SOURCE EXPERTISE (SE), TRUSTWORTHINESS (TW) 

AND TRUST (TR) ................................................................................................................... 131 

5.12.2 MODERATOR ROLE OF PRIVACY CONCERNS PC .......................................... 135 

5.12.3 MODERATOR ROLE OF SECURITY CONCERNS SC ........................................ 137 

5.13 CONCLUSION ................................................................................................................ 140 

CHAPTER 6 : DISCUSSION ................................................................................................. 141 

6.1 INTRODUCTION ........................................................................................................... 141 

6.2 OVERVIEW OF THIS RESEARCH STUDY ............................................................. 141 

6.3 DISCUSSION .................................................................................................................. 142 

6.3.1 RESPONSE RATE ........................................................................................................ 142 

6.3.2 POPULATION AND DEMOGRAPHIC CHARACTERISTICS ................................. 143 

6.3.3 DISCUSSION OF THE RESULTS OF HYPOTHESES TESTING ............................ 143 

6.4 CONCLUSIONS.............................................................................................................. 147 

CHAPTER 7 : CONCLUSION .............................................................................................. 149 

7.1 INTRODUCTION ........................................................................................................... 149 

7.2 RESEARCH IMPLICATIONS ..................................................................................... 149 

7.2.1 THEORETICAL CONTRIBUTIONS .......................................................................... 149 



xi 
 

7.2.2 PRACTICAL IMPLICATIONS .................................................................................... 150 

7.3 LIMITATIONS ............................................................................................................... 151 

7.4 FUTURE STUDIES ........................................................................................................ 152 

7.5 FINAL REMARKS ......................................................................................................... 153 

REFERENCES ........................................................................................................................... 154 

APPENDIX ................................................................................................................................. 181 

APPENDIX A: QUESTIONNAIRE ......................................................................................... 181 

APPENDIX B: ETHICS FORM ............................................................................................... 190 

PARTICIPANT INFORMATION SHEET ............................................................................. 193 

 



xii 
 

 

List of Tables 

 

TABLE 2. 1 DEFINITIONS OF THE CORE CONSTRUCTS INCLUDED IN THE TPB ................................. 15 

TABLE 2. 2 SUMMARY OF THE BROADER DEFINITIONS OF TRUST IN PREVIOUS STUDIES ................. 21 

TABLE 2. 3 SUMMARY OF TRUST AND ONLINE ENVIRONMENT STUDIES ......................................... 25 

TABLE 2. 4 REVIEW OF TRUST, ONLINE BANKING AND MOBILE BANKING STUDIES ......................... 36 

TABLE 2. 5   SUMMARY OF STUDIES ON TRUST AND ITS MAIN ANTECEDENTS ................................. 44 

TABLE 2. 6 THE DIFFERENCE BETWEEN CENTRAL AND PERIPHERAL ROUTES ................................. 47 

TABLE 2.7 SUMMARY OF THE MAIN STUDIES FROM THE ELM LITERATURE AND THE KEY 

FINDINGS. ...................................................................................................................................... 66 

TABLE 3. 1 CONSTRUCTS, CODE NAME, AND THEIR HYPOTHESISED RELATIONSHIPS ...................... 75 

TABLE 3. 2 RESEARCH CONSTRUCTS DEFINITIONS ......................................................................... 80 

TABLE 4. 1 ALTERNATIVE TERMS FOR MAIN RESEARCH PARADIGMS ............................................. 83 

TABLE 4. 2 THE DIFFERENT ASSUMPTIONS OF THE TWO MAIN PARADIGMS .................................... 84 

TABLE 4. 3 THE MAIN DIFFERENCES BETWEEN THESE TWO APPROACHES. ..................................... 86 

TABLE 4. 4 SAMPLING TECHNIQUES. .............................................................................................. 90 

TABLE 4. 5 DEMOGRAPHIC CHARACTERISTICS OF THE MAIN SURVEY RESPONDENTS. .................... 93 

TABLE 4. 6 QUESTIONNAIRE ITEMS.............................................................................................. 100 

TABLE 4. 7 DEMOGRAPHIC CHARACTERISTICS OF PILOT STUDY PARTICIPANTS (N=38). .............. 102 

TABLE 4. 8 THE RELIABILITY TEST (CRONBACH’S ALPHA COEFFICIENTS) IN PILOT STUDY ........... 102 

TABLE 5. 1 RESPONSE BIAS ANALYSIS FOR DEMOGRAPHIC DATA................................................. 112 

TABLE 5. 2 DESCRIPTIVE STATISTICS OF MEASURED ITEMS OF TRUST CONSTRUCT ...................... 112 

TABLE 5. 3 DESCRIPTIVE STATISTICS OF MEASURED ITEMS OF ARGUMENT QUALITY CONSTRUCT 

(AQ) ............................................................................................................................................ 113 

TABLE 5. 4 DESCRIPTIVE STATISTICS OF MEASURED ITEMS OF SOURCE EXPERTISE CONSTRUCT .. 113 

TABLE 5. 5 DESCRIPTIVE STATISTICS OF MEASURED ITEMS OF TRUSTWORTHINESS CONSTRUCT .. 114 

TABLE 5. 6 DESCRIPTIVE STATISTICS OF MEASURED ITEMS OF SECURITY CONCERNS CONSTRUCT114 

TABLE 5. 7 DESCRIPTIVE STATISTICS OF MEASURED ITEMS OF PRIVACY CONCERNS CONSTRUCT. 115 



xiii 
 

TABLE 5. 8 PEARSON’S CORRELATIONS ....................................................................................... 117 

TABLE 5. 9 DESCRIPTIVE STATISTICS OF MEASURED ITEMS OF SOURCE EXPERTISE CONSTRUCT .. 119 

TABLE 5. 10 COMMUNALITIES ..................................................................................................... 121 

TABLE 5. 11 TOTAL VARIANCE EXPLAINED ................................................................................. 122 

TABLE 5. 12 COMPONENT MATRIX .............................................................................................. 124 

TABLE 5. 13 KMO AND BARTLETT'S TEST ................................................................................... 126 

TABLE 5. 14 FACTOR LOADING AND CRONBACH’S ALPHA OF TRUST (TR) ................................... 127 

TABLE 5. 15 FACTOR LOADING AND CRONBACH’S ALPHA OF ARGUMENT QUALITY (AQ) ............ 128 

TABLE 5. 16 FACTOR LOADING AND CRONBACH’S ALPHA OF TRUSTWORTHINESS (TW).............. 128 

TABLE 5. 17 FACTOR LOADING AND CRONBACH’S ALPHA OF SOURCE EXPERTISE (SE) ............... 129 

TABLE 5. 18 FACTOR LOADING AND CRONBACH’S ALPHA OF PRIVACY CONCERN (PC) ............... 130 

TABLE 5. 19 FACTOR LOADING AND CRONBACH’S ALPHA OF SECURITY CONCERN (SC) .............. 131 

TABLE 5. 20 THE DESCRIPTIVE STATISTICS FOR THE VARIABLES ................................................. 132 

TABLE 5. 21 MODEL SUMMARY ................................................................................................... 132 

TABLE 5. 22 ANOVA ................................................................................................................. 133 

TABLE 5. 23 COEFFICIENTS 
A
 ....................................................................................................... 134 

TABLE 5. 24 HYPOTHESES ASSESSMENT ...................................................................................... 134 

TABLE 5. 25 MODEL SUMMARY ................................................................................................... 135 

TABLE 5. 26 ANOVA 
A
 ............................................................................................................... 136 

TABLE 5. 27 COEFFICIENTS
A
 ........................................................................................................ 136 

TABLE 5. 28 MODEL SUMMARY ................................................................................................... 137 

TABLE 5. 29 ANOVA 
A
 ............................................................................................................... 138 

TABLE 5. 30 COEFFICIENTS
A
 ........................................................................................................ 138 

TABLE 5. 31 HYPOTHESES ASSESSMENT OF MODERATORS ........................................................... 139 

TABLE 6. 1 RESULTS OF RESEARCH HYPOTHESES ........................................................................ 143 



xiv 
 

 

List of Figures 

FIGURE 2. 1 TRA (FISHBEIN AND AJZEN,1975) ............................................................................. 12 

FIGURE 2. 2 THEORY OF PLANNED BEHAVIOURS (TPB: AJZEN. 1991) .......................................... 14 

FIGURE 2. 3 TECHNOLOGY ACCEPTANCE MODEL (DAVIS, 1989) .................................................. 16 

FIGURE 2.4 ELABORATION LIKELIHOOD MODEL. .......................................................................... 19 

FIGURE 2. 5 PROPOSED RESEARCH MODEL OF THE STUDY BY AL-SOMALI ET AL., (2009:133)....... 29 

FIGURE 2. 6 DELONE AND MCLEAN (1992).. ................................................................................ 29 

FIGURE 2. 7 DELONE AND MCLEAN UPDATED MODEL (2003).. ..................................................... 30 

FIGURE 2. 8 THE RESEARCH MODEL OF HANAFIZADEH ET AL., (2014: 69) ..................................... 31 

FIGURE 2. 9 THE RESEARCH MODEL OF (GU ET AL., 2009: 11610) ................................................. 32 

FIGURE 2. 10 RESEARCH MODEL OF THE STUDY BY CHANDIO ET AL., (2013: 671) ........................ 33 

FIGURE 2. 11 RESEARCH MODEL OF THE STUDY BY HARJIT ET AL., (2010: 7). ............................... 34 

FIGURE 2. 12 RESEARCH MODEL OF THE STUDY BY ALDAS-MANZANO ET AL., (2011: 1176). ....... 35 

FIGURE 2. 13 RESEARCH MODEL OF THE STUDY BY ALALWAN ET AL., (2014: 7) .......................... 36 

FIGURE 2. 14 RESEARCH MODEL OF SUSSMAN AND SIEGEL (2003: 52) ......................................... 48 

FIGURE 2. 15 RESEARCH MODEL OF THE STUDY BY BHATTACHERJEE AND SANFORD (2006:811). 49 

FIGURE 2. 16 THE RESEARCH MODEL OF THE STUDY BY CHEUNG ET AL, (2008:233). .................... 50 

FIGURE 2. 17 THE RESEARCH MODEL OF THE STUDY BY TSENG ET AL, (2015: 2291) ..................... 51 

FIGURE 2. 18 THE RESEARCH MODEL FOR THE STUDY BY CHUNG ET AL (2015: 908). .................... 51 

FIGURE 2. 19 THE RESEARCH MODEL FOR THE STUDY BY LI AND KU (2011:3) .............................. 52 

FIGURE 2. 20 THE RESEARCH MODEL FOR THE STUDY BY ALARIFI ET AL., (2015: 7) ..................... 53 

FIGURE 2. 21 THE RESEARCH MODEL FOR THE STUDY BY CHEUNG ET AL., (2012: 621). ................ 54 

FIGURE 2. 22 RESEARCH MODEL OF THE STUDY OF (ANGST AND AGARWAL’ STUDY, 2009: 345). 55 

FIGURE 2. 23 RESEARCH MODEL FOR THE STUDY BY LEE (2012: 1164) ......................................... 56 

FIGURE 2. 24 RESEARCH MODEL FOR THE STUDY BY ZHA ET AL, (2016: 290) ............................... 57 

FIGURE 2. 25 RESEARCH MODEL FOR THE STUDY BY YANG ET AL, (2006: 436) ............................. 58 

FIGURE 2. 26 RESEARCH MODEL FOR THE STUDY BY YANG (2016: 53) ......................................... 59 

FIGURE 2. 27 RESEARCH MODEL FOR THE STUDY BY PEE (2012: 4). .............................................. 60 



xv 
 

FIGURE 2. 28 RESEARCH MODEL FOR THE STUDY BY SHIH ET AL, (2015: 8) .................................. 61 

FIGURE 2. 29 RESEARCH MODEL FOR PEE AND LEE (2016: 27). ..................................................... 62 

FIGURE 2. 30 RESEARCH MODEL FOR BANSAL ET AL, (2015: 628). ................................................ 63 

FIGURE 2. 31 RESERCH MODEL OF ZHOU (2012: 1520) .................................................................. 64 

FIGURE 2. 32 REASONS FOR NOT USING MOBILE BANKING SERVICES. ............................................ 65 

FIGURE 3. 1 PROPOSED RESEARCH MODEL. .................................................................................. 74 

FIGURE 4. 1 RESEARCH DESIGN. .................................................................................................... 88 

FIGURE 5. 1 KAISER–MEYER–OLKIN MEASURE OF SAMPLING ADEQUACY (KMO) TEST .............. 125 

FIGURE 5. 2 FINAL FRAMEWORK SUPPORTED BY EMPIRICAL RESULTS OF RESEARCH 

HYPOTHESES ................................................................................................................................ 139 

 



1 
 

Chapter 1 : Introduction  

1.1 Introduction 

Despite the claimed benefits of the mobile banking system, its acceptance is still lower than the 

expectations of the industry (Febraban, 2015; Luo et al., 2010; Kim et al., 2009; Lee et al., 

2007). One possible explanation is the lack of trust in this service (Luo et al., 2010; Kim et al., 

2009; Gu et al., 2009). In addition, although mobile banking is a clear and emerging channel in 

the space of the banking system, the user’s lack of confidence in the privacy and security of 

this service is a key challenge that affects the adoption of it (Bharti, 2016; Islam, 2014; 

Pegueros, 2012; Zhou, 2012). There is growing evidence that concerns about the security of 

mobile banking is an important issue for customers, because transactions through the mobile 

banking application require sensitive information, and money is involved. Obviously, users 

will not trust this service if they do not consider it safe and secure.  

Although existing studies have examined the antecedents of trust in the mobile banking service 

and revealed the role of trust in customer behaviour in this context (Malaquias and Hwang, 

2016; Chemingui and Ben lallouna, 2013; Oliveira et al., 2014; Lee and Chung, 2009; Gu et 

al., 2009; Kim et al., 2009; Zhou, 2011; Liu et al., 2009; Kim, Shin, & Lee, 2009; Lin, 2011), 

there is typically limited discussion about the impact of persuasive messages. This includes 

information about privacy and security policies in the mobile banking system, and how these 

can affect trust in the system, and how privacy and security concerns play a role in the 

persuasion process. There is very little analysis of the effect the quality of the argument has on 

trust in the mobile banking service. Also, very little is known about whether privacy and 

security concerns can play positive moderating roles in this persuasion process. In particular, 

this study attempts to build a complete understanding of the mechanisms that can develop trust 

formation in the mobile banking system, with the consideration of privacy and security 

concerns as moderators. To achieve this aim, a framework built on the Elaboration Likelihood 

Model (ELM), which is one of the most widely used theoretical frameworks to explain how 

peoples ‘attitude is affected by persuasive messages, has been extended and tested.  

The result of this study is important for mobile banking managers. It may be used to increase 

trust in this service, which would provide benefits to users and banks alike. 

 

https://scholar.google.co.uk/citations?user=RXwZPpoAAAAJ&hl=en&oi=sra
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The next sections outline the PhD thesis. Section 1.2 presents the research background and 

research problem. Section 1.3 explains the main aim and the objectives of the thesis. Section 

1.4 provides details about the research methodology. Section 1.5 presents the context of the 

study. Section 1.6 presents the contribution, and section 1.7 presents the thesis structure. 

1.2 Research background and research problem 

The Internet revolution has greatly changed banking services with regard to the diversity of 

these services and how they are delivered to users (Lee and Chung, 2009). In other words, the 

Internet has significantly affected the processes implemented by banks. It has changed from 

branch offices to cash dispensers (CDs), ATMs, phone banking, internet banking and mobile 

banking (Lee and Chung, 2009). Nowadays, with mobile banking services, customers can 

conduct banking services anywhere and whenever they want. They can connect to banking 

services easily and quickly (Gu et al., 2009). However, despite the claimed benefits of this 

service, its acceptance is still less than the expectations of the industry (Kim et al., 2009; Luo 

et al., 2010, Lee et al., 2007). One reasonable explanation is the lack of trust in this service 

(Kim et al., 2009; Luo et al., 2010; Gu et al., 2009).  

Although some existing studies have examined the antecedents of trust in mobile banking 

services, and have revealed the role of trust in customer behaviour in this context (Lee and 

Chung, 2009; Gu et al., 2009; Kim et al., 2009; Zhou, 2011; Liu et al., 2009; Kim, Shin, & 

Lee, 2009; Lin, 2011), there is typically limited discussion about how persuasive messages, 

which includes information about privacy and security policies, can affect trust in mobile 

banking services. Knowing the variables that determine the development of trust in the mobile 

banking service context is crucial to develop successful tools to improve the consumption of 

this service. 

In particular, this study extends and tests a model based on the Elaboration Likelihood Model 

(ELM) (Petty and Cacioppo, 1986). This model tests the effect of argument quality, source 

expertise and trustworthiness on trust. Although the research on online trust formation have 

tested the impact of an argument’s quality and source credibility on trust (Pee, 2012; Kim and 

Benbasat, 2009), their respective effects have been tested separately. Consequently, the overall 

impact of the results has been limited to date (Mun et al., 2013). When evaluating information 

online, these variables cannot exist in isolation from one another. Thus, it is essential to test the 
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effect of all these factors together in the light of the trust formation process (Mun et al., 2013). 

There is a growing body of studies that recognise the importance of joining these factors 

together and explaining how the characteristics of the source, and its credibility, and the quality 

of the argument in an informational message, contribute together to form a trust structure on 

the website (Mun et al., 2013) via an effective persuasion strategy. 

Additionally, while trust has been considered a central aspect of successful mobile banking 

systems, privacy and security concerns are considered the top-ranking obstacle to building trust 

in this system. Considering the high level of perceived risk, it is critical for mobile banking 

managers to reduce the effect of these concerns and foster users’ trust to increase the adoption 

of this service. Also, there is growing evidence that concern about the security of mobile 

banking is an important issue to customers; after all, a transaction through a mobile banking 

application requires sensitive information and the customer’s money is involved. Thus, users 

will not trust this service if they do not consider it to be safe and secure. Accordingly, although 

the mobile banking system is a clear and emerging new channel in the space of banking 

systems, the user’s lack of confidence in the security of this system is a key challenge in 

increasing its adoption (Pegueros,  2012; Zhou, 2012).  

There is growing confirmation that privacy and security concerns around the mobile banking 

system are important issues. For example, networks of mobile devices are vulnerable to hacker 

attacks, along with viruses. These problems increase privacy and security concerns around this 

service and decrease the level of trust in it (Zhou, 2012). A report by the Financial Advisory 

Firm KPMG shows that just 27% of consumers in the UK said they have used mobile banking 

services during the last six months, compared with 52% globally. Moreover, this report shows 

that 66% of consumers said that they fear their credit card details would be intercepted and 

stolen, while 62% were concerned that intruders could gain access to their personal 

information (Knowthenet.org.uk/n.d. 2014). According to a Deloitte report  (2014) “Of those 

respondents who do not regularly use mobile devices for financial services, 61 percent cited 

security issues as the prime reason’’. Therefore, users will not trust the system if they do not 

consider it safe and secure. Similarly, MEF’s fourth Global Consumer Survey found that 

mobile privacy is one of the biggest concerns for today’s mobile banking users and remains the 

main obstacle to growth (Kenya king of mobile banking, 2014). 

http://www.refworks.com/refworks2/?r=references|MainLayout::init
http://www.financierworldwide.com/fw-news/2014/5/21/security-concerns-restrain-mobile-banking
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While existing studies have identified the antecedents to trust and their direct effect on trust, it 

is still not clear how persuasive messages can change the trust of users in mobile banking, and 

how privacy and security concerns play a role in the persuasion process. There is very little 

analysis of the impact of an argument’s quality on trust in mobile banking services. Also, very 

little is known about whether privacy and security concerns can play positive moderator roles 

in this persuasion process.  

In particular, this study is an attempt to build up a complete understanding of the mechanisms 

involved in trust formation in the mobile banking system. Knowing the factors that help in 

improving the trust development process with regard to this system, is crucial in developing 

active tools to improve the consumption of this system. Therefore, this study aims to explain 

the persuasion process in order to increase trust in this service with regard to the consideration 

of privacy and security concerns. This should naturally lead to mobile banking managers 

sending persuasive messages to their users to mitigate their security and privacy concerns.  

Although Bansal et al. (2008) tested the effect of privacy concerns as a moderator between 

argument quality (privacy policy statement) and trust, this hypothesis has not been supported in 

the finance sector. They explain that by showing how building trust in a sensitive context 

requires something more than just the adequacy of the privacy policy statement. Accordingly, 

to ensure a positive moderating role concerning privacy concerns, researchers should not 

include only the privacy policy in the informational message to play a sufficient role in 

building trust. Moreover, the study by Bansal et al. (2008) does not tap directly into how 

argument quality and source credibility can affect trust, and it does not examine the moderating 

role of security concerns. 

To fill this gap, the researcher has set out to observe and explain the trust formation process for 

the mobile banking service using Elaboration Likelihood Model (ELM) as a theoretical base, 

and the role of privacy and security concerns as moderators. This study extends the ELM 

theory by empirically establishing a link between argument quality, source expertise and 

trustworthiness as independent variables, and trust in mobile banking as the dependent 

variable, as well as examining the effect of privacy and security concerns as moderators. 

 

Due to the strong empirical support for the descriptive influence of ELM in many different 

contexts, ELM has been applied in this study. Accordingly, this study offers an exciting 
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opportunity to advance our knowledge of the trust formation process and help managers to 

develop stronger tools in building trust, especially for users who have privacy and security 

concerns. In particular, built on ELM, this study tests the impact of argument quality, 

trustworthiness and source expertise on trust. It applies security and privacy concerns as 

moderators to test if they affect the relationship between argument quality and trust. 

ELM is one of the most widely used theoretical frameworks for explaining how attitude is 

affected by persuasive messages. ELM provides a useful theoretical lens in this study. It is one 

of the most popular persuasive message models (Petty and Cacioppo, 1986). ELM suggests 

that there are two different routes which affect attitude change among users. The first one is the 

central route; users will develop their attitude through this route when they have the ability and 

the motivation to do so (Petty et al., 1981; Petty and Cacioppo, 1986). The second one is the 

peripheral route; users will develop their attitude through this route when they have low ability 

or low motivation (Petty et al., 1981). Petty and Cacioppo (1986) state that users in the high 

elaboration likelihood state (based on privacy and security concerns, in this case) are more 

persuaded by the argument quality of an informational message (cited by Bansal et al., 2008). 

Hence, this study examines the moderation roles of privacy and security concerns, which 

represent the elaboration. This reveals the trust development process. 

1.3 Research Questions 

While trust is considered a key element of a successful mobile banking system, privacy and 

security concerns are undoubtedly considered a significant obstacle to the adoption of this 

system. Due to the high perceived risk, it is critical for managers of mobile banking systems to 

reduce the effect of these concerns and foster users’ trust in order to increase the adoption of 

this service. Although existing studies have examined the antecedents of trust in mobile 

banking service and revealed the role of trust in customer behaviour in this context (Malaquias 

and Hwang, 2016; Chemingui and Ben lallouna, 2013; Oliveira et al., 2014; Lee and Chung, 

2009; Gu et al., 2009; Kim et al., 2009; Zhou, 2011; Liu et al., 2009; Kim, Shin, and Lee, 

2009; Lin, 2011), there has been limited discussion about how persuasive messages affect trust 

in this system, and how privacy and security concerns play a role in this persuasion process. 

Drawing on the Elaboration Likelihood Model (ELM), this research addresses the following 

two research questions: 

https://scholar.google.co.uk/citations?user=RXwZPpoAAAAJ&hl=en&oi=sra
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1- How do argument quality, trustworthiness and the source expertise of persuasive 

messages affect trust in the mobile banking system? 

2-  How far do privacy and security concerns play a moderating role in this persuasion 

process? 

1.4 Aims and objectives 

This study aims to critically advance our knowledge in the field of mobile banking systems by 

explaining how persuasive messages can change users’ trust in mobile banking services, and 

how privacy and security concerns play a role in the persuasion process. The proposed research 

framework integrates the main variables from online banking and mobile banking research 

streams into the theoretical frame of the ELM. The findings of this research study are expected 

to contribute to the literature on information systems in general, and in the mobile banking 

context in particular. The present study aims to achieve the following objectives: 

 To conduct a comprehensive review of the related theoretical models used in the context of 

information systems in general, and in mobile banking in particular. 

 To define and extend the theoretical framework, including explaining the persuasion 

process, in order to increase trust in mobile banking with the consideration of privacy and 

security concerns based on ELM as a foundation. 

 To empirically evaluate the proposed conceptual framework.  

 To clarify the theoretical contribution of the research and the practical implications of the 

findings. 

1.5 Research methodology  

Built on the literature review and past studies, this study has developed a theoretical 

framework. Based on this framework, the hypotheses of the study were developed. The data 

was collected using a questionnaire survey. Therefore, a quantitative approach has been 

adopted to empirically examine the hypotheses in the proposed framework, as this method is 

consistent with the research topic. 

Concerning a positivistic approach, Bryman and Bell (2011) state that the normal process is to 

deduce and test the hypothesis from the theory by reviewing the literature. Therefore, this 

https://scholar.google.co.uk/citations?user=tr22eC0AAAAJ&hl=en&oi=sra
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study falls within the area of a quantitative methodological approach rather than qualitative, 

because the hypotheses have been formulated after reviewing the literature, and tested by using 

data collected from a questionnaire. 

Additionally, this study has followed the same process for quantitative research suggested by 

Bryman and Bell (2011), who state that the process of quantitative research should be as 

follows: Elaborate theory, devise hypothesis, select research design, devise measure of 

concepts, collect data, process data, and analyses data, develop findings/conclusion and finally, 

write up findings/ conclusion.  

For this study, a questionnaire using five-point Likert type scale, ranging from (1) strongly 

disagree to (5) strongly agree, was developed. An initial version of the survey instrument was 

subsequently refined through extensive pre-testing with 30 PhD students at Brunel University. 

All of them have used mobile banking at least one time during the past three to six months. 

Accordingly, the questionnaire was revised based on the recommendations of these 

respondents. The instrument was further pilot tested with 38 mobile banking users. This test 

resulted in a significant degree of reforming of the questionnaire tool, as well as establishing 

the initial face reliability and validity of the measures. 

In this research, 950 questionnaires were distributed, and 380 questionnaires were returned, 

therefore the response rate is 40% of the original sample. However, 22 responses were 

discarded because eight respondents mentioned that they had never used mobile banking 

services before; five responses  evag  all the same answers in the questionnaire; four participants 

left the questionnaire completely blank, and five questionnaires answered only some questions. 

Thus, 358 questionnaires remained. For the main data analysis, the researcher used only the 

remaining questionnaires.  suhT , the final response rate in this research is 37.68%. 

In the main data analysis, the statistical package for social sciences (SPSS) V.20 was used to 

deal with all the different tests. 

1.6 Context of the study: UK 

The UK was selected as the context for data collection. As this study focuses on trust in mobile 

banking services, the research model has been tested using information provided on the HSBC 

bank website (hsbc.co.uk). HSBC has started to provide a mobile banking app for users. Using 

http://www.hsbc.co.uk/1/2/mobileapp
http://www.hsbc.co.uk/1/2/mobileapp


8 
 

the mobile banking app, users can use the bank’s services easily and quickly and whenever 

they want. 

1.7 Contribution 

Although existing studies have identified the antecedents to trust and their direct effect on it, 

very little is known about how persuasive messages change users’ trust in mobile banking, and 

the role of privacy and security concerns in this persuasion process. Therefore, more empirical 

research about how persuasive messages change trust is needed. In addition, this study makes 

several different contributions. 

From a theoretical viewpoint, this research has applied ELM to test users’ trust formation with 

regard to mobile banking services, and the roles of privacy and security concerns as 

moderators. As noted earlier, the process of trust development has seldom been explored. 

However, there are a growing number of researchers that recognise the importance of 

understanding this process. The results of this study indicate that trust is built through 

argument quality (Central route) and through trust worthiness (peripheral route). This advances 

our understanding of trust development. 

Furthermore, this study has extended the application of the elaboration likelihood method to 

include both privacy and security concerns.  This thesis is the first to examine in more detail 

the moderating influence of security concerns on the way argument quality promotes trust in 

mobile banking services. This finding adds to the literature on trust by revealing the influence 

of level of security concerns. Moreover, previous studies have used only privacy policy as an 

argument in an informational message, whereas in this study the researcher has included both 

privacy and security policies as an argument in an informational message.  

From a managerial viewpoint, the results of this study imply that mobile banking managers 

need to pay more attention to both routes, which are the central and the peripheral routes, to 

foster users’ trust in the mobile banking system. On the one hand, they have to establish a 

trustworthy image for this service (peripheral route). In addition, mobile banking managers 

should pay attention to the argument’s quality (central route). They can use strength strategies 

to inform customers about significant information.   

Managers can also enhance the role of the first route by concentrating on the positive 

moderating roles of privacy and security concerns. Managers can inform users through 
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different types of persuasive strategies that a controlling mechanism exists to manage the 

privacy and security of the system. This will help in the trust development process. 

Overall, by understanding these information processing routes, mobile banking managers can 

use this knowledge to persuade users to trust their service. However, not all information is 

equally effective in shaping users’ attitudes toward the service. For users who have privacy and 

security concerns, mobile banking managers should update those users with appropriate 

information with regard to the privacy and security practices of the service to persuade those 

users. As a result, those users should be prepared to carefully read the information provided, 

and they will be more willing to trust and use the service.  

Consequently, by using a strength argument, managers are able to build trust in mobile banking 

for customers with privacy and security concerns. Once customers have been informed about 

the privacy and security policies of mobile banking, they should trust and use the service. 

Therefore, greater efforts should be made to inform customers about the privacy and security 

of this service.  

1.8 The structure of the thesis 

This section describes the thesis structure. It contains seven chapters, and the references and 

appendices are presented at the end. Chapter One introduces the theoretical background and 

research problem, the aims and objectives, research methodology, context of the study, the 

theoretical and practical contributions, and the structure of the study.  

Chapter Two discusses the theoretical models used in information systems and mobile 

banking. It provides different definitions of trust. Moreover, this chapter reviews the studies on 

trust in online environments (e-commerce, m-commerce, online banking and mobile banking). 

It reviews previous studies that have been applied in the field of the adoption of information 

systems and mobile banking systems. This chapter provides a summary of the existing 

literature and models that are related in general to trust in IS, and to trust in mobile banking in 

particular. It reviews the academic literature in the areas of trust. In addition, this chapter 

provides more details about the Elaboration Likelihood Model (ELM), as this model is utilised 

in this research study. Finally, this chapter contains reviews of previous studies on ELM and 

trust in information systems. 
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Chapter Three presents the conceptual framework of trust in mobile banking from the 

perspective of ELM and privacy and security concerns as moderators. This research framework 

describes the five hypotheses of this study to be tested and analysed in the following chapters.  

 

Chapter Four presents the methodology used in this study. It describes the procedure of 

collection and analysis of the data. The data collection section describes the data collection, 

sample selection, development of the survey questionnaire, measurement scales, pre-test and 

pilot study. Then, the reliability and the validity of the tests are explained. Finally, it provides 

more details about the data analysis process. 

Chapter Five presents the findings and analysis of the main questionnaire survey using 

different analysis tools. It explains data management and screening, the characteristics of 

demographics and relationships, factor loading and regression analysis. Finally, this chapter 

presents the results of testing the hypotheses. 

Chapter Six discusses the findings of this study. Chapter Seven presents the theoretical 

contribution and practical implications of the study, its limitations, future research and final 

conclusions.  

This chapter has explained the research background and the research problem; the main 

research aim and objectives; methodology applied in this study, and the context of the study. It 

has also outlined the structure of this thesis. The next chapter contains a review of the literature 

which is related to the topic of this study. 
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Chapter 2 : Literature Review 

2.1 Introduction and chapter structure 

The Internet revolution has deeply changed banking services in terms of the variety of these 

services and how they are delivered to users (Lee and Chung, 2009). By using mobile banking, 

users can access different payment services, such as enquiring about account balances, 

transferring money, payment of bills, and financial management. Since the introduction of 

information systems, information system managers have been interested in the factors that lead 

users to trust and use the service. Understanding these factors is important for system managers 

as it will provide them with a strategy that could assist in building trust in this system and 

enhancing the use and acceptance of it. Building and sustaining a good relationship between 

users and providers of this service will create effective tools to improve the adoption of it. To 

understand users’ trust and acceptance of information systems, researchers have developed and 

applied different theoretical models, including: the Technology Acceptance Model (TAM), the 

Theory of Planned Behaviour (TPB), and the Theory of Reasoned Action (TRA). According to 

these theories, attitude affects the intention to use these systems. TAM focuses on the usage of 

the information system. Very few studies in this field have applied the Elaboration Likelihood 

Model (ELM), even though it is one of the most widely used theoretical frameworks for 

explaining how peoples’ attitudes are affected by persuasive messages.  

In this chapter, in section 2.2, the theoretical models applied in information technology systems 

are briefly reviewed. Section 2.3 focuses on the definition of trust. Section 2.4 reviews the 

studies on trust and the online environment (e-commerce, m-commerce, online banking and 

mobile banking). It reviews the studies that have been applied in the field of information 

systems, and the adoption of mobile banking. Moreover, this section provides an overview of 

the existing literature and models that are related to trust in information system and mobile 

banking. Section 2.5 reviews the literature on the Elaboration Likelihood Model (ELM) 

because the theoretical research framework of this study is based on it. In addition, this section 

reviews the previous studies that have applied ELM and trust in information systems. Finally, 

section 2.6 forms the conclusion of this chapter. 
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2.2 Theoretical models used in Information Systems 

To understand the factors affecting the acceptance of information systems, researchers have 

developed and applied different theoretical models, including: The Theory of Reasoned Action 

(TRA), the Theory of Planned Behavior (TPB), the Technology Acceptance Model (TAM) and 

the Elaboration Likelihood Model (ELM). The following sections briefly discuss these 

theoretical models. 

2.2.1 Theory of Reasoned Action (TRA) 

This theory was developed by Fishbein and Ajzen (1975). It is a well-known social 

psychological theory. This model explains the determinants of intended behaviours. The key 

aim of TRA is to explain the behaviour of individuals (Ajzen and Fishbein, 1980). It explains 

that the behaviour of people is usually rational. People will systematically evaluate the existing 

data to perform a given behaviour. Figure 2.1 presents the model of this theory (TRA). 

This model defines the relationship between beliefs, subjective norms, attitudes, behavioral 

intention and actual behaviour. Actual behaviour is influenced by intention to use. 

 

 

 

 

 

 

 

 

 

 

 

Figure 2. 1 TRA (Fishbein and Ajzen, 1975) 

Source: Chandio (2011). 

 

Figure 2.1 
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In other words, subjective norms and attitudes affect behavioural intention, which predicts the 

actual behaviour. So, TRA contains two main constructs: attitude and subjective norms. The 

first one “refers to an individual’s specific beliefs related to the object” (Bagozzi and 

Burnkrant, 1985, Cited by Yang and Yoo, 2004, p. 21). The second one (as Dillon and Morris, 

1969, state) refers to "the person's perception that most people who are important to him think 

he should or should not perform the behavior in question" (cited by Teo and Pok, 2003, p. 

484). 

Although TRA has been widely applied and used in different academic disciplines to explain 

intention and actual behaviour (Davis et al., 1989), this theory has many limitations, especially 

when it is used in specific disciplines (Davis et al., 1989). It is a general behavioural theory. It 

does not clarify what the effective beliefs, operative for a specific behaviour, are (Davis et al., 

1989). Moreover, when an individual has low levels of volitional control, TRA cannot be used 

to predict this case (Ajzen, 1985). To deal with these limitations of TRA, Ajzen (1991) 

extended it to a new theory which is named the Theory of Planned Behavior (TPB). The next 

section discusses this theory. 

2.2.2 Theory of Planned Behaviour (TPB) 

The Theory of Reasoned Action (Fishbein and Ajzen, 1975) has been extended by Ajzen 

(1991) to become the Theory of Planned Behaviour (TPB). Both of them assert that behaviour 

is a direct function of intention (Shih and Fang, 2004). Similar to TRA, the Theory of Planned 

Behaviour suggests that intention to use is affected by both attitude and subjective norms, as 

presented in Figure 2.2 However, Ajzen (1991) explains that another construct should be added 

to this theory, which is Perceived Behavioural Control (PBC). This is to account for situations 

where users lack complete control over their behaviour (Shih and Fang, 2004). PBC refers to 

the beliefs of people concerning control weighted by the perceived facility, that is, the efficacy 

of the control construct in facilitating the behaviour (Shih and Fang, 2004).  
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Figure 2.2 Theory of Planned Behaviour (Ajzen,1991) 

 

 

Figure 2. 2 Theory of Planned Behaviours (TPB: Ajzen. 1991) 

This theory is a social psychology model, which suggests that subjective norms, attitudes and 

(PBC) constructs affect intention to use and the actual behaviour. Therefore, attitudes, 

subjective norms, and PBC highly predict the intention to perform behaviours of different 

types (Ajzen, 1991). The core constructs of the definition included in the TPB can be found in 

Table 2.1. Both intention and the perceptions of behavioural control affect actual behaviour. In 

particular, TPB assumes that the PBC construct has link with both intentions and actual 

behaviour. It is clear that the main difference between TRA and TPB is the construct PBC, 

which was added by Ajzen (1991). This construct has a direct effect on actual behaviour and an 

indirect effect through intention to use, as seen in Figure 2.2. This construct is considered to be 

a key predictor of intention and actual behaviour (Taylor and Todd, 1995). 

Many studies have used the TPB in different ways to analyse the performance of intention to 

use and actual behaviour. Together, these studies indicate that TPB is empirically supported 

(Ajzen, 1991; Mathieson, 1991).  Moreover, Chang (1998) has demonstrated that the theory of 

planned behaviour is more powerful in the prediction of actual behaviour than the Theory of 

Reasoned Action.  
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 Table 2. 1 Definitions of the core constructs included in the TPB 

Core Constructs Definition Author 

Behavioural 

Intention 

Refers to “Intention to engage in a behavior 

is determined by an individual's attitude 

toward that behavior”. 

(Ajzen and 

Fishbein 1980, 

Cited byBock et 

al., 2005, p. 91) 

Attitude “Refers to an individual’s specific beliefs 

related to the object”. 

(Bagozzi and 

Burnkrant, 1985. 

Cited by Yang and 

Yoo, 2004, p. 21) 

Subjective Norm “Refers to individual’s perception of social 

pressure to perform or not to perform the 

behavior”. 

(Dillon and 

Morris, 1969) 

(Cited by Teo and 

Pok, 2003, p. 

484). 

 

Perceived 

Behavioural 

Control 

 

“The person’s belief as to how easy or difficult 

performance of the behaviour is likely to be” 

 Ajzen and 

Madden, 1986, p. 

457) 

Source: Developed by the researcher 
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2.2.3 Technology Acceptance Model (TAM) 

TAM is an edition of the theory of reasoned action (TRA) (Lee, 2009).  TRA proposes that 

intention directly affects the actual behaviour, and both attitude and subjective norms affect 

intention to use. TAM suggests that perceived ease of use and perceived usefulness are two 

important constructs for determining the use of a system in an organisation (Cheng et al., 2006) 

- see Figure 2.3. These two constructs predict system use better than other constructs. While 

“perceived usefulness reflecting a person’s salient belief in the use of the technology will be 

helpful in improving performance”, “Perceived ease of use is a person’s salient belief that 

using the technology will be free of effort” (Taylor and Todd, 1995, cited by Lee, 2009, p. 

131).  

 

 

 

 

 

 

 

 

 

 

 

Figure 2. 3 Technology Acceptance Model (Davis, 1989) 

Davis (1989) developed the TAM for modelling consumer acceptance of IT. This theory 

suggests that customers' adoption of an information system depends on their behavioural 

intention to use it. Attitude, which affects intention to use, involves two beliefs, which are 

perceived ease of use and perceived usefulness (Cheng et al., 2006). Different studies have 

applied TAM. It has become a widely used model for predicting the acceptance of internet 

systems, E-commerce adoption and online banking adoption (Cheng et al., 2009; Lee, 2009; 

Lederer et al., 2000; and Moon and Kim, 2001). Most of these studies empirically support 

TAM.  
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While these models identify the antecedents of attitude, intention and actual behaviour, we still 

do not know how persuasive messages change the attitude of users in information systems in 

general, and in mobile banking in particular. Therefore, this study aims at explaining the 

persuasion process to increase trust in mobile banking by applying the Elaboration Likelihood 

Model (ELM), which is one of most widely used theoretical frameworks, to explain how 

peoples’ attitudes are affected by persuasive messages. This model is discussed in the next 

section. 

2.2.4 Elaboration Likelihood Model (ELM) 

This model offers a suitable theoretical lens for this study. It is one of the most common 

persuasive models (Petty & Cacioppo, 1986). ELM clarifies why a certain influence process 

may give different results (Li, 2013). According to ELM, two routes of influence cause attitude 

change among individuals. These two routes are called the central route and the peripheral 

route (see Figure 2.4). The chief difference between the two routes is the extent to which 

cognitive elaboration of, or active thinking about, the argument(s) takes place (Mun et al., 

2013). A person who depends on the central route tends to think judgmentally about 

informational arguments in a persuasive message before developing an informed judgment 

about the target behaviour (Bhattacherjee and Sanford, 2006). So, attitude change arises from a 

person’s consideration of information, which reflects what that person feels are the true merits 

of a certain position (Petty and Cacioppo, 1984). If the arguments of the message are found to 

be compelling, favourable thoughts will be generated that will result in an attitude change in 

the direction of advocacy (Petty and Cacioppo, 1984). 

Additionally, ELM confirms that attitude is directly affected not only by argument quality but 

also by peripheral cues (Bhattacherjee and Sanford, 2006). The peripheral route relates to 

information about the message, like the message source (Bhattacherjee and Sanford, 2006). 

Bhattacherjee  and Sanford (2006) argue that peripheral cues include the number of messages, 

source likeability, and source credibility. However, source credibility is one of the more 

frequently referenced cues (Bhattacherjee and Sanford, 2006; Lowry et al., 2012). 

Argument quality 

Argument quality is a strong determinant of persuasion and attitude change (Petty and 

Cacioppo, 1986). ELM suggests that many different factors, including argument quality, affect 

http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
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the persuasion process. Moreover, the central route is normally operationalised as argument 

quality. It refers to the credibility of arguments in a message. By applying ELM, Make et al., 

(1997) found that users who had high involvement were influenced by argument quality. By 

reviewing ELM studies, it can be clarified that the central route of attitude change is typically 

operationalised by using argument quality (Bhattacherjee and Sanford, 2006). 

Source credibility 

Sussman and Siegal (2003), state that source credibility does not refer to the message itself. It 

relates to the information about the message such as the message source. Research has shown 

when the source of a message is perceived as credible, individuals are more likely to be 

persuaded by this message (Wilson and Sherrell, 1993). The current study shows that the 

credibility of a message source has a direct effect on the persuasiveness of the message 

(Eisend, 2006). Sussman and Siegal (2003) define source credibility as “the extent to which the 

recipient of the information perceives an information source as believable, competent, and 

trustworthy” (Cited by Bhattacherjee and Sanford, 200, p 811). Different studies have used this 

cue according to the ELM literature (e.g., Petty et al., 1981; Sussman and Siegal 2003; 

Bhattacherjee and Sanford, 2006). 

To conclude, users with high abilities and motivation follow the central route to develop their 

attitude. On the other hand, users with low ability or motivation follow the peripheral route. 

ELM states that users in the high elaboration likelihood state (privacy and security concerns, in 

this case) are more influenced by the argument quality of an information message (Petty and 

Cacioppo 1986, cited by Bansal et al., 2008). 
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Figure 2. 4 Elaboration Likelihood Model.  

Source: Bhattacherjee and Sanford (2006). 

2.3 What is trust? 

This section reviews and links some of the broader definitions of trust. Some of these 

definitions are deemed to have particular relevance to the context of e-commerce, m-

commerce, online banking and mobile banking. This leads to a conceptual definition of trust 

for this study. 

Definition of trust 

Trust has been a topic in many different domains, such as psychology, management, 

marketing, political science, communication and information systems. However, the definition 

of trust, offline or online, has many different understandings by researchers, as trust has been 

examined from different perspectives. 

Mayer et al. (1995) define trust as “the willingness of a party to be vulnerable to the actions of 

another party based on the expectation that the other will perform a particular action important 

to the trust or, irrespective of the ability to monitor or control that other party” (p.712). 

Morgan and Hunt (1994), mention that “trust exists when one party has confidence in an 

exchange partner’s reliability and integrity” (Cited by Kwon and Suh, 2005, p.27). Similarly, 

 

https://scholar.google.co.uk/citations?user=y8cSLc8AAAAJ&hl=en&oi=sra
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Rousseau et al. (1998), define trust as “a psychological state comprising the intention to accept 

vulnerability based upon positive expectation of the intentions or behavior of another” (p. 395). 

In the context of e-Commerce, Gefen (2000) defines trust as a single dimension construct. He 

describes it as the willingness to make an online transaction where there is a risk situation. Ba 

and Pavlou (2002) define trust as the subjective assessment of one party that another party will 

do the transaction according to his or her confident expectations, in an environment dominated 

by uncertainty (p. 245).  According to Kim et al. (2008), consumer trust in online vendors can 

be defined as follows: “as a consumer’s subjective belief that the selling party or entity will 

fulfill its transactional obligations as the consumer understands them” (p.2). Consumer trust in 

online vendors includes trust in the website, the website brand, and the firm as a whole. 

Similar to these studies, Yousafzai et al. (2003) define trust in online banking as “a 

psychological state which leads to the willingness of customer to perform banking transactions 

on the Internet, expecting that the bank will fulfill its obligations, irrespective of customer’s 

ability to monitor or control bank’s actions” (p.849).  These definitions of trust are summarised 

in Table 2.2. 

Since the transaction through mobile banking applications (App) requires sensitive 

information, and money is involved, customers will not trust and use this service if they are not 

willing to be vulnerable to the actions of the mobile banking App, and do not expect that the 

mobile banking App will fulfil its obligations. For that reason, this study will follow Yousafzai 

et al. (2003) regarding the definition of trust in online banking to be the same for mobile 

banking. This definition highlights some important points common to online banking and 

mobile banking: a) It is a psychological state; b) This state leads to the willingness of the 

customer to take risks by performing banking transactions online; c) This willingness depends 

on a certain expectation that the bank will fulfill its obligations. 
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Table 2. 2 Summary of the broader definitions of trust in previous studies 

Study Definition of trust 

Mayer et al. (1995, p. 712) 

 

Trust is “the willingness of a party to be 

vulnerable to the actions of another party 

based on the expectation that the other will 

perform a particular action important to the 

trust or, irrespective of the ability to 

monitor or control that other party”. 

Morgan and Hunt (1994) 

 

“When one party has confidence in an 

exchange partner’s reliability and 

integrity’'. (Cited by Kwon and Suh, 2005, 

p.27). 

Rousseau et al. (1998) 

 

Trust is a “psychological state comprising 

the intention to accept vulnerability based 

upon positive expectation of the intentions 

or behavior of another” (395). 

Gefen (2000) 

 

He defined trust as a single dimension 

construct. He described it as the 

willingness to make an online transaction 

where there is a risk situation 

Ba and Pavlou (2002) 

 

Defined trust as the subjective assessment 

of one party that another party will do the 

transaction according to his or her 

confident expectations, in an environment 

https://scholar.google.co.uk/citations?user=y8cSLc8AAAAJ&hl=en&oi=sra


22 
 

considered by uncertainty. 

Yousafzai et al. (2003)  

 

“Defined trust in online banking as “a 

psychological state which leads to the 

willingness of customer to perform 

banking transactions on the Internet, 

expecting that the bank will fulfill its 

obligations, irrespective of customer’s 

ability to monitor or control bank’s 

actions” (p. 849) 

Kim et al. (2008, P.2) “An online consumer's trust is defined as 

consumer’s subjective belief that the 

selling party or entity will fulfil its 

transactional obligations as the consumer 

understands them”. 

2.4 Trust and the online environment  

“There is increasing research evidence that trust is a salient factor in determining many 

relationships effectiveness” (Zand, 1972: P. 229). Many different disciplinary studies have 

addressed trust, including economic, managerial/organisational and technological (Kim et al., 

2013). Different studies have considered trust to be the main catalyst in many different 

transactions, especially in online transactions. Kim et al. (2008) state that trust is even more 

important in online businesses than it is in traditional businesses. This is because of some of 

the features of online businesses, for example, they are blind and borderless. While trust used 

to be concentrated on face to face personal relationships, in an online business, Kim et al. 

(2013) explain that trust is focused much more on transaction processes. Therefore, the key 

success in online commerce is the building of a trusted environment. 

The difference between online business and face to face business is the distant and impersonal 

nature of online business, which increases worries about opportunism arising from items and 

identity ambiguity. This makes trust an important issue in online business (Yousafzai et al., 



23 
 

2003; Kim et al., 2008). Users will not be willing to purchase online if they do not trust that the 

online companies are able to deliver products of good quality. 

Many different studies have used the construct of trust in various contexts. Recently (from the 

late 1990s), trust has been applied in the online environment to explain the relationship 

between the seller and the buyer in this context.  

Lin and Wang (2006) found that trust affects customer loyalty in the mobile commerce context, 

and customer satisfaction plays an important role in the relationship between perceived value, 

and trust and loyalty. They discovered this having developed a questionnaire and collected data 

from 255 users of m-commerce systems in Taiwan. They analysed the data by applying 

Structural Modelling Techniques.   

Schierz et al. (2010) performed an empirical analysis to understand the acceptance of mobile 

payment services by using a survey that was conducted in Germany. Their results show that 

compatibility, individual mobility, and subjective norms are crucial factors in the use of mobile 

payment services.  

Drawing on the literature on marketing and information systems (IS), Hajli (2015) has 

proposed a new model to develop an understanding of social commerce, using a PLS-SEM 

methodology to test the model. The findings show that consumers use social commerce 

constructs for these activities, which in turn increases trust levels in this service and intention 

to buy.  

In the E-commerce context, Gefen (2000) examined the relationship between familiarity and 

trust during purchasing books from an online vendor. The results show that both familiarity 

and trust in the online vendor influenced the intention to inquire and to buy books.  

In the m-payment system context, Gao and Waechter (2015) suggested and examined a 

theoretical model on initial trust in this m-payment system. They empirically validated the 

model by collecting 851 questionnaires from potential m-payment users in Australia. To assess 

the hypotheses relationship, Gao and Waechter (2015) applied partial least squares structural 

equation modelling. The findings show that the trust formation process is positively affected by 

perceived system quality, perceived information quality, and perceived service quality. 

Perceived uncertainty negatively affects the initial trust formation process. However, perceived 

asset specificity has an insignificant effect.  
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In an m-commerce context, and in order to test how users’ trust changes over time, Lin et al. 

(2014) developed a theoretical model rooted in three different theories, which are the extended 

valence theory, the self-perception theory, and the information systems expectation 

confirmation theory.  By analysing longitudinal data collected from 332 users, they found that 

mobile banking usage behaviour is affected by pre-use trust; also, satisfaction enhances post-

use trust. 

By applying an information success model, flow theory and trust, Gao et al. (2015) empirically 

integrated and examined a model to understand the factors that affect intention to purchase 

through mobile devices. They collected the data from 462 mobile purchase users and used 

structural equation modelling (SEM) for the final data analysis. They confirmed that the main 

factors affecting trust are information quality, and privacy and security concerns. Flow is 

affected by trust. However, flow affects satisfaction. Intention to use mobile devices to 

complete online transactions is affected by these three factors together. 

To find the constructs that affect the adoption of the online banking system in Saudi Arabia, 

Al-Somali et al. (2009) integrated trust and other factors with the technology acceptance model 

(TAM). They empirically examined the research model. The hypotheses were supported and 

they show that trust had a significant influence on the attitude to adopt online banking system.  

Li and Yeh (2010) have focused on design aesthetics. They viewed the website characteristics 

component as important to trust development in the mobile Internet. By using structural 

equation modelling techniques and involving 200 subjects, they empirically tested the model. 

The results confirm that design aesthetics significantly affect the website characteristics 

component, especially customisation, perceived usefulness and ease of use. All these 

constructs have an important explanatory power comcerning trust in mobile internet systems. 

Al-Gahtani (2011) applied TAM and found a positive link between trust and perceived 

usefulness, as well as between trust and perceived ease of use for internet websites. Table 2.3 

reviews the trust and online environment studies. 
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Table 2. 3 Summary of trust and online environment studies 

Year Author (s) Technology 

examined 

Respondents Findings 

2015 
Montazemi 

and Qahri-

Saremi 

 

Online 

banking 

25,265 cases 

from primary 

empirical studies 

of online 

banking 

adoption 

Trust affects consumers’ adoption 

of online banking. 

2015 Gao et al. Mobile 

shopping 

462 

questionnaires 

The main factors affecting trust in 

mobile shopping services are 

information quality and privacy 

and security concerns. 

Flow is affected by service quality 

and trust.  

Satisfaction is affected by system 

quality and privacy and security 

concerns.  

Flow affects satisfaction.  

2015 Gao and 

Waechter 

Mobile 

payment 

systems 

851 

questionnaires 

Different factors, such as 

perceived information quality and 

perceived system quality, are 

positively related to the formation 

of initial trust. 

Similarly, perceived service 
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quality positively affects initial 

trust. 

Perceived uncertainty negatively 

affects initial trust.  

Perceived asset specificity has an 

insignificant effect.  

2014 Oh  Mobile phone  Positive linkage between 

satisfaction and brand trust. 

2014 Lin et al. Mobile 

banking 

332 individuals 

through two 

rounds of 

surveys (mobile 

banking) 

Pre-use trust has both direct and 

indirect influences on mobile 

banking usage behaviour. 

Satisfaction enhances post-use 

trust. 

 

2014 Mortazavi et 

al.  

Online 

purchase 

167 

questionnaires  

VSN attributes influence trust and 

flow experience; trust in a VSN 

environment influences users’ 

flow experience. The results also 

confirm that the education level of 

a user affects how much he trusts 

the VSN environment. 

2012 Zhou Mobile 

banking 

200 surveys The findings show that trust is 

affected by structural assurance. 

There is a significant relationship 

between trust and flow experience. 

To expand the adoption of this 
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service, mobile banking managers 

need to focus on both trust and 

flow experience. 

2011 Al-Gahtani Electronic 

transaction 

128 

questionnaires 

from electronic 

transactions 

users 

The relationship between trust and 

perceived usefulness is positive. 

Also, the relationship between 

trust and perceived ease of use in 

the internet website is positive. 

2010 Li and Yeh M- commerce 200 

questionnaires 

from users of m 

commerce 

The relationship between design 

aesthetics and website 

characteristic components is 

significant. Perceived usefulness 

and ease of use significantly affect 

users’ trust. 

2008 Nor and 

Pearson 

Internet 

banking 

326 Surveys Findings confirm the 

multidimensionality of trust and 

its role in the adoption of Internet 

banking. 

2006 Lin and 

Wang 

 

 

Mobile 

commerce 

255 

questionnaires 

from mobile 

commerce users 

Perceived value, trust, habit, and 

customer satisfaction have a 

significant effect on customer 

loyalty. 

2004 Koufaris and 

Hampton-

Sosa 

Online 

Company 

212 participants Perceived company reputation 

significantly affected trust. 

Willingness to customise products 

and services also affected trust. 

Also, other significant antecedents 
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of initial trust are ease of use, 

perceived website usefulness, and 

security control. 

2002 McKnight et 

al. 

Electronic 

commerce 

1403 cases Structural assurance, perceived 

web vendor reputation, and 

perceived trust significantly 

influenced consumer trust in the 

web vendor 

2000 Gefen 

 

E- commerce 217 potential 

users of e-

commerce 

Familiarity and trust in the vendor 

affect both intentions to inquire 

and buy books. 

2.5 Trust, online banking and mobile banking 

Different studies have considered trust to be the main catalyst in many different transactions, 

especially in online banking systems. 

Al-Somali et al. (2009) used a survey to assess the various factors that enhance using the online 

banking system in Saudi Arabia. They state that a user’s trust in the online banking system 

affects their attitude towards using this system. The authors applied the technique of partial 

least-squares (PLS) in their analysis. They conclude that the appreciation of the role of online 

banking, the social influence, and computer self-efficacy significantly affect online banking. 

Thus, trust has a significant impact on attitude. The proposed research model is illustrated in 

Figure 2.5. 
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Figure 2. 5 Proposed research model of the study by Al-Somali et al. (2009: P. 133) 

DeLone and McLean (1992) developed a model to explain the main factors affecting the 

success of information systems. These factors are: system quality, information quality, use of 

information system, satisfaction, individual impact and organisational impact (see Figure 2.6). 

 

Figure 2. 6 DeLone and McLean (1992). Source: Lee and Chung (2009: P. 386). 

In 2003, they updated the model by adding service quality factor (see Fig 2.7). 
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Figure 2. 7 DeLone and McLean updated model (2003).  

Source: Lee and Chung (2009: 387). 

DeLone and Mclean (2003) state that information quality or system quality are the crucial 

factors to test the achievement of a single system. However, service quality is more important 

than both system quality and information quality to test the achievement of the whole 

department. 

Based on DeLone and McLean’s model, Lee and Chung (2009) developed a model to assess 

whether trust and satisfaction can be affected by information quality, system quality and 

interface design quality.  For data analysis, 276 valid surveys from users of mobile banking 

services have been collected. By applying structural equation modelling, the findings show that 

both system quality and information quality significantly affect users’ trust in mobile banking 

systems. However, the interface design quality does not influence trust and satisfaction. 

Moreover, the results support the positive relationship between trust and satisfaction. Table 2.4 

reviews trust, online banking and mobile banking studies. 

Hanafizadeh et al. (2014) examined the factors affecting the acceptance of mobile banking 

systems in Iran. The findings confirm that the most significant factor affecting the adoption of 

mobile banking was trust. The conceptual framework of their study is shown in Figure 2.8. 

Malaquias and Hwang (2016) tested the factors that affect trust in mobile banking systems in 
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Brazil. They collected 1077 questionnaires and applied Confirmatory Factor Analysis and 

Structural Equation Modeling for the data analysis. They determined that there are many 

different factors that affect trust in this system. Sun et al. (2017) tested the factors that have a 

significant effect on trust mechanisms for mobile banking. They found that the most important 

factor that affects trust is structure assurance.  

Wang et al. (2015) investigated the link between disposition to trust and trust antecedents to 

trust to form trust in mobile banking system in Taiwan. Also, they tested the effect of trust on 

intention to use mobile banking. The findings revealed an important link between disposition 

to trust, trust antecedents, and trust. Trust had an important effect on intention to use this 

service. Benamati et al. (2006) have provided a further explanation of the effect of trust and 

distrust on intention to use online banking services. They collected 500 questionnaires from 

students. The findings confirm that there was a significant effect from trust on intention to use 

internet banking, and distrust negatively affected intention to use.  

 

Figure 2. 8 the research model of Hanafizadeh et al., (2014: 69) 
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Similar to Lee and Chung (2009), Gu et al. (2009) applied structural equation modelling 

(SEM) to examine and validate the factors affecting users’ intention to use mobile banking 

systems. The results support the validity of the study framework model, with 72.2% variance 

in the intention to use the services. Their study found that structural assurance was the 

strongest factor to affected trust. They conclude by saying that trust has a strong effect on 

behavioural intention. They confirm that perceived usefulness, trust, and perceived ease-of-use 

affect behavioural intention in this service. The research model of their study is presented in 

Figure 2.9.  

 

 

Figure 2. 9 The research model of (Gu et al., 2009: P. 11610) 

To understand potential users’ acceptance of online banking services, Chandio et al. (2013) 

proposed an extended model of technology acceptance. They empirically tested the model by 

collecting data from 353 online banking users in Pakistan, and they applied structural equation 
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modelling with Analysis of Moment Structures software. The findings support the extended 

hypothesised model. They found that, in order of importance: perceived usefulness (PU), 

perceived ease of use (PEOU) and trust explained 45.7% of the variance in intended 

acceptance behaviour. Technological self-efficacy (TSE) and trust explained 28.1% of the 

variance in PU. The research model of their study is presented in Figure 2.10. 

 

Figure 2. 10 Research model of the study by Chandio et al., (2013: 671) 

To better understand the factors that can enhance mobile banking adoption, Liu et al. (2009) 

proposed a theoretical model rooted on Technology Acceptance Model (TAM) and included 

trust in this model. They tested the role of trust from many different perspectives. Their results 

indicate that trust indirectly affects intention to adopt this service through its effect on 

perceived usefulness. Moreover, users’ trust in this service is mainly affected by three factors, 

which are as follows: structural assurance, trust in technologies and trust in vendors. Nor and 

Pearson (2007) empirically tested the effect of trust on online banking acceptance in Malaysia. 

They collected 1164 questionnaires and employed the structural equation modelling for data 

analysis. The results confirm that there was a significant relationship between trust and attitude 

toward using Internet banking.  
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Kim et al. (2009) tested the factors that affect the initial formation of user’s trust and intention 

to use mobile banking services. They explain the impact of relative benefits, personal 

propensity to trust, structural assurances and firm reputation on initial trust in mobile banking 

systems and on usage intention. By applying structural equation modelling, the findings 

confirm that the relative benefits, structural assurances and propensity to trust significantly 

affect initial trust in this system. Also, the perception of initial trust has an important effect on 

intention to use mobile banking services. Table 2.3 reviews the trust and information systems 

studies. Harjit et al. (2010) investigated the roles of trust and perceived risk on intention to use 

online banking in China. The results show that there was an important link between trust and 

perceived risk, and that both had a crucial impact on intention to use online banking. The 

research model of their study is presented in Figure 2.11. 

 

 

 

Figure 2. 11 Research model of the study by Harjit et al., (2010: 7). 

Based on ELM, Zhou (2012) tested the initial trust of users of mobile banking. The findings 

indicate that information quality, service quality, system quality, structural assurance and 

reputation affect initial trust in mobile banking systems. Aldas-Manzano et al. (2011) 

investigated the effect of satisfaction, trust, frequency of use and perceived risk on user loyalty 

http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
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to online banking in Spanish.  They tested the hypothesis by using a sample of 254 Spanish 

users of this service. The results indicate that both satisfaction and trust have a positive impact 

on loyalty. The research model of their study is presented in Figure 2.12. 

 

Figure 2. 12 Research model of the study by Aldas-Manzano et al., (2011: 1176). 

Vatanasombut et al. (2008) developed a model by extending Commitment–Trust theory, an 

expectation–confirmation model, and technology acceptance to find the factors affecting 

intention to use online banking. Trust and relationship commitment were the main factors 

affecting intention to use. The findings explain the crucial role of trust in intention. Yousafzai 

et al. (2005) tested the role of trust in e-banking. The study suggests that banks should use a 

portfolio of strategies to build trust in this system. AlAlwan et al. (2014) proposed a 

framework to demonstrate the main factors affecting intention to use online banking in Jordan. 

The most important factor predicting intention to use online banking was trust. The research 

model of their study is presented in Figure 2.13. 
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Figure 2. 13 Research model of the study by AlAlwan et al., (2014: 7) 

 

Table 2. 4 Review of trust, online banking and mobile banking studies 

Year Author (s) Technology 

examined 

Respondents Findings 

2017 Sun et al.  

 

Mobile 

banking 

379 

questionnaires. 

They found 

that the most 

important 

factor that 

affects trust is 

structure 

assurance. 

2016 Malaquias and 

Hwang. 

 

Mobile 

banking 

1077 

questionnaires 

They 

determined 

that there are 

many different 

factors that 

affect trust in 

this system.  
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2015 Wang et al.  Mobile 

banking 

The sample 

size was 830. 

The findings 

reveal an 

important link 

between 

disposition to 

trust, trust 

antecedents, 

and trust. 

Trust had an 

important 

effect on 

intention to 

use this 

service.  

2014 AlAlwan et al. Online 

banking. 

348 

questionnaires. 

The most 

important 

factor 

predicting 

intention to 

use online 

banking was 

trust.  

2014 Hanafizadeh et 

al. 

Mobile 

banking. 

361 bank 

clients in Iran. 

The findings 

confirm that 

the most 

significant 

factor 

affecting the 

adoption of 

mobile 

banking is 

trust. 

2013 Chandio et al. Internet 

banking 

353 surveys 

from internet 

banking users 

They 

confirmed that 

perceived 

usefulness, 

perceived ease 

of use and 

trust explained 

45.7% of the 

variance in 

behaviour. 

Trust and 

technological 

self-efficacy 
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explained 

28.1% of the 

variance in 

perceived 

usefulness. 

2012 Zhou Mobile 

banking. 

240 valid 

responses. 

The findings 

indicate that 

information 

quality, 

service 

quality, system 

quality, 

structural 

assurance and 

reputation 

affect initial 

trust in mobile 

banking 

system.  

 

2011 Aldas-

Manzano et al. 

Online 

banking 

254 Spanish 

users 

The results 

indicate that 

both 

satisfaction 

and trust have 

a positive 

impact on 

loyalty 

2010 Harjit et al.  Online 

banking. 

432 Chinese 

consumers. 

The results 

show that 

there is an 

important link 

between trust 

and perceived 

risk, and that 

both have a 

crucial impact 

on intention to 

use online 

banking. 

2009 Al Somali  Online 

banking. 

400 

questionnaires 

from Online 

banking users. 

Trust has a 

significant 

impact on 

attitude. 

2009 Lee and 

Chung 

Mobile 

banking 

276 

questionnaires 

The system’s 

quality and 

http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
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 from mobile 

banking 

customers 

trust are 

significantly 

correlated. 

Also, 

information 

quality 

significantly 

influences 

users’ trust in 

mobile 

banking 

services. There 

is a positive 

relationship 

between trust 

and 

satisfaction 

 

2009 Gu et al. Mobile 

banking 

910 

questionnaires 

from mobile 

banking users. 

The strongest 

antecedent of 

trust is 

structural 

assurances 

which affect 

behavioural 

intention for 

this service. 

They confirm 

that trust, 

perceived 

ease-of-use 

and perceived 

usefulness 

have a 

significant 

effect on 

intention 

behaviour in 

mobile 

banking 

services. 

2008 Vatanasombut 

et al. 

Online 

banking 

 Trust and 

relationship 

commitment 

are the main 

factors 
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affecting 

intention to 

use. The 

findings 

explain the 

crucial role of 

trust in 

intention. 

2007 Nor and 

Pearson 

Internet 

banking 

1164 

questionnaires 

The results 

confirm that 

there is a 

significant 

relationship 

between trust 

and attitude 

toward using 

Internet 

banking.  

2006 Benamati et al. Internet 

banking 

500 

questionnaires 

The findings 

confirm that 

there is a 

significant 

effect from 

trust on 

intention to 

use internet 

banking, and 

distrust 

negatively 

affects 

intention to 

use.  

2005 Yousafzai et 

al. 

Online 

banking 

 The study 

suggests that 

banks should 

use a portfolio 

of strategies to 

build trust in 

this system.  

 

Trust and risk factors have been widely studied in an online context, including the antecedents 

of them. For example, Kim et al. (2008) developed a theoretical model to explain the trust 

development process a consumer follows when purchasing online. By using a Structural 

Equation Modelling technique, they showed that perceived risk and trust have a strong impact 
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on purchasing decisions, and trust negatively affects the risk. Privacy and security concerns, 

consumer disposition to trust, the company's reputation and the information quality of the 

website have strong effects on trust in online purchases. 

Similar to Kim, Al-Gahtani (2011) supports the negative relationship between trust and risk in 

online transactions over the Internet.  Also, Kim and Hwang (2005) support the idea that trust 

is a crucial factor for decreasing consumers’ risk perception in adopting a new technology. 

Yousafzai et al. (2003) found that no trust would be needed if risk did not exist and activities 

could be taken with whole certainty.  

As opposed to traditional commerce, risk is particularly pronounced in electronic commerce. 

Pavlou (2003) integrated trust and perceived risk with the Technology Acceptance Model 

(TAM) to test consumer acceptance of e-commerce. The results confirm that there is a negative 

correlation between trust and risk. In other words, trust is a significant antecedent of perceived 

risk.  So, when risk is existent, trust is compulsory (Mayer et al., 1995; Corritore et al., 2003).  

In the context of internet banking adoption in India, Roy et al. (2012) expanded the 

Technology Acceptance Model (TAM) under security and privacy threats. The results of their 

study reveal that trust has a negative impact on perceived risk. Moreover, the relationship 

between perceived risk and behavioural intention for online banking systems was negative. 

Contrary to these studies, Cho (2006), who integrated trust and risk with TAM, found that 

perceived usefulness is the most important belief that persuades users to use online services. 

Perceived risk and trust were less important. One explanation of this result is that it is because 

online services are still somewhat immature and mainly focus on less risky areas, such as 

marketing and information dissemination (Cho, 2006). 

There is always a level of risk that users will experience due to the inherent nature of online 

shopping. They may be unsure about the free actions of others and the uncertainty of the future 

(e.g. hackers, and unknown new technologies) (Kim et al., 2008). In these uncertain situations, 

trust becomes the essential policy for dealing with an unclear exchange.  As a result, when trust 

is present, perceived risk decreases (Grazioli and Jarvenpaa, 2000; Jarvenpaa et al., 2000; 

Featherman and Pavlou, 2003).  

Moreover, privacy and security are considered to be the main factors affecting trust in the 

online environment. Many studies have examined the importance of the role of security and 
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privacy correlated to the online environment, such as online purchasing, mobile shopping, and 

online and mobile banking (Molla and Licker, 2001; Cheng et al., 2006; Wang et al., 2003). 

Several studies have confirmed that the main challenge for online banking managers will be 

achieving a level of trust for online users through the presence of privacy and security (Gibbs 

et al., 2003; Bestavros, 2000). The concept of privacy has been defined as the ability of a 

person to control the terms by which his identity is used (Westin, 1967). Privacy concerns have 

been considered as the important factors in the success of e-commerce and online banking 

(Gibbs et al., 2003). Molla and Licker (2001), mention that privacy is the main concern of 

users when shopping online because they are not completely educated about their information 

usage. 

The growth and the complexity of e-commerce have made privacy an increasingly important 

concern for customers (Kelly and Erickson, 2005). Consequently, users’ trust is decreasing 

with regard to how their private information is being collected and treated (Flavian and 

Guinaliu, 2006).  MEF’s fourth Global Consumer Survey found that mobile privacy is one of 

the biggest concerns for today’s mobile banking users and remains the main obstacle to growth 

(Kenya king of mobile banking, 2014). 

Wang et al. (2003) point out that users avoid providing their private information to perform 

online financial transactions because of online threats. Accordingly, the protection of privacy is 

a major factor influencing the purchase decisions of customers (Udo, 2001; Caudill and 

Murphy 2000). 

Security is the other factor related to trust in an online context. Security concerns keep 

customers away from electronic banking, and it is considered to be the top ranking problem for 

customers adopting online banking systems in Latin America (Booz et al., 1997; ABF study, 

1997). Table 2.5 reviews of studies on trust and its main antecedents. 

In the social networking websites context, Shin (2010) examined trust, security and privacy 

concerns among users. For data analysis, they used reliable scales and measures. The results 

reveal that perceived security plays an important role as a moderator between perceived 

privacy and trust.  

Bansal and Zahedi (2014) examined the role individuals’ frugality plays as moderators 

between privacy and security concerns and trust-discount trade-off. They examined the 

hypotheses in three different contexts as follows: health, e-commerce and finance. The results 

https://scholar.google.co.uk/citations?user=Zy2JOaUAAAAJ&hl=en&oi=sra
https://scholar.google.co.uk/citations?user=Yh40mWgAAAAJ&hl=en&oi=sra
http://www.refworks.com/refworks2/default.aspx?r=references%7CMainLayout::init
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suggest that while privacy concerns positively affect trust for users with a low level of 

frugality, security concerns positively affect trust for users with a high level of frugality. 

Nilashi et al. (2015) state that security influences customers' trust in mobile commerce 

websites. Kim et al. (2011) examined which factors influence trust, satisfaction, and loyalty in 

electronic commerce. By employing a structural equation modelling approach, they 

investigated the relationship between perceived security and transaction cost, with loyalty as a 

dependent variable. Trust and satisfaction were used as mediator variables. They collected 340 

questionnaires from online panel respondents by using an internet research firm. They 

conclude that trust is significantly affected by perceived security. 

In an e-commerce context, Suh and Han (2003) examined the effect of trust on customers’ 

perceptions of security control on the acceptance of this system by using a web survey of 

internet banking users and a modelling structure as a general technique. They found that data 

and privacy protection is a very important factor for trust in e-commerce. In addition, trust is 

an important determinant of e-commerce acceptance.   

Using signalling theory, Mpinganjira (2015) proposed and tested a model on the influence of a 

stores’ website on customers’ ongoing trust in online retail stores and repurchase intention.  He 

collected the data from a sample of 201 online shoppers from Gauteng, South Africa. The 

findings show that website security is an important factor that helps influence customers’ trust 

in online stores. 

Jones et al. (2000) found that users may not use online banking because they are scared that 

other people might be able to access their financial information via the Internet, and they might 

use this information for other purposes. Therefore, users need to be satisfied about their 

security concerns around e-business (Jones et al., 2000). Roca et al. (2008) suggest that the 

security of the online system should be improved by financial dealers and stockbrokers. In this 

case, e-investors form perceptions about online systems’ perceived security. When these 

perceptions are confirmed, e-investors will trust this system and, consequently, they are more 

likely to use it. 

In other words, there is growing evidence that concerns about the security of information 

systems, especially mobile banking, is an important issue to customers because the transactions 

that take place through mobile banking applications require sensitive information, and money 

is involved. Apparently, users will not trust mobile banking if they do not consider it safe and 

http://www.refworks.com/refworks2/default.aspx?r=references%7CMainLayout::init
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secure. Lee and Lin (2005), point out that customers will use online shopping services through 

a secured website. So, if online stores offer a safe online environment they will have a better 

brand image (Lee and Lin, 2005). Similarly, Lee (2005) considers trust to be an essential factor 

affecting users’ security perceptions of mobile commerce. Consequently, trust could 

effectively reduce security risk concerns. Therefore, Shen et al. (2010) suggest that trust is 

predicted to affect the security perceptions of consumers in adopting mobile banking systems. 

Table 2. 5   Summary of studies on trust and its main antecedents 

Year Author (s) Technology 

Examined 

Respondents Findings 

2015 Mpinganjira Online 

shopping. 

201 

questionnaires 

were collected 

from online 

shoppers. 

The findings show that 

website security is an 

important factor that 

helps influence 

customers’ trust in online 

stores. 

2015  Nilashi et al. 

 

Mobile 

commerce 

 Security influences 

customers' trust in mobile 

commerce websites.  

 

2015 Gao et al. Mobile 

shopping. 

462 

questionnaires 

The main factors 

affecting trust are privacy 

and security concerns. 

 

2012 Roy et al.  Online 

banking 

Sample was 

divided into two 

sub-samples of 

size 322 and 291 

respectively 

 

They found that the link 

between perceived risk 

and behavioural intention 

of online banking 

adoption is negative. The 

relationship between trust 

and perceived risk is 

negative. 

http://www.refworks.com/refworks2/default.aspx?r=references%7CMainLayout::init
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2011 Kim et al.  Electronic 

commerce 

340 

questionnaires/ 

online panel 

respondents 

The results indicate that 

the relationship between 

perceived security and 

trust is significantly 

positive. 

 

2011 Al-Gahtani Electronic 

transactions 

128 

questionnaires 

from electronic 

transactions 

users 

Supports the negative 

relationship between trust 

and risk in transacting 

online over Internet 

websites 

2008 Kim et al.  Electronic 

commerce 

468 

questionnaires 

were collected 

from users of 

electronic 

commerce  

Both trust and perceived 

risk positively affect 

purchasing decisions. 

The relationship between 

trust and risk is negative. 

Trust in online commerce 

is affected by consumers’ 

disposition to trust. 

Privacy and security 

concerns negatively 

affect trust. Information 

quality of the website 

affects trust in electronic 

commerce. The 

company's reputation 

strongly affects trust. 

2005 Lee Online 

shopping 

297 surveys Considers trust as an 

essential factor affecting 

users’ security 

perceptions regarding 

mobile commerce 

2003 Pavlou  Two studies with 

103 and 155 on-

line consumers 

The findings confirm that 

the correlation between 

trust and risk is negative. 
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Collectively, these studies have identified the antecedents of trust and their direct effect on it, 

but it is still not clear how persuasive messages change the trust of users in mobile banking, 

and how privacy and security concerns play a role in the persuasion process. There is a lack of 

analysis of these issues. 

Online system managers have to know the information processing routes to use this 

information to persuade users to trust the service and to know how they can deal with users 

who have privacy and security concerns. Understanding the role of persuasive messages that 

determine trust formation in online systems is essential to develop operative tools to improve 

the wide adoption of this system. 

Therefore, this study aims to explain the persuasion process to increase trust in mobile banking 

in the consideration of privacy and security concerns. In particular, based on ELM, this study 

tests the effect of argument quality, trustworthiness and source expertise on trust. It argues that 

privacy and security concerns play a positive moderating role in this persuasion process. In the 

next section, this study reviews and discusses the literature on ELM and trust. 

2.6 ELM in general, ELM and trust in IT in particular 

2.6.1 Elaboration Likelihood Model (ELM) 

ELM is a persuasion model used to explain how different types of messages effect customers’ 

attitudes and purchasing decisions (Cheng and Loi, 2014). ELM suggests that central and 

peripheral routes are the two persuasion routes. Attitude is affected by these two routes of 

influence. These two routes differ in respect of their nature and the amount of cognitive effort 

needed in the processing (Greiner and Wang, 2010). According to the central route, customers 

are involved in thoughtful consideration of the arguments of the message.  But according to the 

peripheral route, the customer decides whether or not he or she agrees with the message based 

on other factors rather than on the quality of the arguments of the message. Table 2.6 

summarises the main differences between these two routes. 

Different factors are found to have different effects on these two routes of persuasion, such as 

argument quality and source credibility. Argument quality can be considered as a central cue 

used to influence attitude change for topics with more involvement (Petty and Cacioppo, 
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1984). Conversely, source credibility is more likely to act as a peripheral cue to influence 

attitude change on topics with less involvement (Bhattacherjee and Sanford, 2006).   

ELM suggests that customers who have the ability and motivation to go through the content of 

the message follow the central route. Motivation is the desire to process a persuasive message. 

It is affected by an individual’s need for cognition (Bhattacherjee and Sanford, 2006).  Users 

who are highly motivated will engage in high elaboration, following the central route of 

persuasion (Sussman and Siegal, 2003). Thus, to follow the central route, customers must care 

about the subject of the message of persuasion (Cheng and Loi, 2014). On the other hand, 

when customers are not interested, or do not have the ability to analyse the message carefully, 

a peripheral process is often used (Cheng and Loi, 2014). 

Table 2. 6 The difference between central and peripheral routes 

Central route Peripheral route 

 The central route changes attitudes 

through diligent contemplation of issue-

relevant arguments. 

 

 The peripheral route changes attitudes 

by associating the attitude object with 

heuristic cues, such as a credible, 

attractive, powerful source, or 

identification with the source. 

 The central route requires much more 

cognitive effort, or elaboration, than the 

peripheral route. 

 The peripheral route shapes attitudes 

with little or no issue-relevant thinking. 

 

 Attitude changes induced via the 

central route tend to be more stable and 

more predictive of behaviour. 

 

 The central route is more likely to be 

taken when the motivation and ability to 

think are high. 

 The peripheral route is more likely to 

be taken when the motivation and ability to 

think are low. 

Source: Greiner and Wang (2010, p. 109) 
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2.6.2 ELM and Trust in Information System Studies 

ELM has been applied in the marketing (e.g., Lord et al., 1995) and in social psychology (Petty 

et al., 1995) literature. However, applying ELM in information systems research is still 

incomplete. Among the early application of ELM in information system was Mak et al. (1997). 

They carried out an experiment to test the effect of the participation of users in the design 

process on their acceptance of system recommendations and the revision of their original 

decisions. Consistent with ELM predictions, their results showed two alternative routes of 

influence. In the first one, people who had a high level of participation in updating the 

information on the Expert System (ES) were affected by argument quality (central route). For 

the second route, people who had a low perceived level of participation in updating the 

information on the expert system were influenced by the acceptance of the system’s perceived 

credibility according to the experts developing the system (the peripheral route). 

To explain why users sometimes agree with the incorrect advice of an expert system, Dijkstra 

(1999) applied ELM in an experimental study. He found that subjects did not study the advice. 

They just agreed with an expert system because they trusted this system. This is inconsistent 

with ELM predications. 

Sussman and Siegel (2003) integrated the Technology Acceptance model with ELM to 

investigate how knowledge workers can accept the information that they obtain in some 

contexts. The results show that the perceived usefulness of e-mail information is affected by 

both argument quality and source credibility. Instead of using attitude as the dependent 

variable, like most ELM studies, Sussman and Siegal employed perceived usefulness as a 

mediator between influence processes and information adoption, and they found that ELM’s 

hypotheses still applied. The research model for this study is presented in Figure 2.14. 

 

Figure 2. 14 Research model of Sussman and Siegel (2003: 52) 
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Like Sussman and Siegal (2003), Bhattacherjee and Sanford (2006) also tested the effects of 

central and peripheral routes on usefulness and attitude. Bhattacherjee and Sanford (2006) 

compared two different influence routes, argument quality (the central route) and source 

credibility (the peripheral routes), to motivate users to accept the Information Technology (IT). 

Consistent with predictions from ELM, their empirical findings demonstrate that both source 

credibility and argument quality had a positive effect on motivating users to accept new 

information technology. These two factors were moderated by motivation and the ability of 

users to process informational arguments. They used job relevance and user expertise as 

moderators. These two studies applied ELM and explored the relationship between the two 

routes of persuasion and the usefulness. The research model for this study is presented in 

Figure 2.15. 

 

 

Figure 2. 15 Research model of the study by Bhattacherjee and Sanford (2006:811). 

Cheung et al. (2008) built upon the model of information adoption of Sussman and Siegal 

(2003). By using dual-process theories, they tested the constructs that influence information 

adoption of online opinion seekers in the online environment. They found that the two most 

effective dimensions of the argument quality factor are comprehensiveness and relevance. In 
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their study, they used relevance, timeliness, accuracy, and comprehensiveness, which are the 

four common dimensions of information quality (argument quality). However, while these 

dimensions might have worked in their study, for a sensitive context such as mobile banking, 

researchers may need other dimensions which are more important than these. Also, Cheung et 

al. (2008) did not include any moderator variable in their study (see Figure 2.16).  

 

 

Figure 2. 16 The research model of the study by Cheung et al, (2008:233). 

In the same vein, Tseng et al. (2015) developed a theoretical model rooted in ELM by 

including perceived usefulness. Based on this model, they tested the effect of perceived risk on 

information acceptance for travel websites. The findings show that perceived usefulness 

mediated the relationship between the two routes (argument quality and source credibility) and 
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information adoption on travel websites. Moreover, perceived risk played an important role as 

a moderator in the peripheral route (see Figure 2.17). 

 

Figure 2. 17 The research model of the study by Tseng et al, (2015: 2291) 

Chung et al. (2015) used the Elaboration Likelihood Model, which measures the impact of 

argument quality (the central route) and source credibility (peripheral route) on traveller 

information sharing behaviour corresponding with social presence on social media. They 

collected 527 questionnaires from users who were experienced in travel information adoption 

via social media. The findings confirm that perceived usefulness was positively affected by 

both argument quality and source credibility (see Figure 2.18). 

 

Figure 2. 18 The research model for the study by Chung et al (2015: 908). 
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To understand employees’ system acceptance, Li and Ku (2011) integrated TAM, flow theory, 

and extended ELM. They found that source credibility positively affects playfulness and 

argument quality positively affects the main two constructs of TAM, which are perceived ease 

of use and perceived usefulness (see Figure 2.19). 

 

Figure 2. 19 The research model for the study by Li and Ku (2011:3) 

Using ELM from a social media perspective, Teng et al. (2014) conceptualised persuasive 

messages. They highlighted the critical factors that affect formulating effective communication 

policies on social media. 

A recent study also applied ELM in social media marketing to test how persuasive messages 

(i.e., argument quality, post popularity, and post attractiveness) can lead internet users to click 

like and share messages in social media marketing activities (Chang et al., 2015). The results 
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confirm that the three types of persuasive messages are important to encourage users to click 

like and to share post messages. 

A study by Alarifi et al. (2015) employed the Elaboration Likelihood Model to understand how 

promotional messages influence lurkers and posters’ beliefs and participation. This study tested 

the model by collecting the data from 366 members at two corporate Google communities in a 

large Australian retail organisation. The results show that promotional messages do not – 

always – yield the hoped for results among lurkers; however, they do make posters more 

enthusiastic to participate (see Figure 2.20). 

 

 

Figure 2. 20 The research model for the study by Alarifi et al., (2015: 7) 

To examine the influence of third-party seals on assurance perceptions and, ultimately, trust, 

Yang et al. (2006) applied the theoretical lens of ELM. Through the peripheral route, they 

found that the display of third-party seals positively influences assurance perceptions.  

Drawing on the Elaboration Likelihood Model (ELM), Cheung et al. (2012) examined four 

information cues used to evaluate the credibility of online reviews as follows: Source 

credibility, argument quality, review sidedness and review consistency, under different levels 

of involvement and expertise. They utilised an online survey that involved users of 

Epinions.com, a popular online consumer review website, to collect the data and test the 

proposed model. Their findings confirm that argument quality (central route) was the main 

factor affecting review credibility. Also, the participants relied on peripheral cues like source 

credibility, review consistency, and review sidedness to evaluate online consumer reviews (see 

Figure 2.21). 
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Figure 2. 21 The research model for the study by Cheung et al., (2012: 621). 

Differently, the target of Angst and Agarwal’ study (2009) was the adoption of electronic 

health information. Concern over information privacy (CFIP) was used as moderator. Rather 

than focusing on usefulness, they focused on attitude and adopted CFIP as a moderator 

between the persuasion routes and attitude (see Figure 2.22). 
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Figure 2. 22 Research model of the study of (Angst and Agarwal’ study, 2009: 345). 

From the perspective of the Elaboration Likelihood Model (ELM), Lee (2012) tested how 

attitude changes during the acceptance of Information Technology (IT). The main target of this 

study was the acceptance of information technology through an education program. He adopted 

an ELM based longitudinal approach to see how the roles of central and peripheral routes and 

attitude change during IT acceptance. Lee (2012) collected the data from junior students who 

were taking an Excel class in business administration, and analysed this data using the partial 

least-square method. The findings of the study statistically support all hypotheses (see Figure 

2.23). 
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Figure 2. 23 Research model for the study by Lee (2012: 1164) 

Zha et al. (2016) utilised the ELM to understand the basic processes underlying the 

effectiveness of persuasion to use digital libraries to obtain information. They confirm that 

source credibility and reputation have positive effects on information usefulness. However, the 

link between information quality and information usefulness is overpowered by reputation. 

Information need positively moderates the impact of information quality on information 

usefulness, and negatively moderates the effect of reputation on information usefulness (see 

Figure 2.24). 
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Figure 2. 24 Research model for the study by Zha et al, (2016: 290) 

In a study conducted by Bowem et al. (2015), it was shown that consumer attitudes are affected 

by the source’s credibility, but not by the level of elaboration. Moreover, intention to stay at 

the hotel, and intention to engage with the hotel brand via social media, was not affected by the 

level of elaboration or source credibility. The main aim of the study was to explore which 

current Facebook practices are effective/persuasive using the Elaboration Likelihood Model 

perspective.  

The studies presented thus far provide evidence of the two routes of ELM and their effects 

either on attitude or usefulness. 

Differently, Greiner and Wang (2010) applied ELM to test trust-building mechanisms for 

people to people lending marketplaces. They empirically tested the model by collecting the 

data from Prosper, the largest U.S. P2P lending marketplace. The major driver of bidding 

behaviour was economic status, and they used this as central route. However, the trust-building 

mechanisms that affect trust behaviour were social capital and listing quality. These two 

contracts were used as peripheral cues. The results support all the hypotheses. 

While Greiner and Wang (2010) applied ELM to test trust building mechanisms in lending 

marketplaces, Yang et al. (2006) applied this model to investigate initial trust formation in 
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Internet shopping.  By applying a 2*2 factorial laboratory experiment, they collected data from 

160 respondents. The findings confirm that product information quality and the display of 

third-party seals positively affects trust in an e-retailer through assurance perception. 

Moreover, they tested the role of one’s product involvement and trait anxiety as moderators.  

Their findings are in agreement with ELM due to users who have high involvement and low 

anxiety building their trust via a central route. Users who have low involvement or high 

anxiety build their trust via a peripheral route. They have proven that a critical strategy for 

online trust building is customising the persuasive arguments to different consumers (see 

Figure 2.25). 

 

Figure 2. 25 Research model for the study by Yang et al, (2006: 436) 

Similarly, by drawing on the Elaboration Likelihood Model and focusing on trust building 

process in mobile commerce, Yang (2016) examined the factors that influence initial trust in 

mobile commerce. The data was collected from 192 students who were undergraduates. These 

students were using a well-known business-to-consumer store in China. The findings indicate 

that trust in web shopping services significantly affects initial trust in mobile commerce. 

However, both information quality and the service quality of mobile commerce affect initial 

trust differently in this service (see Figure 2.26). 
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Figure 2. 26 Research model for the study by Yang (2016: 53) 

Greiner and Wang (2010), Yang et al. (2006) and Yang (2016) applied ELM to test either trust 

or initial trust, and they used different types of persuasive arguments as a critical strategy. 

However, these studies do not show whether persuasive argument will affect trust for users 

who have privacy and security concerns, or what type of information should be included in it, 

especially for sensitive context like mobile banking. 

Similar to Greiner and Wang (2010) and Yang et al. (2006), Pee (2012) has examined how 

individuals process information on social media to determine whether or not to trust the 

information. Based on the Elaboration Likelihood Model, Pee (2012) developed a model to 

elucidate the effects of information quality, source credibility, and majority influence on users’ 

trust of information on social media. Personal involvement and users’ prior knowledge were 

investigated as moderators. The results indicate that majority influence has a stronger effect on 

trust than the other factors (see Figure 2.27). 
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Figure 2. 27 Research model for the study by Pee (2012: 4). 

However, Pee (2012) did not use an informational message about privacy and security polices 

for social media. A likely explanation for not using these polices is that privacy and security 

policies are more important for mobile banking users than for social media users. 

Together, these studies (Greiner and Wang, 2010; Yang et al., 2006; Pee, 2012) applied ELM 

to test either trust or initial trust. In the same vein, Kong and Hung (2006) developed a model 

based on ELM to test customers’ formation of initial trust and repeat trust simultaneously. 

They identified motivation and ability to assess online vendors’ attributes as the key drivers of 

online trust attitudes.  

To understand why users sometimes agree with the incorrect advice of an expert system, 

Dijkstra (1999) developed a model based on ELM. He discovered that subjects simply trusted 

the expert system without reading or studying the advice. This is inconsistent with the social 

psychological theory of persuasion ELM. 

To understand how users follow the two routes of ELM to examine e-WOM, Shih et al. (2015) 

developed a theoretical model based on the Elaboration Likelihood Model (ELM). For data 

analysis, they collected data from 395 users who had experience in an online discussion 

environment. The findings verify that while argument quality affects the use of e-WOM 

through cognitive and affective attitudes, source credibility effects the adoption of e-WOM 

through cognitive attitudes only (see Figure 2.28). 
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Figure 2. 28 Research model for the study by Shih et al, (2015: 8) 

Based on the Elaboration Likelihood Model, Chen and Edward (2013) developed a model to 

understand the progress of relationship quality and the subsequent influence on members’ 

loyalty in an online environment. They found that argument quality and source credibility had 

a positive impact on members’ perceived relationship quality. Personal relevance and user 

expertise played positive moderator roles between argument quality and relationship quality, 

and negative moderator roles between source credibility and relationship quality. 

Pee and Lee (2016) used ELM to understand how users form trust in information on social 

media. This study proposed and empirically examined the proposed model that identified the 

information processing routes through which users develop trust (see Figure 2.29). 
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Figure 2. 29 Research model for Pee and Lee (2016: 27). 

Based on the Elaboration Likelihood Model (ELM) and the Toulmin’s Model of 

Argumentation, Kim and Benbasat (2009) examined the role of the price of the product on 

users’ trust in e-commerce. Product price was predicted to be a moderating factor that would 

influence the customers’ motivation to scrutinise more closely the content of the trust-assuring 

arguments. The findings suggest that when the price was high, the customers were influenced 

by the trust-assuring argument’s content. 

Bezes (2015) asked “Could the difficulties that retailers face in creating a seamless, cross 

channel experience is due to the fact that their stores and website activate such different central 

and peripheral routes to persuasion that perfect transferability between channels is not 

possible?” To answer this question, Bezes (2015) applied the Elaboration Likelihood Model. 

He provided a solid support for research aimed at identifying other channel-related central and 

peripheral elements. According to this study, the store and the website had no central or 

peripheral dimension in common. Bezes concluded that the pricing and the sales promotions 

were both peripheral dimensions; the former influences in-store buying, and the latter website 

buying. 

Warden et al. (2006) implemented the ELM to test the importance of the user’s experience in 

online commerce. Their study suggests that users follow the central route concerning 

https://scholar.google.co.uk/citations?user=5cLdTlQAAAAJ&hl=en&oi=sra
https://scholar.google.co.uk/citations?user=5cLdTlQAAAAJ&hl=en&oi=sra
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marketing messages when they want to check travel discounts, information access, and system 

security assurance. However, users follow the peripheral route when they are looking for price 

comparisons and the protection of personal information. 

Bansal et al. (2015) investigated how users perceive and process privacy assurance 

mechanisms in an e-commerce context. They argue that the privacy concerns of users play a 

crucial role in these mechanisms. The findings of their study explain that the level of privacy 

concerns of users play a role in forming trust and disclosing private information (see Figure 

2.30). 

 

Figure 2. 30 Research model for Bansal et al, (2015: 628). 

By integrating the Elaboration Likelihood Model and social influence theory, Li (2013) 

explored how source credibility and the argument quality of informational message can play a 

role in social influence. Bansal et al. (2008) examined whether privacy concerns can play a 

positive moderating role between the quality of privacy policy statements and trust, and 

between privacy assurance and trust in different contexts, and the subsequent decision to use 

private information in an online system. The findings show that the level of privacy concerns 
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of users plays an important role in these relationships. Table 2.7 reviews and highlights the 

previous studies from the literature on ELM, and the key findings. 

2.6.3 ELM, online and mobile banking 

Zhou (2012) was the first to apply ELM to the mobile banking context. His main focus was 

initial trust. He applied self-efficacy as a moderator between the two routes of ELM. The first 

route included both information quality and service quality, and the second route included 

system quality; structural assurance and reputation (see Figure 2.31). Although security and the 

privacy of mobile banking service is a key challenge in attaining users’ adoption of it, Zhou 

(2012) did not consider these two important factors in his study. Up to now, far too little 

attention has been paid to the privacy and security policies of mobile banking systems to be 

included in informational messages in a persuasion process. 

 

 

Figure 2. 31 Reserch model of Zhou (2012: 1520) 

Munoz Leiva et al. (2010) aimed to examine how to improve trust in online banking systems 

by focusing on the Elaboration Likelihood Model, and they found that reading customers’ 

comments increased trust in this system. 

Bansal et al. (2008) examined whether privacy concerns can play a positive moderating role 

between the quality of privacy policy statements and trust, and between privacy assurance and 
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trust, in three contexts, which are online banking, e-commerce and the health sector. This 

hypothesis was not supported in the online banking sector. They explain that by showing that 

building trust in a sensitive context requires something more than just the adequacy of the 

privacy policy statement. 

Shih et al. (2010) applied the ELM in a mobile banking context to explain the differences in 

thinking between users and non-users of a mobile banking system. The findings prove that 

users equipped with more product knowledge use the central route rather than using peripheral 

information. 

To summarise, although Bansal et al. (2008) examined the positive moderating role of privacy 

concerns on privacy policy statement (as argument quality) and trust, this moderating role was 

not supported in the finance sector. They explain this result by showing that building trust in 

sensitive contexts requires something more than just the adequacy of the privacy policy 

statement. Accordingly, to ensure the positive moderating role of privacy concerns, it is not 

enough to include only the privacy policy in an informational message to play a sufficient role 

in building trust. Therefore, this study argues that an informational message for mobile banking 

users should include both the privacy and security policies of this system. The following figure 

(2.32) supports this idea by showing the importance of security issues in the mobile banking 

sector: 

 

Figure 2. 32 Reasons for not using mobile banking services. 

https://scholar.google.co.uk/citations?user=AiYeG1AAAAAJ&hl=en&oi=sra
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From the figure above, it is clear that 36% of respondents cited security reasons as a main 

obstacle to not using mobile banking systems. Although, it is important to include privacy 

policy in an informational message, researchers cannot ignore the importance of the role of the 

security policy of this service. This policy should be included in an informational message to 

persuade users to trust and use the service. 

For that reason, this study has included the security and privacy policy of the mobile banking 

system adopted by HSBC bank (as argument quality) in an informational message to test trust 

changes.  

To conclude, while existing studies have identified the antecedents of trust and their direct 

effect on it, there are few published studies on how an argument in an informational message 

can change users’ trust in mobile banking systems, and how privacy and security concerns play 

a role in the persuasion process. Consequently, this study aims to explain the persuasion 

process to increase trust in mobile banking systems through the consideration of privacy and 

security concerns.  In particular, drawing on ELM, the research examines the impact of 

argument quality and source credibility (trustworthiness and source expertise) on trust. 

Security and privacy concerns are added as moderators. 

Table 2. 7 Summary of the main studies from the ELM literature and the key findings. 

Variable Findings references 

Argument  

Quality 

The effect of information quality on 

information usefulness is overpowered by 

reputation.  

 

 

Argument quality positively affects 

perceived usefulness. 

Argument quality affects members’ 

perceived relationship quality. 

 

Zha et al. (2016). 

 

 

 

 

Chung et al. (2015). 

 

 

Chen and Edward 
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Users’ cognitive attitudes towards e-WOM 

are positively affected by argument quality. 

 

Users’ affective attitudes towards e-WOM 

are positively affected by argument quality. 

 

The likelihood of e-WOM adoption is 

positively influenced by argument quality. 

 

Consumers’ higher elaboration of a hotel 

marketing message on Facebook is likely 

to drive consumers to process that message 

via the central route to persuasion. 

 

Perceived usefulness of information is 

positively influenced by argument quality. 

 

Perceived argument quality positively 

influences attitude  

 

Argument quantity is positively related to 

attitude towards information security. 

 

Argument quality influences perceived 

usefulness and ease of use. 

 

 

Argument quality influences perceived 

usefulness. 

 

(2013) 

 

Shih et al. (2015). 

 

 

Shih et al. (2015). 

 

 

Shih et al. (2015) 

 

 

Bowen et al. (2015). 

 

 

 

 

Bhattacherjee and 

Sanford, 2006; 

Sussman and Siegal, 

2003. 

 

 

Lee, 2012. 

 

 

Ng and Atreyi, 2008. 

http://www.refworks.com/refworks2/?r=references%7CMainLayout::init
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Argument quality (privacy assurance 

mechanisms) positively affects trust in e-

commerce.   

 

 

 

Li and Ku, 2011, 

Cheung et al., 2008. 

 

 

Bansal et al. 2015. 

Mobile 

information 

quality 

In mobile shopping services, initial trust 

and information quality positively 

correlate. 

Yang (2016) 

Mobile 

service 

quality 

In mobile shopping services, initial trust 

and service quality positively correlate. 

Yang (2016) 

Trust in web 

shopping 

services 

Initial trust in mobile shopping services 

and trust in web shopping services 

positively correlate. 

Yang (2016) 

Functional 

consistency 

The relationship between initial trust in 

mobile shopping services and functional 

consistency is positive. 

Yang (2016) 

Source  

Credibility 

The relationship between source credibility 

and information usefulness is positive. 

 

Source credibility positively affects 

perceived usefulness. 

 

 

The relationship between source credibility 

Zha et al. (2016). 

 

 

Chung et al. (2015). 

 

 



69 
 

and attitudes towards e-WOM is positive. 

 

Source credibility and users’ affective 

attitudes towards e-WOM positively 

correlate. 

 

The likelihood of e-WOM adoption is 

positively influenced by source credibility. 

 

 

A more credible source associated with a 

hotel marketing message on Facebook is 

likely to drive consumers to follow the 

message through the peripheral route to 

persuasion. 

 

 

Source credibility positively affects 

members’ perceived relationship quality. 

 

Perceived usefulness of information is 

positively influenced by source credibility. 

Source credibility positively affects 

attitude. 

 

Perceived usefulness, ease of use and 

playfulness are positively influenced by 

source credibility. 

 

Source credibility (trustworthiness and 

source expertise) positively influences 

 

Shih et al. (2015). 

 

 

 

Shih et al. (2015). 

 

 

Shish et al. (2015). 

 

 

 

 

Bowen et al. (2015) 

 

 

 

 

Chen and Edward 

(2013). 

 

 

Bhattacherjee and 

Sanford 2006; 

Sussman and Siegal 

2003 
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perceived usefulness. 

Source credibility is positively related to 

individuals’ trust of information on social 

media. 

Lee 2012 

Li and Ku (2011) 

Cheung et al. 2008 

Pee 2012 

Argument 

Frame 

Positively framed messages versus 

neutrally framed messages affect post-

manipulation attitudes. 

Angst and Agarwal 

(2009) 

Issue 

Involvement 

In more highly involved individuals, post-

manipulation attitudes positively affect 

electronic health records use. 

Angst and Agarwal 

(2009) 

Self-

efficacy for 

change 

And user 

involvement 

 The relationship between trust in 

web shopping services and initial trust in 

mobile shopping services depends on the 

level of self-efficacy for change and user 

involvement. 

 The relationship between functional 

consistency and initial trust in mobile 

shopping services depends on the levels of 

self-efficacy for change and user 

involvement. 

 The relationship between mobile 

information quality and initial trust in 

mobile shopping services depends on the 

levels of self-efficacy for change and user 

involvement. 

 The relationship between mobile 

service quality and initial trust in mobile 

shopping services depends on the levels of 

self-efficacy for change and user 

involvement. 

 

Yang (2016) 

Information Information need positively moderates the 

effect of information quality on 

Zha et al. (2016). 
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need information usefulness, and negatively 

moderates the effect of reputation on 

information usefulness. 

 

Privacy  

concern 

The level of privacy concerns of users 

plays an important role in trust formation 

process. 

 

Privacy concerns positively moderate the 

influence of understanding the ability of 

privacy-policy statements and adequacy of 

privacy-policy statements on trust. 

 

Concern for information privacy plays an 

important moderator role between 

argument framing and attitude toward EHR 

use. This role depends on the information 

included in framing an argument. 

 

Bansal et a. (2015) 

 

 

 

 

Bansal et al. 2008 

 

 

 

 

Angst and Agarwal 2009  

 

2.7 Conclusion 

This chapter has reviewed the existing literature regarding the research topic. It has reviewed 

the main theoretical models used in Information Systems. It provided an overview of the 

Theory of Reasoned Action, the Theory of Planned Behaviour, the TAM and the ELM, 

followed by presenting an overview of trust and its definition. After that, it summarised the 

literature on trust and the online environment (e-commerce, m-commerce, online banking and 

mobile banking). This chapter puts forward the Elaboration Likelihood Model as a persuasion 

model. This model can be used for two different routes of persuasion, which are the central and 

the peripheral routes; the main differences between these two routes have been discussed. After 
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that, this chapter reviewed the literature on ELM and trust in information systems. Finally, the 

research gap was discussed by explaining that while existing studies have identified the 

antecedents of trust and their direct effect on trust, it is still unknown how persuasive messages 

can change the trust of users concerning mobile banking, and how privacy and security 

concerns play a role in the persuasion process. Therefore, this study aims at explaining the 

persuasion process to increase trust in mobile banking services, with the consideration of 

privacy and security concerns. Therefore, this chapter has highlighted the problems around 

trust in mobile banking services, and the research gap. 

Finally, by reviewing and analysing the previous studies related to the research topic, the 

researcher has been able to use it as the basis for developing a framework (based on ELM) to 

extend the knowledge on trust in mobile banking, and the role of privacy and security concerns 

as a moderator. The next chapter presents the development of the theoretical framework to be 

tested empirically. 
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Chapter 3 : Conceptual Framework 

3.1 Introduction 

The purpose of Chapter Two was to review the literature and define the research gap. Drawing 

on the findings from Chapter Two, a comprehensive theoretical model has been developed for 

this study based on the ELM. Chapter Three presents this theoretical model. This model 

explains the dependent variable, which is trust, and the independent variables, which are 

argument quality, source expertise and trustworthiness. Moreover, it presents the privacy and 

security concerns as moderators.  This chapter is divided into five sections. Section one 

presents the framework of the research development and research hypotheses. In section two, 

the dependent variable, which is trust, is explained. Section three explains the independent 

variables/ factors affecting trust in mobile banking. Section four describes the moderator 

factors, which include privacy and security concerns. Section five presents the chapter’s 

conclusions. 

3.2 Development of the model and thesis hypotheses 

In Chapter Two, the literature relevant to trust in information systems in general, and in mobile 

banking in particular, was reviewed, and the research gap defined. A discussion has been 

presented on the need to understand how persuasive messages including the privacy and 

security policies of the mobile banking service can change users’ trust in this service; thus, 

how privacy and security concerns play a role in this persuasion process. This chapter 

identifies the constructs of this study in more detail. Figure 3.1 presents the research 

framework proposed for the study and the research constructs. This framework extends the 

Elaboration Likelihood Model to the mobile banking system context by including information 

about privacy and the security policies of mobile banking systems in an informative message. 

Moreover, this model includes both privacy and security concerns together as moderators for 

the first time. Drawing on the ELM, this model suggests that trust change among users may be 

caused by argument quality (central route), source expertise and trustworthiness, which are the 

two dimensions of source credibility (peripheral route) (Ohanian, 1990 and 1991).  
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It is proposed that these three factors have a positive impact on trust in mobile banking 

systems. Privacy and security concerns have positive moderating roles between argument 

quality and trust, as seen in Figure 3.1. 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 3. 1 Proposed Research Framework. 

 

Table 3.1 presents all the study constructs (dependent, independents and moderator constructs) 

and their proposed hypothesised relationships. To summarise, based on the research 

framework, the impact of argument quality, trustworthiness and source expertise on trust in 

mobile banking will be investigated. Additionally, the moderating role of privacy and security 

concerns will be assessed. 
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Table 3. 1 Constructs, code name, and their hypothesised relationships 

Constructs Code name Hypothesized relationships. 

 

Argument Quality AQ AQ      TR 

Trustworthiness                                                                                          TW TW           TR 

Source expertise             SE SE       TR 

Privacy concerns                                                                                   PC Moderator between AQ and TR. 

Security concerns SC Moderator between AQ and TR. 

Trust in Mobile 

Banking 

TR Dependent variable. 

3.3 Dependent variable – Trust 

The dependent variable in this study is trust in mobile banking. As mentioned in Chapter Two, 

trust can be defined as “a psychological state which leads to the willingness of customer to 

perform banking transactions on the Internet, expecting that the bank will fulfill its obligations, 

irrespective of customer’s ability to monitor or control bank’s actions” (Yousafzai et al., 2003, 

p. 849). Many different theoretical frameworks, including the Elaboration Likelihood Model, 

have used trust as a key variable (Yang et al., 2006; Pee, 2012). Thus, for this study, trust in 

mobile banking is considered a dependent variable. 

3.4 Factors affecting trust in mobile banking from the perspective of ELM 

According to the ELM, there are two different routes of influence which cause attitude changes 

among individuals. These two routes are called the central route and the peripheral route (Petty 

et al., 1981).  

 A person who depends on the central route needs to think judgmentally about arguments in an 

informational message before making an informed judgment about the target behaviour 

(Bhattacherjee and Sanford, 2006). So, attitude change arises from a person’s consideration of 

information that reflects what that person feels are the true merits of a certain position (Petty 

and Cacioppo, 1984).  

According to the ELM, argument quality and the peripheral cues of an informational message 

affect attitude change (Bhattacherjee and Sanford, 2006). Peripheral cues are related to 

http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
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information about the message, such as the message source (Bhattacherjee and Sanford, 2006). 

Source credibility is one of the most frequently referenced cues (Bhattacherjee and Sanford, 

2006; Lowry et al., 2012). Table 3.2 presents the definition of all constructs in this study. The 

next section presents these two main constructs. 

3.4.1 Argument quality 

A strong determinant of persuasion and attitude change is argument quality (Petty and 

Cacioppo, 1986). Petty et al. (1981) found that several factors can influence persuasion, such 

as argument quality, and the central route is normally operationalised as argument quality. This 

argument refers to the information included in a message. By applying the Elaboration 

Likelihood Model, Mak et al. (1997) found that users who are involved are influenced by 

argument quality. Thus, the central route of attitude change is normally defined in ELM 

research by using argument quality (Bhattacherjee and Sanford, 2006). Kim and Benbasat 

(2003) propose that the formation of website trust can be explicated from the perspective of the 

ELM. They found that customers might be afraid of many potential issues regarding the 

general trustworthiness of Internet stores when they consider completing transactions with 

unfamiliar Internet sites. If assuring arguments about the potential issues are provided, these 

arguments are expected to weaken the influence of unfavourable thoughts. As a result, trust in 

the website is likely to increase.  

Different studies have confirmed that argument quality plays an important role in forming 

users’ ‘trust in online information (Munet et al., 2013; Pee, 2012). Using the Elaboration 

Likelihood Model, Greiner and Wang (2010) suggest that both the central and peripheral routes 

of ELM play important roles in the trust development process, which affects trust behaviour. 

Similarly, Yang et al. (2006) showed that argument quality is a critical strategy for initial 

online trust building. As a result, vendors can persuade users in order to motivate them to 

complete online transactions. Users’ formation of trust in an online vendor could be explained 

via a persuasion route. This determines how people change their attitudes (Yang et al., 2006). 

Consequently, the first hypothesis developed for this study is summarised as follows: 

H1: The argument quality of the message has a positive impact on trust in mobile 

banking services. 

http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
http://www.refworks.com/refworks2/default.aspx?r=references|MainLayout::init
http://www.metapress.com/content/?Author=Martina+E.+Greiner
http://www.metapress.com/content/?Author=Hui+Wang
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3.4.2 Source credibility 

Source credibility focuses on the source of the message- not the message itself (Sussman and 

Siegal, 2003). Many studies have shown that individuals can be persuaded by a message when 

the source itself is perceived as credible (Wilson and Sherrell, 1993; Eisend, 2006; Sussman 

and Siegal, 2003). Pee (2012) suggests that source credibility influences users’ trust in 

information on social media because it can generate inferences or expectancies about the 

probable validity. Sussman and Siegal (2003) define source credibility as “the extent to which 

the receiver of the information see a source of information as believable, competent, and 

trustworthy” (cited by Bhattacherjee and Sanford, p 11). 

Several studies have applied source credibility as the main construct in the peripheral route 

(Bhattacherjee and Sanford 2006; Brinol and Petty, 2009; and Lee, 2012). Moreover, 

Bhattacherjee and Sanford (2006) state that, in IT acceptance, since customers often follow 

expert recommendations to find out about a new system, source credibility can be used as a 

peripheral cue. In information systems research, Mak and Lytinen (1997) proved that low-

involvement individuals’ acceptance of advice put forward by knowledgeable systems can be 

influenced by source credibility. Regarding online services, according to Rieh and Belkin 

(1998), source credibility positively influences the judgments of cognitive authority.  

This study will utilise this factor, motivated by its common use in ELM studies (e.g., Petty et 

al., 1981; Sussman and Siegal 2003; Bhattacherjee and Sanford, 2006). The two main 

dimensions of source credibility are trustworthiness and source expertise (Ohanian, 1990, 

1991). These two dimensions are discussed in the next section. 

Trustworthiness 

Trustworthiness reflects the belief of a person that the service provider will provide 

information in an honest way (Ohanian. 1991). Mayer et al. (1995) define the differences 

between trust and trustworthiness. They state that while “perceived trustworthiness is the 

trustor's perception of how trustworthy the trustee is; trust is the trustor's willingness to 

engage in a risky behavior” (Cited by Gefen et al., 2003.P.2). Different studies support the 

idea that trustworthiness can be identified as a significant predictor of consumers’ trust in E-

commerce and online banking (Roy et al., 2012; Jarvenpaa and Tractinsky, 1999). 
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Chu and Kamal (2008) suggest that the readers of a blog are likely to trust the comments the 

blogger makes if the blogger has the ability to make valid recommendations. Similarly, Ristig 

(2009) proposes that trustworthiness will be positively related to trust. 

Yousafzai et al. (2009) found that the lack of empirical attention paid to perceived 

trustworthiness has affected a richer examination of users’ trust in online shopping. They 

mention that researchers have rarely addressed trustworthiness as a separate construct; it is 

mostly subsumed by a trust concept. 

Based on the previous discussion, the second hypothesis developed for this study has been 

summarised as follows: 

  H2: Trustworthiness positively influences trust in mobile banking services. 

Source expertise 

Giffin (1967) defines expertness as the extent to which a source is believed to be capable of 

providing valid assertions. A person appears credible if he or she shows good knowledge and 

experience of the topic (Feick and Higie 1992; Shrauger and Schoeneman 1999). People 

assume that credible sources provide credible information, without considering the content of 

the message (Ko, Kirsch, and King, 2005). 

By applying the Elaboration Likelihood Model (ELM) to find out why users sometimes follow 

the wrong information of an expert system, Dijkstra (1999) showed that users hardly read the 

information. They simply trust the expert system. This result is in agreement with the ELM 

peripheral route. As a result, consistent with these rationales, this study proposes that source 

expertise has a significant impact on trust in mobile banking. This is summarised as follows: 

  H3: Source expertise positively influences trust in mobile banking services. 

3.5 The moderation hypotheses: privacy and security concerns as 

moderators 

With the fast diffusion of online systems, online banking services have become an alternative 

channel for banks to provide their service to users (Tan and Teo, 2000). Since online banking 

has the potentially high risk of substantial economic loss, security and privacy have become 

main concerns for users (Hertzum et al., 2004). Many studies have confirmed that the adoption 
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of an online banking system can be affected by privacy and security issues (Tavilla, 2012; 

Hertzum et al., 2004; Tan and Teo, 2000; Luo 2002). Privacy and security concerns are 

expected to have an increased impact on m-commerce (Coursaris et al., 2003; Tavilla, 2012). 

Previous studies have argued that vendors can decrease privacy concerns and increase trust in a 

website by adopting different strategies like privacy-related mechanisms (Slyke et al., 2006; 

Chellappa and Sin, 2005). Bansal et al. (2008) highlight how privacy concerns will be an 

important moderator of the link between argument quality and trust in some contexts. Luo 

(2002) proposed that building online trust is a solution to consumers’ privacy concerns.  Also, 

Bansal et al. (2015) showed that the level of privacy concerns plays a crucial role in the trust 

formation process and in providing personal information online. 

Culnan and Armstrong (1999) found that users who have privacy concerns are educated by fair 

processes, and such users will provide private financial information online. Then, they will 

create their own profile to be used for marketing purposes by using their financial information. 

At the same time, the existing literature shows that security is the main factor that determines 

the adoption of online banking (Sudha et al, 2007). Moga et al. (2012), state that the perceived 

unsafe nature of the Internet has been created because of hackers’ actions and extensive 

phishing websites. These have affected consumers’ level of trust in online banking. 

Thus, the security of information has become a serious problem and a great concern for 

information system users (Richardson, 2008). Hertzum et al. (2004) claim that e-banking users 

have security concerns when they process sensitive private information. 

Yenisey et al. (2005) explain that IT users’ perceptions of information security should have a 

great influence on their decisions. Also, Huang et al. (2011) found that users will be more 

likely to follow the security procedures if they have security concerns. Therefore, users with 

high security concerns read the message more thoroughly before making a decision. As a 

result, by sending an informational message to users to inform them about the security of 

mobile banking services, users’ security concerns will decrease. This could have a great effect 

on trust. This argument is consistent with the ELM’s central route. 

 In the same way, Angest and Agarwal (2009) argue that “The stronger the concern, the more 

persuasive a message needs to be in order to overcome the associated apprehension” (p. 349). 

Furnell and Karweni (1999) suggested that as a result of such strong messages, users with a 

greater awareness of the security policies of online banking systems will be more likely to 
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adopt this system. Therefore, awareness is key to increasing users’ confidence in online 

services. 

During an exploratory interview in an experiment, Huang et al. (2011) explain that the 

participants refused to use e-banking, because they did not know about the potential security 

threats they might face. Thus, a concise introduction to the security threats related to online 

banking services should be provided to users to help them perceive those threats as familiar. 

Then users will be more willing to adopt and use this system. 

Therefore, online banking website managers can enhance users’ trust in the service (who have 

privacy and security concerns in our case) by showing how to prevent, observe and predict 

threats, and then informing them that they can be notified if they are exposed to any threat 

(Huang et al., 2011).  

Hence, privacy and security concerns are expected to play positive roles as moderators 

between argument quality and trust in mobile banking systems. Thus, consistent with prior 

research, two hypotheses have been proposed, which are as follows: 

H4: Privacy concerns positively moderate the effect of argument quality on trust in 

mobile banking services. 

H5: Security concerns positively moderate the effect of argument quality on trust in 

mobile banking services. 

Table 3. 2 Research constructs definitions 

Constructs Definition Source 

Argument Quality (AQ) “Refers to the persuasive 

strength of arguments in a 

message”. 

(Bhattacherjee and 

Sanford, 2006. P. 811). 

Trustworthiness (TW) “The perceived willingness 

of the source to make valid 

assertions”  

(McCracken, 1989, p 

311). 

Source Expertise (SE) "The perceived ability of 

the source to make valid 

(McCracken, 1989, p. 

311). 
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assertions" 

Privacy Concerns (PC) “Individuals’ concern about 

the ‘threat to their 

information privacy’ when 

submitting their personal 

information on the Internet”  

(Son & Kim, 2008, p. 

504. Cited by Bansal et 

al., 2015. P. 626) 

Security Concerns (SC) SC is the concern about the 

unwillingness and inability 

of the website to protect the 

user’s information during 

transmission and/or storage.  

 

(Pavlou et al., 2007) 

Cited by Bansal and 

Zahedi 

 

Trust (TR) Define trust in online 

banking as “a psychological 

state which leads to the 

willingness of customer to 

perform banking 

transactions on the Internet, 

expecting that the bank will 

fulfill its obligations, 

irrespective of customer’s 

ability to monitor or control 

bank’s actions”.   

(Yousafzai et al., 2003. 

P. 849) 
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Chapter 4 : Research Methodology 

4.1 Introduction 

This chapter aims to explain the methodology used to achieve the aim and the objectives of this 

thesis. The aim of this research study was to examine how an informational message can affect 

trust in mobile banking systems, and the moderating role of privacy and security concerns, to 

extend the body of knowledge regarding trust in this context. By reviewing previous studies, a 

research framework and hypotheses regarding trust in mobile banking was developed. Privacy 

and security concerns were used as moderators.  

In order to examine the hypothesis of the study, a survey questionnaire was created and 

distributed to users. First of all, participants were asked to respond to questions measuring 

privacy and security concerns. Then, participants watched a video and read a message about 

the privacy and security policies of the mobile banking service, which are provided on the 

HSBC bank website. After that, users were asked to complete the survey by answering the 

questions related to the four constructs included in the research framework. These constructs 

are: Argument quality, trustworthiness, source expertise and trust. This study collected the data 

regarding trust in mobile banking systems by using a quantitative data collection approach. 

Based on the previously validated scales and survey tools, the survey questionnaire was 

created.  By using multiple-item perceptual scales from previous studies wherever possible, all 

constructs were measured. Minor changes were made to fit the mobile banking context. SPSS 

version 20 was used for the data analysis. 

The following sections describe the methodology applied in this research. Section 4.2 describes 

the research’s philosophical paradigms. Section 4.3 provides information about the study 

design. Section 4.4 presents the sampling method applied in this research. Section 4.5 

describes the data collection procedure. Section 4.6 briefly explains the survey questionnaire 

development and the adoption of its items. Section 47 describes the scales measurement, and 

section 4.8 explains the data analysis method used in this study. Section 4.9 explains the ethical 

issues, and finally, section 4.10 presents the chapter’s conclusions. 
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4.2 Research philosophical paradigms 

Paradigm refers to the progress of scientific practice regarding people's expectations about life. 

It is about how research should be conducted (Hussy and Hussy, 1997). “Paradigms offer a 

framework comprising an accepted set of theories, methods and ways of defining data” (Hussy 

and Hussy, 1997, p. 47). Understanding of philosophical issues is very useful. It can help to 

clarify the research design, to recognise which designs will work, and to classify designs which 

are outside the researcher’s past experience (Easterby-Smith et al., 2012). 

There are two main philosophical paradigms. These two paradigms are called 

phenomenological (interpretivist) and positivist (Hussy and Hussy, 1997). Table 4.1 

summarises the alternative terms for these two paradigms. 

Table 4. 1 Alternative terms for main research paradigms 

Positivistic paradigm Phenomenological paradigm (interpretivist) 

Quantitative 

Objectivistes 

Scientific 

Expérimentalistes 

Traditionnaliste 

Qualitative 

Subjectivist 

Humanistic 

Interpretivist 

 

Source: Hussy and Hussy (1997, p. 47). 

These two paradigms have different assumptions. The basis for these research paradigms are 

ontology, epistemology and methodology (Guba and Lincoln, 1994). Krauss (2005) states that 

“Ontology involves the philosophy of reality; epistemology addresses how we come to know 

that reality while methodology identifies the particular practices used to attain knowledge of it” 

p. 759. So, ontology is about the nature of reality, whereas epistemology is about the 

techniques used for inquiring into the nature of life.  

“Epistemological assumptions are concerned with how knowledge can be created, acquired and 

communicated, in other words what it means to know” (Scotland, 2012, p. 9). Methodology is 
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a combination of techniques used to inquire into a specific situation (Easterby-Smith et al., 

2012).  The different assumptions of the two main paradigms are shown in Table 4.2. 

Table 4. 2 The different assumptions of the two main paradigms 

Assumption Question Quantitative Qualitative 

Ontological What is the nature 

of reality? 

Reality is the 

objective and 

singular, apart 

from the 

researcher. 

Reality is subjective 

and multiple, as seen 

by participants in a 

study. 

Epistemological What is the 

relationship of the 

researcher to what 

is being researched? 

Researcher is 

independent from 

what is being 

researched. 

Researcher interacts 

with what is being 

researched. 

Methodological What is the process 

of the research? 

Deductive process- 

cause and effect. 

Static design- 

categories isolated 

before study. 

Context-free 

generalisations 

leading to 

predictions, 

explanations and 

understanding 

 Accurate and 

reliable through 

validity and 

reliability. 

Inductive process 

Mutual 

simultaneous 

shaping of factors 

Emerging design- 

categories 

Identified during 

research process 

Context- bound 

Patterns, theories 

developed for 

understanding 

Accurate and 

reliable through 

verification. 

Source: Creswell (1994. p.5). 
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Both qualitative and quantitative methods have different uses for different contexts. However, 

the core concern of these methods is the same. These two approaches will be defined by 

examining the details used to choose the right approach for this study. 

Positivist approach 

To explain human behaviour, researchers used to apply the positivist approach, which refers to 

numerical data collection. By applying this approach, the researcher can measure reality in a 

neutral way (Gall et al., 2007). Hussey and Hussey (1997) suggest that positivism concerns the 

sources of social phenomena. Therefore, in this method, the researcher applies the theories 

language, hypotheses and different variables. This method works with numbers and uses 

different statistical tools for data analysis. It includes data collection and organisation into 

quantifiable variables.  

By examining the causal relationships between the basic elements of this method, the 

quantitative method provides an explanation of what is happening in the social world (Burrell 

and Morgan, 1979).  According to this approach, to make generalisations, Nagel (1989) states 

that to prove the reliably and the validly of the actual causes of social methodical results, it is 

crucial for social science inquiry to be objective. Therefore, by applying a positivist 

methodology, the researcher should stay neutral and use a formal style of writing (Tashakkori 

and Teddlie, 1998). Laboratory experiments, surveys, formal and numerical methods are 

considered to be the most common quantitative methods (Orlikowski and Baroudi 1991, Cited 

by Chandio 2011). 

Interpretivist approach 

The interpretivist or qualitative method is identified as a non-positivistic method or a 

subjective method. For a better understanding of human behaviour by noticing individuals’ 

values, Cavana et al. (2001) note that a qualitative methodology should be used. Based on 

qualitative methods, which involve an inductive approach, the researcher starts by focusing on 

a case and observing relationships. At the end, researcher will create a theory for the case. 

Conversely, the quantitative approach is deductive; the researcher starts with the theory to 

develop hypotheses. After that, the researcher will collect and analyse the data to accept or 

reject the hypothesis. The main differences between these two approaches are presented in 

Table 4.3. 
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Table 4. 3 The main differences between these two approaches. 

Positivist Interpretivist 

 Uses large sample size. 

 Researcher does not get involved 

into problem domain. 

 The location is artificial.  

 Data is precise and specific. 

 It is concerned with testing 

hypothesis. Generalizes from sample to 

population 

 

 Uses small sample size. 

 Researcher gets involved into the 

problem Domain. 

 The location is natural. 

 Data is subjective. It is concerned with 

developing theories. 

 Generalizes from one setting to another 

setting 

Source: Hussey and Hussey (1997, p. 312) 

To summarise, the phenomenological paradigm is an inductive approach. It starts with seeing 

what is happening, forming the relationships and then creating a theory. Conversely, the 

positivist paradigm is deductive, starting with theory to create hypotheses; after that, the data 

starts to be collected. 

4.3 Research method adopted in this thesis 

The aim of this research is to explain how persuasive messages affect trust in mobile banking 

services, and to explore the moderating role of privacy and security concerns. 

Based on the Elaboration Likelihood Model (ELM), a hypothesised model of the mobile 

banking system was developed. In this study, it was decided that the best method to adopt for 

is a quantitative approach to empirically test and examine the relationship between the research 

variables that are set out in the proposed model. This is because this method is consistent with 

the topic, and it is the best method to adopt for this type of study. In fact, concerning the 

positivistic approach, Bryman and Bell (2011) suggest the normal process is to deduce and test 

the hypothesis from the theory by reviewing the literature. 

https://scholar.google.co.uk/citations?user=tr22eC0AAAAJ&hl=en&oi=sra
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Therefore, this study falls under the area of a quantitative methodological approach for many 

reasons. First of all, the hypotheses were formulated after reviewing the literature. The 

hypotheses have been tested by using data collected from a survey questionnaire. Second, the 

researcher has attempted to stay neutral throughout the study. Finally, the same process of 

quantitative research suggested by Bryman and Bell (2011) has been followed, which is to 

elaborate on theory, devise hypothesis, select the research design, devise measures of concepts, 

collect data, process the data, analyse the data, develop findings/conclusions and, finally, write 

up the findings/ conclusion. In accordance with these reasons, this study has applied a 

quantitative perspective to find out the factors that affect trust in mobile banking services, and 

to test the role of privacy and security concerns as moderators. 

4.4 Study design 

The research design helps the researcher to draw up a framework for data collection and 

analysis (Bryman and Bell, 2011). It is a framework for the generation of evidence that is 

suited to the research question (Bryman, 2004). The research design guides the researcher 

through the research process to achieve research objectives (Wilson, 2010). “A choice of 

research design reflects decisions about the priority being given to a range of dimensions of the 

research process” (Bryman and Bell, 2011, p. 40). These highlight the importance attached to 

stating causal relationships between variables; generalising to large groups; understanding 

behaviour, and having a temporal appreciation of social phenomena (Bryman and Bell, 2011). 

 There are three types of research design, which are exploratory, descriptive and casual designs 

(Wilson, 2010). This study has employed exploratory research to develop a better insight into 

the topic, leading to the development of the hypotheses (Wilson, 2010). 

In this study, the focus has been on the research stage by stage, as seen in Figure 4.1. The 

research started with reviewing past studies related to the topic of this study, developing the 

theoretical framework and hypotheses, and finding the results to create rational deductions. 

The data was obtained via a survey. The survey method was used because it allows researcher 

to obtain accurate information, and provides accurate and relevant data through thoughtful 

design (Wilson, 2010). 
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The survey questionnaire was divided into three main parts. In the first part, the participants 

were asked to provide their demographic data, such as age, education, gender and occupation. 

Moreover, the participants were asked to answer questions related to the internet and mobile 

banking usage. In the second part, the participants were asked to answer a number of questions 

measuring privacy and security concerns. In the third part, they were asked to watch a video 

about mobile banking and read a small message that included information about the security 

and privacy policies of the mobile banking system, which was taken from the HSBC bank 

website. After that, the participants were asked to answer questions to measure the different 

constructs involved in the theoretical framework. The questionnaire was distributed to the 

participants either personally or via electronic mail (using Survey Monkey questionnaire). This 

study has used the statistical package for social sciences (SPSS) version 20 for the data 

analysis. 

Reliability has been examined by using Cronbach’s Alpha, and the validity of latent constructs. 

At the end of this study, the findings have been discussed, and recommendations for future 

research suggested, as well as the limitations. Finally, the conclusions to this research study are 

presented. 

 

 

 

 

 

 

 

 

 

 

Figure 4. 1 Research design. 
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4.5 Sampling strategy 

4.5.1 Population 

Population refers to any group which shares a set of common characteristics (Black, 1999). 

“By defining the population, the researcher is saying: This is the group from which I will select 

a representative sample for my study” (Black, 1999, P. 111). Defining the population largely 

depends on the research questions which the researcher aims to answer (Wilson, 2010). For 

this study, the researcher contacted the subjects of the study by distributing the questionnaire 

either personally or via email using an online survey (Survey Monkey). The questionnaire was 

distributed among users of mobile banking in the UK.  By moving from general to more 

specific, a population can often be broken down (Wilson, 2010). According to the Office of 

National Statistics (2013), 36 million adults (73%) residing in Great Britain (as the data for this 

study was collected in UK) access the Internet every day. Therefore, it was obviously not 

possible for the researcher to approach all participants who use mobile banking systems in the 

UK. 

4.5.2 Sampling frame 

Sampling is the way of choosing units from a population of interest to collect data that 

determines the entire target population. In this research, each person who uses a mobile 

banking service could have been a participant in the study. Thus, individuals who use mobile 

banking services were chosen. 

Due to the limitations of time and money, it was not possible to distribute the survey to the 

whole population. For that reason, this study uses the sampling method which is usually 

applied in quantitative survey studies. 

4.6 Sampling 

Sampling is the process of making inferences about a population or making generalisations in 

relation to existing theory (Wilson, 2010). It creates a key step in the process of the research 

(Bryman and Bell, 2011). A representative sample allows the researcher to generalise the 

results from a sample to the population (Bryman, 2004). “The more the selected sample 

represents the population, the more the research results are to be found generalizable to the 
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population” (Chandio, 2011, p. 79). A small sample carefully chosen may give more valid 

results than a large sample poorly selected (Black, 1999). Obviously, the researcher cannot ask 

the entire population because it is both costly and time consuming (Wilson, 2010); therefore, 

the researcher should select a manageable unit to reach a correct conclusion.  

Sampling techniques usually fall into two types: probability or random sampling, and non-

probability or non-random sampling (Wilson, 2010), as seen in Table 4.4. 

Table 4. 4 Sampling techniques. 

Probability sampling Non-probability sampling 

 Simple random. 

 Stratified random. 

 Cluster sampling. 

 Systematic sampling. 

 Multi-stage sampling. 

 Quota sampling. 

 Snowball sampling. 

 Judgement sampling. 

 Convenience sampling. 

Source: Wilson (2010, p 194) 

The former means that every item in the population has an equal chance of being involved in 

the sample. However, the probability of each case being selected from the total population is 

not known in probability sampling (Wilson, 2010). Probability sampling involves choosing a 

large number of units from a population randomly (Tashakkori and Teddlie, 2003). Non-

probability sampling does not include random selection. The following sections briefly 

describe these sampling techniques. 

4.6.1 Probability Sampling Techniques 

Wilson (2010, P. 194) mentions that there are several different types of probability sampling 

techniques, as follows: 

Simple random sampling 

This type of sampling is the most basic form of probability sample. It occurs when each 

sampling unit of the population has the same chance of being included in the sample. 

Systematic Sampling 

Systematic sampling is where every nth case after a random start is selected. The advantage of 

this type of sampling is its simplicity. 

Stratified random sampling 
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This sample means dividing the population into subcategories, so each unit relates to only one 

subgroup, and then units are selected from those subgroups. Subgroups might be based on 

company size, gender or occupation. 

Cluster sampling 

This occurs when the whole population is divided into clusters or groups. It is advantageous for 

those researchers whose subjects are fragmented over a large area. It saves time and money. 

Multi-stage probability sampling technique 

This is the process of moving from a broad sample to a narrow one, using a step-by-step 

process. The main purpose of this sampling is to choose samples which are concentrated in a 

few areas. This will save time and money. 

4.6.2 Non-probability sampling methods 

Wilson (2010, P. 198) states that in addition to the probability sampling methods, there are 

some other different types of non-probability sampling techniques, as follows: 

 Quota sampling 

“It is a non-random sampling technique in which participants chosen on the basis of 

predetermined characteristics so that the total sample will have the same distribution of 

characteristics as the wider population” (Wilson, 2010, p 198). However, the problems with 

this sampling are the difficulty in gaining information and the difficulty inferring the results to 

wider population (Wilson, 2010). 

Snowball sampling 

This is a non-random sampling method. It uses a few cases to encourage other cases to take 

part in the research study (Wilson, 2010). “The disadvantages of this sampling method are that 

it provides the researcher with very little control over the cases within the sample” (Wilson, 

2010, p. 199). 

Judgement sampling  

“It is a strategy in which particular settings are selected deliberately in order to provide 

important information that cannot be obtained from other choices” (Patton, 1990; Maxwell, 

1996) (Cited by Wilson, 2010, p. 1999). 
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Convenience sampling 

“Convenience sampling is selecting participants because they are often readily and easily 

available” (Wilson, 2010, p. 199). The advantages with this sampling method are that it is an 

inexpensive and easy option. It often helps to overcome many of the limitations associated with 

research (Wilson, 2010). “Fink and Kosecoff (1998) mentioned that the convenience sampling 

approach is a simple process that can save time, funds and effort, attractive characteristics for 

the project” (Cited by Husseien, 2012, p. 57). Therefore, this research study has used non-

probability sampling techniques; specifically, convenience sampling. 

4.7 Sample size 

The sample size is crucial to test the proposed hypotheses. Nunnally (1967) state that “ten 

subjects per item is the minimum for factor analysis” (Cited by Flynn and Pearcy, 2001, p. 4). 

While DeVellis (1991) mentioned that 300 is a good sample size, Spector (1992) suggests that 

sample size could be between 100 and 200 (Cited by Flynn and Pearcy, 2001, p. 4). 

Therefore, there has been extensive debate around an acceptable sample size (Flynn and 

Pearcy, 2001). Different scholars have proposed different sample sizes as appropriate, and 

most of these scholars believe that a large sample would be better than a small one (Hussein, 

2012, p. 57). In line with these studies, the current study involved distributing 950 

questionnaires to gain a suitable sample size. 

4.8 Data collection procedure 

The data was obtained by using the survey method with mobile banking users. The respondents 

had to be mobile banking users or had to have used mobile banking services before. 

Participation was totally voluntary. In this study, both the survey questionnaire and the 

covering letter were joined together. The covering letter included information about the main 

aim of the study and confirmed the privacy of the data collected. It explained that the study 

was being conducted to understand how persuasive messages can affect trust in mobile banking 

systems, and the moderating role of privacy and security concerns. 

The survey questionnaire was divided into three main sections. The first section of the 

questionnaire explains that the participants had to provide demographic data, such as their age 

and gender. Moreover, the participants were asked to answer questions related to the internet 
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and mobile banking usage. In the next section, the participants were asked to answer a number 

of questions that measure privacy and security concerns. In the third part, participants were 

asked to watch a video about mobile banking services and read a small message about the 

security and privacy policies of this service, which was taken from the HSBC bank website. 

After that, users were asked to answer questions related to the constructs involved in the 

theoretical framework. The questionnaire was distributed to the users either personally or by 

electronic mail (using Survey Monkey questionnaire). This study has used statistical package 

for social sciences (SPSS) version 20 for the data analysis. 

For this research, 950 questionnaires were distributed, although only 380 questionnaires were 

returned, making the response rate 40% of the original sample. This response rate can be 

considered as acceptable if the researcher compares it with the response rate reported in 

previous literature reviews. For example, the final sample in the study of Angst and Agarwal 

(2009) consists of 366 subjects. Cheung et al. (2008) used 154 usable questionnaires. Li and 

Ku (2011) applied 124 questionnaires. The response rate reported in their study was 20 

percent. Thus, the response rate for the current research is considered acceptable. However, 

this study discarded 22 responses because eight respondents mentioned that they had never 

used mobile banking services before. Five responses used the same answers on all the survey 

items. Four respondents did not fill in the questionnaire and left it completely blank, and five 

questionnaires answered only some questions. Thus, 358 questionnaires remained. These 

questionnaires were used to analyse the main data. As a result, the final response rate in this 

research was 37.68%. The demographic characteristics of the main survey respondents are 

presented in Table 4.5. 

Table 4. 5 Demographic characteristics of the main survey respondents. 

Demographic 

Characteristics of the 

Main Survey 

Respondents (n=358) 

   

Variable  Category Frequency % 

Gender Male 223 62.3 

 Female 135 37.7 

Age 20 or under 36 10.1 

 21-30 152 42.5 

 31-40 134 37.4 
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 41-50 33 9.2 

 51-60 3 0.8 

Marital single 217 60.6 

 married 141 39.4 

Education Less than high 

school 

4 1.1 

 High school 98 27.4 

 diploma 42 11.7 

 Bachelor 72 20.1 

 Post-graduate 142 39.7 

Occupation Employed 67 18.7 

 Self-employed 29 8.1 

 Non-employed 34 9.5 

 Professional 10 2.8 

 Academics 14 3.9 

 Students 204 57.0 

 

 

4.9 Questionnaire survey 

In a quantitative study, and in order to collect data, questionnaires are considered a crucial tool 

for data collection. In this study, both the survey questionnaire and a covering letter were 

joined together. The covering letter includes information about the main aim of the study and 

confirms privacy of the data collected. It explains that the study was being conducted to 

understand how persuasive messages can affect trust in mobile banking systems, and the 

moderating roles of privacy and security concerns. The participation in this survey study was 

voluntary. In addition, the covering letter included the e-mail address of the researcher so that 

participants could make relevant inquiries if they wanted to. 

The survey questionnaire was divided into three main sections, as mentioned earlier. In the first 

section of the questionnaire, the participants had to answer questions regarding their 

demographic data, such as age, gender, education, and occupation. Moreover, the researcher 

asked the participants to answer questions regarding their background information related to 

internet and mobile banking usage and whether they are using mobile banking services or not. 

If their answers were NO, they were asked to stop answering the survey. If their answers were 

YES, then they could continue answering the survey questions in part two and three, as 

mentioned earlier. 
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The next section provides details about the survey questionnaire and the development process 

followed in this study. 

4.9.1 Development of the survey questionnaire 

Questionnaire design 

In descriptive research, the survey questionnaire is one set of techniques used for obtaining 

primary data (Malhotra et al., 2012). In order to design a questionnaire, the researcher should 

focus on the type of information needed to reach the research aim. 

Any questionnaire has three objectives: 1) It must translate the information needed into a set of 

specific questions, 2) it must uplift and encourage the participants to become involved and 3) it 

should minimise response error (Malhotra, 2012). 

In the present study, and for the purposes of data collection, a survey questionnaire was 

developed to test the hypotheses of the study and to achieve the main aim of it. To encourage 

the participants to join the study, the researcher carefully chose the question items and kept the 

questions simple and easy to read. 

Gilbert and Churchill (1987, P. 272) have suggested following certain steps to develop a 

questionnaire, which are as follows: 

Step 1: Specify what information will be sought. Step 2: Determine the type of questionnaire 

and method of administration. Step 3: Determine the content of individual questions. Step 4: 

Determine the form of response to each question. Step 5: Determine the wording of each 

question. Step 6: Determine the sequence of the questions. Step 7: Determine the physical 

characteristics of the questionnaire. Step 8: Re-examine steps 1-7 and revise if necessary. Step 

9: Pre-test the questionnaire and revise if necessary. 

The focus of this thesis is trust in mobile banking systems and the factors that affect trust in 

this system. In this regard, by using the ELM, the researcher has developed a theoretical 

framework to investigate the factors that affect trust and the moderator roles of privacy and 

security concerns. For this quantitative study, a questionnaire was developed, which is divided 
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into three parts, as explained earlier, to collect the data to achieve the main purpose of this 

thesis. 

Questionnaire content development 

For this study, the data was collected based on the opinions of mobile banking users who 

responded to the questionnaire, to address the research topic (trust in mobile banking and the 

moderator roles of privacy and security concerns). Therefore, the questionnaire content was 

kept simple and easy to understand, so that the participants could easily complete it. 

Question wording 

The phrasing of each question is an important step in the questionnaire development process. 

Poor wording of a question may cause participants to stop answering it (Gilbert and Churchill, 

1987). As recommended by Gilbert and Churchill (1987) for all questions, question wording 

was kept simple, avoiding ambiguous words and leading questions. During the process of 

questionnaire development, this study applied all the standard wording principles. The 

researcher reviewed each question to ensure that the questionnaire, in terms of wording, would 

be quite simple to understand by the users of mobile banking systems who would participate in 

this study. 

4.9.2 Scale development 

This study used nominal and ordinal scales; "With a nominal scale, the only permissible 

operation is counting" (Gilbert and Churchill, 1987, p. 316). In this study the nominal scales 

used for questions are related to the participants' demographic characteristics, like gender for 

example. “The ordinal scale implies identity, since the same number would be used for all 

objects that are the same” (Gilbert and Churchill, 1987, p. 316).  These scales (which called 

Likert scales) can be used in questions that investigate respondents' beliefs towards trust in 

mobile banking systems. This study used a five-point attitude rating scale. 

The five-point rating scale was chosen as it is commonly used and applied in different studies 

on information systems. This scale makes the survey quite easy to collect data from 

participants (Sekaran, 2006; Preston and Colman, 2000). However, most rating scales contain 

either five or seven response categories (including Likert-type scale) (Bearden, Netmeyer and 
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Mobley, 1993; Peter, 1979; Shaw & Wright, 1967) (Cited by Preston and Colman, 2000). Cox 

(1980) suggests that scale points between five and nine should be used. Different studies have 

used different Likert scales points, such as: five, seven, nine or even 11 points. However, the 

response rate of any research will increase by up to 90 percent by using the five-point rating 

scale (Hartely and Mclean, 2006). In some cases, Neuman (1983) found that using a five-point 

Likert scale is better than using a seven-point scale. Therefore, the researcher chose a five-

point Likert scale to be used in this study. 

4.9.3 Operationalisation of Variables 

The six constructs of interest to this study are trust, argument quality, trustworthiness, source 

expertise, privacy concerns and security concerns. All of these constructs are measured using 

multiple-item scales from previous studies. Minor modifications have been made to fit the 

context of mobile banking services. For each construct, the operationalisation questionnaire 

items are described below (the questionnaire items can be seen in Table 4.6). 

The operationalization of trust (TR) 

The operationalization of trust (TR), measured on a five point Likert scale with 1= strongly 

disagree and 5= strongly agree, was based on five items adapted from (Lee and Chung 2009) 

as follows: 

TR1. HSBC mobile banking keeps its promises 

TR2. HSBC mobile banking services meet my needs. 

TR3.HSBC mobile banking is trustworthy. 

TR4. I think HSBC mobile banking is concerned with the present and future interests of users. 

TR5. Overall, I trust HSBC mobile banking. 

The operationalization of argument quality (AQ) 

The operationalization of argument quality (AQ) was based on four items. This study used a 

five-point scale (with strongly disagree = 1 and strongly agree = 5). The researcher adapted 

these items from (Bhattacherjee and Sanford 2006). The items are as follows: 

AQ1: The information provided on HSBC website about mobile banking application was 

informative. 

AQ2: The information about mobile banking application provided on HSBC website was 

helpful. 
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AQ3: The information about mobile banking application provided on HSBC website was 

valuable. 

AQ4: The information about mobile banking application provided on HSBC website was 

persuasive. 

The operationalization of Trustworthiness (TW) 

The operationalization of Trustworthiness (TW) was based on four items which were adapted 

from (Cheung et al., 2008; Jonas Reichelt et al., 2014).  The researcher used a five-point scale 

(with strongly disagree = 1 and strongly agree = 5). The items are as follows: 

TW1: HSBC is trustworthy on the information about mobile banking app on their website. 

 TW2: HSBC is benevolent about his recommendation of the mobile banking application. 

TW3: HSBC is competent in the mobile banking application. 

TW4: HSBC seems to be sincere on mobile banking. 

The operationalization of Source expertise (SE) 

The operationalization of Source expertise was based on three items which were adapted from 

(Cheung et al., 2008; Jonas Reichelt et al., 2014). This study used a five-point scale (with 

strongly disagree = 1 and strongly agree = 5) 

The items are as follows: 

SE1: The HSBC knowledgeable about mobile banking App. 

 SE2: HSBC seems to have a good sense about mobile banking app. 

SE3: HSBC seems to have experience with mobile banking app. 

The operationalization of Privacy concern (PC) 

The operationalization of privacy concerns (PC), measured on a five-point scale (with strongly 

disagree = 1 and strongly agree = 5) was based on fifteenth items. These items were modified 

from (Angst and Agarwal 2009; Malhotra et al., 2004). 

The items are as follows: 

PC1: It usually bothers me when mobile banking apps ask me for personal information. 

PC2: When mobile banking apps ask me for personal information, I sometimes think twice 

before providing it. 

 PC3: It bothers me to give personal information to so many mobile banking apps.  

PC4:  I’m concerned that mobile banking apps are collecting too much personal information 

about me. 
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PC5: All the personal information in mobile database should be double-checked for 

accuracy—no matter how much this costs. 

PC6: Mobile banking apps should take more steps to make sure that the personal information 

in their files is accurate. 

PC7: Mobile banking apps should have better procedures to correct errors in personal 

information. 

PC8: Mobile banking apps should devote more time and effort to verifying the accuracy of the 

personal information in their databases. 

PC9: Mobile banking apps should devote more time and effort to preventing unauthorized 

access to personal information. 

PC10: Mobile databases that contain personal information should be protected from 

unauthorized access no matter how much it costs 

PC11: Mobile banking apps should take more steps to make sure that unauthorized people 

cannot access personal information in their computers. 

PC12: Mobile banking apps should not use personal information for any purpose unless it has 

been authorized by the individuals who provided the information. 

PC13: When people give personal information to mobile banking apps for some reason, the 

apps should never use the information for any other reason. 

PC14: Mobile banking apps should never sell the personal information in their computer 

databases to other companies. 

PC15: Mobile banking apps should never share personal information with other companies 

unless it has been authorized by the individuals who provided the information. 

The operationalization of security concern (SC) 

The operationalization of security concerns (SC) was based on four items. These items were 

adapted from (Kim D. J. et al., 2008). The researcher used a five-point scale (with strongly 

disagree = 1 and strongly agree = 5).  

The items are as follows: 

SC1: Mobile banking apps will implement security measures to protect my personal 

Information. 

SC2: Mobile banking apps will ensure that my transactional information is protected from 

being altered or destroyed accidentally during a transmission on the mobile. 
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SC3: I will feel secure about the mobile banking App system. 

SC4: I will feel safe in making transactions through mobile banking apps. 

Table 4. 6 Questionnaire items. 

Measures   

 

Number of items Sources of Measurement 

Items 

Privacy concern (PC) 15 (Angst and Agarwal 2009; 

Malhotra et al., 2004) 

Security concerns (SC) 4 (Kim D. J. et al., 2008) 

Argument quality (AQ) 

 

4 (Bhattacherjee and Sanford 

2006). 

Source credibility  

Source expertise (SE) 

  

Trustworthiness (TW)

  

 

3 

 

4 

(Cheung et al., 2008 ; 

Reichelt et al., 2014) 

Cheung et al., 2008) ;( 

Reichelt et al., 2014) 

Trust (TR) 5 (Lee and Chung 2009). 

4.10 Pre-testing procedures and Pilot Study 

Before the actual data collection, quantitative researchers should apply two important steps, 

which are pre-testing the questionnaire and pilot studies. The pre-testing process helps the 

researcher to know whether the questionnaire can be understood by the respondents or not 

(Zikmund et al., 2013). Also, a pilot study means that the researcher can test the questionnaire 

on a small sample of participants to eliminate potential problems (Malhotra et al., 2012). As a 

result, an initial version of the survey tool was subsequently refined through pre-testing with 

30 PhD students from Brunel University. All of them have used mobile banking services at 

least one time during the last three to six months. After that, the researcher revised the survey 

according to the suggestions that were received from the participants. The instrument was 

further pilot tested with 38 mobile banking users. This test resulted in a significant degree of 

restructuring of the survey instrument, as well as establishing the initial face reliability and 

validity of the measures. The next two sections briefly explain the pre-test and the pilot study 

applied in this research.  
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4.10.1 Pre-testing the Questionnaire 

The purpose of pre-testing is to explore any problems that the questionnaire may create 

(Zikmund et al., 2013). In this study, the pre-test was conducted by distributing questionnaires 

to 30 PhD students from Brunel University in the UK. All of them have used mobile banking at 

least once during the last three to six months. All questionnaires were returned. The 

respondents were asked if they found any difficulties or had any problems in understanding the 

questionnaire to get feedback in order to improve the questionnaire. Some interesting 

comments were obtained from the respondents. 

Some of them stated that they did not like to answer the question about age. Other participants 

suggested changing some ambiguous words. According to that, in the pre-test, the researcher 

made minor changes as needed. 

4.10.2 Pilot Study 

A pilot test should be conducted with a good sample to gather reliable and valid information 

(Donna, 2010). Therefore, for this study, a pilot study was conducted to discover the 

weaknesses and the limitations of the questionnaire tool. For the pilot study, mobile banking 

users who are postgraduate students at Brunel University in the UK, and have used mobile 

banking services before, were asked to fill in a questionnaire. In total, 57 questionnaires were 

distributed. However, only 38 questionnaires were used for the pilot study, with 19 responses 

discarded because two respondents mentioned that they had never used mobile banking before; 

eight participants returned the survey completely blank, and nine questionnaires had only some 

questions answered. Consequently, the remaining 38 questionnaires were used for the pilot 

study analysis. For this pilot study, basic statistical analysis was carried out using SPSS 20.0. 

The descriptive analysis of the data used in the pilot study is presented in the next section. 

Demographic characteristics of pilot study participants 

The demographic characteristics of the pilot study participants are presented in Table 4.7. This 

table presents gender, education and the occupation of participants. 
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Table 4. 7 Demographic characteristics of pilot study participants (N=38). 

Variable Category Frequency % 

Gender Male 21 55.26 

Female 17 44.74 

Education Less than high 

school 

0 0 

High school 20 52.63 

diploma 3 7.89 

Bachelor 0 0 

Post-graduate 15 39.47 

Occupation Student 38 100 

As can be seen in Table 4.6, among 38 respondents, there were 21 males (n=21, 55.26%) and 

17 females (n=17, 44.74%). All the participants were students. The findings of this pilot study 

show that 52.63% of participants had high school qualifications (n= 20), 39.47% of 

participants were post-graduate students (n=15) and 7.89% of participants had a diploma (n=3). 

The response rate and the sample size in this pilot study were very good for further analysis, 

and this will be presented in the next section. 

Reliability of the pilot study instrument 

To test the reliability of the items measured in the pilot study, this research used the internal 

reliability test Cronbach’s alpha. Gliemand Gliem (2003) states that “Cronbach’s alpha 

reliability coefficient normally ranges between 0 and 1. However, there is actually no lower 

limit to the coefficient. The closer Cronbach’s alpha coefficient is to 1.0 the greater the internal 

consistency of the items in the scale” (p. 87). Consequently, the reliability will be better when 

the Cronbach’s alpha is closest to 1. However, George and Mallery (2003) confirm that value 

0.7 is acceptable. Table 4.8 presents the results of the reliability test in the current pilot study 

for all constructs (Cronbach’s alpha coefficients). 

Table 4. 8 The reliability test (cronbach’s alpha coefficients) in pilot study 

Variable Cronbach’s alpha 

Privacy Concerns (PC) .753 

Security Concerns (SC) .845 

Argument Quality (AQ) .803 

Source expertise (SE) .904 

Trustworthiness (TW) .870 

Trust (TR) .930 
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This test resulted in a significant degree of restructuring of the survey instrument, as well as 

establishing the initial face reliability and validity of the measures. The values of Cronbach’s 

alpha in the pilot study ranged between 0.753 and 0.930. The researcher considered these 

values to be good, except two items from privacy concerns which are as follows: 

The first one is: It bothers me to give personal information to so many mobile banking apps. 

The second one is: Mobile banking apps should devote more time and effort to verifying the 

accuracy of the personal information in their databases. 

These two items were deleted from the final survey questionnaire. 

4.11 Data Analysis 

After completing the introduction, the literature review and the framework chapters, the step 

now is to describe the data analysis techniques used in this study. The primary purpose of this 

study is to test how persuasive message can affect trust in mobile banking services, and to test 

the roles of privacy and security concerns as moderators. In order to achieve these objectives, 

the main data has been analysed using Statistical Package for Social Sciences SPSS version 

V.20. Therefore, for data analysis including descriptive statistics, reliability testing, factor 

analysis, regression analysis and presentation of the findings, this study has utilised statistical 

package SPSS V.20. 

4.11.1 Exploratory Factor Analysis and Reliability Assessment 

Osborne and Costello (2009) mention that exploratory factor analysis (EFA) is a common 

analysis which is widely used in social science research. Exploratory factor analysis is 

‘exploratory’ in nature. By using it, the researcher can determine the underlying dimensions or 

factors that exist in a set of data (Hooper, 2012). Filed (2013) has clarified that this method has 

three main uses, which are as follows: 1) to understand the structure of a set of variables. 2) To 

construct a questionnaire to measure underlying variables. 3) To reduce a data set to a 

manageable size. Thus, the main aim of exploratory factor analysis (EFA) is to find the latent 

structure of the dataset by uncovering common factors (Hooper, 2012). It purposes to decrease 

a set of variables into a smaller set of dimensions (Field, 2013). 

Therefore, for this study, and to apply exploratory factor analysis, researchers should follow 

two main steps, which are extraction and rotation. By using SPSS version 20, this study has 
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applied exploratory factor analysis to extract factors in which different techniques are available 

for extraction and rotation. Principal component extract method is the most common one. The 

eigenvalues and scree plot were used in this study to calculate the number of factors and the 

adequacy of the extraction. This research study will retain only factors with large eigenvalues, 

as suggested by Field (2013). 

Field (2009) points out that “Before extracting the factors, calculating the variability in scores 

for any given measured is important” (Cited by Khorassani, 2012, p. 158). Field (2013), states 

that communality is the total amount of common variance present in a variable. He confirms 

that “a variable that has no unique variance would have a communality of one and the variable 

that shares none of its variance with any other variables would have a communality of 0” (p. 

375). 

To discriminate between factors, this study has used the factor rotation technique, as suggested 

by Field (2013). SPSS has many methods of rotation. However, this study has used varimax 

rotation, as suggested by Field (2013), who mentions that varimax attempts to maximise the 

dispersion of loading within factors. By using it, the best interpretation of factors will be 

achieved. 

In order to validate the questionnaire, this study has included checking the reliability of the 

scale by using Cronbach’s alpha, which is the most common measure of scale reliability (Field, 

2009). By following George and Mallery (2003), this study has considered each value of 

Cronbach’s alpha to be acceptable if it is equal to or above 0.70. 

4.11.2 Reliability and Validity Testing of the Final Survey 

Reliability 

Zikmund defines reliability as “Reliability is an indicator of a measure’s internal consistency” 

(p. 301). The most common method used to test reliability is Cronbach Coefficient Alpha 

(Bryman and Bell, 2011). Cronbach Alpha ranges in value from 0 to 1.  While a zero value 

means no consistency, one value means complete consistency (Zikmund et al., 2013). 

However, if the scale has a Cronbach’s Alpha value bigger than 0.70, the researcher can 

consider it reliable in measuring the construct (George and Mallery, 2003). By applying 

Cronbach’s Alpha, the reliability was tested. All values of Cronbach’ Alpha which were equal 

to 0.70 or greater were considered acceptable (see Table 4.7). 
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Validity 

The validity of a measurement instrument is the accuracy of its measure or the extent to which 

a score represents a concept (Zikmund et al., 2013). There are different forms of validity tests, 

which are as follows: 

Content validity 

Establishing content validity means to review the items in the measurement instrument to 

determine the degree to which they reflect what they are supposed to measure (Mertens, 2010). 

Haynes et al. (1995) define content validity as “It is the degree to which elements of an 

assessment instrument are relevant to and representative of the targeted construct for a 

particular assessment purpose” (p. 238). 

Content validity is particularly important in studies that purport to compare two or more 

different programs and so on (Mertens, 2010). To test the content validity in this study, the 

following steps have been followed, as suggested by Cooper and Schindler (2001): Step 1, 

determine the variables related to this study from the previous literature. All constructs have 

been measured using multiple-item perceptual scales. Minor modifications have been made to 

fit the context of mobile banking services. Step 2, conducting a pre-test by distributing a 

questionnaire to 30 PhD students at Brunel University in the UK. All of them have used mobile 

banking at least once during the last three to six months, and have some knowledge about the 

topic of this study. Accordingly, minor modifications were made to the instrument by 

following the suggestions received from the students. Step 3, conducting a pilot test with a 

good sample. 

Construct validity 

Haynes (1995) states that “Construct validity is the degree to which an assessment instrument 

measures the targeted construct” (p. 239).  In order to achieve construct validity, the researcher 

must examine convergent and discriminant validity. 
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 Convergent validity 

Zikmund et al. (2013) states that “Convergent validity requires that concepts should be related 

are indeed related” (p. 305). Therefore, convergent validity should arise when “considering two 

constructs hypothesized to be related and the correlation between the two constructs should be 

high in order to contend test validity” (Thanasegaran, 2009, p. 38). So, convergent validity is 

one way of checking construct validity in this study. Carlson and Andrew (2012) confirm that 

convergent validities above r 0.70 are recommended, whereas those below 0.50 should be 

avoided. For the current study, the researcher followed the same procedure to assess the 

convergent validity. 

 Discriminant validity 

Bertea and Zait (2011) state that discriminant validity assumes that items do not correlate 

highly with other construct items that are theoretically supposed not to correlate. “At item-level 

discriminant validity, Chin (1998) recommends to examine cross-loading within factor 

loading” (Cited by Khorassani, 2012, p 146). 

4.11.3 Regression Analysis 

Regression analysis is a statistical tool used to test the link between constructs; the researcher 

seeks to discover the causal effect of one variable upon another (Sykes, 1993). By using 

regression analysis techniques, the researcher can assess the statistical significance of the 

estimated relationships between the study constructs (Sykens, 1993). Equally, this technique 

describes the way in which a dependent variable (in this study: trust in mobile banking) is 

affected by a change in the value of one or more independent variables (Auka et al., 2013). 

Therefore, this study has included performing linear regression analysis to test if there are 

significant relationships between the independent and dependent variables. As suggested by 

Field (2013), multiple regressions have been used in this study to guess an outcome from 

different predictors. The results of all these tests are presented in Chapter Five. 

4.12 Hypotheses Testing 

To test the hypotheses of this study, multiple regression techniques have been applied, as this 

is an appropriate method. It is usually applied to test the relationship between a dependent 
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variable and two or more independent variables (Sykes, 1993; Auka et al., 2013). In order to 

test the hypotheses, this study has used SPSS version.20. 

4.13 Ethical Considerations 

The role of ethics is crucial when a study is conducted on human topics. The ethical principles 

in business research have been broken down by Diener and Crandall (1978) into four main 

areas as follows: 

1. “Whether there is harm to participants. 

2. Whether there is a lack of informed consent. 

3. Whether there is an invasion of privacy. 

4. Whether the deception is involved” (Cited by (Bryman and Bell, 2011, p. 128). 

Therefore, researchers “need two attributes: the sensitivity to identify an ethical issue and the 

responsibility to feel committed to acting appropriately in regard to such issues” (Eisner and 

Peshkin, 1990, p. 244). All of the ethical principles procedures have been followed in this 

research. On the first page of the survey questionnaire, this study included a clear letter to 

clarify that participation is voluntary. The identity of respondents will remain anonymous as no 

personal data will be collected. The researcher asked those who were willing to take part in the 

survey questionnaire to answer and return it. All participants were assured that no personal data 

would be collected, and the questionnaires would remain anonymous. The researcher did not 

ask for the name of the participants. The Brunel University Ethics Committee guided the 

ethical process. To follow the university’s ethics policy, the researcher signed a Brunel 

Business School Research Ethics form, which was approved by the research student’s 

supervisor. A covering letter and consent form were attached to the survey questionnaire. The 

covering letter states the title and the purpose of the research study, the researcher’s school’s 

name, the full name of the researcher and her email address. Moreover, the data collected was 

used only for the purpose of the study (see Appendix: B). 
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4.14 Conclusion 

The main aim of this chapter was to provide full details about the research methodology and 

the appropriate statistical analysis methods chosen for use in this study. In the domain of 

methodology, the philosophical paradigms of research have been discussed, which are the two 

main philosophical paradigms. These two paradigms can be called phenomenological 

(interpretivist) and positivist. These two different paradigms have different assumptions. The 

positivist approach, which is a quantitative approach, focuses on numerical data collection to 

explain human behaviour. The interpretivist approach is known as a subjective approach, 

which is qualitative in nature. The researcher examined both of these methods and then 

adopted a quantitative approach, as this was deemed the most appropriate one for this study. 

This approach is deductive. It starts by developing hypotheses from theory and then collecting 

data for the main study analysis (by using the survey method), analyses, discussion and 

conclusions. A questionnaire was developed to collect the data.  All constructs were measured 

using multiple-item perceptual scales from previous studies wherever possible. Minor 

modifications have been made to fit the context of mobile banking. 

After that, the researcher contacted the subjects of the study personally (face to face) and by 

using an online survey (Survey Monkey). Pre-test procedures and pilot tests were carried out 

before the preliminary data collection. 

The main aim of the pre-testing and pilot test was to explore any problems that the 

questionnaire may cause and to test the reliability of measurement items. Almost all the items 

showed adequate reliability. In order to analyse the data, this study has used statistical package 

for social sciences (SPSS) version 20.0.  SPSS was applied to test descriptive statistics and 

exploratory factor analysis, which have been discussed briefly. Finally, the ethical procedures 

were applied. The main study’s results (testing the hypotheses and the moderator role of 

privacy and security concerns) are presented in Chapter Five. 
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Chapter 5 : Main Study Analysis and Findings 

5.1 Introduction 

The previous chapter explained the methodology used in this study in detail. 

In this chapter, the results of the data analysis are presented by testing the relationship between 

argument quality, trustworthiness and source expertise (as independent variables), and trust 

which is the dependent variable. After that, this study tests the effect of privacy and security 

concerns as a moderator to achieve the research objectives. All results have been obtained by 

using SPSS V.20. All the analysis outcomes and conclusions are presented in this chapter. 

5.2 Data Management 

Collecting data started during the period June 2015 to October 2015 by using a survey 

questionnaire. The survey questionnaire contained three sections. In the first section of the 

survey, the participants were asked to provide demographic data. In the second part, the 

participants were asked to answer questions measuring the privacy and security concerns. In 

the third part, participants were asked to watch a video about mobile banking services and read 

a small message about the privacy and security policies of mobile banking which were 

provided on the HSBC bank website. After that, participants were asked to answer questions 

measuring the different constructs involved in the theoretical framework. The researcher 

distributed the questionnaire to the users either personally or via electronic mail (using Survey 

Monkey questionnaire). 

None of the participants were forced to fill in the questionnaire. A sample of individuals was 

randomly selected from UK society. These individuals are either students or working in 

different organisations. During the data collection (for on-line survey), the researcher sent a 

reminder to non-respondents after two weeks. 

As mentioned previously, 950 questionnaires were distributed 380 of which were returned, 

making the response rate 40% of the original sample. In addition, 22 unsuitable responses were 

discarded because eight respondents mentioned that they had never used mobile banking 

services before; five had the same responses for all the Likert scale items; four respondents did 
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not fill in the questionnaire and left it completely blank, and five questionnaires contained 

answers to only some of the questions. This left 358 questionnaires, which have been used for 

the main data analysis. Consequently, the final response rate in this thesis is 37.68%. 

The statistical package for social science (SPSS) version 20 was used for the data analysis 

(descriptive statistics and factor analysis). First of all columns and rows were created to code 

the items of the question. The questionnaire items were coded with numbers in the columns of 

the SPSS. The value “1” was used for strongly disagree and “5” for strongly agree on a five 

point Likert Scale.  “999” was used for missing values not provided in the questionnaire. 

5.3 Data Screening Prior to Analysis 

To analyse the data obtained from the survey questionnaire, this study has applied the 

statistical package for social sciences (SPSS, Version 20), which is extensively accepted by 

previous studies. The study used SPSS to screen the data, to check the data coding, missing 

data, outliers and normality. Nominal and ordinal scales have mostly been used in this study. 

Moreover, by using SPSS, this study has obtained descriptive statistics and factor analysis. All 

these steps are described and explained in the following sections prior to the data analysis. 

5.4 Missing data 

The most common problem facing the researcher in any survey questionnaire study is missing 

data. It occurs in a survey study when an element of the target population is not included in the 

survey’s frame; when a sampled element does not participate, and when a responding sampled 

element fails to provide acceptable responses (Brick and Kalton, 1996).  In social science 

research, the most common reasons for missing data occurring might be due to long 

questionnaires. Tabachnick and Fidell (2001) note that “the potential effects of missing data 

depend on the frequency of occurrence, the pattern of missing observations, and the reasons for 

the missing value” (Cited by Chandio, 2011, p 123). There are many different methods for 

dealing with missing data. Malhotra et al. (2012) note that assigning missing data is desirable 

if: 
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1) The number of participants with poor responses is small. 

2) The proportion of unsatisfactory responses is small. 

3) The variables with unsatisfactory responses are not the main variables.  

Also, there are other ways to deal with missing data. Tabachnick and Fidell (2007) explain that 

if five percent of the data or less is randomly missing from a large data set, then there is no 

serious problem and all techniques for dealing with missing data give the same results. For this 

study, the research employed SPSS version 20 to deal and found missing data. The percentage 

of missing data was less than five percent of the whole data; therefore, this amount is very low 

and can be considered acceptable. 

5.5 Response rate 

For this research, 950 questionnaires were distributed, but only 380 questionnaires were 

returned, therefore the response rate is 40% of the original sample. However, 22 responses 

were discarded, as mentioned earlier. For the final data analysis, this study used 358 

questionnaires. As a result, the final response rate in this thesis is 37.68%. 

5.6 Non-response bias 

It is important to examine any possible non-response bias. Miller and Smith (1983) suggest 

grouping the respondents as early or late respondents. Then, the researcher can compare the 

differences between these two groups in their answers to the Likert scale questions. If it is 

found that there are no variances between the answers of these two groups, the researcher can 

generalise the results to the target population. For this study, and in order to assess the non-

response bias, the questionnaire was divided into two different groups: early respondents and 

late respondents. The researcher compared the age, education and occupation between the first 

50 and the last 50 respondents. To assess the response bias, analysis variance (ANOVA) 

statistical testing was used, and then the mean value for the first and last 50 respondents 

compared, as shown in Table 5.1. 

From Table 5.1, it is clear that there are no significant variances between these two groups. 

Therefore, there is no serious limitation in non-response bias in this survey study. 
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Table 5. 1 Response bias analysis for demographic data 

Respondents’ 

Characteristics 

ANOVA (First 50-Last 

50) 

 F Sig 

Age .780 .512 

Education .886 .432 

Occupation .491 .477 

5.7 Descriptive statistics analysis 

The descriptive statistics of all the constructs in this study, which are trust, argument quality, 

source expertise, trustworthiness, security concerns and privacy concerns, are presented in this 

section as follows: 

Trust 

To measure this construct, five items were used on a Likert scale. The descriptive statistics of 

these items include means, standard deviations, and skewness, and Kurtosis tests are presented 

in Table 5.2. The low mean rating observed was for item Trust4 which is: I think HSBC mobile 

banking is concerned with the present and future of users. The high mean rating observed was for 

item Trust5 which is: Overall, I trust HSBC mobile banking. The mean ratings of these items 

were between 3.51 and 3.80. This suggests that some respondents had reservations about 

trusting this system. This is obvious from item Trust4 which has a low mean rating. This may 

suggest that respondents were not sure whether HSBC mobile banking is concerned with the 

present and future of users or not. However, the Cronbach’s alpha for this construct was .865, 

which confirms the strong internal consistency of these items, which used to measure trust 

construct. 

Table 5. 2 Descriptive statistics of measured items of trust construct 

 Mean Std. 

Deviation 

Skewness Kurtosis 

 Statistic Statistic Statistic Statistic 

Trust1 3.56 .796 -.229 .132 

Trust2 3.68 .895 -.368 -.030 

Trust3 3.77 .777 -.542 .878 

Trust4 3.51 .900 -.274 -.122 

Trust5 3.80 .803 -.708 .114 
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Argument quality 

To measure this construct, four-items were used on a Likert scale. The descriptive statistics of 

these items include the mean, standard deviations, and skewness, and Kurtosis tests are 

presented in Table 5.3. The lowest mean rating observed was for item AQ4, and the highest 

mean rating observed was for item AQ2. 

Table 5. 3 Descriptive statistics of measured items of argument quality construct (AQ) 

 Mean Std. 

Deviation 

Skewness Kurtosis 

 Statistic Statistic Statistic Statistic 

AQ1 3.77 .872 -.712 .421 

AQ2 3.78 .921 -.613 .203 

AQ3 3.59 .905 -.494 .109 

AQ4 3.45 .974 -.745 .297 

 

Source expertise (SE) 

To measure this construct, three-items were used on a Likert scale. The descriptive statistics of 

these items, including means and standard deviations, are presented in Table 5.4 along with 

skewness and Kurtosis tests. The lowest mean rating observed was for item SE2 and the 

highest mean rating observed was for item SE1. 

Table 5. 4 Descriptive statistics of measured items of source expertise construct 

 Mean Std. 

Deviation 

Skewness Kurtosis 

 Statistic Statistic Statistic Statistic 

SE1 3.61 .922 -.347- -.235- 

SE2 3.53 .916 -.248- -.392- 

SE3 3.59 .950 -.275- -.499- 

 

Trustworthiness 

To measure this construct, this study used four-items on a Likert scale. The descriptive 

statistics of these items, including means and standard deviations, are presented in Table 5.5, 

along with skewness and Kurtosis tests. The lowest mean rating observed was for item TW3 

and the highest mean rating observed was for item TW1. 
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Table 5. 5 Descriptive statistics of measured items of trustworthiness construct 

 Mean Std. 

Deviation 

Skewness Kurtosis 

 Statistic Statistic Statistic Statistic 

TW1 3.63 .725 -.722 .955 

TW2 3.38 .796 -.187 .076 

TW3 3.30 .825 -.093 -.026 

TW4 3.36 .880 -.275 .078 

 

Security concerns  

To measure this construct, four-items on a Likert scale were used. The descriptive statistics of 

these items, including means and standard deviations, as well as skewness and Kurtosis tests, 

are presented in Table 5.6. The lowest mean rating observed was for item SC2 and the highest 

mean rating observed was for item SC4. 

Table 5. 6 Descriptive statistics of measured items of security concerns construct 

 

 

Mean Std. 

Deviation 

Skewness Kurtosis 

 Statistic Statistic Statistic Statistic 

SC1 3.00 1.209 -.096 -.083 

SC2 2.97 1.249 -.055 -.159 

SC3 3.20 1.208 -.204 -.039 

SC4 3.24 1.268 -.241 -.098 

 

Privacy concerns 

Similarly, to measure this construct, thirteen items on a Likert scale were used. The descriptive 

statistics of these items, including means and standard deviations, are presented in Table 5.7, 

along with skewness and Kurtosis tests. The lowest mean rating observed was for item PC1 

and the highest mean rating observed was for item PC12. 
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Table 5. 7 Descriptive statistics of measured items of privacy concerns construct 

 Mean Std. 

Deviation 

Skewness Kurtosis 

 Statistic Statistic Statistic Statistic 

PC1 3.07 1.060 -.182 -.931 

PC2 3.35 1.100 -.350 -.737 

PC3 3.13 1.081 -.239 -.738 

PC4 3.58 .975 -.375 -.428 

PC5 3.58 .954 -.504 -.194 

PC6 3.59 .945 -.400 -.258 

PC7 4.03 .942 -.697 -.158 

PC8 3.96 .945 -.549 -.475 

PC9 4.08 .910 -.750 .038 

PC10 4.12 .933 -.776 -.191 

PC11 4.06 .983 -.747 -.299 

PC12 4.21 .895 -.855 -.144 

PC13 4.15 .941 -.833 -.066 

5.8 Outliers 

The detection of data outliers and unusual data structures is one of the main tasks in statistical 

analysis (Filzmoser et al., 2005). Alves and Nascimento (2003) state that “Outliers are 

observations with a unique combination of characteristics identifiable as distinctly different 

from the other observations” (p. 2).  Hodge and Austin (2004) indicate that many different 

issues can cause outliers to happen, such as changes in system behaviour, mechanical errors, 

false behaviour, human fault, tool fault, or through natural deviations among populations.  

Hair et al. (2006) categorises outliers into four classes: 1) “it can occur from procedural errors 

such as data entry errors. 2) It is an observation that happens as a result of an extraordinary 

event. 3) It comprises extraordinary observations for which the researcher has no explanation. 

4) It contains observations that fall within the ordinary range of values on each of the 

variables” (Cited by Khorassani, 2012, p. 153). 

There are many different procedures used to discover outliers, for example univariate detection 

and multivariate detection (Cousineau and Chartier, 2015; Tabachnick and Fidell, 2007; Alves 

et al., 2003). The univariate outliers were used to detect outliers by using a criterion based on 

z-scores (Cousineau and Chartier, 2015). In this study, to identify univariate outliers, 

descriptive Statistics function on SPSS was used. The data values were converted into Z-
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scores.  As the sample size is larger than 80 cases, following Hair et al. (2006), all cases with 

standard score ±3.0 were considered as outliers. However, this study did not identify univariate 

outliers, because it used a five point Likert scale ranging from (1) strongly disagree to (5) 

strongly agree. 

To identify the multivariate outlier, the researcher determined the Mahalanobis distance (D²) 

(Filzmoser, 2004). Rousseeuw and Van Zomeren (1990) mention that “the standard method for 

multivariate outlier detection is robust estimation of the parameters in the Mahalanobis 

distance and the comparison with a critical value of the χ2 distribution” (cited by Filzmoser, 

2004, p. 1). 

In this study, SPSS 20.0 was used to deduct the outliers; the Mahalanobis distance (D²) was 

calculated with the regression procedure for the variables. (D²) follows a chi-square 

distribution. The degrees of freedom (df) equal to the number of variables (Tabachnick and 

Fidell, 2007). A case is a multivariate outlier if P≤ 0.001. The results of multivariate outliers 

show that there are few outliers. Deletion of outliers might limit the generalisability (Hair et 

al., 2006; Anderson et al., 2009). So, to ensure generalisability, the outliers should be kept. As 

a result, this study retains the cases of multivariate outliers. 

5.9 Normality and Linearity 

Before inferring the results from the data, it is essential to check data normality and linearity. 

The results of these tests are presented in the next section. 

Data Normality for Individual Item 

Normality is an important assumption for measuring the variation of variables. Kurtosis and 

skewness are the most common tests used to measure data normality. Malhotra et al. (2012) 

define them as follows: “Kurtosis is a measure of the relative peakednss of the curve defined 

by the frequency distribution, Skewness is the tendency of the deviations from the mean to be 

larger in one direction than in the other” (p, 624). In order to test the data normality, SPSS v.20 

was used and descriptive statistics applied to check kurtosis and skewness (see Table 5.2). The 

results are shown in tables 5.2 to 5.7. From these tables, it is clear that the values for skewness 

and kurtosis statistics are small (±1). Therefore, this result shows that data normality has been 

achieved. 
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Linearity 

Linearity is the correlation coefficient that is used for bivariate analysis. It measures the 

correlation between two variables. Measurement is signified between -1 and 1. While a value 

of 1 means that there is a significant positive correlation, a value -1 means there is a significant 

negative correlation. There is no relationship between the two variables when the correlation is 

zero (Wilson, 2010). In statistics, testing the relationships between the variables is an essential 

part of data analysis. Linearity can be checked by using Pearson’s correlation (Wilson, 2010). 

This research study applied Pearson’s correlations by using SPSS version 20. The results can 

be seen in Table 5.8. The results show that all factors were (either positively or negatively) 

significantly correlated with each other. 

Table 5. 8 Pearson’s correlations 

 PC SC AQ TW SE TR 

PC 1      

SC .684** 1     

AQ .696** .787** 1    

TW -.639** -.659** .656** 1   

SE -.694** -.683** .697** .739** 1  

TR -.71** -.76** .754** .728** .507** 1 

** P< 0.01. 

5.10 Demographic Characteristics and Relationships 

As mentioned earlier, the researcher distributed 950 questionnaires; 380 questionnaires were 

returned and 22 responses discarded, therefore 358 questionnaires remained. These 

questionnaires were used for the main data analysis. The respondent characteristics (gender, 

age, education, occupation and the use of internet) are presented in Table 5.9 

Gender 

Table 5.9 shows that 62.3 % of the respondents are male and 37.7 % female.  

Age 

From Table 5.9, it is clear that the majority (i.e. 42.5%) of respondents were aged between 20-

30 years. The percentage of respondents aged between (31- 40) was 37.4%. The percentage of 

respondent’s age 20 years or under was 10.1%. 
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Marital status 

Table 5.9 shows that 60.6 % of the respondents were single (217) and 39.4 % were married 

(141). 

Education 

The percentage of the participants who have a high level of education (postgraduate 

qualifications) was 39.7%. Then high school (27.4%), Bachelor’s (20.1%), Diploma (11.7) and 

less than high school (1.1). 

Occupation 

Six categories of occupation (employed, self-employed, non-employed, professional, academic 

and student) were presented to respondents. The largest percentage of the participants was 

students (57.0 %), while employed were the second highest number of respondents (18.7 %), 

then non-employed (9.5 %), self-employed (8.1 %), academics (3.9 %) and professionals (2.8 

%). 

Internet experience 

31.0 % of participants have used the internet for between five to six years. Only 4.7 % of the 

participants have used internet for less than one year. 

Using mobile banking 

From Table 5.9, 43.85 % of participants use mobile banking services only when they need to 

and when they cannot use online banking. The percentage of participants who use it once a 

month is 24.30 %. Only 3.09 % of participants use mobile banking every day. 
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Table 5. 9 Descriptive statistics of measured items of source expertise construct 

 

Demographic 

Characteristics of the 

main survey 

Respondents (n=358) 

   

Variable  Category Frequency % 

Gender Male 223 62.3 

 Female 135 37.7 

Age 20 or under 36 10.1 

 21-30 152 42.5 

 31-40 134 37.4 

 41-50 33 9.2 

 51-60 3 0.8 

Marital single 217 60.6 

 married 141 39.4 

Education Less than high 

school 

4 1.1 

 High school 98 27.4 

 diploma 42 11.7 

 Bachelor 72 20.1 

 Post-graduate 142 39.7 

Occupation Employed 67 18.7 

 Self-employed 29 8.1 

 Non-employed 34 9.5 

 Professional 10 2.8 

 Academics 14 3.9 

 Students 204 57.0 

Internet Experience <1 Year 17 4.7 

 1-2 years 70 19.6 

 3-4 years 90 25.1 

 5-6 years 111 31.0 

 6> years 70 19.6 

Using Mobile 

banking 

Only when I 

need it and 

cannot use 

online banking. 

157 43.85 

 Less than once 

a month. 

87 24.30 

 Once a month 63 17.60 

 Two or three 

times a week. 

19 5.31 

 Once a week 20 5.59 

 Daily 12 3.09 
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5.11 Factor Loading and Data Analysis 

“Factor analysis is one of the most commonly used procedures in the development and 

evaluation of psychological measures” (Floyd and Widaman, 1995, p.268). The aim of factor 

analysis is to decrease a group of variables into a smaller group of dimensions (Field, 2013). 

According to Field (2013), this technique has three main uses, as follows: 1)” to understand 

the structure of a set of variables. 2) To construct a questionnaire to measure an underlying 

variable. 3) To reduce a data set to a more manageable size while retaining as much of the 

original information as possible” (p.666).  

Exploratory factor analysis (EFA) and confirmatory factory analysis are the most common 

techniques for factor analysis (Floyd and Widaman, 1995). Both techniques have the same aim. 

While exploratory factor analysis involves a series of steps that include guessing, or removing, 

factors; determining the number of factors that should retain; and rotating factors to an 

interpretable location, confirmation of hypothesised factor structures is most adequately proven 

with confirmatory factor techniques (Floyd and Widaman, 1995). However, this study has 

applied only the exploratory factor technique. 

Exploratory Factor Analysis 

Osborne and Costello (2009) mention that exploratory factor analysis (EFA) is a common 

statistical technique that is usually used in the social sciences. Floyd and Widamam (1995) 

mention that exploratory factor analysis consists of two general approaches, principal 

components analysis, which should be used for data reduction, and common factor analysis, 

which should be applied to explain the relations among a set of measured variables in terms of 

underlying latent variables. The most common one, which is available in SPSS, is principal 

components analysis. 

Principal component analysis attempts to represent all of the variance of observed variables 

(Floyd and Widamam, 1995; Tabachnick and Fidell, 2007). Eigenvalues and scree plots are 

considered the most common methods for measuring the adequacy of extraction and the 

number of factors (Khorassani, 2012). Before that, it is essential to measure the communality 

of a variable, which is the variance that a variable shares with the latent variables underlying 

the set of observed measures (Floyd and Widamam, 1995; Haire et al., 2007). While “a 

variable that has no unique variance would have a communality of 1; a variable that shares 

none of its variance with any other variable would have a communality of 0” (Field, 2013, p. 
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675). Small values show variables that do not fit well. So, communalities of more than 0.5 are 

required and more than 0.7 in large sample (Hair et al., 2007) (Cited by (Khorassani, 2012). 

This study computed the communality by using SPSS V.20. See Table 5.10. 

Table 5. 10 Communalities 

 Initial Extraction 

PC1 1.000 .740 

PC2 1.000 .766 

PC3 1.000 .756 

PC4 1.000 .702 

PC5 1.000 .730 

PC6 1.000 .703 

PC7 1.000 .724 

PC8 1.000 .776 

PC9 1.000 .708 

PC10 1.000 .723 

PC11 1.000 .756 

PC12 1.000 .831 

PC13 1.000 .785 

SC1 1.000 .796 

SC2 1.000 .822 

SC3 1.000 .847 

SC4 1.000 .833 

AQ1 1.000 .782 

AQ2 1.000 .819 

AQ3 1.000 .761 

AQ4 1.000 .723 

TW1 1.000 .732 

TW2 1.000 .753 

TW3 1.000 .781 

TW4 1.000 .702 

SE1 1.000 .743 

SE2 1.000 .772 

SE3 1.000 .773 

TR1 1.000 .707 

TR2 1.000 .852 

TR3 1.000 .778 

TR4 1.000 .709 

TR5 1.000 .834 

Extraction Method: Principal Component Analysis. 

The results show that communalities between measured items varied, but all the variables in 

this test have communality values above 0.7. 
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Eigenvalue 

The process of deciding how many factors to keep is called extraction, and it is logical to retain 

only factors with large eigenvalues (Field, 2013). Kaiser (1960) suggests that the researcher 

should retain all factors with eigenvalues greater than 1 (Cited by Field, 2013). Consequently, 

factors with eigenvalues more than 1 are significant. Table 5.11 shows the highest component 

findings where six of them had eigenvalue > 1. The first one has a high eigenvalue. 

Table 5. 11 Total variance explained 

Total Variance Explained 
Component Initial Eigenvalues Extraction Sums of Squared 

Loadings 

Rotation Sums of Squared 

Loadings 

 Total % of 

Variance 

Cumulative 

% 

Total % of 

Variance 

Cumulative 

% 

Total % of 

Variance 

Cumulativ

e % 

1 9.952 30.158 30.158 9.952 30.158 30.158 8.435 25.559 25.559 

2 6.258 18.965 49.123 6.258 18.965 49.123 4.919 14.905 40.465 

3 3.969 12.026 61.149 3.969 12.026 61.149 3.717 11.265 51.729 

4 1.714 5.193 66.342 1.714 5.193 66.342 3.437 10.415 62.144 

5 1.289 3.906 70.248 1.289 3.906 70.248 1.930 5.850 67.994 

6 1.042 3.158 73.406 1.042 3.158 73.406 1.786 5.412 73.406 

7 .806 2.443 75.849       

8 .769 2.331 78.181       

9 .670 2.030 80.211       

10 .556 1.686 81.897       

11 .497 1.507 83.404       

12 .487 1.476 84.880       

13 .445 1.348 86.229       

14 .403 1.220 87.449       

15 .344 1.043 88.492       

16 .337 1.021 89.513       

17 .329 .998 90.511       

18 .310 .940 91.451       

19 .301 .912 92.362       

20 .264 .801 93.164       

21 .241 .731 93.895       

22 .236 .716 94.611       

23 .225 .681 95.292       

24 .217 .657 95.950       

25 .194 .587 96.537       

26 .185 .560 97.097       

27 .176 .533 97.629       

28 .165 .501 98.131       

29 .156 .471 98.602       

30 .137 .414 99.016       

31 .129 .392 99.408       
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32 .117 .353 99.761       

33 .079 .239 100.000       

Extraction Method: Principal Component Analysis 

 

To achieve factor analysis, the principal component extraction method was applied by using 

SPSS V.20 (Table 5.12). By viewing Table 5.12, this study states that the convergent and 

divergent liabilities of the variables and their items have been confirmed. 
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Table 5. 12 Component matrix 

 

 Component 

1 2 3 4 5 6 

PC1 .920 -.033 -.030 .184 -.113 -.019 

PC2 .724 -.024 -.019 .055 -.176 -.061 

PC3 .820 .023 -.262 .086 -.253 -.065 

PC4 .704 .224 -.249 .027 -.269 -.143 

PC5 .707 .224 -.122 .092 -.224 -.134 

PC6 .695 .163 -.108 .045 -.222 -.194 

PC7 .743 .179 -.161 -.108 -.023 .041 

PC8 .766 .258 -.101 -.075 .036 .158 

PC9 .769 .101 -.185 -.114 .045 .195 

PC10 .738 .212 -.240 -.181 .125 .167 

PC11 .752 .166 -.118 -.072 .099 .218 

PC12 .736 .166 -.290 -.257 .082 .124 

PC13 .721 .180 -.264 -.277 .094 .278 

SC1 .097 .710 .114 .235 .074 .154 

SC2 .281 .798 .249 .182 .128 .165 

SC3 .296 .867 .196 .258 .129 .158 

SC4 .275 .716 .188 .238 .137 .182 

AQ1 .201 .238 .789 -.164 .174 -.107 

AQ2 .266 .248 .883 -.220 .211 -.274 

AQ3 .130 .229 .870 -.168 .230 -.196 

AQ4 .019 .250 .807 -.162 .179 -.254 

TW1 -.185 .101 .127 .781 .057 -.037 

TW2 -.241 .238 -.103 .882 .062 -.058 

TW3 -.300 .132 -.136 .774 .068 -.037 

TW4 -.220 .235 -.184 .814 .111 -.015 

SE1 -.278 .116 -.081 .214 .796 .119 

SE2 -.112 .100 -.210 .252 .877 .015 

SE3 -.261 .220 -.097 .255 .728 .063 

TR1 -.137 .208 .216 -.056 -.233 .864 

TR2 -.132 .131 .091 -.205 -.253 .874 

TR3 -.104 .271 .264 -.159 -.234 .847 

TR4 .045 .073 .221 -.012 -.177 .903 

TR5 -.045 .059 .109 -.196 -.284 .837 

Extraction Method: Principal Component Analysis. 
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Scree Plot 

A scree plot shows the eigenvalues on the y-axis against the factor with which it is associated 

on the x-axis (Field, 2013). This test is used to determine how many factors are removed in this 

framework with eigenvalues less than one (Field, 2013). Usually, the first factor has the highest 

eigenvalue and then decreases. Figure 5.1 presents the scree plot test. From this figure, it can 

be seen that the results of the scree plot slope are exactly the same as the results for the 

eigenvalues. 

 
                  Scree Plots of Eigenvalues 

Figure 5. 1 Kaiser–meyer–olkin measure of sampling adequacy (KMO) test 

The Kaiser–Meyer–Olkin (KMO) and Bartlett's Test of Sphericity should be computed to 

assess the suitability of the respondent data for factor analysis (Williams et al., 2010). “The 

KMO index ranges from 0 to 1, with 0.50 considered suitable for factor analysis. The Bartlett's 



126 
 

Test of Sphericity should be significant (p<.05) for factor analysis to be suitable” (Williams et 

al, 2010, p. 5). Table 5.13 presents the KMO and Bartlett’s Test. The results show that the 

Kaiser-Meyer-Olkin (KMO) value was .825 and the Bartlett’s test of sphericity value was (P 

<.001). Therefore, the data of this study is suitable for using factor analysis. 

Table 5. 13 KMO and bartlett's test 

 

Kaiser-Meyer-Olkin Measure of Sampling 

Adequacy. 
.825 

Bartlett's Test of 

Sphericity 

Approx. Chi-Square 601.377 

df 10 

Sig. .000 

Now, after finishing all these steps, Cronbach’s alpha measure was used to assess each loaded 

factor. These are discussed in the next section. 

Factor 1: Trust (TR)  

This factor (which is the dependent factor) covers the information regarding trust in mobile 

banking system. 

The operationalization of trust (TR) was measured by using five items used from (Lee and 

Chung 2009) as follows: 

TR1. HSBC mobile banking keeps its promises 

TR2. HSBC mobile banking services meet my needs. 

TR3.HSBC mobile banking is trustworthy. 

TR4. I think HSBC mobile banking is concerned with the present and future interests of users. 

TR5. Overall, I trust HSBC mobile banking. 

By applying factor loading at 0.5, as suggested by Field, 2013, the researcher did not exclude 

any item (Table 5.14). 
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Table 5. 14 Factor loading and cronbach’s alpha of trust (TR) 

Factor and related items Factor 

loading 

Cronbach’s 

Alpha 

Trust (TR)   

 

 

 

.865 

TR1. HSBC mobile banking keeps its promises .864 

TR2. HSBC mobile banking services meet my needs. .874 

TR3.HSBC mobile banking is trustworthy. .847 

TR4. I think HSBC mobile banking is concerned with the 

present and future interests of users. 

.903 

TR5. Overall, I trust HSBC mobile banking. .837 

 

Factor 2: Argument quality (AQ) 

This factor which shows the quality of the informational message was measured by using four 

items adapted from (Bhattacherjee and Sanford 2006). The items were as follows: 

AQ1: The information provided on HSBC website about mobile banking application was 

informative. 

AQ2: The information about mobile banking application provided on HSBC website was 

helpful. 

AQ3: The information about mobile banking application provided on HSBC website was 

valuable. 

AQ4: The information about mobile banking application provided on HSBC website was 

persuasive. 

By after applying factor loading at 0.5 (As suggested by Field, 2013), the researcher did not 

exclude any item (Table 5.15). 
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Table 5. 15 Factor loading and cronbach’s alpha of argument quality (AQ) 

Factor and related items Factor 

loading 

Cronbach’s 

Alpha 

Argument Quality (AQ)   

 

 

 

.903 

AQ1: The information provided on HSBC website about 

mobile banking application was informative. 
.789 

AQ2: The information about mobile banking application 

provided on HSBC website was helpful. 
.883 

AQ3: The information about mobile banking application 

provided on HSBC website was valuable. 
.870 

AQ4: The information about mobile banking application 

provided on HSBC website was persuasive. 
.807 

 

Factor 3: Trustworthiness (TW) 

The researcher measured this construct by using four items adapted from (Cheung et al., 2008; 

Jonas Reichelt et al., 2014). These items are: 

TW1: HSBC is trustworthy on the information about mobile banking app on their website. 

 TW2: HSBC is benevolent about his recommendation of the mobile banking application. 

TW3: HSBC is competent in the mobile banking application. 

TW4: HSBC seems to be sincere on mobile banking. 

By applying factor loading at 0.5 (As suggested by Field, 2013), the researcher did not exclude 

any item as seen in Table 5.16. 

Table 5. 16 Factor loading and cronbach’s alpha of trustworthiness (TW) 

Factor and related items Factor 

loading 

Cronbach’s 

Alpha 

Trustworthiness (TW)   

 

.870 
TW1: HSBC is trustworthy on the information about 

mobile banking app on their website. 

.781 

 TW2: HSBC is benevolent about his recommendation of 

the mobile banking application. 

.882 

TW3: HSBC is competent in the mobile banking 

application. 

.774 

TW4: HSBC seems to be sincere on mobile banking. .814 
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Factor 4: Source expertise (SE) 

Source expertise (SE) was measured on a five-point scale. The researcher used three items to 

measure this construct which were adapted from (Cheung et al., 2008; Jonas Reichelt et al., 

2014). The items were as follows: 

SE1: The HSBC knowledgeable about mobile banking App. 

 SE2: HSBC seems to have a good sense about mobile banking app. 

SE3: HSBC seems to have experience with mobile banking app. 

By applying factor loading at 0.5 (As suggested by Field, 2013), the researcher did not exclude 

any item. See, Table 5.17). 

Table 5. 17 Factor loading and cronbach’s alpha of source expertise (SE) 

Factor and related items Factor 

loading 

Cronbach’s 

Alpha 

Source expertise (SE)   

.801 SE1: The HSBC knowledgeable about mobile banking 

App. 

.796 

 SE2: HSBC seems to have a good sense about mobile 

banking app. 

.877 

SE3: HSBC seems to have experience with mobile 

banking app. 

.728 

 

Factor 5: Privacy concern (PC) 

The operationalization of privacy concerns (PC), measured on a five-point scale, and was 

based on thirteen items. The researcher adapted these items from (Angst and Agarwal 2009; 

Malhotra et al., 2004). By applying factor loading at 0.5 (As suggested by Field, 2013), the 

researcher did not exclude any item. See Table 5.18. 
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Table 5. 18 Factor loading and cronbach’s alpha of privacy concern (PC) 

Factor and related items Factor 

loading 

Cronbach’s 

Alpha 

Privacy concern (PC)   

 

 

 

 

 

.751 

PC1: It usually bothers me when mobile banking apps ask me 

for personal information. 

.920 

PC2: When mobile banking apps ask me for personal 

information, I sometimes think twice before providing it. 

.724 

PC3:  I’m concerned that mobile banking apps are collecting too 

much personal information about me. 

.820 

PC4: All the personal information in mobile database should be 

double-checked for accuracy—no matter how much this costs. 

.704 

PC5: Mobile banking apps should take more steps to make sure 

that the personal information in their files is accurate. 

.707 

PC6: Mobile banking apps should have better procedures to 

correct errors in personal information. 

.695 

PC7: Mobile banking apps should devote more time and effort to 

preventing unauthorized access to personal information. 

.743 

PC8: Mobile databases that contain personal information should 

be protected from unauthorized access no matter how much it 

costs 

.766 

PC9: Mobile banking apps should take more steps to make sure 

that unauthorized people cannot access personal information in 

their computers. 

.769 

PC10: Mobile banking apps should not use personal information 

for any purpose unless it has been authorized by the individuals 

who provided the information. 

.738 

PC11: When people give personal information to mobile 

banking apps for some reason, the apps should never use the 

information for any other reason. 

.752 

PC12: Mobile banking apps should never sell the personal 

information in their computer databases to other companies. 

.736 

PC13: Mobile banking apps should never share personal 

information with other companies unless it has been authorized 

by the individuals who provided the information. 

.721 

Factor 6 security concern (SC) 

Security concern (SC) measured on a five-point scale. To measure this construct, this study 

used reverse coded on SPSS, V. 20. It used four items to measure this construct. The researcher 

adapted from (Kim D. J. et al., 2008). The items are: 
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SC1: Mobile banking apps will implement security measures to protect my personal 

Information. 

SC2: Mobile banking apps will ensure that my transactional information is protected from 

being altered or destroyed accidentally during a transmission on the mobile. 

SC3: I will feel secure about the mobile banking App system. 

SC4: I will feel safe in making transactions through mobile banking apps. 

By applying factor loading at 0.5 (As suggested by Field, 2013), the researcher did not exclude 

any items. As seen in Table 5.19.  

Table 5. 19 Factor loading and cronbach’s alpha of security concern (SC) 

Factor and related items Factor 

loading 

Cronbach’s 

Alpha 

Security concern (SC)   

 

 

.801 

SC1: Mobile banking apps will implement security measures to 

protect my personal Information. 

.710 

SC2: Mobile banking apps will ensure that my transactional 

information is protected from being altered or destroyed 

accidentally during a transmission on the mobile. 

.798 

SC3: I will feel secure about the mobile banking app system. .867 

SC4: I will feel safe in making transactions through mobile 

banking apps. 

.716 

 

From all of the tables above (Tables 5.14, 5.15, 5.16, 5.17, 5.18 and 5.19), the factor loading 

and Cronbach’s Alpha were conducted to establish trust in the context of mobile banking. All 

the tests above had confirmed that the exploratory factor analysis was applied correctly. 

Cronbach’s alpha for each factor has been confirmed. 

5.12 Regression Analysis 

5.12.1 Regression analysis: Examining the Relationship between argument quality (AQ), 

source expertise (SE), trustworthiness (TW) and trust (TR) 

The dependent variable is trust in mobile banking. The explanatory variables are argument 

quality, source expertise and trustworthiness. The moderator variables are privacy and security 

concerns. The descriptive statistics for the variables in the data set are shown in Table 5.20. 
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The average star rating of each satisfaction dimension is around 3.5, and that of trust is the 

largest, followed by argument quality, source expertise, privacy concerns, trustworthiness and 

security concerns.  

Table 5. 20 The descriptive statistics for the variables 

Variable N Mean Std. 

Deviation 

PC 358 3.4676 .69872 

SC 358 3.1027 1.12868 

AQ 358 3.6487 .80812 

TW 358 3.4169 .68567 

SE 358 3.5764 .85134 

Trust 358 3.6665 .67359 

    

 

To test the relationship between argument quality, source expertise, trustworthiness and trust, 

this study ran a multiple regression analysis by using SPSS V.20. While trust is the dependent 

variable, argument quality, source expertise and trustworthiness are the independent variables. 

The results can be seen in tables 5.21, 5.22 and 5.23. 

Table 5. 21 Model summary 

 

Model R R 

Square 

Adjusted R 

Square 

Std. Error 

of the 

Estimate 

1 .588
a
 .346 .340 .54709 

a. Predictors: (Constant), SE, AQ, TW 

b. Dependent variable: Trust (TR) 

 

From Table 5.21, it can be seen that the value of R, which is the multiple correlation 

coefficient, is 0.588. The value of R
2
is 0.346 and the value of adjusted R

2
 is 0.340. Thus, the 

predictor variable for argument quality, source expertise and trustworthiness explains 34 

percent of the variance in trust, which is the dependent variable. 

Table 5.22 presents the results from ANOVA. Here, the researcher should focus on F-ration 

and the degree of freedom from which it was calculated and the corresponding significance 
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value (Field, 2013). Table 5.22 shows that the F-ratio is 62.390 and (p < 0.001). These results 

tell us that the final model significantly increases the ability to explain the dependent variable. 

Table 5. 22 ANOVA 

 

Model Sum of 

Squares 

df Mean 

Square 

F Sig. 

1 

Regression 56.022 3 18.674 62.390 .000
b
 

Residual 105.956 354 .299   

Total 161.978 357    

a. Dependent Variable: Trust 

c. Predictors: (Constant), SE, AQ, TW 

 

Table 5.23 presents the standardised beta coefficient (β) between argument quality, 

trustworthiness and source expertise variables, and the dependent variable, trust in mobile 

banking service. From the regression analysis (Table 5.23), it is clear that the relationship 

between the argument quality of the informational message (AQ) and trust (TR) in mobile 

banking services is statistically significant (P < 0.001). The beta coefficient (β = .258) confirms 

that the relationship between argument quality and trust is positive and statistically significant 

at this level (P < 0.001). Therefore, the higher the argument quality scores, the higher the trust 

scores. Similarly, the relationship between trustworthiness (TW) and trust (TR) in mobile 

banking services is statistically significant (p < 0.001). The beta coefficient (β = .493) confirms 

that there is a positive and significant relationship between trustworthiness and trust in mobile 

banking services at the level (P < 0.001). Therefore, the higher the trustworthiness scores, the 

higher the trust scores. 

Contrary, the relationship between source expertise (SE) and trust (TR) in mobile banking 

services is not significant (β = 062, p > .05). Table 5.23 below illustrates the significant 

variables, which are argument quality (β = 0.258, p < 0.001), and trustworthiness (β = 0.493, p 

< 0.001). 
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Table 5. 23 Coefficients 
a 

 

Model Unstandardized 

Coefficients 

Standardized 

Coefficients 

t Sig. 

B Std. Error Beta 

1 

(Constant) 1.052 .203  5.177 .000 

AQ .215 .036 .258 5.990 .000 

TW .484 .063 .493 7.721 .000 

SE .049 .051 .062 .971 .332 

a. Dependent Variable: Trust 

 

This section has presented hypotheses one to three, which were between argument quality, 

trustworthiness and source expertise variables, and trust as the dependent variable, as follows: 

H1: The argument quality of the message has a positive impact on trust in mobile banking. 

This hypothesis is supported. 

H2: Trustworthiness positively influences trust in mobile banking. This hypothesis is 

supported. 

H3: Source expertise positively influences trust in mobile banking. This hypothesis is not 

supported (see Table 5.24). 

Table 5. 24 Hypotheses assessment 

Research hypotheses β P- value Results 

H1: The argument quality of the message has a positive 

impact on trust in mobile banking. 

.258 P
***

<.001 supported 

H2: Trustworthiness positively influences trust in 

mobile banking. 

.493 P
***

<.001 supported 

H3: Source expertise positively influences trust in 

mobile banking. 

.062 P>. 05 Not 

supported 

P
***

< 0.001. 

The second section presents the hypotheses 4 and 5, which examine the moderator role of 

privacy and security concerns between argument quality and trust in mobile banking services.  

In order to test these hypotheses, this study used SPSS V.20 following the suggestion of Field 

(2013). 
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5.12.2 Moderator role of privacy concerns PC 

“The combined effect of two variables on another is known conceptually as moderation, and in 

statistical terms as an interaction effect” Field, 2013, p. 395). 

Regression analysis was ran; while trust is the dependent variable, the argument quality, 

trustworthiness and source expertise are independent variables and privacy concerns is the 

moderator between argument quality and trust. The results are clear from tables 5.25, 5.26 and 

5.27. 

Table 5.25 presents the model summary. For model (1), this table shows that the value of the 

multiple correlation coefficients (R) is 0.588 and the value of the adjusted R
2
 is 0.340. Thus, 

the independent variables, which are the argument quality, the source expertise and the 

trustworthiness, explain 34 percent of the variance in trust, which is the dependent variable. In 

model (2), after adding the privacy concerns as the moderator, this table shows that the 

multiple correlation coefficients (R) is 0.633 and the adjusted R
2
 value is 0.40. Thus, the 

adjusted R
2 

increased from 0.34 to 0.40. See Table 5.25. 

Table 5. 25 Model summary 

Model R R Square Adjusted R 

Square 
Std. Error of 

the Estimate 

1 

2 

.588
a
 

.633
b
 

.346 

.400 

.340 

.393 

.54709 

.52463 

a. Predictors: (Constant), SE, AQ, TW 

b. Predictors: (Constant), SE, AQ, TW, moderator PC 

Table 5.26 presents the results from ANOVA. Again, the researcher should focus on F-ration 

and the degree of freedom from which it was calculated and the corresponding significance 

value (Field, 2013). From Table 5.27, the results confirm that the F-ratio for the first model is 

62.390and (p < 0.001) and the F-ratio for the second model is 58.878 and (p<0.001).  
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Table 5. 26 ANOVA 
a 

 

Model Sum of 

Squares 

df Mean 

Square 

F Sig. 

1 

Regression 56.022 3 18.674 62.390 .000
b
 

Residual 105.956 354 .299   

Total 161.978 357    

2 

Regression 64.821 4 16.205 58.878 .000
c
 

Residual 97.157 353 .275   

Total 161.978 357    

a. Dependent Variable: Trust 

b. Predictors: (Constant), SE, AQ, TW 

c. Predictors: (Constant), SE, AQ, TW, moderator PC 

 

Hypothesis four (H4) proposes that privacy concerns positively moderate the relationship 

between argument quality and trust. The moderating test in Table 5.27 shows that there is a 

positive significant interaction effect between argument quality and privacy concerns on trust 

in mobile banking (β = .380, p < 0.001). Hence, hypothesis 4 is supported. 

Table 5. 27 Coefficients
a
 

 

Model Unstandardized 

Coefficients 

Standardized 

Coefficients 

t Sig. 

B Std. Error Beta 

1 

(Constant) 1.052 .203  5.177 .000 

AQ .215 .036 .258 5.990 .000 

TW .484 .063 .493 7.721 .000 

SE .049 .051 .062 .971 .332 

2 

(Constant) .720 .203  3.541 .000 

AQ .317 .039 .380 8.155 .000 

TW .425 .061 .433 6.974 .000 

SE .068 .049 .085 1.391 .165 

Moderator

PC 
.164 .029 .267 5.654 .000 

a. Dependent Variable: Trust 
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5.12.3 Moderator role of security concerns SC 

Again, regression analysis was run. While trust is the dependent variable, argument quality, 

trustworthiness and source expertise are independent variables.  Security concern is the 

moderator between argument quality and trust. The results are stated in tables 5.28, 5.29 and 

5.30. 

Table 5.28 presents the model summary. Model (1) shows that the value of the multiple 

correlation coefficients (R) is 0.588 and the value of the adjusted R
2
 is 0.340. Thus, the 

independent variables, which are the argument quality, the source expertise and the 

trustworthiness, explain 34 percent of the variance in trust, which is the dependent variable. 

Model (2), after adding the security concerns as moderator, shows that the value of the multiple 

correlation coefficients (R) is 0.662 and the value of adjusted R
2
 is 0.431. Thus, the adjusted R

2 

increased from 0.34 to 0.431 (see Table 5.28). 

Table 5. 28 Model summary 

 

Model R R Square Adjusted R 

Square 

Std. Error of the 

Estimate 

1 .588
a
 .346 .340 .54709 

2 .662
b
 .438 .431 .50791 

a. Predictors: (Constant), SE, AQ, TW 

b. Predictors: (Constant), SE, AQ, TW, moderator SC 

 

Table 5.29 presents the results from ANOVA. The researcher should focus on the F-ration and 

the degree of freedom from which it was calculated and the corresponding significance value 

(Field, 2013). From Table 5.30, the results show that the F-ratio for the first model is 62.390 

and (p < 0.001), and the F-ratio for the second model is 68.772 and (p<0.001).  
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Table 5. 29 ANOVA 
a
 

 

Model Sum of 

Squares 

df Mean 

Square 

F Sig. 

1 

Regression 56.022 3 18.674 62.390 .000
b
 

Residual 105.956 354 .299   

Total 161.978 357    

2 

Regression 70.913 4 17.728 68.722 .000
c
 

Residual 91.065 353 .258   

Total 161.978 357    

a. Dependent Variable: Trust 

b. Predictors: (Constant), SE, AQ, TW 

c. Predictors: (Constant), SE, AQ, TW, moderator SC 

 

Table 5.30 shows that hypothesis 5 is supported. This hypothesis proposes that security 

concerns positively moderate the relationship between argument quality and trust. Table 5.30 

shows that there is a positive significant interaction effect between argument quality and 

security concerns on trust in mobile banking (β = .305, p < 0.01). Hence, hypothesis 5 is 

supported. See Table 5.31 for hypotheses assessment. 

Table 5. 30 Coefficients
a
 

 

Model Unstandardized 

Coefficients 

Standardized 

Coefficients 

t Sig. 

B Std. Error Beta 

1 

(Constant) 1.052 .203  5.177 .000 

AQ .215 .036 .258 5.990 .000 

TW .484 .063 .493 7.721 .000 

SE .049 .051 .062 .971 .332 

2 

(Constant) .871 .190  4.583 .000 

AQ .254 .034 .305 7.523 .000 

TW .439 .058 .447 7.508 .000 

SE .072 .047 .091 1.535 .126 

Moderator

SC 
.227 .030 .308 7.598 .000 

a. Dependent Variable: Trust 
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This section presents the last two tests. These tests were performed to explain the moderator 

roles of privacy and security concerns between argument quality and trust in mobile banking.  

H4: Privacy concerns positively moderate the effect of argument quality on trust in mobile 

banking. This hypothesis is supported.  

H5: Security concerns positively moderate the effect of argument quality on trust in mobile 

banking. These hypotheses are supported (see Table 5.31). 

Table 5. 31 Hypotheses assessment of moderators 

Research hypotheses P- 

value 

Result 

Privacy concerns positively moderate the effect of the 

argument quality on trust in mobile banking. 
P < 

0.001 

supported 

Security concerns positively moderate the effect of the 

argument quality on trust in mobile banking. 
P < 

0.001 

supported 

 

The empirical results of research hypotheses are stated in Figure 5.2. 

 

 

 

 

 

 
 

 

 

Figure 5. 2 Final framework supported by empirical results of research hypotheses 
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5.13 Conclusion 

This chapter has displayed the findings of this study. It started by applying many different 

statistical procedures, before applying factor analysis and regression analysis, including data 

management, screening the data before data analysis, dealing with missing data, outliers, and 

presenting the results of normality and linearity tests. 

The percentage of missing data was less than five percent of the total data. This amount is very 

low and has been considered acceptable. To identify univariate outliers, this study used SPSS 

function of descriptive statistics. The data values were converted into Z-scores. To identify the 

multivariate outlier, the researcher determined the Mahalanobis distance (D²). This study has 

retained the cases of outliers.  

To test normality, this study has used skewness and kurtosis. By checking the values of 

skewness and surtosis, this study has confirmed that the data were normally distributed. Next, 

an explanation of the factor loading and exploratory factor analysis technique was provided. 

By using SPSS V.20, principle components analysis was applied. The results of the reliability 

and the construct validity tests were confirmed before showing the findings. 

Thereafter, the regression analysis method was assessed to test the relationship between 

independent and dependent variables, and to test the moderator relationship. The first two 

hypotheses are: 

H1: The argument quality of the message has a positive impact on trust in MB, and 

H2: Trustworthiness positively influences trust in mobile banking.  

These two hypotheses were positive and significant, and therefore have been accepted. 

The third one was:  

H3: Source expertise positively influences trust in mobile banking. This hypothesis was 

statistically not significant and so it has been rejected. 

The fourth and fifth hypotheses have also been supported. These two hypotheses are: 

H4: Privacy concerns positively moderate the effect of argument quality on trust in mobile 

banking.  

H5: Security concerns positively moderate the effect of argument quality on trust in mobile 

banking. 

The discussion of the results of this research is presented in Chapter Six, which is the next 

chapter.
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Chapter 6 : Discussion 

6.1 Introduction 

The previous chapter examined the relationship between the independent and dependent 

variables, and the moderator roles of privacy and security concerns to achieve the research 

objectives. The results were obtained by using SPSS V.20. An overview of this research study 

and a discussion of the key findings are presented in this chapter. 

6.2 Overview of this research study 

The previous chapters (1- 5) have discussed the research background, research gap, aims and 

objectives, and literature review related to the research topic, as well as the development of the 

research framework. The research methodology and the analytic strategy were also explained. 

Then, the results of this study were presented. The aim of this study was to test how 

informational persuasive message can affect trust in mobile banking services, and the roles of 

privacy and security concerns as moderators. To achieve this aim, this study proposed a 

theoretical framework model based on the Elaboration Likelihood Model (ELM), and 

empirically tested it. It tested the effect of argument quality, source expertise and 

trustworthiness on trust as the dependent variable. Privacy and security concerns were used as 

moderators between argument quality and trust. This study extended the ELM in the context of 

mobile banking and added the privacy and security policies of mobile banking in an 

informative message. Furthermore, to the best to my knowledge, it is the first study to include 

security concerns as a moderator. 

In order to achieve the aim and objectives of this study, a quantitative methodology was used, 

involving a questionnaire survey for the data collection. The survey was developed based on 

the previous published studies by adopting exiting measurement scales.  

Minor changes were made to make it suitable for the mobile banking services context. 

A pre-test and a pilot study were carried out before distributing the final questionnaire. A final 

sample of 358 responses was used in the main analysis. 
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This study developed five hypotheses and used the statistical software tool (SPSS V. 20.0) for 

the data analysis. The data was collected from mobile banking users in UK. The SPSS V. 20.0 

was used for all tests in this study, for: descriptive analysis, dealing with missing value, 

outliers, normality and linearity, exploratory factor analysis and regression analysis. The 

proposed model was found to be valuable in understanding the factors that affect trust in 

mobile banking services and the roles of privacy and security concerns as moderators. 

This chapter will evaluate and discuss the results of the study. This will be done by reviewing 

all the hypotheses tested and comparing them with past studies, and then presenting the 

conclusions. 

6.3 Discussion 

In the following sections, a discussion on the response rate, population and demographic 

characteristics is provided. After that, the results of hypotheses testing are discussed, followed 

by the conclusions reached. 

6.3.1 Response rate 

For this research study, the researcher distributed 950 questionnaires. Only 380 questionnaires 

were returned, therefore the response rate was 40 % of the original sample. However, 22 

responses were discarded because eight respondents mentioned that they had never used 

mobile banking services before; five responses gave all the same answers in the questionnaire; 

four respondents did not fill in the questionnaire and left it completely blank, and five 

respondents answered only some questions. This left 358 questionnaires remaining. These 

questionnaires were used for the main data analysis. As a result, the final response rate in this 

thesis is 37.68%. 

This response rate can be considered acceptable if comparing it with the response rate reported 

in previous literature reviews. For example, the final sample in the study of Angst and Agarwal 

(2009) consists of 366 subjects. Cheung et al. (2008) used 154 usable questionnaires. Li and 

Ku (2011) applied 124 questionnaires. The response rate reported in their study was 20 

percent. Thus, the response rate for the current research is considered to be acceptable. 
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6.3.2 Population and demographic characteristics 

In this survey study, the percentage of males was 62.3%, with only 37.7% females partaking. 

Also, about 42.5 percent of respondents were aged between 20-30years. The percentage of the 

second group was 37.4, for respondents whose ages were between 31- 40 years old. The 

percentage of respondent’s age 20 years or under was 10.1. Moreover, six categories of 

occupation (employed, self-employed, non-employed, professional, academic and student) 

were presented to respondents. The largest percentage of the participants was students (57.0%).  

6.3.3 Discussion of the results of hypotheses testing 

This thesis has presented a framework based on the Elaboration Likelihood Model (ELM) to 

test how a persuasive message can affect trust in mobile banking services, and the moderator 

roles of privacy and security concerns. The independent variables that affect trust in mobile 

banking services were argument quality, trustworthiness and source expertise. The 

relationships between these variables and trust were significant, although the relationship 

between source expertise and trust was not. The moderation roles of privacy and security 

concerns were investigated. These hypotheses were positively significant and accepted. Table 

6.1 summarises the hypotheses and states whether they are supported or not. This table shows 

that a total of five hypotheses were tested. Only one hypothesis was rejected after applying 

regression analysis. 

Table 6. 1 Results of research hypotheses 

Number of 

the 

Hypothesis 

Relationship Results 

H1 The argument quality of the message has a positive 

impact on trust in mobile banking. 
Supported 

H2 Trustworthiness positively influences trust in mobile 

banking. 
Supported 

H3 Source expertise positively influences trust in mobile 

banking. 
Rejected 

H4 Privacy concerns positively moderate the effect of the 

argument quality on trust in mobile banking.  
Supported 

H5 Security concerns positively moderate the effect of the 

argument quality on trust in mobile banking. 
Supported 

Argument quality and Trust 
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This section discusses the relationship between argument quality and trust in mobile banking. 

The proposed model hypothesised that the argument quality of the message (central route) 

positively impacts on trust in mobile banking systems (H1). 

The analysis results found that argument quality had a positive and significant effect on trust 

(β= 0.258, t-value=5.990, p<0.001). As a result, the first hypothesis is accepted. 

Therefore, drawing from the ELM, educating users about the privacy and security policies of 

the mobile banking system, by providing them with an informational message, can 

significantly increase trust levels. This informational message should include information 

about privacy and the security policies of the mobile banking system. This result suggests that 

using the central route in fostering users’ trust in the mobile banking service is apparently an 

effective persuasion route for most users. 

The result of this test of the hypothesis is in agreement with previous studies’ results (e.g. Kim 

and Benbasat, 2003; Mun et al., 2013; Pee, 2012; Greiner and Wang, 2010; Yang et al., 2006). 

Thus, argument quality is often found to have a significant relationship with trust. This finding 

highlights the importance of argument quality (central route) in the ELM in developing trust in 

mobile banking systems. In other words, the significance of argument quality in this study 

means that users can be persuaded to trust mobile banking services. Hence, it is essential for 

mobile banking managers to provide users with an informational message about the privacy 

and security polices of this service. 

To sum up, the results from this testing of the hypothesis about the relationship between 

argument quality and trust is in agreement with previous studies, which clarify that the 

argument quality of an informational message plays an important role in trust formation. 

Trustworthiness and Trust 

In this study, it was hypothesised that the trustworthiness of an informational message source 

positively impacts trust in mobile banking systems (H2). The hypothesis testing found that 

trustworthiness has a positive significant effect on trust (β= 0.493, t- value= 7.721, p< 0.001). 

Hence, the higher the level of trustworthiness of the message source, the more positive the trust 

level. By having a high level of trustworthiness, the level of trust will be increased. The 

findings show that a strong predictor of trust in mobile banking is trustworthiness. Thus, 

mobile banking managers must highlight their trustworthiness through a persuasive and 

informational message. 

http://www.metapress.com/content/?Author=Martina+E.+Greiner
http://www.metapress.com/content/?Author=Hui+Wang
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These results are in agreement with previous studies’ results, which clarify that trustworthiness 

plays a crucial role in trust formation (e.g. Roy et al., 2012; Jarvenpaa and Tractinsky, 1999; 

Chu and Kamal, 2008). This finding demonstrates the importance of trustworthiness in 

building trust in the context of mobile banking. If mobile banking managers want to organise 

motivational persuasive messages to educate users about the privacy and security policies of 

their mobile banking service, they should take into account the trustworthiness of the message 

source in order to develop trust in this service. 

Trustworthiness often found to have a significant effect on trust. This result highlights the 

importance of the peripheral route in the ELM (here it is trustworthiness) in forming trust in 

this system. Additionally, the significance of trustworthiness in this study means that users can 

be persuaded to trust mobile banking services. 

Source Expertise and Trust 

In the research framework of this study, it was assumed that the expertise of the message 

source positively affects the trust in mobile banking systems (H3). The analysis of the results 

shows that this relationship was not significant (β= 0.62, t- value= 0.971, P> 0.05). Therefore, 

this hypothesis has been rejected. The findings for this hypothesis mean that the source 

expertise of the informational message has no effect on trust in mobile banking and does not 

influence it. This hypothesis was suggested based on the previous literature review on the 

Elaboration Likelihood Model (ELM) and the previous literature on trust in an online context. 

This result might be explained as follows: 

 A likely explanation for this unexpected result is that HSBC being the source of the 

message does not enhance the trust of the users in this service.  It may be difficult for users to 

evaluate whether this information message was from a professional person in mobile banking 

services or not. 

 This study mentions that the source of the message is HSBC bank website without 

mentioning the name of a professional person in the context of mobile banking. So, users need 

a signal of credibility, especially for a service such as mobile banking. The nature of this 

service is a little complex as it involves money. Therefore, mobile banking managers should 

seek ways to make the source of the informational message clear to users. 
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Mobile banking managers should make the source of the informational message more 

attractive and helpful to increase trust in this service by, for example, indicating the name of a 

professional presenter in this system. 

Although trustworthiness had a positive significant impact on trust in mobile banking, source 

expertise did not. These findings are in accordance with the findings of prior studies, for 

example many studies have suggested that managers must ensure their trustworthiness, even 

more so than expertise, in an online setting (Reichelt et al., 2014; Brown et al., 2007; Lee et al., 

2006; Casalo et al., 2007; Park and Lee 2009). 

The moderating role of privacy concerns between argument quality and trust 

This research study hypothesised that privacy concerns have a significant positive moderator 

effect between argument quality and privacy concerns on trust in mobile banking services. The 

hypothesis testing has confirmed this relationship (β= 0.380, t-value= 8.155, p<0.001). This 

significant interaction effect supports hypothesis four (H4). Thus, hypothesis four has been 

accepted. These findings provide clear support for the central route of the Elaboration 

Likelihood Model (ELM). According to the ELM, users with high motivation (here privacy 

concerns) will follow the argument of the informational message, which emphasises the central 

route of the ELM. 

This finding is in agreement with the previous studies’ findings, such as Slyke et al. (2006), 

who argued that vendors can decrease privacy concerns and increase trust in a website by 

adopting different strategies like privacy-related mechanisms. Also, Bansal et al. (2008, 2015) 

highlights that privacy concerns is a significant moderator of the relationship between 

argument quality and trust in some contexts. 

The positive moderating role of privacy concerns in this thesis shows that an informational 

message about privacy and the security policies of a mobile banking service will have a strong 

impact on trust in this service. As a result, mobile banking managers need to understand the 

privacy concerns of users and find the best way of dealing with this concern. They can provide 

them with a good informational message about the privacy and security policies of this service 

and then establish a good level of trust in it. 

To summarise, for users who have privacy concerns, an informational message about the 

privacy and security policies of the mobile banking system will likely be the most effective 

way of developing trust in this system. 
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The moderating role of security concerns between argument quality and trust 

This research study hypothesised that there is a significant interaction effect between argument 

quality and security concerns on trust in mobile banking service. The results confirm this 

relationship (β= 0.305, t-value= 7.523, p<0.001). This significant interaction effect supports 

hypothesis five (H5). Thus, hypothesis five has been accepted. 

These findings provide clear support for the central route of the Elaboration Likelihood Model 

(ELM). According to the ELM, users with high motivation (here security concerns) will follow 

the argument of the informational message, which emphasises the central route of the ELM. 

This finding is in agreement with the previous studies’ findings, such as Huang et al. (2011), 

who argued that users will be more likely to follow the security procedures if they have 

security concerns. In the same way, Angest and Agarwal (2009) argue that “The stronger the 

concern, the more persuasive a message needs to be in order to overcome the associated 

apprehension” (p. 349). 

The moderating role of security concerns in this study, show that the argument of an 

informational message about privacy and the security policies of mobile banking services, will 

have a strong impact on trust. As a result, mobile banking managers need to understand the 

security concerns of users and find the best way of dealing with these concerns by providing 

them with an informational message about the privacy and security policies of this service and 

then establishing a good level of trust in it. 

To summarise, for users who have security concerns, an informational message about privacy 

and the security policies of the mobile banking system will likely be the most effective way of 

developing trust in this system. 

6.4 Conclusions 

The aim of this chapter was to discuss the results of this research study. 

First of all, this chapter has discussed the response rate and found that the researcher 

distributed 950 questionnaires. Only 380 questionnaires were returned. However, 22 responses 

had to be discarded, so 358 questionnaires remained. These remaining questionnaires were 

used for the main data analysis. Thus, the final response rate in this study was 37.68 %. The 

response rate achieved in this study is considered to be acceptable. 
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The demographic information shows that 62.3 % were male and 37.7 % were female. Also, 

42.5 per cent of the respondents were aged between 20-30 years. Moreover, six categories of 

occupation (employed, self-employed, non-employed, professional, academic and student) 

were presented to respondents. The largest percentage of the participants was students (57.0 

%). This may not be surprising as the survey were distributed in many different places, 

especially Brunel University between undergraduate and postgraduate students. 

Moreover, this study has developed a model to explain how persuasive messages can affect 

trust in mobile banking systems from the perspective of the Elaboration Likelihood Model. In 

addition, this study has tested the moderating roles of privacy and security concerns between 

argument quality and trust. While the analyses of the results confirm that both argument quality 

and trustworthiness had positive and significant effects on trust, source expertise did not. The 

moderating roles of privacy and security concerns between argument quality and trust were 

supported. Therefore, all the hypotheses in this research study were positively and significantly 

supported, except for hypothesis three concerning source expertise and trust. 

The next chapter presents the theoretical contribution and the practical implications. The 

limitations will also be presented, along with recommendations for future studies and the final 

conclusions. 
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Chapter 7 : Conclusion 

7.1 Introduction 

This chapter presents the theoretical contributions and practical implications. Next, it 

highlights the limitations of this study and the directions for future research studies. The last 

section presents the final conclusions of this research study. 

7.2 Research Implications 

7.2.1 Theoretical contributions 

After reviewing the existing studies in the area of mobile banking services, a conceptual model 

was established that includes argument quality, source expertise, trustworthiness, and privacy 

and security concerns. The dependent variable for this study was trust in mobile banking. This 

study was carried out in the UK by contacting mobile banking users. It was proposed that 

argument quality, source expertise and trustworthiness all have an influential impact on trust in 

mobile banking services. Thus, in the framework, the direct impacts of these factors on trust 

were investigated. Moreover, the moderating roles of privacy and security concerns on the 

relationship between argument quality and trust were investigated as well. The statistical 

results confirm that all the research hypotheses were accepted, except the effect of source 

expertise on trust. 

The results of this thesis have many different theoretical contributions. First of all, this study 

has developed a comprehensive theoretical framework based on the Elaboration Likelihood 

Model in a new context, which is mobile banking systems, to understand the effect of an 

informational message on trust in mobile banking and the moderating roles of privacy and 

security concerns between argument quality and trust. To the best of my knowledge, the 

theoretical model for this study has been tested theoretically and empirically for the first time.  

The success of the incorporation of these factors all together in a framework is evident from 

the results. Thus, the integration of all these factors in one framework is both theoretically and 

empirically significant. Since this study found that argument quality and the trustworthiness of 

the informational message have a significant impact on trust in mobile banking. This study 
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supports the use of the ELM. Trust was built through both the routes of the ELM, which are the 

central route the peripheral route. The first one is represented by argument quality and the 

second one is represented by trustworthiness. This improves the trust development process. 

Secondly, the model developed in this research study can be employed to explain how 

persuasive messages can affect trust in other online contexts, such as e-commerce and m-

commerce. 

Thirdly, while previous studies on online trust formation have tested the effect of argument and 

source credibility (Pee, 2012; Kim and Benbasat, 2009), their comprehensive effects have been 

tested separately. Consequently, the overall impact of the results has been limited to date (Mun 

et al., 2013). When evaluating information online, the researcher should examine the effect of 

these factors together. Therefore, it is important to test the effect of these factors together in the 

trust formation process (Mun et al., 2013). By joining these factors together and explaining the 

effect of them on the trust development process in the mobile banking context, this study has 

explained the role of these factors together in forming trust in mobile banking. 

Fourthly, to the best to my knowledge, this is the first time security concerns have been 

included as a moderator. It shows that security concern is a strong moderator in addition to 

privacy concerns.  Previous studies (e.g. Bansal et al., 2015; Angst and Agarwal, 2009) used 

only privacy concerns as a moderator. 

Fifth, to best to my knowledge, this is the first study to include both privacy and the security 

policies of mobile banking services in the informational message (argument quality).  Thus, 

this study has measured argument quality, which includes the privacy and security policies of 

the mobile banking service. Other studies have used different cues to form an informational 

message, such as Bansal et al., (2008), who used perceived adequacy of a privacy policy 

statement; however, their hypothesis is not supported in a finance context. They explain this 

result by showing that building trust in sensitive contexts requires something more than just the 

adequacy of the privacy policy statement. 

7.2.2 Practical Implications 

The findings presented in this thesis have many different practical implications. First of all, this 

study indicates that managers should include both the privacy and security policies of mobile 

banking systems in an informational message in order to persuade users to trust this service. 
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Second, the argument quality of the message works significantly by interacting with privacy 

and security concerns. Thus, a persuasive message endorsed by the privacy and security 

policies of the mobile banking system has a greater impact on trust in mobile banking services, 

especially for users who have privacy and security concerns. In this case, mobile banking 

managers could enhance trust in this service by sending a persuasive message to mobile 

banking users, especially those who have privacy and security concerns.  

Thirdly, source expertise has no significant impact on trust. A likely explanation for this 

unexpected result is that HSBC as the source of the message did not enhance the trust of 

consumers in this service.  It may be difficult for users to evaluate whether this information 

message was from a professional person in the mobile banking service or not. In order to create 

a highly credible source for an informational message, mobile banking managers should 

mention the name of a professional person in mobile banking. 

Fourthly, having a persuasive message including trustworthiness of the source, as in this way, 

the managers of mobile banking services would be able to increase trust in their service. 

Fifthly, explaining the factors that affect trust in this system is useful for managers. Managers 

need to provide more details about this service in a sufficient way. For example, persuasive 

messages with a strong argument can play a sufficient role in the trust process. Managers of 

mobile banking services could run informational sessions to inform users about the privacy and 

security policies of this service. This may help to alleviate their privacy and security concerns 

and increase trust in the system. 

Therefore, the providers of mobile banking services should carefully consider the concerns of 

users and try their best to alleviate these concerns. All these actions should increase the level of 

trust in this service. 

7.3 Limitations 

This study has some limitations. First, for central and peripheral routes, this study used only 

three factors, which are argument quality, source expertise and trustworthiness. Other cues may 

be included as either peripheral or central cues. Moreover, this study tested the moderator role 

of privacy and security concerns between argument quality and trust. Other investigations may 

be needed to test the effect of these moderators between trustworthiness and trust, and between 

source expertise and trust. Also, this study tested the effect of privacy and security concerns as 
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moderators, without dividing the data into different groups with different levels of privacy and 

security concerns. Dividing the data into different groups and finding the difference between 

these groups needs to be tested. This study did not expand the model to include intention to use 

and actual usage. Therefore, additional research is needed to expand the current research 

model. 

7.4 Future studies 

This study extended a theoretical framework model to test the effect of persuasive messages on 

trust in mobile banking system, and the moderating roles of privacy and security concerns from 

the perspective of the Elaboration Likelihood Model. However, future studies could be 

beneficial in other areas, for example the context of this study is mobile banking services, but 

future studies may apply this framework to other online contexts, such as m-commerce and e-

commerce. For central and peripheral routes, this study used only three factors which are 

argument quality, source expertise and trustworthiness. Future studies may expand the research 

model by including other cues as either peripheral or central cues. This study tested the effect 

of privacy and security concerns as moderators without dividing the data into different groups 

with different levels of privacy and security concerns. Future studies may divide the data into 

different groups to find the differences between these groups. Moreover, future studies may 

test the current research model in other cultures to provide evidence about the strength of this 

model across different cultural settings. The current study used trust as the dependent variable. 

Future studies may expand the framework of this study by including the intention to use and 

the actual behaviour. 
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7.5 Final remarks 

The Internet revolution has fundamentally changed the banking sector with regard to the 

diversity of services and how they are delivered to users. Nowadays, with mobile banking 

services, customers can use banking services easily and quickly and whenever they want. 

Despite the claimed benefits of this service, its acceptance is still less than the expectations of 

the industry (Kim et al., 2009; Luo et al., 2010, Lee et al., 2007). One reasonable explanation 

may be lack of trust in this service and concerns about privacy and security. 

Although, existing studies have focused on the antecedents of trust in mobile banking and 

revealed the effect of trust on customer behaviour, there is typically limited discussion about 

how persuasive messages, which includes information about the privacy and security policies 

of mobile banking services, can affect trust in this service, and the roles of privacy and security 

concerns as moderators. Knowing the variables that determine trust development in mobile 

banking services is crucial to develop successful tools to improve the use of this service. Thus, 

it is essential to understand how informational messages can affect trust in this service and the 

moderating roles of privacy and security concerns. 

To address this research issue, this study has developed a theoretical model based on the 

Elaboration Likelihood Model. The model was tested by applying quantitative methods and 

collecting 358 questionnaires from mobile banking users in the UK. For the data analysis, this 

research used SPSS V. 20. This thesis has examined the effect of argument quality, source 

expertise and trustworthiness on trust in mobile banking. Moreover, the roles of privacy and 

security concerns as moderators between argument quality and trust have been tested. The 

findings of this study provide empirical support for the research model. 

In this study, both argument quality and the trustworthiness of the informational message have 

been observed to have a positive impact on trust in mobile banking. However, the effect of 

source expertise on trust was not significantly supported. The moderating roles of privacy and 

security concerns between argument quality and trust were significantly supported. The results 

of this study provide additional validity to the Elaboration Likelihood Model. 



154 
 

 

References 

 

Ajzen, I. and Fishbein (1980), 'Understanding Attitudes and Predicting Social Behavior. ', 

(Prentice-Hall, Englewood Cliffs, NJ,). 

"Fishbein, M. and Ajzen, I." (1975), 'Belief, Attitude, Intention, and Behaviour: An 

Introduction to Theory and Research (Addison-Wesley, Reading, MA.).  

Aaker, D.A., Kumar, V., Day, G.S. and Leone, R. (2011), 'Marketing research. International 

student version', Hoboken: Wiley. 

Abu-Shanab, E. (2014), 'Antecedents of trust in e-government services: an empirical test in 

Jordan', Transforming Government: People, Process and Policy, 8(4), pp. 480-499.  

Ackerman, M.S. and Davis Jr, D.T. (2003), 'Privacy and security issues in e-commerce', New 

economy handbook, pp. 911-930. 

Ajzen, I. (1991), 'The theory of planned behavior', Organizational behavior and human 

decision processes, 50(2), pp. 179-211.  

Ajzen, I. (1985), From intentions to actions: A theory of planned behavior. Springer. 

Alarifi, A., Sedera, D. and Recker, J. (2015), 'Posters versus Lurkers: Improving Participation 

in Enterprise Social Networks through Promotional Messages'. 

Al-Gahtani, S.S. (2011), 'Modeling the electronic transactions acceptance using an extended 

technology acceptance model', Applied Computing and Informatics, 9(1), pp. 47-77. 

Aliyu, A.A., Younus, S.M. and Tasmin, R. (2012) 'An Exploratory Study on Adoption of 

Electronic Banking: Underlying Consumer Behaviour and Critical Success Factors: Case of 

Nigeria', Business and management Review, 2(1), pp. 1-6.  

Alreck, P.L. and Settle, R.B. (1985), The survey research handbook. Irwin Homewood, IL.  



155 
 

Al-Somali, S.A., Gholami, R. and Clegg, B. (2009) 'An investigation into the acceptance of 

online banking in Saudi Arabia', Technovation, 29(2), pp. 130-141. 

Alves, R.M. and Nascimento, C.A. (2007) 'Analysis and detection of outliers and systematic 

errors in industrial plant data', Chemical Engineering Communications, 194(3), pp. 382-397. 

Alves, R.M., Nascimento, C.A. and Carneiro, W. (2003) 'Analysis and detection of outliers and 

systematic errors from an industrial data plant', Proceedings of the FOCAPO 2003, Coral 

Springs, USA. 

Anderson, D.R., Sweeney, D.J., Williams, T.A., Camm, J.D. and Cochran, J.J. (2009) Statistics 

for business and economics. 10th edn. Nelson Education. 

Angst, C.M. and Agarwal, R. (2009) 'Adoption of electronic health records in the presence of 

privacy concerns: the Elaboration Likelihood Model and individual persuasion', MIS quarterly, 

33(2), pp. 339-370.  

Auka, D.O., Bosire, J.N. and Matern, V. (2013) 'Perceived service quality and customer loyalty 

in retail banking in Kenya', British Journal of Marketing Studies, 1(3), pp. 32-61.  

Ba, S. and Pavlou, P.A. (2002) 'Evidence of the effect of trust building technology in electronic 

markets: Price premiums and buyer behavior', MIS quarterly, pp. 243-268.  

Bansal, G. and Zahedi, F. (2010) 'Trading Trust for Discount: Does Frugality Moderate the 

Impact of Privacy and Security Concerns? In proceedings of the 16th Americas Conference on 

Information Systems'. 

Bansal, G. and Zahedi, F. (2008), 'The moderating influence of privacy concern on the efficacy 

of privacy assurance mechanisms for building trust: A multiple-context investigation', ICIS 

2008 Proceedings, pp. 7.  

Bansal, G. and Zahedi, F. (2008), 'The moderating influence of privacy concern on the efficacy 

of privacy assurance mechanisms for building trust: A multiple-context investigation', ICIS 

2008 Proceedings, pp. 7.  



156 
 

Bansal, G. and Zahedi, F.M. (2014) 'Trust-discount tradeoff in three contexts: frugality 

moderating privacy and security concerns', Journal of Computer Information Systems, 55(1), 

pp. 13-29.  

Baruch, Y. and Holtom, B.C. (2008) 'Survey response rate levels and trends in organizational 

research', Human Relations, 61(8), pp. 1139-1160. 

Bélanger, F. and Crossler, R.E. (2011) 'Privacy in the digital age: a review of information 

privacy research in information systems', MIS quarterly, 35(4), pp. 1017-1042.  

Bertea, P. and Zait, A. (2011) 'Methods for testing discriminant validity', Management & 

Marketing-Craiova, (2), pp. 217-224. 

Bestavros, A. (2000) 'Banking industry walks ‘tightrope' in personalization of web services', 

Bank Systems and Technology, 37(1), pp. 54-56.  

Bezes, C. (2015) 'Identifying Central and Peripheral Dimensions of Store and Website Image: 

Applying The Elaboration Likelihood Model to Multichannel Retailing', Journal of Applied 

Business Research, 31(4), pp. 1453.  

Bhattacharya, R., Devinney, T.M. and Pillutla, M.M. (1998) 'A formal model of trust based on 

outcomes', Academy of management review, 23(3), pp. 459-472.  

Bhattacherjee, A. (2002) 'Individual trust in online firms: Scale development and initial test', 

Journal of Management Information Systems, 19(1), pp. 211-241.  

Bhattacherjee, A. and Sanford, C. (2006) 'Influence processes for information technology 

acceptance: an Elaboration Likelihood Model', MIS quarterly, pp. 805-825.  

Black, T.R. (2002), Understanding social science research. Sage. 

Black, T.R. (1999) Doing quantitative research in the social sciences: An integrated approach 

to research design, measurement and statistics. Sage. 

Booz, A. and Hamilton, J. (1997) 'Internet banking: a global study of potential', Booz, Allen& 

Hamilton Inc., New York, NY. 



157 
 

Brick, J.M. and Kalton, G. (1996), 'Handling missing data in survey research', Statistical 

methods in medical research, 5(3), pp. 215-238. 

Brown, J., Broderick, A.J. and Lee, N. (2007), 'Word of mouth communication within online 

communities: Conceptualizing the online social network', Journal of interactive marketing, 

21(3), pp. 2-20.  

Bryman, A. (2004) 'Encyclopedia of Social Science Research Methods'. 

Bryman, A. (2004), Social research methods. second edition edn. Oxford university press. 

Bryman, A. and Bell, E. (2011) Business research methods.3rd edn. Oxford University Press, 

USA.  

Bryman, A. and Bell, E. (2015) Business research methods. Oxford University Press, USA. 

Bryman, A. and Teevan, J.J. (2005) Social Research Methods, Canadian Edition, 

CandianEdition (Oxford University Press).  

Burrell, G. and Morgan, G. (1979) ' Sociological Paradigms and Organizational Analysis', 

London: Heinemann Educational Books. 

Carlos Roca, J., José García, J. and José de la Vega, Juan (2009) 'The importance of perceived 

trust, security and privacy in online trading systems', Information Management & Computer 

Security, 17(2), pp. 96-113.  

Carlson, K.D. and Herdman, A.O. (2012), 'Understanding the impact of convergent validity on 

research results', Organizational Research Methods, 15(1), pp. 17-32. 

Casalo, L.V., Flavian, C. and Guinalíu, M. (2007), 'The influence of satisfaction, perceived 

reputation and trust on a consumer's commitment to a website', Journal of Marketing 

Communications, 13(1), pp. 1-17. 

Castañeda, J.A. and Montoro, F.J. (2007), 'The effect of Internet general privacy concern on 

customer behavior', Electronic Commerce Research, 7(2), pp. 117-141. 



158 
 

Caudill, E.M. and Murphy, P.E. (2000), 'Consumer online privacy: Legal and ethical issues', 

Journal of Public Policy & Marketing, 19(1), pp. 7-19.  

Cavana, R.Y., Delahaye, B.L. and Sekaran, U. (2001), ‘Applied business research: Qualitative 

and quantitative methods'. John Wiley & Sons Australia. 

Chandio, F.H. (2011) Studying acceptance of online banking information system: A structural 

equation model, Brunel Business School. PhD Thesis. 

Chang, M.K. (1998), 'Predicting unethical behavior: A comparison of the theory of reasoned 

action and the theory of planned behavior', Journal of Business Ethics, 17(16), pp. 1825-1834.  

Chang, Y., Yu, H. and Lu, H. (2015), 'Persuasive messages, popularity cohesion, and message 

diffusion in social media marketing', Journal of Business Research, 68(4), pp. 777-782. 

Chellappa, R.K. and Sin, R.G. (2005), 'Personalization versus privacy: An empirical 

examination of the online consumer’s dilemma', Information Technology and Management, 

6(2-3), pp. 181-202.  

Chen, C. and CS Ku, E. (2013), 'Bridging indistinct relationships and online loyalty: evidence 

from online interest-based communities', Online Information Review, 37(5), pp. 731-751.  

Chen, S.C. and Dhillon, G.S. (2003), 'Interpreting dimensions of consumer trust in e-

commerce', Information Technology and Management, 4(2-3), pp. 303-318. 

Cheng, T.E., Lam, D.Y. and Yeung, A.C. (2006) 'Adoption of internet banking: an empirical 

study in Hong Kong', Decision Support Systems, 42(3), pp. 1558-1572.  

Cheng, V.T. and Loi, M.K. (2014) 'Handling Negative Online Customer Reviews: The Effects 

of Elaboration Likelihood Model and Distributive Justice', Journal of Travel & Tourism 

Marketing, 31(1), pp. 1-15.  

Cheung, C.M., Lee, M.K. and Rabjohn, N. (2008), 'The impact of electronic word-of-mouth: 

The adoption of online opinions in online customer communities', Internet Research, 18(3), pp. 

229-247.  



159 
 

Cheung, C.M., Lee, M.K. and Rabjohn, N. (2008), 'The impact of electronic word-of-mouth: 

The adoption of online opinions in online customer communities', Internet Research, 18(3), pp. 

229-247.  

Cheung, C.M., Sia, C. and Kuan, K.K. (2012), 'Is this review believable? A study of factors 

affecting the credibility of online consumer reviews from an ELM perspective', Journal of the 

Association for Information Systems, 13(8), pp. 618. 

Cho, V. (2006), 'A study of the roles of trusts and risks in information-oriented online legal 

services using an integrated model', Information & Management, 43(4), pp. 502-520. 

Chu, S. and Kamal, S. (2008), 'The effect of perceived blogger credibility and argument quality 

on message elaboration and brand attitudes: an exploratory study', Journal of Interactive 

Advertising, 8(2), pp. 26-37.  

Chung, N., Han, H. and Koo, C. (2015), 'Adoption of travel information in user-generated 

content on social media: the moderating effect of social presence', Behaviour& Information 

Technology, 34(9), pp. 902-919.  

Churchill, G.A. and Iacobucci, D. (1987), Marketing research: methodological foundations. 

fourth edition edn. Dryden Press New York. 

Cohen, L., Manion, L. and Morrison, K. (2000), 'Research Methods in Education [5 thedn] 

London: Routledge Falmer', Teaching in Higher Education, 41. 

Colquitt, J.A., Scott, B.A. and LePine, J.A. (2007), 'Trust, trustworthiness, and trust 

propensity: a meta-analytic test of their unique relationships with risk taking and job 

performance.', Journal of applied psychology, 92(4), pp. 909.  

Connors, J.J. and Elliot, J. (1994), 'Teacher perceptions of agriscience and natural resources 

curriculum', Journal of Agricultural Education, 35(4), pp. 15-19. 

Cooley, W.W. (1978) 'Explanatory observational studies', Educational Researcher, pp. 9-15.  



160 
 

Cooper, D.R. and Schindler, P.S. (2001), Business Research Methods.7th ededn. Irwin/ 

McGraw-Hill, Singapore. 

Corritore, C.L., Kracher, B. and Wiedenbeck, S. (2003), 'On-line trust: concepts, evolving 

themes, a model', International Journal of Human-Computer Studies, 58(6), pp. 737-758.  

Coursaris, C., Hassanein, K. and Head, M. (2003), 'M‐commerce in Canada: an interaction 

framework for wireless privacy', Canadian Journal of Administrative Sciences/Revue 

Canadienne des Sciences de l'Administration, 20(1), pp. 54-73.  

Cousineau, D. and Chartier, S. (2015), 'Outliers detection and treatment: a review.', 

International Journal of Psychological Research, 3(1), pp. 58-67.  

Cox III, E.P. (1980), 'The optimal number of response alternatives for a scale: A review', 

Journal of Marketing Research, pp. 407-422.  

Culnan, M.J. and Armstrong, P.K. (1999), 'Information privacy concerns, procedural fairness, 

and impersonal trust: An empirical investigation', Organization science, 10(1), pp. 104-115.  

D.A. Light (2001) 'Sure, you can trust us', MIT Sloan Management Review, 43(1).  

Davis, F.D., Bagozzi, R.P. and Warshaw, P.R. (1989) 'User acceptance of computer 

technology: a comparison of two theoretical models', Management science, 35(8), pp. 982-

1003.  

DeVellis, R.F. (1991) Scale development: Theory and applications. Newbury Park, Sage 

publications. 

Diener, E. and Crandall, R. (1978), Ethics in social and behavioral research. U Chicago Press.  

Dijkstra, J.J. (1999) 'User agreement with incorrect expert system advice', Behaviour& 

Information Technology, 18(6), pp. 399-411. 

Dinev, T., Bellotto, M., Hart, P., Russo, V. and Serra, I. (2006) 'Internet users' privacy 

concerns and beliefs about government surveillance: An exploratory study of differences 



161 
 

between Italy and the United States', Journal of Global Information Management (JGIM), 

14(4), pp. 57-93.  

Easterby-Smith, M., Thorpe, R. and Jackson, P. (2012) Management research. Sage 

Publications. 

Eastlick, M.A., Lotz, S.L. and Warrington, P. (2006) 'Understanding online B-to-C 

relationships: An integrated model of privacy concerns, trust, and commitment', Journal of 

Business Research, 59(8), pp. 877-886.  

Edmonds, K.A., Blustein, J. and Turnbull, D. (2006) 'A personal information and knowledge 

infrastructure integrator', Journal of Digital Information, 5(1). 

Eisend, M. (2006) 'Source credibility dimensions in marketing communication–A generalized 

solution', Journal of Empirical Generalizations in Marketing, 10(2), pp. 1-33.  

Eisner, E.W. and Peshkin, A. (1990) Qualitative inquiry in education: The continuing debate. 

Teachers College Press. 

Featherman, M.S. and Pavlou, P.A. (2003) 'Predicting e-services adoption: a perceived risk 

facets perspective', International journal of human-computer studies, 59(4), pp. 451-474.  

Feick, L. and Higie, R.A. (1992) 'The effects of preference heterogeneity and source 

characteristics on ad processing and judgements about endorsers', Journal of Advertising, 

21(2), pp. 9-24. 

Field, A. (2013) Discovering statistics using IBM SPSS statistics. Sage. 

Field, A. (2009) Discovering statistics using SPSS. Sage publications. 

Filzmoser, P. (2004) A multivariate outlier detection method.na. 

Filzmoser, P., Garrett, R.G. and Reimann, C. (2005) 'Multivariate outlier detection in 

exploration geochemistry', Computers & Geosciences, 31(5), pp. 579-587. 



162 
 

Fink, A., & Kosecoff, J. (1998). How to conduct surveys: A step-by-step guide (2 ed.). Thousan 

Oaks: Sage. 

Flavián, C. and Guinalíu, M. (2006) 'Consumer trust, perceived security and privacy policy: 

three basic elements of loyalty to a web site', Industrial Management & Data Systems, 106(5), 

pp. 601-620.  

Floyd, F.J. and Widaman, K.F. (1995) 'Factor analysis in the development and refinement of 

clinical assessment instruments.', Psychological assessment, 7(3), pp. 286.  

Flynn, L.R. and Pearcy, D. (2001) 'Four subtle sins in scale development: Some suggestions 

for strengthening the current paradigm', International Journal of Market Research, 43(4), pp. 

409.  

Frazer, L. and Lawley, M. ((2000)) Questionnaire Design and Administration: A 

Practical Guide. Singapore.: John Wiley & Sons Australia.  

Fuller, M.A., Serva, M.A. and Baroudi, J. (2010) 'Clarifying the integration of trust and TAM 

in e-commerce environments: implications for systems design and management', IEEE 

Transactions on Engineering Management, 57(3), pp. 380-393.  

Furnell, S.M. and Karweni, T. (1999) 'Security implications of electronic commerce: a survey 

of consumers and businesses', Internet research, 9(5), pp. 372-382.  

Gall, M., Gall, J. and Borg, W. (2007) 'Collecting research data with questionnaires and 

interviews', Educational research: An introduction, pp. 227-261.  

Gambetta, D. (1988) 'Trust: Making and breaking cooperative relations', 

Gao, L. and Waechter, K.A. (2015) 'Examining the role of initial trust in user adoption of 

mobile payment services: an empirical investigation', Information Systems Frontiers, pp. 1-24.  

Gao, L., Waechter, K.A. and Bai, X. (2015) 'Understanding consumers’ continuance intention 

towards mobile purchase: A theoretical framework and empirical study–A case of China', 

Computers in Human Behavior, 53, pp. 249-262.  



163 
 

Gay, L.R and Airasian, P. (ed.) (2000) Educational Research, Competencies for Analysis 

and Application, Sixth Edition edn. MERRIL an Imprint of Prentice Hall.  

Gefen, D. (2000) 'E-commerce: the role of familiarity and trust', Omega, 28(6), pp. 725-737.  

Gefen, D., Karahanna, E. and Straub, D.W. (2003) 'Trust and TAM in online shopping: an 

integrated model', MIS quarterly, 27(1), pp. 51-90.  

George, D. and Mallery, M. (2003) 'Using SPSS for Windows step by step: a simple guide and 

reference'. 

Gibbs, J., Kraemer, K.L. and Dedrick, J. (2003) 'Environment and policy factors shaping 

global e-commerce diffusion: A cross-country comparison', The information society, 19(1), pp. 

5-18.  

Giffin, K. (1967) 'The contribution of studies of source credibility to a theory of interpersonal 

trust in the communication process.', Psychological bulletin, 68(2), pp. 104.  

Gliem, R.R. and Gliem, J.A. (2003) 'Calculating, interpreting, and reporting Cronbach’s alpha 

reliability coefficient for Likert-type scales', Midwest Research-to-Practice Conference in 

Adult, Continuing, and Community Education.  

Goodhue, D.L. and Straub, D.W. (1991) 'Security concerns of system users: a study of 

perceptions of the adequacy of security', Information & Management, 20(1), pp. 13-27.  

Grazioli, S. and Jarvenpaa, S.L. (2000) 'Perils of Internet fraud: An empirical investigation of 

deception and trust with experienced Internet consumers', Systems, Man and Cybernetics, Part 

A: Systems and Humans, IEEE Transactions on, 30(4), pp. 395-410.  

Greiner, M.E. and Wang, H. (2010) 'Building consumer-to-consumer trust in e-finance 

marketplaces: An empirical analysis', International Journal of Electronic Commerce, 15(2), 

pp. 105-136.  

Gu, J., Lee, S. and Suh, Y. (2009) 'Determinants of behavioral intention to mobile banking', 

Expert Systems with Applications, 36(9), pp. 11605-11616.  



164 
 

Guba, E. (1990) 'The alternative paradigm dialog (pp. 17-‐30)', The Paradigm Dialog. 

Guba, E.G. and Lincoln, Y.S. (1994) 'Competing paradigms in qualitative research', Handbook 

of qualitative research, 2, pp. 163-194. 

Hair, J.F., Babin, B., Money, A.H. and Samouel, P. (ed.) ((2003)) Essentials of Business 

Research Methods., John Wiley & Sons Inc, New Jersey, USA.  

Hair, J.F. (2007) 'Research methods for business'. 

Hair, J.F., Black, W.C., Babin, B.J., Anderson, R.E. and Tatham, R.L. (2006) Multivariate 

data analysis. Pearson Prentice Hall Upper Saddle River, NJ. (Vol. 6)'. 

Hajli, N. (2015) 'Social commerce constructs and consumer's intention to buy', International 

Journal of Information Management, 35(2), pp. 183-191.  

Hass, R.G. (1981) 'Effects of source characteristics on cognitive responses and persuasion', 

Cognitive responses in persuasion, 2.  

Haynes, S.N., Richard, D. and Kubany, E.S. (1995) 'Content validity in psychological 

assessment: A functional approach to concepts and methods.' Psychological assessment, 7(3), 

pp. 238.  

Henderson, H. (1999) Privacy in the information age. Facts On File.  

Hertzum, M., Jørgensen, N. and Nørgaard, M. (2004) 'Usable security and e-banking: Ease of 

use vis-a-vis security', Australasian Journal of Information Systems, 11(2).  

Hodge, V.J. and Austin, J. (2004) 'A survey of outlier detection methodologies', Artificial 

Intelligence Review, 22(2), pp. 85-126. 

Hooper, D. (2012) 'Exploratory factor analysis'. 

Huang, D., Rau, P.P., Salvendy, G., Gao, F. and Zhou, J. (2011) 'Factors affecting perception 

of information security and their impacts on IT adoption and security practices', International 

Journal of Human-Computer Studies, 69(12), pp. 870-883.  



165 
 

Hussey, J and hussey, R ((1997)) 'Business Research: A Practical Guide for Undergraduate and 

Postgraduate Student', Palgrave, New York. 

Hussein, A.S. (2012) Message framing, source credibility and behavioural intention: an 

empirical investigation of exclusive breastfeeding intention in Indonesia. 

Janda, S. (2008) 'Does gender moderate the effect of online concerns on purchase likelihood?', 

Journal of Internet Commerce, 7(3), pp. 339-358.  

Jarvenpaa, S.L., Tractinsky, N., Vitale, M. (2000) 'Consumer trust in an internet store. 

Information Technology and Management ', 1(1), pp. 45–71.  

Jarvenpaa, S.L., Tractinsky, N. and Saarinen, L. (1999) 'Consumer trust in an internet store: a 

cross‐cultural validation', Journal of Computer‐Mediated Communication, 5(2), pp. 0-0.  

John Bowen, Dr Seyhmus, Baloglu, Dr, Atwood, M. and Morosan, C. (2015) 'An investigation 

of the persuasive effects of firm-consumer communication dyads using Facebook', Worldwide 

Hospitality and Tourism Themes, 7(3), pp. 295-313. 

Jones, S., Wilikens, M., Morris, P. and Masera, M. (2000) 'Trust requirements in e-business', 

Communications of the ACM, 43(12), pp. 81-87. 

Kelly, E.P. and Erickson, G.S. (2005) 'RFID tags: commercial applications v. privacy rights', 

Industrial Management & Data Systems, 105(6), pp. 703-713.  

Kim, D.J., Ferrin, D.L. and Rao, H.R. (2009) 'Trust and satisfaction, two stepping stones for 

successful e-commerce relationships: A longitudinal exploration', Information systems 

research, 20(2), pp. 237-257.  

Kim, D.J., Ferrin, D.L. and Rao, H.R. (2008) 'A trust-based consumer decision-making model 

in electronic commerce: The role of trust, perceived risk, and their antecedents', Decision 

Support Systems, 44(2), pp. 544-564.  



166 
 

Kim, D.J., Song, Y.I., Braynov, S.B. and Rao, H.R. (2005) 'A multidimensional trust formation 

model in B-to-C e-commerce: a conceptual framework and content analyses of 

academia/practitioner perspectives', Decision Support Systems, 40(2), pp. 143-165.  

Kim, D.J., Steinfield, C. and Lai, Y. (2008) 'Revisiting the role of web assurance seals in 

business-to-consumer electronic commerce', Decision Support Systems, 44(4), pp. 1000-1015. 

Kim, D. and Benbasat, I. (2010) 'Designs for effective implementation of trust assurances in 

internet stores', Communications of the ACM, 53(2), pp. 121-126. 

Kim, D. and Benbasat, I. (2009) 'Trust-assuring arguments in B2C e-commerce: impact of 

content, source, and price on trust', Journal of Management Information Systems, 26(3), pp. 

175-206.  

Kim, D. and Benbasat, I. (2003) 'Trust-Related Arguments in Internet Stores: A Framework for 

Evaluation.' J. Electron. Commerce Res., 4(2), pp. 49-64.  

Kim, G., Shin, B. and Lee, H.G. (2009) 'Understanding dynamics between initial trust and 

usage intentions of mobile banking', Information Systems Journal, 19(3), pp. 283-311. 

Kim, J. and Hwang, C. (2005) 'Applying the analytic hierarchy process to the evaluation of 

customer-oriented success factors in mobile commerce', Services Systems and Services 

Management, 2005. Proceedings of ICSSSM'05. 2005 International Conference on. IEEE, 69-

74. 

Kim, M., Chung, N. and Lee, C. (2011) 'The effect of perceived trust on electronic commerce: 

Shopping online for tourism products and services in South Korea', Tourism Management, 

32(2), pp. 256-265.  

Ko, D., Kirsch, L.J. and King, W.R. (2005) 'Antecedents of knowledge transfer from 

consultants to clients in enterprise system implementations', MIS quarterly, 29(1), pp. 59-85.  

Kong, W. and Hung, Y.C. (2006) 'Modeling initial and repeat online trust in B2C e-commerce', 

System Sciences, 2006. HICSS'06. Proceedings of the 39th Annual Hawaii International 

Conference on. IEEE, 120b-120b. 



167 
 

Krauss, S.E. (2005) 'Research paradigms and meaning making: A primer', The qualitative 

report, 10(4), pp. 758-770. 

Laforet, S. and Li, X. (2005) 'Consumers' attitudes towards online and mobile banking in 

China', International journal of bank marketing, 23(5), pp. 362-380. 

Lederer, A.L., Maupin, D.J., Sena, M.P. and Zhuang, Y. (2000) 'The technology acceptance 

model and the World Wide Web', Decision Support Systems, 29(3), pp. 269-282. 

Lee, G. and Lin, H. (2005) 'Customer perceptions of e-service quality in online shopping', 

International Journal of Retail & Distribution Management, 33(2), pp. 161-176. 

Lee, K.S., Lee, H.S. and Kim, S.Y. (2015) 'Factors influencing the adoption behavior of mobile 

banking: A South Korean perspective', The Journal of Internet Banking and Commerce, 2007. 

Lee, K.C. and Chung, N. (2009) 'Understanding factors affecting trust in and satisfaction with 

mobile banking in Korea: A modified DeLone 

 and McLean’s model perspective', Interacting with Computers, 21(5), pp. 385-392. 

Lee, K.C. and Chung, N. (2009) 'Understanding factors affecting trust in and satisfaction with 

mobile banking in Korea: A modified DeLone and McLean’s model perspective', Interacting 

with Computers, 21(5), pp. 385-392. 

Lee, M. (2009) 'Factors influencing the adoption of internet banking: An integration of TAM 

and TPB with perceived risk and perceived benefit', Electronic Commerce Research and 

Applications, 8(3), pp. 130-141. 

Lee, M.S., McGoldrick, P.J., Keeling, K.A. and Doherty, J. (2003) 'Using ZMET to explore 

barriers to the adoption of 3G mobile banking services', International Journal of Retail & 

Distribution Management, 31(6), pp. 340-348. 

Lee, T. (2005) 'The impact of perceptions of interactivity on customer trust and transaction 

intentions in mobile commerce', Journal of Electronic Commerce Research, 6(3), pp. 165. 



168 
 

Lee, W. (2012) 'An Elaboration Likelihood Model based longitudinal analysis of attitude 

change during the process of IT acceptance via education program', Behaviour& Information 

Technology, 31(12), pp. 1161-1171. 

Li, C. (2013) 'Persuasive messages on information system acceptance: A theoretical extension 

of Elaboration Likelihood Model and social influence theory', Computers in Human Behavior, 

29(1), pp. 264-275. 

Li, C. and Ku, Y. (2011) 'The Effects Of Persuasive Messages On System Acceptance.' PACIS, 

110. 

Li, Y. and Yeh, Y. (2010) 'Increasing trust in mobile commerce through design aesthetics', 

Computers in Human Behavior, 26(4), pp. 673-684. 

Lin, H. and Wang, Y. (2006) 'An examination of the determinants of customer loyalty in 

mobile commerce contexts', Information & management, 43(3), pp. 271-282. 

Lin, H. (2011) 'An empirical investigation of mobile banking adoption: The effect of 

innovation attributes and knowledge-based trust', International Journal of Information 

Management, 31(3), pp. 252-260. 

Lin, J., Wang, B., Wang, N. and Lu, Y. (2014) 'Understanding the evolution of consumer trust 

in mobile commerce: a longitudinal study', Information Technology and Management, 15(1), 

pp. 37-49. 

Lindner, J.R., Murphy, T.H. and Briers, G.E. (2001) 'Handling nonresponse in social science 

research', Journal of Agricultural Education, 42(4), pp. 43-53. 

Liu, Z., Min, Q. and Ji, S. (2009) 'An empirical study on mobile banking adoption: The role of 

trust', Electronic Commerce and Security, 2009. ISECS'09. Second International Symposium 

on. IEEE, 7-13. 

Lord, K.R., Lee, M. and Sauer, P.L. (1995) 'The combined influence hypothesis: Central and 

peripheral antecedents of attitude toward the ad', Journal of Advertising, 24(1), pp. 73-85. 



169 
 

Lowry, P.B., Moody, G., Vance, A., Jensen, M., Jenkins, J. and Wells, T. (2012) 'Using an 

elaboration likelihood approach to better understand the persuasiveness of website privacy 

assurance cues for online consumers', Journal of the American Society for Information Science 

and Technology, 63(4), pp. 755-776. 

Luo, X., Li, H., Zhang, J. and Shim, J. (2010) 'Examining multi-dimensional trust and multi-

faceted risk in initial acceptance of emerging technologies: An empirical study of mobile 

banking services', Decision Support Systems, 49(2), pp. 222-234. 

Luo, X. (2002) 'Trust production and privacy concerns on the Internet: A framework based on 

relationship marketing and social exchange theory', Industrial Marketing Management, 31(2), 

pp. 111-118. 

Mahmoudi, Khorassani, J. (2012) The effect of trust antecedents on the performance of 

international joint ventures (IJVs) in developing countries: The case of Iran. 

Mak, B., Schmitt, B.H. and Lyytinen, K. (1997) 'User participation in knowledge update of 

expert systems', Information & Management, 32(2), pp. 55-63. 

Malhotra, N.K. (1999) Marketing research: an applied orientation. Upper Saddle River, New 

Jersey: Prentice Hall. 

Malhotra, N.K., Kim, S.S. and Agarwal, J. (2004) 'Internet users' information privacy concerns 

(IUIPC): The construct, the scale, and a causal model', Information Systems Research, 15(4), 

pp. 336-355. 

Malhotra, N. (2012) 'Marketing research: an applied approach/Naresh K. Malhotra, David F. 

Birks, Peter Wills: Harlow: Financial Times'. 

Mathieson, K. (1991) 'Predicting user intentions: comparing the technology acceptance model 

with the theory of planned behavior', Information systems research, 2(3), pp. 173-191. 

Mayer, R.C., Davis, J.H. and Schoorman, F.D. (1995) 'An integrative model of organizational 

trust', Academy of management review, 20(3), pp. 709-734. 



170 
 

McCole, P., Ramsey, E. and Williams, J. (2010) 'Trust considerations on attitudes towards 

online purchasing: The moderating effect of privacy and security concerns', Journal of 

Business Research, 63(9), pp. 1018-1024. 

McCracken, G. (1989) 'Who is the celebrity endorser? Cultural foundations of the endorsement 

process', Journal of consumer research, pp. 310-321. 

McKnight, D.H. and Chervany, N.L. (2000) 'What is trust? A conceptual analysis and an 

interdisciplinary model'. 

McKnight, D.H., Choudhury, V. and Kacmar, C. (2002) 'The impact of initial consumer trust 

on intentions to transact with a web site: a trust building model', The Journal of Strategic 

Information Systems, 11(3), pp. 297-323. 

Mertens, D. (2010) 'Research and evaluation in education and psychology (3e éd.)'. 

Miles, M.B. and Huberman, A.M. (1984) 'Qualitative data analysis: A sourcebook of new 

methods', in Qualitative data analysis: a sourcebook of new methods. Sage publications. 

Miller, L.E. and Smith, K.L. (1983) 'Handling nonresponse issues', Journal of extension, 21(5), 

pp. 45-50. 

Moga, L.M., Nor, K.M., Neculita, M. and Khani, N. (2012) 'Trust and Security in E-banking 

Adoption in Romania', Communications of the IBIMA, 2012, pp. 1. 

Molla, A. and Licker, P.S. (2001) 'E-Commerce Systems Success: An Attempt to Extend and 

Respecify the Delone and MaClean Model of IS Success.' J. Electron. Commerce Res., 2(4), 

pp. 131-141. 

Montazemi, A.R. and Qahri-Saremi, H. (2015) 'Factors affecting adoption of online banking: A 

meta-analytic structural equation modeling study', Information & Management, 52(2), pp. 210-

226. 

Moon, J. and Kim, Y. (2001) 'Extending the TAM for a World-Wide-Web context', 

Information & management, 38(4), pp. 217-230. 



171 
 

Morgan, R.M. and Hunt, S.D. (1994) 'The commitment-trust theory of relationship marketing', 

The journal of marketing, pp. 20-38. 

Morgan, R.M. and Hunt, S.D. (1995) 'The commitment-trust theory of relationship marketing', 

The journal of marketing, pp. 20-38. 

Mortazavi, M., Rahim Esfidani, M. and ShaemiBarzoki, A. (2014) 'Influencing VSN users’ 

purchase intentions: The roles of flow, trust and e-WOM', Journal of Research in Interactive 

Marketing, 8(2), pp. 102-123. 

Mpinganjira, M. (2015) 'Enhancing trust in online business relationships of South Africa: a 

web interface signalling perspective'. 

Mun, Y.Y., Yoon, J.J., Davis, J.M. and Lee, T. (2013) 'Untangling the antecedents of initial 

trust in Web-based health information: The roles of argument quality, source expertise, and 

user perceptions of information quality and risk', Decision Support Systems, 55(1), pp. 284-

295. 

Nagel, T. (1989) The view from nowhere. oxford university press. 

Newman, J.M. (2000) 'Action research: A brief overview', Forum Qualitative 

Sozialforschung/Forum: Qualitative Social Research. 

Ng, B.Y. and Kankanhalli, A. (2008) 'Processing information security messages: An 

elaboration likelihood perspective'. 

Nilashi, M., Ibrahim, O., Mirabi, V.R., Ebrahimi, L. and Zare, M. (2015) 'The role of Security, 

Design and Content factors on customer trust in mobile commerce', Journal of Retailing and 

Consumer Services, 26, pp. 57-69. 

Nor, K.M. and Pearson, J.M. (2008) 'An exploratory study into the adoption of internet 

banking in a developing country: Malaysia', Journal of Internet Commerce, 7(1), pp. 29-73. 

Norŭsis, M. (1995) 'SPSS: SPSS 6.1 Guide to Data Analysis. 



172 
 

Oh, J. (2014) 'The Effects of Perceived Value of Mobile Phones on User Satisfaction, Brand 

Trust, and Loyalty', Advanced Science and Technology Letters Vol.114 (Business 2015), 

pp.10-14. 

Nunnally, J.C., Bernstein, I.H. and Berge, J.M.t. (1967) Psychometric theory. JSTOR. 

O'Hair, D., Friedrich, G.W. and Dixon, L.D. (2007) Strategic communication in business and 

the professions. Allyn & Bacon. 

Ohanian, R. (1991) 'The impact of celebrity spokespersons' perceived image on consumers' 

intention to purchase.' Journal of Advertising Research. 

Ohanian, R. (1990) 'Construction and validation of a scale to measure celebrity endorsers' 

perceived expertise, trustworthiness, and attractiveness', Journal of advertising, pp. 39-52. 

Ohanian, R. (1990) 'Construction and validation of a scale to measure celebrity endorsers' 

perceived expertise, trustworthiness, and attractiveness', Journal of advertising, pp. 39-52. 

O'neill, O. (2002) A question of trust: The BBC Reith Lectures 2002.Cambridge University 

Press. 

Orlikowski, W.J. and Baroudi, J.J. (1991) 'Studying information technology in organizations: 

Research approaches and assumptions', Information systems research, 2(1), pp. 1-28. 

Osborne, J.W. and Costello, A.B. (2009) 'Best practices in exploratory factor analysis: Four 

recommendations for getting the most from your analysis', Pan-Pacific Management Review, 

12(2), pp. 131-146. 

Pan, Y. and Zinkhan, G.M. (2006) 'Exploring the impact of online privacy disclosures on 

consumer trust', Journal of Retailing, 82(4), pp. 331-338. 

Park, C. and Lee, T.M. (2009) 'Information direction, website reputation and e-WOM effect: A 

moderating role of product type', Journal of Business research, 62(1), pp. 61-67. 



173 
 

Pavlou, P.A. (2003) 'Consumer acceptance of electronic commerce: Integrating trust and risk 

with the technology acceptance model', International journal of electronic commerce, 7(3), pp. 

101-134. 

Pee, L. (2012) 'Trust of Information on Social Media: An Elaboration Likelihood Model', 

Proceedings of the International Conference on Information Resources Management (CONF-

IRM). 

Pee, L. and Lee, J. (2016) 'Trust in User-Generated Information on Social Media during Crises: 

An Elaboration Likelihood Perspective', Asia Pacific Journal of Information Systems, 26(1), 

pp. 1-22. 

Pegueros, V. (2012) 'Security of Mobile Banking and Payments', SANS Institute InfoSec 

Reading Room. 

'Petty, R.E. and Cacioppo, J.T. (1986) Communication and Persuasion: Central and 

Peripheral Routes to Attitude Change. Springer-Verlag, New York. 

Petty, R.E., Briñol, P. and Tormala, Z.L. (2002) 'Thought confidence as a determinant of 

persuasion: the self-validation hypothesis.', Journal of personality and social psychology, 

82(5), pp. 722. 

Petty, R.E. and Cacioppo, J.T. (1986) The Elaboration Likelihood Model of persuasion. 

Springer. 

Petty, R.E. and Cacioppo, J.T. (1986) 'The Elaboration Likelihood Model of persuasion', in 

Communication and persuasion. Springer, pp. 1-24. 

Petty, R.E. and Cacioppo, J.T. (1984) 'The effects of involvement on responses to argument 

quantity and quality: Central and peripheral routes to persuasion.' Journal of personality and 

social psychology, 46(1), pp. 69. 

Petty, R.E. and Cacioppo, J.T. (1984) 'Source factors and the Elaboration Likelihood Model of 

persuasion', Advances in Consumer Research, 11(1), pp. 668-672. 



174 
 

Petty, R.E., Cacioppo, J.T. and Goldman, R. (1981) 'Personal involvement as a determinant of 

argument-based persuasion.' Journal of personality and social psychology, 41(5), pp. 847. 

Petty, R.E., Haugtvedt, C.P. and Smith, S.M. (1995) 'Elaboration as a determinant of attitude 

strength: Creating attitudes that are persistent, resistant, and predictive of behavior', Attitude 

strength: Antecedents and consequences, 4, pp. 93-130. 

Phelps, J.E., D'Souza, G. and Nowak, G.J. (2001) 'Antecedents and consequences of consumer 

privacy concerns: An empirical investigation', Journal of Interactive Marketing, 15(4), pp. 2-

17. 

Preston, C.C. and Colman, A.M. (2000) 'Optimal number of response categories in rating 

scales: reliability, validity, discriminating power, and respondent preferences', 

ActaPsychologica, 104(1), pp. 1-15. 

Reichelt, J., Sievert, J. and Jacob, F. (2014) 'How credibility affects e-WOM reading: The 

influences of expertise, trustworthiness, and similarity on utilitarian and social functions', 

Journal of Marketing Communications, 20(1-2), pp. 65-81. 

Richardson, R. (2008) 'CSI computer crime and security survey', Computer Security Institute, 

1, pp. 1-30. 

Ristig, K. (2009) 'The impact of perceived organizational support and trustworthiness on trust', 

Management Research News, 32(7), pp. 659-669. 

Rosseeuw, P. and Van Zomeren, B. (1990) 'Unmasking multivariate outliers and leverate 

points', Journal of the American Statistical Association, 85, pp. 633-639. 

Rotter, J.B. (1967) 'A new scale for the measurement of interpersonal trust1', Journal of 

personality, 35(4), pp. 651-665. 

Rousseau, D.M., Sitkin, S.B., Burt, R.S. and Camerer, C. (1998) 'Not so different after all: A 

cross-discipline view of trust', Academy of management review, 23(3), pp. 393-404. 



175 
 

ROY, S.K., ESHGHI, A. and SHEKHAR, V. (2011) 'DIMENSIONS OF TRUST AND 

TRUSTWORTHINESS IN RETAIL BANKING: EVIDENCE FROM INDIA.' Marketing 

Management Journal, 21(1). 

Roy, S.K., Kesharwani, A. and Singh Bisht, S. (2012) 'The impact of trust and perceived risk 

on internet banking adoption in India: An extension of technology acceptance model', 

International Journal of Bank Marketing, 30(4), pp. 303-322. 

ROY, S.K. and SHEKHAR, V. (2011) 'Dimensions of trust and trustworthiness in retail 

banking: evidence from India', Marketing Management, pp. 98. 

ROY, S.K. and SHEKHAR, V. (2012) 'Dimensions of trust and trustworthiness in retail 

banking: evidence from India', Marketing Management, pp. 98. 

Salo, J. and Karjaluoto, H. (2007) 'A conceptual model of trust in the online environment', 

Online Information Review, 31(5), pp. 604-621. 

Sánchez, R.A. and Hueros, A.D. (2010) 'Motivational factors that influence the acceptance of 

Moodle using TAM', Computers in Human Behavior, 26(6), pp. 1632-1640. 

Sathye, M. (1999) 'Adoption of Internet banking by Australian consumers: an empirical 

investigation', International Journal of bank marketing, 17(7), pp. 324-334. 

Scotland, J. (2012) 'Exploring the philosophical underpinnings of research: Relating ontology 

and epistemology to the methodology and methods of the scientific, interpretive, and critical 

research paradigms', English Language Teaching, 5(9), pp. 9. 

Sekaran, U. (2003) Research Methods for Business: A Skill-Building Approach. 4th ededn. U. 

S. A: John Wiley and Sons, Inc. 

Sekaran, U. (2006) Research methods for business: A skill building approach. John Wiley & 

Sons. 



176 
 

Shen, Y., Huang, C., Chu, C. and Hsu, C. (2010) 'A benefit–cost perspective of the consumer 

adoption of the mobile banking system', Behaviour& Information Technology, 29(5), pp. 497-

511. 

Shih, H., Lai, K. and Cheng, T. (2015) 'A Dual-Process Model to Assess User Attitudes and 

the Likelihood of Electronic Word-Of-Mouth Adoption', Proceedings of the 19th Pacific Asia 

Conference on Information Systems (PACIS2015). 

Shih, Y. and Fang, K. (2004) 'The use of a decomposed theory of planned behavior to study 

Internet banking in Taiwan', Internet Research, 14(3), pp. 213-223. 

Shin, D. (2010) 'The effects of trust, security and privacy in social networking: A security-

based approach to understand the pattern of adoption', Interacting with Computers, 22(5), pp. 

428-438.  

Shrauger, J.S. and Schoeneman, T.J. (1979) 'Symbolic interactionist view of self-concept: 

Through the looking glass darkly.' Psychological bulletin, 86(3), pp. 549. 

Shrauger, J.S. and Schoeneman, T.J. (1999) 'Symbolic interactionist view of self-concept: 

through the looking glass darkly', The Self in Social Psychology. Psychology Press, New York, 

NY, pp. 25-42. 

Smith, H.J., Dinev, T. and Xu, H. (2011) 'Information privacy research: an interdisciplinary 

review', MIS quarterly, 35(4), pp. 989-1016. 

Smith, H.J., Milberg, S.J. and Burke, S.J. (1996) 'Information privacy: measuring individuals' 

concerns about organizational practices', MIS quarterly, pp. 167-196. 

Spector, P.E. (1992) Summated rating scale construction: An introduction. Sage. 

Stewart, K.A. and Segars, A.H. (2002) 'An empirical examination of the concern for 

information privacy instrument', Information Systems Research, 13(1), pp. 36-49. 



177 
 

Sudha, R., Thiagarajan, A.S. and Seetharaman, A. (2007) 'The security concern on internet 

banking adoption among Malaysian banking customers', Pakistan journal of biological 

sciences: PJBS, 10(1), pp. 102-106. 

Susanto, A., Lee, H. and Zo, H. (2011) 'Factors influencing initial trust formation in adopting 

internet banking in Indonesia', Advanced Computer Science and Information System 

(ICACSIS), 2011 International Conference on. IEEE, 305-310. 

Sussman, S.W. and Siegal, W.S. (2003) 'Informational influence in organizations: an integrated 

approach to knowledge adoption', Information Systems Research, 14(1), pp. 47-65. 

Sykes, A.O. (1993) 'An introduction to regression analysis'. 

Szykman, L.R., Bloom, P.N. and Levy, A.S. (1997) 'A proposed model of the use of package 

claims and nutrition labels', Journal of Public Policy & Marketing, pp. 228-241. 

Tabachnick, B.G. and Fidell, L.S. (2007) 'Using multivariate statistics, 5th', Needham Height, 

MA: Allyn & Bacon. 

Tabachnick, B.G., Fidell, L.S. and Osterlind, S.J. (2001) 'Using multivariate statistics'. 

Tan, M. and Teo, T.S. (2000) 'Factors influencing the adoption of Internet banking', Journal of 

the AIS, 1(1es), pp. 5. 

Tashakkori, A., and Teddlie, C (ed.) (2003) Handbook of mixed methods in 

social and behavioral research. Thousand Oaks, CA: Sage. 

Tashakkori, A. and Teddlie, C. (1998) Mixed methodology: Combining qualitative and 

quantitative approaches. Sage. 

Taylor, S. and Todd, P.A. (1995) 'Understanding information technology usage: A test of 

competing models', Information systems research, 6(2), pp. 144-176. 

Teddlie, C. and Yu, F. (2007) 'Mixed methods sampling a typology with examples', Journal of 

mixed methods research, 1(1), pp. 77-100. 



178 
 

Teng, S., Khong, K.W. and Goh, W.W. (2014) 'Conceptualizing persuasive messages using 

ELM in social media', Journal of Internet Commerce, 13(1), pp. 65-87. 

Thanasegaran, G. (2009) 'Reliability and validity issues in research', Integration & 

Dissemination, 4, pp. 35-40. 

Tseng, S. and Wang, C. (2015) 'Perceived risk influence on dual-route information adoption 

processes on travel websites', Journal of Business Research. 

Udo, G.J. (2001) 'Privacy and security concerns as major barriers for e-commerce: a survey 

study', Information Management & Computer Security, 9(4), pp. 165-174. 

Van Slyke, C., Shim, J., Johnson, R. and Jiang, J.J. (2006) 'Concern for information privacy 

and online consumer purchasing', Journal of the Association for Information Systems, 7(1), pp. 

16. 

Velmurugan, M.S. (2009) 'Security and Trust in e-Business: Problems and Prospects.' 

International journal of electronic business management, 7(3). 

Wang, Y., Wang, Y., Lin, H. and Tang, T. (2003) 'Determinants of user acceptance of Internet 

banking: an empirical study', International journal of service industry management, 14(5), pp. 

501-519. 

Warden, C.A., Wu, W. and Tsai, D. (2006) 'Online shopping interface components: Relative 

importance as peripheral and central cues', Cyber Psychology & Behavior, 9(3), pp. 285-296.  

Westin, A. (1970) 'Privacy and freedom. 1967', Atheneum, New York. 

Westin, A.F. (1967) 'Privacy and freedom, atheneum', New York, 7. 

Williams, B., Onsman, A. and Brown, T. (2010) 'Exploratory factor analysis: A five-step guide 

for novices', Australasian Journal of Paramedicine, 8(3).  

Williams, T.A., Sweeney, D. and Anderson, D. (2009) 'Essentials of Statistics for Business and 

Economics'. 



179 
 

Wilson, E.J. and Sherrell, D.L. (1993) 'Source effects in communication and persuasion 

research: A meta-analysis of effect size', Journal of the Academy of Marketing Science, 21(2), 

pp. 101-112.  

Wilson, J. (2010) Essentials of business research: A guide to doing your research project. 

Companion. 

Wirtz, J., Lwin, M.O. and Williams, J.D. (2007) 'Causes and consequences of consumer online 

privacy concern', International Journal of Service Industry Management, 18(4), pp. 326-348. 

Yang, S., Hung, W., Sung, K. and Farn, C. (2006) 'Investigating initial trust toward e‐tailers 

from the Elaboration Likelihood Model perspective', Psychology & Marketing, 23(5), pp. 429-

445.  

Yang, S. (2016) 'Role of transfer-based and performance-based cues on initial trust in mobile 

shopping services: a cross-environment perspective', Information Systems and e-Business 

Management, 14(1), pp. 47-70.  

Yenisey, M.M., Ozok, A.A. and Salvendy, G. (2005) 'Perceived security determinants in e-

commerce among Turkish university students', Behaviour& Information Technology, 24(4), 

pp. 259-274. 

Yousafzai, S.Y., Pallister, J.G. and Foxall, G.R. (2003) 'A proposed model of e-trust for 

electronic banking', Technovation, 23(11), pp. 847-860. 

Yousafzai, S., Pallister, J. and Foxall, G. (2009) 'Multi-dimensional role of trust in Internet 

banking adoption', The Service Industries Journal, 29(5), pp. 591-605. 

Zand, D.E. (1972) 'Trust and managerial problem solving', Administrative Science Quarterly, 

pp. 229-239.  

Zand, D.E. (1972) 'Trust and managerial problem solving', Administrative Science Quarterly, 

pp. 229-239.  



180 
 

Zha, X., Li, L., Yan, Y., Wang, Q., Wang, G. and Lewandowski, D. (2016) 'Exploring digital 

library usage for getting information from the ELM perspective: The moderating effect of 

information need', Aslib Journal of Information Management, 68(3).  

Zhou, T. (2012) 'Examining mobile banking user adoption from the perspectives of trust and 

flow experience', Information Technology and Management, 13(1), pp. 27-37. 

Zhou, T. (2012) 'Understanding users’ initial trust in mobile banking: An elaboration 

likelihood perspective', Computers in Human Behavior, 28(4), pp. 1518-1525. 

Zhou, T. (2011) 'An empirical examination of initial trust in mobile banking', Internet 

Research, 21(5), pp. 527-540.  

Zikmund, W.G. (2003) Business Research Method. 8th edn. Thomson/South-Western.: 

Cincinnati, Ohio. 

Zikmund, W.G., Babin, B.J., Carr, J.C. and Griffin, M. (2013) Business research 

methods.Cengage Learning.  



181 
 

 

Appendix 

Appendix A: Questionnaire 

 

 

Brunel Business School 

A covering Letter: 

Dear Respondent, 

This survey is being carried out as part of my PhD study to understand how to build trust in 

Mobile Banking from the perspective of ELM and to test the moderating role of privacy and 

security concerns. Please answer the questions freely. The participation is voluntary. Your 

identity will remain anonymous as no personal data will be collected. 

The questionnaire should take 20-25 minutes of your time to fill out. Please answer the 

questions in the space provided. Your cooperation is highly appreciated and will contribute to 

the success of this study. 

I hope you find completing the questionnaire enjoyable, and thank you for taking the time to 

help. If you have any queries or would like further information about this research, please 

contact me: kinana.jammoul@brunel.ac.uk. 

Thank you for your cooperation 

http://www.google.co.uk/url?sa=i&rct=j&q=&esrc=s&frm=1&source=images&cd=&cad=rja&uact=8&docid=x_Z_9ArApU4WjM&tbnid=2rGVi0WmfIN3HM:&ved=0CAUQjRw&url=http://www.brunel.ac.uk/news-and-events/news/news-items/ne_34518&ei=Hp3LU9aMFILa0QXgmYHICg&bvm=bv.71198958,d.ZGU&psig=AFQjCNEv1EsU125NzcYJsKAomTyUGj581g&ust=1405939142181249
mailto:kinana.jammoul@brunel.ac.uk
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Kinana  Jammoul 

Brunel Business School 

Brunel University, United Kingdom 

Kinana.jammoul@brunel.ac.uk 

Consent: 

I have read the above information and I agree to participate in this study. 

Please Tick the box  

Date: _____________________________ 

Part One: Personal and Background Information:   

Please answer the following questions with one tick (√) for each question:  

1. Please indicate your gender  
 

 
 

6. Internet Experience 

  

 

-2 years 

-4 years 

-6 years 

 

2. What is your age?  

 

      - 30  

- -50  

-  

7. Have you ever used the Mobile 

Banking App?  
 

 

If your answer is NO, you can stop now. 

Thank you for your time. 

If your answer is yes, please continue 

answering the following survey. 

3. Marital Status?  

 

 

 

8. How often do you use mobile 

banking service?  
 

 

online banking. 

th. 

 

 

 

 

 

4.  Education: 

school. 

 

-graduate 

5. Occupation 

employee 

 

 

mailto:Kinana.jammoul@brunel.ac.uk
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Part 2: 

Mobile banking is defined: “refers to the use of mobile device to perform online banking tasks 

while away from your home computer”. 

Here are some statements. If you strongly agree with the statement, choose (5) and if you 

strongly disagree with the statement choose (1). 1= strongly disagree, 2= disagree, 3= neutral 

or no opinion,4= agree, 5= strongly agree. 

1. Concern for information privacy: 
1.1 Collection 

 

strongly 

disagree 

disagree neutral 

or no 

opinion 

agre

e 

strongly 

agree 

  It usually bothers me when 

mobile banking apps ask me 

for personal information. 

 

1 2 3 4 5 

 When mobile banking apps 

ask me for personal 

information, I sometimes 

think twice before providing 

it. 

 

1 2 3 4 5 

  I’m concerned that mobile 

banking apps are collecting 

too much personal 

information about me. 

1 2 3 4 5 

1.

2 

Errors      

 All the personal information 

in mobile database should be 

double-checked for 

accuracy—no matter how 

much this costs. 

1 2 3 4 5 

 Mobile banking apps should 

take more steps to make sure 

that the personal information 

in their files is accurate. 

1 2 3 4 5 

 Mobile banking apps should 

have better procedures to 

correct errors in personal 

information. 

1 2 3 4 5 

1.

3 

Unauthorized Access 

(Improper Access) 

     

 Mobile banking apps should 

devote more time and effort 

1 2 3 4 5 

http://www.investinganswers.com/financial-dictionary/personal-finance/online-banking-532
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to preventing unauthorized 

access to personal 

information. 

 

 Mobile databases that 

contain personal information 

should be protected from 

unauthorized access no 

matter how much it costs 

 

1 2 3 4 5 

 Mobile banking apps should 

take more steps to make sure 

that unauthorized people 

cannot access personal 

information in their 

computers. 

1 2 3 4 5 

1.

4 

Secondary Use 

 

     

 Mobile banking apps should 

not use personal information 

for any purpose unless it has 

been authorized by the 

individuals who provided the 

information. 

1 2 3 4 5 

 When people give personal 

information to mobile 

banking apps for some 

reason, the apps should 

never use the information for 

any other reason. 

 

1 2  4 5 

 Mobile banking apps should 

never sell the personal 

information in their 

computer databases to other 

companies. 

 

1 2 3 4 5 

 Mobile banking apps should 

never share personal 

information with other 

companies unless it has been 

authorized by the individuals 

who provided the 

information. 

1 2 3 4 5 

2.  Security concern:      

 Mobile banking apps will 1 2 3 4 5 
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implement security measures 

to protect my personal 

Information. 

 Mobile banking apps will 

ensure that my transactional 

information is protected 

from being altered or 

destroyed accidentally 

during a transmission on the 

mobile. 

 

1 2 3 4 5 

 I will feel secure about the 

mobile banking app system. 

 

1 2 3 4 5 

 I will feel safe in making 

transactions through mobile 

banking apps. 

1 2 3 4 5 
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Part 3: 

Before continuing, please watch the following video about mobile banking and then read the 

provided information about mobile banking app. (The source of the video and the information 

is HSBC Bank website). 

http://www.youtube.com/watch?v=YpULjd3FevI. 

HSBC's business has been built on trust between us and our customers. To preserve the 

confidentiality of all information you provide to us: 

 HSBC will only collect information that it believes to be relevant and required to 

understand the customer's financial needs and to conduct HSBC's business. 

 HSBC will use customer information to provide customers with better customer services 

and products. 

 HSBC may pass customer information to other HSBC Group companies or agents, as 

permitted by law. 

 HSBC will not disclose customer information to any external organization unless HSBC 

have customer consent or are required by law or have previously informed the customer. 

 HSBC aim to keep customer information up-to-date. 

 HSBC maintain strict security systems designed to prevent unauthorized access to 

customer information by anyone, including HSBC staff. 

 All HSBC group companies, or HSBC staff and all third parties with permitted access to 

customer information are specifically required to observe HSBC's confidentiality obligations. 

By maintaining our commitment to these principles, we will ensure that we respect the inherent 

trust that you place in HSBC. 

 Security of Mobile Banking: 

Your security obligations 

You must take all reasonable precautions to keep safe and prevent fraudulent use of your 

mobile device and security information.  

These precautions include:  

http://www.youtube.com/watch?v=YpULjd3FevI
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 Never writing down or otherwise recording your security details in a way that can be 

understood by someone else. 

 Not choosing security details that may be easy to guess. 

 Keeping your security details unique to Internet Banking and the Mobile Banking App. 

 Logging out of the Mobile Banking App once you have finished using the Mobile 

Banking App services. 

 Follow all security measures provided to you by the manufacturer of your mobile device 

operating system. 

Security and passwords: 

Q. Why do I need to set up a new password for the app? 

A. The login process for the app has been created with our customers' security in mind and a 

unique password is required to help prevent account details being compromised. 

Q. What happens if I forget my app password? Can I change it once it's been created? 

A. If you forget your password or want to change it, you can do this by logging on to Personal 

Internet Banking and going to the 'Change my log on details' section. 

Q. Will the app lock me out if I get my password wrong? Will this also lock me out of 

telephone and Internet Banking?  

A. Yes, the mobile app will be locked after three incorrect attempts and you will need to reset 

your details using Personal Internet Banking and your Secure Key.You won't be able to access 

your accounts via Personal Internet Banking until your password has been reset. You will still 

be able to access Telephone Banking. 

Q. Can I be confident that Mobile Banking is secure? What if I lose my mobile device? 

A. We have ensured that no data about your account is stored on the phone itself. Each time 

you access the app and enter your security details correctly you will be securely connected to 

our servers. Always remember to log out when you have finished.  

We would also encourage customers to take precautions when using their mobile devices in a 

public area. If you are worried that your security details have been compromised, or if you 

have lost your phone, please contact us on 0845 600 2290 to let us know. 

Q. Will the app keep on running if I forget to log out or will it time out? 
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A. The app will time out automatically after 15 minutes of inactivity. Unlike Personal Internet 

Banking there won't be a pop up message advising that it will time out. 

Q. What if I change my phone/SIM card/network or tablet? What happens if I uninstall 

the app? 

A. The app will be saved to your mobile device so will not be affected if your SIM card or 

network changes. If you are changing your mobile device then delete the app from your mobile 

device and reinstall it on your new device. This will not affect your account or your log on 

details and your password will remain the same. 

Please confirm that you watched and read the provided information by checking yes: 

 yes                        No. 

-If your answer is YES, please continue answering the survey. If your answer is No, please go 

back: watch the video and read the provided information and then, please, continue answering 

the survey. 

Regarding the video and the information provided by HSBC Bank about mobile banking, here 

are some statements about the quality of the argument and the source credibility of this 

information and about trust in mobile banking. Please indicate the extent to which youagree or 

disagree with each statement by circling the appropriate number (1 = strongly disagree; 5 = 

strongly agree). 

1. Argument quality Stro

ngly 

Disa

gree  

Disagr

ee  

Neutr

al 

Agr

ee  

Stro

ngly 

Agre

e 

 The information provided on 

HSBC website about mobile 

banking application was 

informative. 

 

1 2 3 4 5 

 The information about mobile 

banking application provided on 

HSBC website was helpful. 

 

1 2 3 4 5 

 The information about mobile 

banking application provided on 

HSBC website was valuable. 

1 2 3 4 5 

 The information about mobile 

banking application provided on 

HSBC website was persuasive. 

1 2 3 4 5 
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2. Trustworthiness       

 HSBC is trustworthy on the 

information about mobile banking 

app on their website. 

 

1 2 3 4 5 

 HSBC is benevolent about his 

recommendation of the mobile 

banking application 

 

1 2 3 4 5 

 HSBC is competent in the mobile 

banking application. 

 

1 2 3 4 5 

 HSBC seems to be sincere on 

mobile banking. 

1 2 3 4 5 

3. Source expertise      

 The HSBC knowledgeable about 

mobile banking app. 

 

1 2 3 4 5 

 HSBC seems to have a good sense 

about mobile banking app. 

1 2 3 4 5 

 HSBC seems to have experience 

with mobile banking app. 

1 2 3 4 5 

 

 

5 Trust      

 HSBC mobile banking keeps its 

promises 

1 2 3 4 5 

 HSBC mobile banking services 

meet my needs. 

 

1 2 3 4 5 

 HSBC mobile banking is 

trustworthy. 

1 2 3 4 5 

 I think HSBC mobile banking is 

concerned with the present and 

future interests of users. 

 

1 2 3 4 5 

 Overall, I trust HSBC mobile 

banking. 

1 2 3 4 5 
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Appendix B: Ethics form 

 

 

Any research that involves human participation, the collection or study of their data, organs 

and/or tissues, and that is carried out on Brunel University premises and/or by Brunel University 

staff or Brunel University students under the supervision of Brunel University staff requires 

ethical approval. 

This document is designed to help you ensure that your research is conducted in an ethical manner. It is 

the “Ethical Clearance” part of your research (whether it requires funding or not). You need to submit 

this form with your research documents. In addition to this and other requirements for your project, you 

might need to submitthree documents – see Ethics Submission Guidelines for PhD-

Staffforconsideration by BBS Research Ethics Committee:  

1. A Participant Information Sheet (created by you)  

2. A Participant Consent Form (created by you)  

3. A Company Confidentiality Agreement Form (created by you, not always required)  

Section A – Information About You and Your Research Project  
This is used to identify you and to give us a brief overview of your project. 

 

Name:  
Kinana Jammoul  

 

 
Contact email address: 

Kinana.jammoul@brunel.ac.uk  
 

 

Date:13/07/2014  
 

 

Name of Supervisor (if PhD student):Dr Habin Lee and Dr Emel Aktas  
 

 

Title of Research Project:Trust in Mobile Banking from the perspective of Elaboration 

Likelihood Model: The moderation roles of privacy and security concerns.  
 

 

Describe the Data Collection Process (200 words): First, the researcher will generate items for 

data collection from previous literature reviews. Second, the researcher will prepare the 

questionnaire. This questionnaire is to collect feedback from customers on trust in mobile banking. 

The data will be collected in UK, using online survey tools (Survey Monkey software). At the 

beginning, participants will answer questions regarding their online behavior, gender, education 

and privacy and security concerns. After which the participants will be instructed to carefully read 

the information regarding mobile banking application (by using the following link: 

Brunel Business School 

Research Ethics Form PhD 

Students and Staff 
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http://www.hsbc.co.uk/1/2/ways-to-bank/mobile). After finishing browsing, Researcher asks them 

to fill in a questionnaire that consisted of the variables of the study (argument quality, source 

credibility and trust in mobile banking). The targeted participants of the main survey are citizens. 

The researcher will send an email to all respondents with the link to the online survey website. 

(Voluntary participation). The personal details of respondents will not be collected.  
 

Section B – Identification of Ethical and Risk Issues  

Most research projects involve a number of potential risks (either to participants or yourself). The more risk 

factors that can be identified at the start, the easier it will be to guard against them. Answer the questions below to 

identify potential risks in your project. Please refer to the guidelines if you are unsure about your answer to any of 

these questions. Please indicate your answer by selectingeither “Yes” or “No” options. 

1. Is it possible participants might have been told to co-operate rather than freely 

volunteering?  

Sometimes it is difficult to ensure interviewees do not feel “obligated” in some way. You 
will need gatekeeper consent for this.  

 

Yes No  

 

2. Is it possible that participants might be under eighteen years of age?  
Normally minors are not legally able to give their consent to participation.  

Yes    No  

3. Is it possible that participants might be required to discuss sensitive issues (e.g. 

private or of criminal nature)?  

Such discussion could put yourself or the participants in danger.  

 

Yes    No  

4. Is it possible that your research might cause clinical or psychological harm to 

participants or yourself?  

This may include discussion of topics of sensitive nature or prolonged strenuous 
psychological or physical pressure for participants and/or yourself.  

 

Yes    No  

5. Are all or some of the participants unable to give their own consents  
Including organisations with gatekeepers (e.g. schools and prisons); or vulnerable 
participants (e.g., children, people with learning disabilities, your own students).  

 

Yes    No  

6. Will you be recording the identity of any participants (e.g. their name or employee 

number)?  

Sometimes it is difficult to guarantee anonymity. If so, you will need explicit consent.  

 

Yes    No  

7. Is it possible that identity of participants could be traced (e.g. their name or 

employee number)?  

Sometimes anonymity can be broken by combining information from more than one 
source. If so, you will need explicit consent.  

 

Yes    No  

8. Will you be storing traceable participant data on a laptop or in a file at any point 

during and/or after the duration of your project?  

There is a risk if a laptop or file is lost or stolen.  

 

Yes    No  

9. Is it possible that your company will want the research kept confidential?  
Some companies allow research only on condition that the results are not made public. If so, 

you will need to fill in Company Confidentiality Form.  

 

Yes    No  

10. Is it possible that copyright material might be copied?  

It may be necessary to get permission to use it.  
Yes    No  

11. Will the study involve recruitment of patients through the NHS?  
If you answered „Yes‟, you will have to submit an application to the appropriate external 

health authority ethics committee, after you have received approval from the School 

Research Ethics Committee.  

 

Yes    No  

 If you have answered „No‟ to all questions, you may upload the completed form to your supervisor via uLink (see 

submission guidelines).  
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 If you have answered „Yes‟ to any of the questions 1 – 5, you will need to describe more fully how you plan to deal with 

the ethical issues raised by your research. You should use the University Ethics Application form by clicking on this link: 

Application Form for Research Ethics Approval. You will need to submit the form via uLink.  

 If you have answered „Yes‟ toany of the questions 6 – 10, please tell us in the box below how you are planning to 

mitigate against these risks. On completionsyou may upload the completed form to your supervisor via uLink (see 

uLink submission guidelines).  

 If you answered „Yes‟ to question 11, you will have to submit an application to the appropriate external health authority 

ethics committee, after you have received approval from the School Research Ethics Committee.  

Describe which risks(6-10) you have said “Yes” to and your mitigation plans:  

 

 

 

 

 

 

 

 

 

Section C – Declaration 

Please note that it is your responsibility to follow the University‟s Code of Research Ethics and any relevant 

academic or professional guidelines in the conduct of your study. This includes providing appropriate 

information sheets and consent forms, and ensuring confidentiality in the storage and use of data.We 

should be notified of any significant changes in the protocol over the course of the research and may require a 

new application for ethics approval. 

You need to indicate that you have carried out various activities prior to submitting this form along with your 

proposal. 

I have read through and understood the Brunel University Code of Ethics  

(available at:https://intranet.brunel.ac.uk/registry/minutes/researchethics/CoEv7.pdf).  
Yes    No  

I have written and attached a Participant Information Sheet ONLY needed if your 

research involvesdirect data collection from people.  
Yes    No  

I have written and attached a Participant Consent Form ONLY needed if your research 

requiresexplicit consent.  
Yes    No  

I have written and attached a Company Confidentiality Agreement Form Only needed 

if your research involves a company that is concerned about information being made public.  
Yes    No  

 

For PhD students ONLY  
I confirm that the application submitted has been discussed with the supervisor mentioned in Section A, 

and that he/she fully supports theapplication submitted and confirm that the information entered is 

correct.  
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Brunel Business School 

Research Ethics  

Participant Information Sheet 

Title of  Research: 

Trust in Mobile Banking from the perspective of Elaboration Likelihood Model: The 

moderation roles of privacy and security concerns. 

2. Researcher: Kinana Jammoul, PhD student, Brunel Business School, Brunel University 

3. Contact Email: kinana.jammoul@brunel.ac.uk 

4. Purpose of the research: 

The primary aim in undertaking this research is to apply Elaboration Likelihood Model in the 

context of mobile banking to explore the process of trust development and the role of privacy 

and security concerns as moderators. This involves exploring the effect of argument quality 

and source credibility on trust.  

This research will help the bank’s management in formulating appropriate strategies for 

building trust in mobile banking for customers who have privacy and security concerns. Then, 

we will apply ELM to see if customers who have privacy and security concerns in MB will 

proactively follow an argument to alleviate their concerns. 

Then, present study aims to achieve the following objectives: 

 To undertake a review of the literature in the area of trust in e-Commerce and e-banking 

from the customer’s perspectives in the information system field.  

 To summarise key findings of previous studies about trust in MB. 

 To define a theoretical framework to explain the development of trust in MB. 
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 To develop a new model that integrates the privacy and security concerns as moderators. 

 To assess empirically the proposed conceptual framework.  

 To delineate theoretical and practical implications of the findings to enhance trust in 

MB. 

5. What is involved: Participants would be asked to complete an online survey containing 34 

questions.The survey questionnaire will be created on the basis of previously validated scales 

and survey instruments.  All constructs will be measured using multiple-item perceptual scales, 

using pre-validated instruments from prior research wherever possible. Minor modifications 

will be made to fit the context of mobile banking. Data analysis for the final conceptual model 

will be performed by Structured Equation Modelling (SEM).The questionnaire contains items 

on argument quality, source credibility, trust, and privacy and security concerns.  

6. Voluntary nature of participation and confidentiality. The participation is voluntary. 

Respondents’ identity will remain anonymous as no personal data will be collected. These two 

statements are clearly stated on the front page of the questionnaire. 

 


