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Abstract

Video games play an important role in the economic and cultural landscape in Europe and have been the basis for user-generated content of all kinds. Online video gaming in particular has become very popular worldwide. One of the reasons for the ever-increasing popularity of the online video game is that it is available for live game streaming. ‘Let’s Play’ (LP) videos, is a term originated by the gaming community to refer to videos of someone playing a video game, with their audio commentary of the gameplay, which is edited to entertain the audience. LP videos are ‘episodic accounts of a player’s journey’, are very entertaining in nature, and can be broadcasted as pre-recorded videos on video-sharing platforms as well as live streamed.

There are three types of LP videos: reviews, playthrough videos with commentary, and playthrough videos without commentary. The first category constitutes reviews of video games. In the second category a viewer can watch the entire or part of the video game being played, while the gamer gives his/her commentary on their experience. In the third category, viewers can watch videos of the entire game being played, with no commentary of the gamer.

There is a debate about whether streaming video games online constitutes an act of communication to the public and as such, an online copyright infringement. Article 3 of the Directive 2001/29/EC provides that Member States shall provide authors with the exclusive right to authorise or prohibit any communication to the public of their works, by wire or wireless means, including the making available to the public of their works in such a way that members of the public may access them from a place and at a time individually chosen by them. Given that gamers communicate to the public who or part of a video game, without the authorisation of the rightholder, it constitutes an unauthorised act of communication to the public. However, economic and strategy reasons have led video game developers to tolerate streaming activity, leaving streamers and platforms that host streaming videos at an uncertain stage regarding the lawfulness of their activities. While review LP videos fall under the exceptions and limitations to the communication to the public right, for the purposes of criticism or review, playthrough videos with and without commentary do not.

The thesis interprets the communication to the public right in video game streaming, explores whether hosting service providers (platforms) can effectively take down infringing content as well as whether Internet Service Providers (ISPs) can effectively block access to infringing content. With the deployment of doctrinal and comparative analysis, the thesis
brings to the surface the limitations of current online copyright enforcement methods and proposes ways to overcome those obstacles.

In an effort to strike a fair balance between the rightholders’ rights, the right to conduct a business, and the freedom of expression, the thesis contributes that for LP videos and live streams to continue to exist, without the risk that they will be taken down after a request made by the rightholders, licence agreement is an alternative and feasible solution. In light of the DSM Directive 2019/790, streaming platforms, such as YouTube and Twitch.tv, perform an act of communication to the public or an act of making available to the public when give the public access to copyright-protected works or other protected subject matter uploaded by its users. Platforms shall be liable for unauthorised act of communication to the public, unless they obtain authorisation from the rightholder, by concluding a licence agreement, or they demonstrate that they have made their best efforts to obtain authorisation. The DSM Directive requires a licence agreement between rightholders and service providers (platforms). It is proposed that the licence agreement, which would allow the streaming of video game content, should be restricted to certain types of video games. Meanwhile, the thesis explores the potential of blockchain technology for the facilitation of the licence agreement. The potential of blockchain technology to process huge amounts of data, to issue digital certificates and the track of the use of non-licensable works would benefit the rightholders, intermediaries, and users.
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<tr>
<td>EULA</td>
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</tr>
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</tr>
<tr>
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</tr>
<tr>
<td>GDP</td>
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</tr>
<tr>
<td>HMD</td>
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<tr>
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<td>ISP</td>
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</tr>
<tr>
<td>ISS</td>
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</tr>
<tr>
<td>LP</td>
<td>Let’s Play</td>
</tr>
<tr>
<td>MMORPG</td>
<td>Massively Multiplayer Online Role-Playing Game</td>
</tr>
<tr>
<td>MOBA</td>
<td>Multiplayer Online Battle Arena</td>
</tr>
<tr>
<td>NPC</td>
<td>Non-playable characters</td>
</tr>
<tr>
<td>OCSSP</td>
<td>Online Content-Sharing Service Provider</td>
</tr>
<tr>
<td>P2P</td>
<td>Peer-to-Peer</td>
</tr>
<tr>
<td>PC</td>
<td>Personal Computer</td>
</tr>
<tr>
<td>PS</td>
<td>PlayStation</td>
</tr>
<tr>
<td>RPG</td>
<td>Role-Playing Game</td>
</tr>
<tr>
<td>RTS</td>
<td>Real Time Strategy</td>
</tr>
<tr>
<td>UDHR</td>
<td>Universal Declaration on Human Rights</td>
</tr>
<tr>
<td>UGC</td>
<td>User-Generated Content</td>
</tr>
<tr>
<td>UK</td>
<td>United Kingdom</td>
</tr>
<tr>
<td>UrhG</td>
<td>Gesetz über Urheberrecht und verwandte Schutzrechte – Urheberrechtsgesetz 1965</td>
</tr>
<tr>
<td>URL</td>
<td>Uniform Resource Locator</td>
</tr>
<tr>
<td>Abbreviation</td>
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</tr>
<tr>
<td>--------------</td>
<td>--------------------------------------------------</td>
</tr>
<tr>
<td>VR</td>
<td>Virtual Reality</td>
</tr>
<tr>
<td>WCT</td>
<td>World Intellectual Property Office Copyright Treaty</td>
</tr>
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<td>WIPO</td>
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Chapter 1: Introduction

More than 2,000 years ago, the ancient Greek philosopher Aristotle was concerned with the concept of virtue, which lies at an intermediate point between two extremes: excess and deficiency.¹ This ‘golden mean’, usually denoted by the Greek letter Φ, remains highly relevant in nature, science, and arts.² The thesis aspires to bring this philosophy into legal studies, emphasising the contemporary issue of striking a fair balance between copyright holders’ rights, the right to conduct a business, and the freedom of expression in video game streaming.

Video games have shaped not only the economic but also the cultural landscape in Europe.³ Contemporary video games are complex works of authorship that function within a sophisticated technological framework.⁴ Playing video games online has become extremely popular worldwide. The ever-increasing popularity of online video gaming is attributed to the plethora of content generated by users and live streaming. Among the forms of user-generated content that are highly associated with video games are the ‘Let’s Play’ (LP) videos, a term coined by the gaming community to refer to pre-recorded videos documenting a playthrough of a video game, accompanied by the player’s commentary,⁵ which is edited to entertain the online audience.⁶

There are two types of streaming that are used for online distribution of digital works: live streaming and on-demand streaming. In live streaming the digital work is delivered simultaneously to multiple users from a single source in real time, while on-demand streaming is used to make digital works available upon a user’s request.⁷ In both types of streaming the process of transmission is similar but the initiation of the transmission is different. In essence, in live streaming the data are captured from a source, processed to a digital signal, and transmitted to multiple users simultaneously, whereas in on-demand streaming the data are stored on a central server from where the transmission is initiated upon a user’s request.⁸

¹ Aristotle, The Nicomachean Ethics of Aristotle (Dancing Unicorn Press 2016) 44.
⁴ ibid 44.
⁵ ibid.
⁷ M Borghi, ‘Chasing Copyright Infringement in the Streaming Landscape’ (2011) 42(3) IIC 316.
⁸ ibid.
Although streaming is a massive trend in online distribution,9 the European jurisprudence related to the copyright implications of this technology is scarce. A more extensive body of literature regarding video game streaming and the copyright law issues deriving from it has emerged primarily from the US. In the past decade, scholars have sought to determine the applicability of communication to the public right on Internet streaming10 and video game streaming,11 but much of the analysis has been based on the doctrine of fair use and the concept of derivative works, which are unique to US copyright law. Therefore, this is a rich area for exploration in Europe.

In the article ‘Chasing Copyright Infringement in the Streaming Landscape’, Borghi argued that public communication is an umbrella term, which includes the right to broadcast the work to the public and the right to make the work available from a place and at a time individually chosen by the public.12 The article explained the difference between ‘broadcasting’ and ‘making available’, stating that in broadcasting users can access the work only at the time it is transmitted, while in ‘making available’ users can access the work any time it is wanted.13 In other words, live streaming could fall under the definition of ‘broadcasting’, while on-demand streaming could be included in the definition of ‘making available’.

YouTube and Twitch.tv are the main intermediary service providers viewers can access to watch LP videos and live streams.14 According to the e-Commerce Directive, service providers

---

9 MF Makeen, ‘Video Streaming and the Communication to the Public Right in the United States and European Union’ in T Aplin (ed), Research Handbook on Intellectual Property and Digital Technologies (Edward Elgar Publishing Limited, 2020) 247. It has been noted that the terms ‘download’ and ‘streaming’ have been used interchangeably; however, in essence they are two different methods of communicating content online. While in downloading the file can be played when it has been copied into the permanent memory of a computer, in streaming technology the file is not copied, and it can be played when there will be enough data stored in the Random-Access Memory (RAM).

10 M Borghi, ‘Chasing Copyright Infringement in the Streaming Landscape’ (2011) 42(3) IIC 316; T Lu, ‘Understanding Streaming and Copyright: A Comparison of the United States and European Regimes’ (2018) 13(2) Journal of Business and Technology Law 185; See also Makeen (n 9).


12 Borghi (n 10).

13 ibid.

carry out mere conduit, caching, and hosting services. However, the categorisation of live streaming as a mere conduit or hosting service is a challenging task. Different opinions have been expressed on this matter. While Borghi is of the opinion that ‘both kinds of websites offering live and on-demand streaming can also be hosting services’, Larkey has differentiated the two activities as ‘mere conduit service providers offering live streaming services and hosting service providers offering on-demand streaming’. A similar view has been adopted by the European Commission, as indicated in their 2018 report, that ‘for instance, a Web streaming service may offer the ability of live streaming, which to the extent that it amounts to live streaming, may have to be considered a “mere conduit” activity’.

A more recent report, conducted by Schwemer, Mahler and Styri for the European Commission in the summer of 2020, places live streaming in a grey area, where the applicability of Articles 12 and 13 of the e-Commerce Directive is not clear. From a functional point of view, live streaming is similar to hosting, but it does not fall under the definition of Article 14 of the e-Commerce Directive since the streamed content is not stored before communication. From a technical perspective, live streaming resembles mere conduit because it involves the element of transmission, but the temporal characteristic of live streaming is not what the European Union (EU) legislators intended when enacting Article 12 (mere conduit). According to the report, ‘(live streaming) is somewhat comparable to hosting because the live streaming service hosts the live stream, which is not necessarily a stored file but a continuous content stream’. In addition, live streaming providers, such as Facebook and YouTube, can select the viewers or receivers of the live stream, based on algorithms that assess the users’ interest. This case is protected under neither Article 12 nor Article 14 of the e-Commerce Directive. In a period of three years, different reports regarding the liability of intermediary services have presented a deviation in opinions, which necessitates not only

---

16 M Borghi, ‘Chasing Copyright Infringement in the Streaming Landscape’ (2011) 42(3) IIC 316, 317.
20 ibid.
21 ibid.
further exploration but also an update of the relevant legislation on intermediary liability in order to address live streaming. This could be achieved with the introduction of a clarifying and technological neutral Recital, which would include a non-exhaustive list of examples.

Intermediaries have deployed filtering systems to detect potentially infringing content. Automated filtering systems, such as YouTube’s Content ID or Twitch.tv’s Audible Magic, are widely used by online platforms, but they lack a crucial aspect of copyright law: they are unable to recognise exception or limitation cases. Previous studies have highlighted the problems created by the existing filtering tools that fail to detect exception or limitation cases and proposed that human oversight is of the utmost importance. However, human review, apart from being unachievable because of the scale of online content, would also be biased by the algorithmic assessment. Recent research has shown that people tend to better trust algorithmic judgements than human judgements, as algorithms show a superior level of accuracy. Setting aside human review, Solomon proposed that service providers should be required to educate content creators on their rights under fair use, which in turn would give confidence to creators to dispute false claims, as well as an amendment in the monetisation practice, which would ensure that any monetisation on videos would be on a proportionate level to the amount of copyrighted material used in it.

A considerable amount of literature has dealt with the topic of copyright enforcement. Among the remedies available to rightholders are blocking injunctions against intermediaries, requiring them to prevent unauthorised access to protected materials online. Copyright holders, intermediaries, and Internet users each have different interests. Given that intermediaries are passive or neutral third parties, and as such exempt from liability, courts balance the lack of

liability by issuing injunction orders. However, their effectiveness may be compromised due to changes in the subject matter, for example where mirror websites appear under domain names that are not covered by the order. In order to address this issue, dynamic injunctions may be drafted that also cover the new Internet Protocol (IP) address or Uniform Resource Locator (URL) without the need for a new judicial procedure.\textsuperscript{27}

In addition to being a legal issue, site blocking orders are also a technical issue, as it concerns the determination and deployment of the suitable measure. In the \textit{UPC Telekabel} case, the Court ruled that it is the responsibility of the intermediary to choose and implement the appropriate technical measures to protect rightholders, because intermediaries have the technical knowledge and resources available for this task.\textsuperscript{28} However, it is not an easy task for the intermediaries, as the selection and deployment of the technical method has to strike a fair balance between copyright holders’ rights, the right to conduct a business, and the freedom of information of Internet users. In the absence of a harmonised standard,\textsuperscript{29} national courts may implement the InfoSoc Directive differently, according to their national laws. For example, as will be discussed in Chapter 5, some national courts may issue technologically specific blocking orders, while other national courts may issue blocking injunctions with non-specific technical measures, or even not issue any order compelling the service providers to block infringing sites.

Wang explained that the \textit{UPC Telekabel} reinstated the harmonised implementation of the principle of proportionality in cases where several fundamental rights are at issue.\textsuperscript{30} The principle of proportionality, also described as the ‘ultimate balancing test’,\textsuperscript{31} stipulates that the measures taken should not unnecessarily deprive Internet users of the possibility of lawfully accessing the information available and that those measures should have the effect of preventing unauthorised access.\textsuperscript{32} Savola formulated a generic balancing rule, according to which the negative economic impact caused to rightholders would justify stronger enforcement mechanisms, and the greater the cost of blocking caused to the intermediary and the greater the

\textsuperscript{28}Case C-314/12 \textit{UPC Telekabel Wien GmbH v Constantin Film Verleih GmbH} and Wife Filmproduktionsgesellschaft mbH [2012] ECDR 12, [2014] Bus LR 541, para 52.
\textsuperscript{29}European Commission, COM (2017) 708 final (n 27), 1.
\textsuperscript{30}F Wang, ‘Site Blocking Orders in the EU: Justification and Feasibility’ (14th Annual Intellectual Property Scholars Conference (IPSC), Boalt Hall School of Law, University of California, Berkeley, 2014) 11.
\textsuperscript{31}Golden Eye (International) Ltd & Ors v Telefónica UK Ltd & Anor [2012] EWCA Civ 1740, para 18.
\textsuperscript{32}Case C-314/12 (n 28), para 64.
impact on the freedom of information of Internet users, the more significant the losses must be to the rightholder. Therefore, effectiveness (which will be analysed in 5.1 when evaluating blocking techniques), negative burden (economic loss), and the avoidance of collateral damage are criteria for assessing proportionality.

Although the principle of proportionality has been applied consistently in the United Kingdom (UK), the determination of the appropriate technical measure by the intermediary may cause inconsistent implementation by intermediaries in national jurisdictions. Therefore, it may be beneficial to have a harmonised framework, as will be discussed in Chapter 5.

A ‘subspecies’ of dynamic blocking orders are the live blocking orders aiming at limiting infringements of rights for live (sports) events. Live blocking orders differ from previous blocking orders against Internet Service Providers (ISPs) because their application is directed against the streaming service rather than a website. Live blocking orders are uncharted territory for many jurisdictions, and it is not clear if a live blocking order, similar to the one granted by the courts in the UK, could be granted for live video game streaming. The lack of clarity is mainly attributed to technical issues. Copyright holders of sporting events, such as the Football Association Premier League, have at their disposal advanced monitoring technology that enables them to identify infringing streams. Live video game streaming, on the other hand, differs from any other sporting event streaming in terms of schedule. Official sporting events, such as Premier League matches, are scheduled for a certain season, starting and ending at predetermined days and times, while live streaming of video game content starts and ends at the users’ discretion. The effectiveness of blocking injunctions against ISPs in the context of video game streaming remains an area open for exploration. The thesis discusses and evaluates

---


34 The Football Association Premier League Ltd v British Telecommunications Plc & Ors [2017] EWHC 480 (Ch), para 69; EMI Records Ltd v British Sky Broadcasting Ltd [2013] EWHC 379 (Ch), para 8; Twentieth Century Fox and others v British Telecom Plc [2011] EWHC 1981 (Ch), para 186.


36 ibid, 40. To date, the UK is a pioneer in live blocking injunctions. Their availability has not yet been tested in Germany and Greece. However, in France a discussion regarding live blocking has emerged in connection with the Draft Law on audio-visual communication in the digital age.

37 Matchroom Boxing Ltd & Anor v British Telecommunications Plc & Ors [2020] EWHC 2868 (Ch); Union Des Associations Européennes De Football v British Telecommunications Plc & Ors [2017] EWHC 3414 (Ch); The Football Association Premier League Ltd v British Telecommunications Plc & Ors [2017] EWHC 480 (Ch).
the effectiveness of the different technological methods of blocking, taking into consideration the conflict of fundamental rights and the possibility of circumvention.

As there is no extensive body of literature and jurisprudence in Europe on the copyright implications of LPs and live streams, users of YouTube, Twitch, and other platforms reside in a grey area. In contrast to Europe, scholars from the USA have produced a substantial body of literature focusing on copyright and LP videos. However, the concept of derivative works and fair use discussed on the other side of the Atlantic are unique to US copyright law and have no European or UK counterpart. Therefore, the determination of the legal status of video games, the associated online copyright infringement via LPs and live streams, and the application of exceptions and limitation is a rich area for research.

Tie discussed the problems of applying copyright law to video game streaming and the limitations of automated tools deployed by YouTube and Twitch.tv and suggested compulsory licensing agreements between video game developers and LP creators. Qiu also stressed the importance of a compulsory licence between players and copyright owners, providing that the former would pay remuneration to the latter to stream video games. Despite the innovative approaches, a compulsory licence mechanism cannot be applied for video game streaming, as compulsory licences will only be granted in limited circumstances, including for jukeboxes, mechanical licences for musical works, and broadcasting or communicating to the public of phonograms.

Although Tie and Qiu proposed a licence between Internet users and copyright owners, one could argue that this is an unrealistic endeavour. There are millions of Internet users who upload user-generated content. Recent developments in copyright law in Europe (Directive

---

39 A Tie, ‘Copyright Law Issues in the Context of Video Game Let’s Plays and Livestreams’ (2020) 3(2) IELR 121, 129.
41 The Berne Convention for the Protection of Literary and Artistic Works (adopted in 1886, entered into force 5 December 1887) 1161 UNTS 30 (Berne Convention), art 11bis (2).
42 ibid, art 13.
44 Tie (n 39); Qiu (n 40).
2019/790 on Copyright in the Digital Single Market, the ‘DSM Directive’)\(^{45}\) highlight the importance of fostering licence agreements between rightholders and online content-sharing service providers (OCSSPs) to mitigate the market distortion created by safe harbour provisions for user-generated content platforms, allowing these platforms to pay less than the market rate for copyright permissions.\(^{46}\)

The type of video game that would be subject to a licence agreement is an additional issue for exploration. Previous studies concluded that the determining factor to select which video games will be subject to licence agreement is their ‘publication and upload to the Internet by the copyright owner independently and directly’.\(^{47}\) However, this argument has some limitations, as games that are ‘published only on CD or other hard carriers’ would be excluded because they would not be uploaded on the Internet.\(^{48}\) The categorisation of video games as ‘published and uploaded to the Internet’ and ‘published only by CD’ is now irrelevant and rather outdated. Nowadays and moving forward, the majority of – if not all – video games are only available in digital edition. An alternative factor for considering which video game genres will be subject to a licence agreement may be the impact of streaming such video games on the market. It will be discussed that streaming competitive video games would attract more viewers and potential consumers, while streaming pure story-driven video games would have the opposite effect, as the story and the unexpected development of the video game plot would be revealed to the audience.

In order to strike a fair balance between the conflicting rights and in light of the recent developments in copyright law at a European level on the communication to the public right, licence agreements between copyright owners and OCSSPs will be further explored. Emphasis will be given to the categories of video games that could be subject to the agreement, the right to cancellation, and the determination of fair remuneration for the copyright holder.

\(^{45}\) Council Directive (EU) 2019/790 of the European Parliament and of the Council of 17 April 2019 on copyright and related rights in the Digital Single Market and amending Directives 96/9/EC and 2001/29/EC (DSM Directive) [2019] OJ L 130/92. Article 2(6) of the DSM Directive defines an ‘Online content sharing service provider’ as ‘a provider of an information society service of which the main or one of the main purposes is to store and give the public access to a large amount of copyright-protected works or other protected subject matter uploaded by its users, which it organises and promotes for profit-making purposes. Providers of services, such as not-for-profit online encyclopaedias, not-for-profit educational and scientific repositories, open-source software-developing-and-sharing platforms, electronic communication service providers as defined in Directive (EU) 2018/1972, online marketplaces, business-to-business cloud services and cloud services that allow users to upload content for their own use, are not “online content sharing service providers” within the meaning of this Directive’.

\(^{46}\) ibid, art 17(1).


\(^{48}\) ibid, 47.
One of the most significant current discussions in law is the potential of blockchain technology for copyright protection and licensing. Blockchain is a database, a type of distributed ledger, in which all the transactions are grouped into blocks. This technology has been deployed in several creative industries, including music and fashion. Gough noted that the decentralised nature of blockchain offers the music industry the chance to create a database, remove inefficiencies, and improve remuneration, while Malaurie-Vignal highlighted the popularity of blockchain technology in the fashion industry, since it can facilitate evidence of authorship and prior rights, ensure the traceability of transactions, and assist the management of copyrights with smart contracts. This indicates a need to understand the potential of blockchain technology in the video game industry for licensing purposes.

Video game streaming is an emerging and profitable industry for players who create LP videos and live streams of their gameplay experience, and for intermediary platforms that host this type of user-generated content. Copyright holders, however, have not been included in this equation. The thesis applies the exclusive right of rightholders to communicate their work to the public to video game streaming, evaluates the benefits and limitations of the current measures of copyright enforcement mechanisms, and explores an alternative solution, through licence agreement, to strike a fair balance between the conflicting rights.

1.1 Methodology

To address these issues, the thesis builds on the foundation of doctrinal research by analysing and understanding the development and interpretation of the law. This subchapter sets out in detail the methodology of this thesis in accordance with recent trends in legal research methods. As Cryer and others stated, ‘it is better to be open about the bases of research and to think about them, than to leave them unaddressed and uncritically accepted’. While the answer to the question whether law is a social science is an ambiguous one, Genn and
others opine that law requires its own methodological approach, as it is a unique type of research.\textsuperscript{53}

The main approach employed in this thesis is the doctrinal method. More specifically, doctrinal research is the process used to identify, analyse, and synthesise the content of the law.\textsuperscript{54} In principle, doctrinal research assigns to the researcher the task of developing an understanding of the authoritative text in order to be able to use it properly in a case or legal argument. The character of legal doctrinal research is argumentative, and it aims at the formation of a legal argument based on legal reasoning.\textsuperscript{55} This is often done through a historical perspective and potentially includes secondary sources such as journal articles and other written commentaries.\textsuperscript{56} In this thesis, primary sources, including EU legislation, Conventions, national legislation, and relevant and available case law, will be assessed.

Dobinson and others expressed that a researcher aims at describing the law and examining how it applies.\textsuperscript{57} During this process, the researcher may also provide an analysis of the law to demonstrate how it has developed. Doctrinal research is not merely an act of finding the relevant legislation and case law; it is a process of selecting and weighing materials, taking into consideration the source of the material, and understanding the social context of decisions and interpretation.\textsuperscript{58} Dobinson and others go a step further by stating that ‘for these reasons it can be argued that doctrinal research is qualitative’.\textsuperscript{59}

Although some scholars see the doctrinal research as analogous to the literature review deployed in social sciences,\textsuperscript{60} Hutchinson and others are of the opinion that doctrinal research is more than a literature review.\textsuperscript{61} Doctrinal research departs from the background research of sources and emphasises the analysis of the primary legal documents so as to establish the nature of the law. After having discussed the recent trends and arguments in legal research methods, this thesis falls in line with the trend that perceives the doctrinal research as the basis for legal


\textsuperscript{56} I Dobinson and F Johns, ‘Legal Research as Qualitative Research’ in M McConville and W Hong Chui (eds), \textit{Research Methods for Law} (Edinburgh University Press 2017) 21.

\textsuperscript{57} ibid.

\textsuperscript{58} ibid, 24.

\textsuperscript{59} ibid, 21.

\textsuperscript{60} A Fink, ‘Conducting Research Literature Review: From the Internet to Paper’ in M McConville and W Hong Chui (eds), \textit{Research Methods for Law} (Edinburgh University Press 2007) 22.

\textsuperscript{61} T Hutchinson and N Duncan, ‘Defining and Describing What We Do: Doctrinal Legal Research’ (2012) 17(1) Deakin LR 83.
research. Therefore, the identification, analysis, and synthesis of the content of the law (both legislation and case law) could fall within both doctrinal and qualitative research.

Although the main methodological approach is the doctrinal method, this research also employs the comparative legal research method, analysing different national jurisdictions in Europe. Before examining which jurisdictions have been selected and the rationale for this selection, emphasis should be given to the nature of the comparative research method per se. Zweigert and Kötz adopt the term ‘macrocomparison’ for the comparison of different techniques of legislation, the contribution made by those engaged in the law, and diverse styles of judicial opinion. Kamba defines comparative law as a ‘systematic application of the comparative technique to the field of law’. In legal study or research, the systematic comparison may entail comparison between two or more legal systems or even parts of two or more legal systems. Legrand criticised the approach taken by a number of comparatists, who limited their legal research to a mere juxtaposition of legal rules. Fundamentally, comparative legal research does not operate in a vacuum, and as Cotterrell explained, laws are inextricably linked with culture.

To gain a better understanding of what kind of comparative analysis is appropriate, Samuel’s ‘methodological road map’ of comparative law would be of great assistance. First and foremost, a choice should be made on the presumption to be adopted: presumption of similarity or presumption of difference? According to the presumption of similarity, in comparative analysis similarities rather than differences have to be assumed and sought out. Consequently, in the presumption of differences, priority will be given to the divergences instead. This methodological choice has given rise to a debate within comparative law. While Legrand opined that comparison involves a presumption of difference, where ‘the comparatist must learn to detect, to understand, to value, indeed, to cherish difference’, and wondered ‘what is the point of comparison if all that comparatists see are similarities?’ Zweigert and Kötz
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66 R Cotterrell, ‘Comparative Law and Legal Culture’ in M Reimann and R Zimmermann (eds), The Oxford Handbook of Comparative Law (Oxford University Press 2006) 710.
69 Legrand (n 65) 240.
explained the importance of the presumption of similarity.70 In an effort to reconcile the opposing views, Dannemann proposed that both similarities and differences should be explored.71 From a wider theoretical perspective, neither approach is preferable, but the most relevant issue for consideration should be the aim.72 For the purposes of this research, as the pursuit is to identify how video games are protected under copyright law in different jurisdictions in the EU, establish whether streaming video games is an act of communication to the public or not, explore the reasons why there is no litigation so far, and explore how users and platforms (as intermediaries) could respond to potential litigation, both similarities and differences will be observed and analysed.

The second methodological dichotomy is between analogical and genealogical comparison. In the analogical approach, the comparatist would examine the compared items per se, focusing on similarities or differences in mentality or effectiveness.73 On the contrary, the genealogical comparison seeks the underlying historical influence between items, often tracing them back to a common legal ancestor.74 Although this research should employ an analogical approach, one should not disregard the genealogical connection that exists between legal systems in Europe. For example, although different legal systems have been developed, including the Romanistic, Germanic, Nordic, and Common law family, there are some ‘hybrid’ legal systems as well.75 Greece is an example of a ‘hybrid’ system of law, as its Civil Code was influenced by the German Civil Code (‘Bürgerliches Gesetzbuch’, abbreviated ‘BGB’) in the 19th century, when Greece won the War of Liberation from Turkish domination. During this era, Greece and Germany established close contact, as the Bavarian Prince Otto ruled as King of Greece, surrounded by his legal advisers. In addition to the German Civil Code, Greek legislators were also influenced by the French Civil Code even before their Revolution;76 however, the Bavarian Regency had a great impact in the evolution of Greek legislation at large.

Finally, another difficulty that a comparatist may face is that of choosing between internal and external perspective. One would consider that the proper understanding of any legal system

72 G Samuel, An Introduction to Comparative Law and Method (Hart Publishing 2014) 55.
73 ibid, 58.
74 ibid, 57.
75 Zweigert and Kötz (n 70) 72,73.
would require an internal perspective, or in other words that a comparatist, in order to gain a better understanding of another jurisdiction’s law, needs to ‘be immersed in the mentality of the other’. However, this position raises objections as it is impossible to be adopted for practical reasons. On the other hand, an external perspective would secure a greater distance and thus more objectivity. In the context of EU law, the borderline between internal and external perspective is gradually blurring. The instrumentalist approach of Council Directives and the role of the Court of Justice of the European Union (CJEU) contribute to a new European legal culture, where the appropriate perspective could be described as internal to a European law, while remaining external to the national legal systems.

The next step of the methodological process should be the selection of the national jurisdictions that will be the ‘objects’ of the comparative analysis. Practical considerations mean that not all European national jurisdictions can be considered. Therefore, the thesis focuses on four national jurisdictions: Germany, France, Greece, and the UK. The selection of these jurisdictions has been determined by various factors.

Germany, France, and Greece represent civil law systems, while the UK provides a common law alternative. Legislation and judicial decisions are the bases upon which the two legal systems have been developed. Even the terms ‘legislation’ and ‘judicial decisions’ denote a civilian legal system, as the common law jurist would refer to ‘enacted law and case law’ respectively. Germany and France are the most significant Romanist legal systems. Although both countries are part of the civilian law, their constitutional and judicial organisation is different.

English legal history since 1066 explains the reasons why common law never experienced a movement for codification; England never had a political disruption similar to the one that occurred in France in 1789, nor was it affected by the Enlightenment idea that ‘the disorderly and patchy historical growth of law could be pruned and planed into a generally
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comprehensible form as a result of deliberate and planned legislation based on a rational system’.  

Greece, as explained previously, is an example of a ‘hybrid’ system of law, mainly influenced by the Germanic legal system. However, Greece has developed a novel non-judicial mechanism to address online infringements of intellectual property rights, through an administrative authority (the Committee for the Notification of Copyright and Related Rights Infringement on the Internet, ‘EDPPI’). The administrative procedure does not prevent the filing of civil or criminal proceedings; however, if the applicant has already brought the claim before national courts, the EDPPI will close the case without further action.

Lenaerts and Gutman highlighted the importance of the comparative legal method within the EU legal order, emphasising the EU courts’ interpretation of rules and concepts of EU law and their review of the compatibility of national law with EU law. In the context of interpretation, the comparative legal method may either reveal ‘a solution common to the laws of the Member States which is then taken up for the interpretation of the EU laws concerned’ or may ‘reveal divergence among the laws of Member States, which would allow the Court to establish an autonomous EU interpretation’.

Although in a globalised world a comparison between the EU with equivalent supranational organisations (e.g. the US) would be a ‘fruitful field for comparative research’, this thesis does not undertake a comparison between supranational organisations. The focus of this thesis is in Europe; however, the comparison is not between the European and national legal systems. This approach would raise methodological challenges, as the EU and its Member States are interdependent. Hence, the EU is not itself a comparator jurisdiction.
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In addition to legal and historical considerations, Germany, France, and the UK have been chosen as representatives as they are the top three leaders in the video game market in Europe.\textsuperscript{88} Although Greece is not a leader in video game development, there is a strong presence of small independent developers as well as representation in worldwide competitions.\textsuperscript{89} Moreover, among the selected jurisdictions, Germany, France, and the UK represented approximately 55\% of the total Gross Domestic Product (GDP) generated by copyright industries at an EU level in 2014–2016 and 48\% of total employment in the same sector in the EU.\textsuperscript{90} In addition to these considerations, Germany, France, and the UK also represented over 48\% of the total EU population in 2018.\textsuperscript{91}

 Apart from the three EU Member States, this thesis also considers the special case of the UK for various reasons. The UK is characterised as a ‘special case’ due to the departure from the EU on 31 January 2020. There was an agreed transition period until 31 December 2020,\textsuperscript{92} where the UK, as a third country, was bound by all EU law, across all policy areas, with the exception of provisions of the Treaties and Acts that were not binding upon and in the UK before the Withdrawal Agreement entered into force; all institutions, bodies, offices, and agencies of the EU continued to hold the powers conferred upon them by EU law in relation to the UK and to natural and legal persons residing or established in the EU; the UK continued to take part in EU programmes and contribute to the EU budget until 2020 and the CJEU continued to have jurisdiction over the UK during the transition period, to name but a few. Since a substantial part of UK copyright law is derived from EU copyright law, there are references in UK law to the EU, the EEA, and Member States. To address these issues the UK has introduced the Intellectual Property (Copyright and Related Rights) (Amendment) (EU

\textsuperscript{89} FEFFS, ‘Festival Europeen Du Film Fantastique de Strasbourg’ \url{http://strasbourgfestival.com/igc-apocalypse-cow-en/} last accessed on 4 February 2022.
\textsuperscript{91} The World Bank, ‘Data for European Union, Germany, France, Greece, United Kingdom’ \url{https://data.worldbank.org/?locations=EU-DE-FR-GR-GB} last accessed on 4 February 2022.
Exit) Regulations 2019,\(^93\) which removed or corrected references to the EU, EEA, or Member States in the UK copyright legislation.

In the UK, there are 2,261 active game companies, operating at all sizes and scales (from mobile, PC, and console to Virtual Reality (VR) and e-sports).\(^94\) Among the UK’s successful titles stands out *Grand Theft Auto V* by Rockstar Games, a British video game developer, selling over 95 million units worldwide and reaching the top of the UK chart in March 2018 and 2020.\(^95\) As far as the consumer market is concerned, the UK is the sixth largest video game market worldwide in 2018, with approximately 37.3 million people playing games.\(^96\)

Although Britain’s exit from the EU (Brexit) is now a fact, the thesis considers UK legislation and case law on copyright as well as considering the impact of Brexit on the interpretation and application of EU notions and standards, including the key definitions of ‘originality’.\(^97\) As there is not a unitary regulatory system for EU copyright law, the key elements of substantive copyright law have been harmonised in the EU through the EU Directives that have been implemented in all Member States, including the UK.\(^98\) Meanwhile, the harmonisation in the area of copyright law has been achieved to a certain extent as a ‘result of judicial interpretation by the Court of Justice, rather than comprehensive legislative intervention’.\(^99\)

Without doubt, other legal traditions exist within the EU, such as the Scandinavian countries. Although the focus of this thesis is on four national jurisdictions, other Member

---


\(^97\) As far as the originality criterion is concerned, it is of the utmost importance to mention that in 2009 in Case C-5/08 Infopaq International A/S v Danske Dagblades Forening [2009] ECR I-6569; [2012] Bus LR 102; [2009] 7 WLUK 441 (ECJ (4th Chamber)) the CJEU held that ‘intellectual creation’ is the standard of originality that applies to all copyright works within the EU. This signalled the end of the traditional UK originality test of ‘skill and labour’, which was replaced by the test of intellectual creation ‘only through the choice, sequence and combination of those words that the author may express his creativity in an original manner and achieve a result which is an intellectual creation’. There are some concerns whether the UK courts would revert to their traditional understanding of the originality test. See L McDonagh, ‘UK Patent Law and Copyright Law after Brexit: Potential Consequences’ (Centre for International Governance Innovation and British Institute of International and Comparative Law, 21 November 2017) <https://www.cigionline.org/publications/uk-patent-law-and-copyright-law-after-brexit-potential-consequences/> last accessed on 8 April 2023.

\(^98\) ibid.

States will have interesting perspectives to contribute, hence they will be considered in the discussion of the effectiveness of blocking injunctions.

1.2 Research Question and Plan

In this context, the main research question of this thesis is the following:

How can a fair balance be struck between rightholders’ rights, the right to conduct a business, and freedom of expression in video game streaming, considering the advancements in technology and the DSM Directive?

Having presented the literature review on video game streaming and the associated copyright implications, Chapter 2 will introduce and explain the key concepts, themes, and terms of the thesis. More specifically, as the research focuses on video game streaming and the communication to the public right, it is important to discuss: What is a video game, how is it protected by copyright law, and what is video game streaming? The thesis will explain the technicalities of streaming and its applicability to the communication to the public right.

Chapter 3 will undertake a detailed analysis of the communication to the public right pursuant to Article 3 of Directive 2001/29/EC (the Information Society Directive, or ‘InfoSoc Directive’), and seek to answer the following questions: Does the communication to the public right apply to video game streaming? Does the evolution of the communication to the public right present convergence or divergence in the legislation and jurisprudence of the selected jurisdictions? Do LP videos and live streams fall within the exceptions or limitations to the communication to the public right?

In addition to interpreting the communication to the public right in video game streaming, the thesis proposes methods to strike a fair balance between rightholders’ rights, the right to conduct a business, and the freedom of expression. As such, Chapter 4 examines the role intermediaries play in online copyright infringement cases, by addressing the question: Are intermediaries liable for hosting infringing LP videos and/or live streams pursuant to Articles 12 to 15 of the Directive 2000/31/EC (Directive on Electronic Commerce or e-Commerce Directive) and Article 17 of the DSM Directive? In addition, the thesis analyses paragraph 4 of Article 17 of the DSM Directive in terms of the obligations placed on OCSSPs and seeks to answer the questions: What are the obligations imposed on OCSSPs by the DSM Directive,

and how might they be implemented by the providers? What are the limitations of existing content moderation methods for detecting unauthorised video game streaming, and what are the ways of overcoming the challenges of deploying algorithmic filters in the detection of infringing content? Moreover, Chapter 5 is concerned with the effectiveness of blocking injunctions issued against ISPs. To address this issue, it undertakes a comparative analysis, by setting out the blocking techniques that have been ordered by the courts in the four selected jurisdictions as well as other selected Member States and evaluates their suitability for blocking infringing content in a LP video or live stream.

The thesis explores an alternative and equally important measure to reconcile the conflicting rights. In light of Directive 790/2019, Chapter 6 undertakes an analysis of the authorisation requirement and poses the following question: Could a fair balance be achieved via a licence agreement between rightholders and service providers? The advancements of blockchain technology and its implementation in other creative industries, cannot be disregarded, hence the thesis seeks to answer the question: Can a licence agreement be better achieved with the deployment of blockchain technology? The thesis considers not only the potential of blockchain technology for facilitating the licensing of video game streaming and the benefits of this technology (including registration, remuneration, and traceability of the work over the Internet) but also its limitations. Therefore, it remains a rich area for further research. It is important to clarify that although this thesis considers current developments in technology, it does not conduct empirical research or law and technology interdisciplinary research.

The thesis focuses on the video game streaming industry, whose characteristics are unique in comparison to other industries.101 Many video game producers encourage users to stream their games and are not concerned with licences; and streamers create content while streaming their gameplay. The contribution of this thesis is three-fold. Firstly, it adds to the existing literature on the applicability of the communication to the public right on Internet streaming, with particular focus on the video game industry, in a way that has never been addressed before in the EU and the UK. Secondly, it brings to the surface inconsistences in national case law, and gaps in legislation. The EU instruments of 2000 and 2001 could not have predicted the advancements in technology that have been made; therefore it is of the utmost importance for the regulator to consider updating the existing legislation. Thirdly, the proposals of the thesis
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could be adopted by video game companies in their strategic plan and authorisation process in light of the new DSM Directive.
Chapter 2: Understanding Video Game Streaming

Copyright was adapting to the challenges of printing technology and so begins the close and inevitable relationship between copyright and technology.\(^{102}\)

Intellectual property is the most important area of law for video game developers and publishers, especially for development contracts, distribution, and licensing.\(^{103}\) As streaming technology is used to broadcast the gameplay of a video game, it is of the utmost importance to discuss the following: What is a video game, how is it protected by copyright law, and what is video game streaming?

This chapter undertakes an analysis on video game streaming. First, the chapter defines what a video game is in both technical and legal terms, it provides the historical development of video games since 1970, and then it presents the video game categorisation and market value. Moving even further, emphasis is given to the popular activity and technicalities of streaming technology, which enables players to share video gameplay with a wider audience. The role of intermediary service providers is also presented, as well as their liability for transmitting and/or hosting infringing content.

2.1 Understanding Video Games

Although video games have been around for more than 30 years now, over the last decade they have become one of the most popular media, a form of entertainment not only for the youth but for consumers of all ages.\(^{104}\) The development of video games is highly associated with developments in digital technology; the introduction of new consoles, the growing use of personal computers for Internet access, and the extension of the market for handheld games that are available on smart phones and tablets have all contributed to the development of the video game industry.\(^{105}\)


\(^{104}\) D Williams and others, ‘The Virtual Census: Representation of Gender, Race and Age in Video Games’ (2009) 11(5) New Media and Society 815, 816.

2.1.1 What Is a Video Game?

A video game is usually defined as an “electronic or computerised game played by manipulating images on a video display or television screen”. Coming in different shapes and forms, video games may contain diverse creative elements such as audio (voice and sound effects), video (animation, moving images), and the plot (characters and game story). It is not necessary for video games to contain all these features. For instance, *Colossal Cave Adventure* (the first text adventure game, developed in the 1970s by William Crowther) does not have any visual components as the story is narrated. The player can only see text on the screen, which narrates the story and describes the environment around the character. In the game, the player controls a character through simple text commands (for example ‘go south’) in order to interact.

Tavinor stresses the significance of interactivity as another element to define video games. According to Tavinor, a video game is defined by the ability of the game to read player inputs, such as the press of a button, and translate it to certain outputs. It is the code or the software of the game that allows for this interactivity. In the early years, video games did not contain multiple creative elements. Considering the limitations of computer sciences at the time, popular games, such as *Pong*, had a basic functionality and were – in reality – pixels. Video games were mainly created by computer engineers, with minimum or no contribution from scriptwriters, photographers, or graphic designers. Therefore, it is understandable why some jurisdictions, mainly outside the European copyright framework, recognise video games as computer programs. However, a more pragmatic approach recognises the complexity of video games. In fact, nowadays, studios do not always write computer code but use middleware.
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108 R Chirgwin, ‘Seminal Game ‘Colossal Cave Adventure’ Released onto GitLab’ (*The Register*, 30 May 2017) <https://www.theregister.co.uk/2017/05/30/eric_raymond_sets_colossal_cave_adventure_free/> last accessed on 4 February 2022.
109 For example, ‘You are standing at the end of a road before a small brick building. Around you is a forest. A small stream flows out of the building and down a gully’.
111 A Ramos and others, ‘The Legal Status of Video Games’ (2013) WIPO Report 11. 93 <https://www.wipo.int/edocs/publicdocs/en/wipo_report_cr_vg.pdf> last accessed on 8 April 2023; According to this report, in countries such as Argentina, Canada, China, Israel, Italy, the Russian Federation, Singapore, Spain, and Uruguay, jurisprudence and scholars consider video games to be mainly computer programs owing to their dependency on software. In contrast, Belgium, Brazil, Denmark, Egypt, France, Germany, India, Japan, South Africa, Sweden, and the USA recognise the complexity of video games and the need for separate legal protection of the different elements.
(previously developed software) as the basis for a game.\footnote{A Ramos and others, ‘Video Games: Computer Programs or Creative Works?’ (WIPO Magazine, August 2014) <https://www.wipo.int/wipo_magazine/en/2014/04/article_0006.html> last accessed on 28 January 2023.} This is a time-saving and cost-effective alternative. Although different video games share the same code (as do Battlefield and Need for Speed: the Run, for example), the original audio-visual components of each game distinguish it from others.

Grosheide, Roerdink, and Thomas have argued that video games are part of a broader category of digital media, meaning any type of sound and/or visual media, in a digital format, for the convenience and entertainment of consumers.\footnote{FW Grosheide, H Roerdink, and K Thomas, ‘Intellectual Property Protection for Video Games: A Review from the European Union’ (2014) 9(1) JICLT 1.} Therefore, due to its broad nature, the definition of what constitutes a video game covers games that can be played both offline and online (such as Tetris) and games that have been developed to be played only online (such as League of Legends).

There are five main categories (or genres) of video games, namely First-Person Shooter (FPS) games, Real Time Strategy (RTS) games, Role-Playing Games (RPGs), Massively Multiplayer Online Role-Playing Games (MMORPGs), and Multiplayer Online Battle Arena (MOBA) games.\footnote{Game Designing, ‘The Evolution of Video Game Genres’ (Game Designing, 26 January 2020) <https://gamedesigning.org/gaming/video-game-genres/> last accessed on 4 February 2022.} FPS games, such as Call of Duty (developed by Activision), are some of the most popular games on the market. This type of video game is ideal for players seeking fast-paced gameplay that will boost their adrenaline.\footnote{Y Xu and others, ‘Sociable killers: Understanding Social Relationships in an Online First-Person Shooter Game’ (In Proceedings of the ACM 2011 conference on Computer supported cooperative work – CSCW, Hangzhou, China, March 19–23 2011) <https://doi.org/10.1145/1958824.1958854> last accessed on 4 February 2022.} RTS games, such as StarCraft (developed by Blizzard Entertainment), typically simulating battles between military units, are mainly played amongst players who like strategy in real time.\footnote{M Buro and others, ‘Guest Editorial Real-Time Strategy Games’ (2016) 8(4) IEEE Transactions on Computational Intelligence and AI in Games 317.} RPGs, as the name suggests, allow players to experience the game as if they were the main character. Their popularity is based on the fact that the players can use their imagination and creativity and experience unique gameplay through their character.\footnote{D Waskul and M Lust, ‘Role-Playing and Playing Roles: The Person, Player, and Persona in Fantasy Role Playing’ (2004) 27(3) Society for the Study of Symbolic Interaction 333.} Famous RPG titles include the video game series The Witcher (developed by CD Projekt Red). MMORPGs, like RPGs, ignite the imagination and transfer the player into a virtual world, where they can interact with other players simultaneously. The video game World of Warcraft (developed by Blizzard Entertainment) is
one characteristic example of this category. Last but not least, MOBA games (a combination of RTS and RPGs) are mainly focused on competitive play between teams and players.

2.1.2 Historical Development of Video Games: From Arcades to Online Gaming

What does someone buy when they purchase a video game and how are these consumers persuaded to purchase a game worth approximately £60? Boyd and others answered this question and attributed the consumers’ willingness to the entertainment experience accompanying every video game. Consumers can enjoy this experience through a limited licence to the intellectual property surrounding the game title, art, music, story, code, and graphics.

In order to understand the wider importance of contemporary video games (from their aesthetics to their technology and their cultural influence), it would be beneficial to look into their history for explanations. While small-scale beginnings were noticed in the preceding decades, the 1970s signalled the birth of video games as an industry and paved the way for gaming consoles much like the ones we use today. Video games were exhibited in arcades, where the addition of a coin slot contributed to the genesis of a profitable commercial industry. While the 1980s were characterised by the proliferation of personal computers (PCs), the last decade of the 20th century established PCs as gaming platforms.

The turn of the millennium was marked by considerable innovations, including the introduction of user-generated content, increased Internet bandwidth and connectivity, motion sensor technology, and mobile gaming. User-generated content allows players to generate new content for a game and has been characterised as an ‘alternative to the classic single player-multiplayer dichotomy’. One of the first user-generated content games, Spore (2008), enabled players to grow a brand-new species from a single-celled organism into a more complex creature.
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The 2010s were signalled by the distribution ‘revolution’, the rise of ‘social games’, and the ‘natural user interface’. From 2010, more and more developers created games that were available online, bypassing the publishers’ traditional cardboard boxes. Visiting a physical store and purchasing physical items was considered to be anachronistic. The rise of popularity in online competitive video gaming, also known as e-sports, was accompanied by requests to see gaming shift to television. Although this venture has not yet been put into practice, broadcasting someone’s gameplay through streaming platforms has led to a significant growth in the audience and potential consumers. Twitch, a broadcast platform mainly dedicated to gaming videos, has reshaped the landscape. Among the various gaming videos it hosts, e-sports tournaments attract millions of viewers. In 2017, three years after Twitch’s purchase by Amazon, the service attracted approximately 10 million daily active users.

During mid-decade, Virtual Reality (VR) offered an immersive experience to players. The Head-Mounted Display (HMD) allows players to reside in an interactive virtual world and the specific VR goggles shield the individual from the real physical environment throughout the VR experience. Augmented Reality (AR), a technology that combines the physical view of the world with virtual elements, would generate a better user experience. Miller and Constine argue that where ‘VR puts users inside virtual worlds, immersing them, AR puts virtual things into users’ real worlds, augmenting them’. It had been predicted that AR technology would be utilised by 2.5 billion users by 2023. VR allows players to experience virtual environments, to alter physics in a way that is not possible in the real world, and to
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125 Organised multiplayer video game competitions, in particular between professional players, are also known as ‘electronic sports’ or ‘e-Sports’. See A Silady, ‘The Economics of Competitive Video Gaming’ (Smartasset, 10 February 2020) [https://smartasset.com/insights/the-economics-of-competitive-video-gaming] last accessed on 4 February 2022; For example, gaming company Blizzard Entertainment, although initially indifferent to e-sports, is now officially involved with tournaments of the game Overwatch, offering prizes exceeding $20,000. For 2022, see Overwatch League, ‘What is the Overwatch League’ [https://overwatchleague.com/en-us/about#prize-pool] last accessed on 21 August 2022.


128 The most famous AR game is Pokémon Go, where the game combines the physical view of the world (such as location and streets) with virtual elements (such as animated creatures).


131 BD Wassom, Augmented Reality Law, Privacy, and Ethics (Syngress 2014) Chapter 1.
move their body in innovative ways. Tong and others have explored body gestures as a ‘natural user interface’ for flying in a VR game.

The economic impact of the gaming industry is significant. The European Commission launched a Press release on the reflection on a Digital Single Market for Creative Content Online, highlighting that the cultural and creative sector (which comprises published content such as books, newspapers, and magazines, musical works and sound recordings, films, video on demand, and video games) generates a turnover of more than €650 billion annually and contributes to 2.6% of the EU’s Gross Domestic Product (GDP), employing more than 3% of the EU work force. The European Commission concluded that ‘European policymakers therefore have the responsibility to protect copyright, especially in an evolving economic and technological environment’. Three years later, in 2012, the European Commission reaffirmed the impact of video games as part of the creative industries, by stating that in 2012 the creative sector (including video games) accounted for 3.3% of GDP and employed 6.7 million people.

Among EU Member States, Germany has shown genuine interest in the video game industry. Its intention to be one of the vital players in the video game sector is evident from a decision of the Finance Committee of the German Bundestag. The German Bundestag, in its November 2019 federal budget for 2020 and upcoming years, dedicated €50 million (approximately £44 million) to the promotion of video game development in the country.

Similarly, France is a pioneer in the field of video game development. French video game studios have received worldwide recognition since 2014. On the level of video game production, France was the second largest country in the world after the United States. As
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video game development is a dynamic sector in the country’s economy, the French government has launched a campaign called ‘Join the Game’, in order to support anyone wishing to relocate to France, enjoying the country’s artistic creativity and technological innovation. It is worth mentioning that this campaign may be well appreciated among the British gaming industry, as there have been major concerns about the impact of Brexit on recruitment, markets, and funding.

Although Greece is not a leader in video game development, there is a strong presence of small independent developers as well as representation in worldwide competitions. The video game Apocalypse Cow, a narrative-driven action comedy developed by Monsters (2014), won the Strasbourg 2015 Indie Game Contest for the best independent game. In addition, the interpretation of copyright law and its application to cases would be rather important for the Greek legislature and market, particularly for attracting investment and funding for the development of a competitive video game industry.

In the United Kingdom, there are 2,261 active game companies, operating at all sizes and scales (from mobile, PC, and console to VR and e-sports). Standing out among the UK’s successful titles is Grand Theft Auto V by Rockstar Games, a British video game developer, selling over 95 million units worldwide, which reached the top of the UK chart in March 2018 and 2020. As far as the consumer market is concerned, the UK was the sixth largest video game market in 2018 with approximately 37.3 million people playing video games.

2.1.3 Copyright Protection of Video Games in Germany, France, Greece, and the UK

The legal nature of video games in relation to copyright is hard to determine. Video games are highly interactive multimedia consisting of individual parts that are the ‘fruit’ of creative
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effort and skills. Video games consist of multiple art forms such as literary, dramatic, musical, and artistic works, computer programs, and characters.

There is a debate on which work is qualified to be copyright protected: is it the video game as a whole or the individual elements of it? Moving even further, the next question would be: under which category of protected works do they qualify? European case law, and legal scholars have answered these questions and explained that video games are complex works of authorship, or in other words an ‘amalgamation of individual elements that can each individually be copyrighted if they achieve a certain level of originality and creativity’.

After examining the German Copyright Law 1965, the French Copyright Law 1994, the Greek Copyright Law 1993, the UK Copyright, Designs and Patents Act (CDPA) 1988, and national case law, video games per se do not initially seem to match any of the categories of protected works. On the contrary, the individual parts of video games do seem to do so.

2.1.3.1 Copyright Protection of Video Games in Germany

Considering that the German Urheberrechtsgesetz (UrhG) does not establish particular rules for video game classification, legal doctrine perceives them as multimedia works. As such, different classifications apply to the protection of video games within the Copyright Law. Ramos and others argue that there are two distinct elements in video games: the computer program and the audio-visual presentation. The computer program controls the game and enables the execution in a computer system. The UrhG categorises computer programs as ‘speech work’ or ‘literary work’. The second element of audio-visual presentation is mainly treated as ‘film work’ under the German Copyright Law. Film works, in order to be protected as copyright works, should be personal intellectual creations reaching a certain level of creativity. In case the threshold of originality and creativity has not been reached, German case law protects the audio-visual presentation of a video game as ‘moving images’, which do not require evidence of personal intellectual creation.

2.1.3.2 Copyright Protection of Video Games in France

---

143 Case C-355/12 Nintendo Co Ltd v PC Box Srl [2014] 1 WLUK 506, ECDR 6, para 22.
145 ibid.
146 Gesetz über Urheberrecht und verwandte Schutzrechte – Urheberrechtsgesetz 1965, s 2(1)(1).
147 ibid, s 95. ‘Moving images’ (Laufbilder) are films that do not qualify for protection due to the lack of originality.
French case law has confirmed that video games can be considered as ‘works of the mind’, and as such could be protected under copyright law. French courts held that a ‘video game is a complex work that cannot be reduced to its sole software dimension, however significant it may be, so that each of its components is governed by the legal framework applicable to it according to its nature’.\textsuperscript{148} Although there is no special definition for video games in France and it is not clear under which category video games would be protected, a study conducted by the French National Assembly concluded that the creation of a special definition and regime for video games is not needed.\textsuperscript{149} The study attributed this reluctance to the low rate of video game litigation in the country.\textsuperscript{150}

2.1.3.3 Copyright Protection of Video Games in Greece

Greek jurisprudence has also confirmed the complexity of video games. Recent case law has held that video games should be perceived not as mere software but as ‘complex audio-visual works’.\textsuperscript{151} The court of first instance in Athens explained that video games are multimedia works, as they bear three main characteristics: first, they combine two or three different types of works, including images, text, and sound; second, they are stored and disseminated in digital form; and third, they are distinguished by the element of interactivity, as users interact with the work. With reference to European case law,\textsuperscript{152} the Athens court recognised that it is possible to create works of varying complexity and context, or in other words works with a ‘dual nature’, that being the audio-visual elements and the computer program.

2.1.3.4 Copyright Protection of Video Games in the UK

The issue whether or not a single work can in fact contain several individual works protected by copyright has been discussed in numerous cases in British case law. Back in 1996 the High Court of Justice held in \textit{Electronic Techniques (Anglia) Ltd v Critchley Components Ltd} that a particular product may be protected by a number of different categories of copyright. For

\begin{flushleft}
\begin{footnotesize}
\cite{Cass. 1re civ., June 25, 2009, Lefranc c/Sté SESAM, pourvoi n°07-20387.} The French text reads ‘Le jeu vidéo est une oeuvre complexe qui ne saurait être réduite à sa seule dimension logicielle, quelle que soit l’importance de celle-ci, de sorte que chacune de ses composantes est soumise au régime qui lui est applicable en fonction de sa nature’, which reads in English: ‘The video game is a complex work that cannot be reduced to its software dimension alone, regardless of its importance, so that each of its components is subject to the regime applicable to it according to its nature.’
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instance, a musician may write the lyrics and the music for a song at the same time.\textsuperscript{153} Similarly, in *Norowzian v Arks Ltd (No 2)* the court decided that a film could also be a dramatic work, provided that the necessary requirements are fulfilled.\textsuperscript{154} Based on the reasoning of these two cases, video games can contain several individual, original, and copyright-protected works, on the condition that each one of them is the result of separate creative effort.

In *Nova Productions Ltd v Mazooma Games Ltd*, the court denied the protection of the video game as a dramatic work because it did not demonstrate sufficient unity to be capable of being performed.\textsuperscript{155} The explanation given by the court was based on the fact that the sequence of images will differ every time the game is played.

This is true to a certain extent; arcade games (as was the subject of *Nova Productions Ltd v Mazooma Games Ltd* proceedings) do not entail any dramatic elements. However, contemporary video games may feature characters who perform as real actors. Even if protection is denied on those grounds, one could argue that there is some degree of drama when games incorporate animated cut scenes. Cut scenes are non-playable animated or live action sequences in a video game accompanying the story’s progress. During the cut scenes, the player stops playing, there is no interactivity, and the images shown on the screen will be the same every time the game is played.\textsuperscript{156} Therefore, video games with a visible narrative structure, such as RPGs, could be classified as dramatic works;\textsuperscript{157} however, this would not apply to video games with no narrative components, such as *Tetris*.

Without a doubt, when considering their individual components, one realises the complexity of contemporary video games. Apart from the protection afforded to individual works, *Nova Productions Ltd v Mazooma Games Ltd* went a step further by introducing the notion that the series of frames produced on the screen were a series of graphic works protected by copyright. The High Court held that ‘a work cannot be both a dramatic work and a literary work’.\textsuperscript{158}

In addition to the considerations above, the claimant asserted film copyright infringement in his video game. However, the court addressed the issue briefly and dismissed the claim based

\textsuperscript{154} *Norowzian v Arks Ltd. (No 2)* [2000] FSR 363. Nourse LJ held that a dramatic work was ‘a work of action, with or without words or music, which is capable of being performed before an audience’.
\textsuperscript{155} *Nova Productions Ltd v Mazooma Games Ltd & Ors Rev 1* [2006] EWHC 24 (Ch).
\textsuperscript{158}*Nova Productions Ltd* (n 155) [111].
on the fact that the defendants did not copy the video game by photographic copy. The court left open the question of film copyright protection. Section 5B(1) of the CDPA 1988 defines a film as ‘a recording on any medium from which a moving image may by any means be produced’. This broad definition covers many multimedia works; however, as the High Court held, film copyright in the UK only protects against infringement by copying by photographic means. For video games this means the game must be copied as a whole, so there is no protection against close recreation of the game.

Consisting of two major elements, namely the software and audio-visual parts, the two-fold nature of video games was further discussed by the Court of Justice of the European Union. In *Nintendo v PC Box* case, the Court held that ‘video games… constitute complex subject matter comprising not only a computer program but also graphic and sound elements, which… have a unique creative value… they are protected, together with the entire work, by copyright in the context of the system established by Directive 2001/29’.

After having discussed what a video game is, and how it is protected by copyright law, the first part of the chapter unveiled the complex nature of video games. The second part of the chapter focuses on the popular activity and technicalities of streaming technology, which enables players to share video gameplay with a wider audience online.

2.2 Understanding Video Game Streaming

Online video gaming has become immensely popular worldwide. The video games market is expected to be worth $200 billion by 2023, from nearly $160 billion in 2020. Matsui notes that one of the reasons for the ever-increasing popularity of online video gaming is that it is available for live game streaming. He continues, ‘live game streaming allows game players to upload live gameplay or live stream it online’. Matsui incorporates both video game live streaming and pre-recorded playthroughs, known as ‘Let’s Play’ (LP) videos, within the definition of live game streaming. A distinction has to be made at this point between live streaming and LP videos. Coogan explains that LP videos refer to videos of someone playing a video game, with audio commentary of the gameplay, which is edited to entertain the
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audience. More recently, Lee and Mejia have defined LP videos and it is apparent that there are two characteristics, or common denominators, that all LP videos share: gameplay footage and commentary by the player. Game players can either record and subsequently upload live gameplay on Internet platforms or they can live stream their play while they are playing, so that everyone else, the wider audience, can enjoy watching them play in real time.

Online video games are those video games that can be played using a computer network, generally by using an Internet connection with high-speed access. The most popular types of online video games are MORPGs/MMORPGs. These two types differ as a MMORPG allows a large number of players to share the same environment, while a MORPG limits the number of players sharing the same game environment. Amongst MMORPG titles enjoying the most popularity are League of Legends, World of Warcraft, and DOTA 2.

In order to play an online video game, players may have to pay a fixed monthly charge. Some online video games are free of charge but give players the option to pay to purchase an item. Sometimes, players may pay a fixed charge every month to play the game and at the same time may have to pay additional charges to purchase items. These items are mainly used to improve one’s combat ability or to change the character’s appearance.
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2.2.1 LP Videos and Live Streaming

In order to upload the recorded gameplay, the first step is to record the video game. This could be achieved through a capture board connected to a computer. This capture board will capture the video game screen and the video game will be recorded on the computer.\textsuperscript{173} If the video game is played on a computer, the video game screen will be recorded using capture software.\textsuperscript{174} At a later stage, game players can edit the video and add their voices using a microphone, commenting on the play and explaining their moves or thoughts while playing. Apart from their voices, players can add impressions or background music and, in general, they can use editing software to edit the gameplay. In order for a video to be uploaded to websites, such as YouTube and Twitch.tv, the video should be converted to the required file format. Platforms impose time and size limits on each video clip to be uploaded.\textsuperscript{175} Therefore, players have to cut down the video clip to comply with these limits. After the upload has been completed, a player using a PS console has to click the ‘Share’ button on the controller to make the video clip available to other Internet users.

For those game players who would rather live stream their gameplay than upload it to streaming platforms, they can also use capture software to capture the game screen on their device and then use transmission software in order to connect with open broadcasting platforms and broadcast their gameplay.\textsuperscript{176} This can be achieved via the ‘Share’ button on the PS controller. Accessing an LP video or live stream on streaming platforms, such as Twitch.tv and YouTube, one can see on the screen the audio-visual elements of a game, a live video feed from the streamer’s web-camera, and a chat where viewers interact with the player and with each other.\textsuperscript{177} After it has been streamed, the video may or may not be stored by broadcasting platforms for future access (as video on demand).

\textsuperscript{173} S Matsui, ‘Does it Have to be a Copyright Infringement: Live Game Streaming and Copyright’ (2016) 24 Tex Intell Prop LJ 215
\textsuperscript{175} Based on information at the time of writing, YouTube’s maximum file size that someone can upload is 256GB or 12 hours, whichever is less. YouTube Help, ‘Upload Videos’ \texttt{<https://support.google.com/youtube/answer/71673?co=GENIE.Platform%3DAndroid&hl=en>} last accessed on 4 February 2022.
\textsuperscript{176} Twitch.tv suggests, on its official website, free broadcasting applications for live streaming \texttt{<https://dashboard.twitch.tv/broadcast>} last accessed on 4 February 2022.
PlayStation 4 (PS4) and 5 (PS5) controllers have the ability to record gameplay and upload it directly to services such as Twitch and YouTube or even live broadcast it on these services.\(^\text{178}\) This could be achieved by clicking on the Share button, which can be found on DualShock 4 (PS4 controller), or by clicking on the Create button, which is the updated version of the Share button in DualSense (PS5 controller). By clicking on the Share button, one would automatically access the ‘How do you want to share your experience’ menu, which presents three options: ‘Upload a video clip’, ‘Upload screenshot’, or ‘Broadcast gameplay’. Ascher points out that Sony intends to provide an easy way for players to share content (images and videos) online.\(^\text{179}\) Uploading live gameplay is much simpler on this gaming device, which renders the sophisticated steps described above inapplicable.

The ‘Share’ or ‘Create’ service is similar to the ‘record’ button that Sony introduced on the Betamax players in the 1980s, as both functions allow users to record a copy of copyrighted works displayed on their screen and replay this copy. The United States Supreme Court dealt with whether the Betamax recorder led to secondary liability for copyright infringement, and dismissed the rightholders’ claim on the ground that the recorder could be used for unlawful purposes but it could also be used for substantial non-infringing uses.\(^\text{180}\) Therefore, it could be argued that to a certain extent PS4 and PS5 have the potential to materially assist copyright infringement, by providing the physical facilities for such an infringement. The relevant CJEU case law provides more clarity. In Filmspeler, the CJEU held that the service enabled access to infringing works; access was not impossible without the service but was made easier by it.\(^\text{181}\) In other words, a wide range of other actors/services can be found to play an indispensable role, and hence carry out a communication to the public. In a previous case, SGAE v Rafael Hoteles, the CJEU by reference to the InfoSoc Directive held that the greater provision of physical facilities is not a communication to the public but that an installation of such a facility would make it possible from a technical perspective.\(^\text{182}\) In the context of video game streaming, the functionality of PS controllers makes it easier for users to share content with a wider audience.
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However, even if there were not this function, there are alternative options for capturing and sharing video game footage, as explained in the previous paragraphs.

One would wonder if this function could serve as a defence to a copyright claim. In order to address this consideration, a distinction has to be made between the video games developed by PlayStation Studios and those that are developed by other companies. In the first category (video games developed by PlayStation Studios) one would find the following titles: *Marvel’s Spider-Man, Uncharted, The Last of Us, God of War,* and *Ghost of Tsushima.* A gamer who shares footage of those games via the ‘Share’ or ‘Create’ button would be able to do so without the ‘shadow’ of a copyright claim against them, as those games were developed by one of the PlayStation Studios and it was shared with the audience via a function available on a PS controller. However, this was not the case for David Jaffe, a gamer and developer of *God of War* (developed by Santa Monica Studio, which belongs to PlayStation Studios) who played and live streamed the gameplay of *Sackboy* (also developed by a PlayStation Studio) via the ‘Share’ button, and for which he received a copyright claim.\(^\text{183}\) After careful analysis of the evidence provided by the gamer, one can see that the claim at hand refers to the content found at a specific time frame and does not refer to the three hours of live streaming, but might be for another copyrighted work. This example demonstrates that although manufactures and developers enable gamers to share their gameplay experience (and video game footage) with the wider audience, gamers are not immune to copyright claims, even by the same company. This may also mean that live streams of video games developed by a non-PlayStation Studio, for example, would be subject to copyright claims. Therefore, whether or not the ‘Share’ or ‘Create’ button would serve as a defence to a copyright claim would depend to a certain extent on who the developer is.

In either case (uploading recorded gameplay or live broadcasting it), the video can be viewed using streaming technology.\(^\text{184}\) Streaming is a way to download a file from the Internet. While traditional downloading opens or plays the file after the download has been completed, streaming allows the file to be played as it downloads.\(^\text{185}\) Generally, streaming technology will
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not leave any files remaining after they are watched. Nevertheless, some platforms, such as YouTube, use progressive downloading instead of streaming. While both forms of streaming allow the file to be played as it downloads, progressive downloading leaves the file formatted as a temporary file after it plays.

2.2.2. Different Kinds of Streams and their Characteristics

While game streaming is available for all types of video games, online video games attract the most popularity. Online video games allow multiple players to take part in a battle simultaneously and it thus gives motivation for gamers to share their gameplay experience. Players can compete with each other and share their experience with the wide audience.

There are three kinds of streams: tournament streams, streams of professional players, and variety streams.¹⁸⁶ National and international tournaments have been held between participants and are often streamed live, so that everyone can watch the video gameplay.¹⁸⁷

Competitive video gaming is also known as ‘electronic sports’ or ‘e-sports’. Gaming companies (such as Blizzard Entertainment and Riot Games), although initially indifferent to e-sports, are now officially involved, with tournaments offering prizes exceeding $10,000 (approximately £8,214).¹⁸⁸ Activision Blizzard has created a league for its game Overwatch, which has a $20 million (£16 million) entry fee per team.¹⁸⁹ Moreover, their professional players earn a salary of approximately $50,000 (£41,000) with various benefits.¹⁹⁰ This successful venture has been expanded and requires the new expansion teams to buy in at up to $60 million (approximately £49 million).¹⁹¹

Streams of professional players show players practicing their gaming techniques. In most cases, these streams are watched by other players with the hope of improving at that particular

¹⁸⁷ S Matsui, ‘Does it Have to be a Copyright Infringement: Live Game Streaming and Copyright’ (2016) 24 Tex Intell Prop LJ 215.
¹⁹¹ Wolf (n 189).
game.\textsuperscript{192} For instance, \textit{League of Legends} players would watch \textit{League of Legends} streams. At the other end of the spectrum, variety streamers broadcast a variety of games. While Internet users would watch professional streamers looking to develop their skills and strategy, variety streamers’ fans would watch their favourite streamer regardless of which game is played.\textsuperscript{193}

One would wonder whether streaming is a profit-making venture. One of the most popular streamers on YouTube, Felix Kjellberg, known as PewDiePie, earned $13 million dollars in 2019.\textsuperscript{194} However, it is fair to mention that YouTube keeps a substantial part of the advertisement revenue. More specifically, the split between YouTube and content creators is about 45% to YouTube and 55% to the creator.\textsuperscript{195}

2.3 The Role of Intermediary Service Providers

Discussion of the revenues earned by users and platforms is relevant for determining the obligation placed on a content-sharing service provider to obtain authorisation (via licensing), pursuant to Article 17(2) of the DSM Directive, which provides that:

\begin{quote}
Member States shall provide that, where an online content-sharing service provider obtains an authorisation, for instance by concluding a licensing agreement, that authorisation shall also cover acts carried out by users of the services falling within the scope of Article 3 of Directive 2001/29/EC when they are not acting on a commercial basis or where their activity does not generate significant revenues.\textsuperscript{196}
\end{quote}

The Article provides that the extension of the authorisation would apply if the acts of users of the online content-sharing service provider (OCSSP) (namely, video game streamers) are not carried out on a ‘commercial basis’ or if such acts do not generate ‘significant revenues’.

\textsuperscript{193} The most popular variety Twitch streamers as of December 2021 are ‘karljacobs’ with 116,216 average viewers, ‘xQcOW’ with 74,166 average viewers and ‘tommyinnitalt’ with 68,607 average viewers. <https://www.twitchmetrics.net/channels/popularity?game=Variety> last accessed on 4 February 2022.
Therefore, it is important to clarify the meaning of ‘commercial basis’ and ‘significant revenues’. Quintais acknowledges that the term ‘non-commercial’ is difficult to define in the online environment as it encompasses various meanings, including ‘economic’, ‘for profit’, and ‘business’.\(^\text{197}\) It is a focal point to distinguish between direct and indirect commercial acts and to define non-commercial use by using subjective and objective criteria. For example, the subjective criteria are intent-based, as they emphasise the intention of the user, whereas objective criteria focus on the character or nature of the use per se.

Recital 69 of the DSM Directive assists with the understanding and interpretation of ‘non-commercial’ use. The Recital states that the authorisation granted to the OCSSP should also cover uploads by the users, provided that ‘those users act for non-commercial purposes, such as sharing their content without any profit-making purpose, or where the revenue generated by their uploads is not significant in relation to the copyright relevant acts of the users covered by such authorisations’\(^\text{198}\). Referring to the users’ profit-making ‘purpose’ suggests that the DSM Directive favours the subjective criterion, while ‘significant revenues’ seems to adopt the objective criterion. For instance, a user who uploads content on a platform without the intention of generating profits, but who nevertheless receives a significant number of views, will generate significant revenue through sharing in the advertising revenue of the platform.

As discussed previously, PewDiePie earned $13 million dollars in 2019. This is an example of revenue that might be generated provided that the uploaded video received many views. In the video game streaming context, Twitch and YouTube Gaming are the largest platforms. Twitch achieved 2.67 million concurrent viewers in August 2022,\(^\text{199}\) and YouTube Gaming had an average of 518 thousand concurrent viewers in the second quarter of 2022.\(^\text{200}\)

To better understand who qualifies as a service provider, it is important to consider what an information society service (ISS) is. An intermediary service provider is any natural or legal person that provides an ISS for remuneration via electronic means, for the processing and


storage of data relying on any platform of electronic communication.\textsuperscript{201} The Directive 98/48/EC defines an ISS as ‘any service normally provided for remuneration, at a distance, by electronic means and at the individual request of a recipient of services’.\textsuperscript{202}

The definition consists of three main elements: remuneration, distance, and electronic communication. The remuneration criterion is met if the service provided is part of an economic activity.\textsuperscript{203} For example, the service itself may be provided free of charge, but the intermediary could make profit by the advertisements on the page. The distance criterion is met if the service provider and the user are not present at the same place, while the third criterion of electronic communication is satisfied where the service is provided through electronic equipment.\textsuperscript{204} The electronic means of distribution results in the feasibility of the information reaching an indeterminable area, as long as there is Internet access. Among the services that fall under the definition of ISS are the online sale of goods, video on demand, and information hosting by a recipient of the service.\textsuperscript{205}

Accordingly, the definition of a service provider includes natural and legal persons providing services, such as web hosting and Internet access, to name a few. A question arises regarding the liability of those service providers for hosting infringing content, pursuant to the e-Commerce Directive\textsuperscript{206} and the DSM Directive.\textsuperscript{207} The question is two-fold, as the first step would be to answer if there is indeed any liability for hosting infringing LP videos and, if the answer is affirmative, then one would proceed with the determination of primary or secondary liability. Online platforms should be liable for hosting infringing content for two main reasons: they benefit the most from traffic on their websites, and they acquire the technical knowledge and skills to prevent copyright infringement.\textsuperscript{208}

\begin{itemize}
\item \textsuperscript{201} Council Directive 2000/31/EC on certain legal aspects of information society services, in particular electronic commerce, in the Internal Market (’Directive on electronic commerce’) [2000] OJ L 178/1, art 2(a) and (b).
\item \textsuperscript{204} ibid.
\item \textsuperscript{205} A Adeyemi, ‘Liability and Exemptions of Internet Service Providers (ISPs): Assessing the EU Electronic Commerce Legal Regime’ (2018) 24(1) CTLR 2.
\item \textsuperscript{206} Directive on electronic commerce (n 201).
\item \textsuperscript{208} GA Gabison and MC Buiten, ‘Platform Liability in Copyright Enforcement’ (2020) 21 Colum Sci & Tech L Rev 237, 248.
\end{itemize}
The EU legislation governing intermediaries’ liability tries to strike a fair balance between copyright holders’ rights, on the one hand, and the freedom of online platforms to conduct business, on the other. Intermediaries enjoy a safe harbour regime for their activities of mere conduit, caching, and hosting. The safe harbour will only be applied if the provider has not played an active role in the initiation of the transmission or modification of the information and can prove that they do not have actual knowledge of any illegal activity or information or, upon obtaining such knowledge, act expeditiously to remove or disable access to the information. The e-Commerce Directive recognises that the safe harbour provisions shall not affect the possibility of a court or administrative authority requiring the service provider to terminate or prevent any infringement, including its removal or disabling access to it. In addition, the InfoSoc Directive and Directive 2004/48 on the enforcement of intellectual property rights establish that rightholders are able to apply for an injunction against Internet Service Providers (ISPs) whose services are used by a third party to infringe a copyright or related right, due to the fact that ISPs are technically equipped to terminate infringing activities.

Intermediaries are, therefore, obliged to take measures for the termination of any infringing activity, as well as to prevent the recurrence of such activities. In practice, ISPs have adopted filtering systems and other tools to block access to infringers; however, these measures challenge the freedom of expression of Internet users and the freedom of platforms to conduct business.

The effectiveness of algorithmic filters to detect (potentially) infringing content in the context of LP videos and live streams as well as the effectiveness of blocking injunctions as a remedy to tackle unauthorised LP videos and live streams are urgent matters for discussion, analysis, and reform. Chapters 4 and 5 address those issues, respectively.
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2.4 Understanding the Need of a Fair Balance Among Different Rightholders

After the Charter of Fundamental Rights of the EU entered into force,\textsuperscript{215} and the InfoSoc Directive made reference to the ‘fair balance’ doctrine,\textsuperscript{216} the number of cases increased dramatically. Freedom of expression and the right to conduct business have been employed to interpret provisions on exclusive rights, exceptions and limitations, blocking injunctions, and fair compensation.

The main concern is whether it is possible to maintain an adequate level of protection for intellectual property rights without compromising the freedom of Internet users to receive or impart information and the freedom of intermediaries to conduct a business. The legal mechanisms that should be used to achieve a fair balance between copyright and other fundamental rights are contained in a number of legislative acts: the Charter of Fundamental Rights of the EU, the Agreement of Trade-Related Aspects of Intellectual Property Rights, the InfoSoc Directive, the Enforcement Directive, and the e-Commerce Directive.\textsuperscript{217}

Before delving into a thorough examination, an effort will be made to trace the doctrine of ‘fair balance’ to its legal, theoretical, and jurisprudential roots. The theory of balancing originated in German constitutional law\textsuperscript{218} and spread globally after World War II.\textsuperscript{219} In the German understanding, balancing is part of the larger principle of proportionality (Verhältnismässigkeitsgrundsatz), which encompasses three sub-principles: suitability, necessity, and proportionality stricto sensu or balancing (Güterabwägung).\textsuperscript{220} Alexy, a prominent German legal philosopher, defines proportionality stricto sensu as a rule that states ‘the greater the non-satisfaction of or harm to one principle, the greater the importance of

\textsuperscript{220} Angelopoulos (n 218).
satisfying the other’. While balancing focuses on the legal possibilities, necessity and suitability are concerned with what is factually feasible. Therefore, even though proportionality consists of three separate tests, balancing can be regarded as its core and the focal point of the discussion of legal optimisation.

The balancing exercise occurs in different contexts and stages. For example, balancing by the judiciary will be conducted at different stages of the judicial process. At a factual level, judges consider whether they are convinced, while at the normative level, they weigh different arguments, such as goals or rights, to determine the validity or scope of a provision or its applicability in a particular case. These arguments are referred to as principles because they are considered valid only in theory. This form of balancing takes place when courts determine whether a particular norm is fair in considering various rights and interests involved or if it should be disregarded for infringing a fundamental right.

For copyright law, proportionality is becoming more and more desirable. In this setting, proportionality has become synonymous with the notion of a ‘fair balance’. Geiger and Jütte analyse the triangular relationship/structure of fundamental rights, and opine that proportionality is crucial, especially in a digital or online environment, because the relationship between the various interests of rightholders, users, and intermediaries cannot be explicitly articulated into legal conventions. The European copyright acquis is regularly interpreted with reference to proportionality. The CJEU utilises proportionality to examine the internal balance of copyright law and to assist national courts in developing suitable remedies to address copyright infringements due to the nature of harmonisation (i.e., mostly through the use of

It is also important to note that the CJEU frequently emphasises the need to ‘strike a fair balance’ while describing the functional steps of the proportionality principle without explicitly referring to it. Proportionality serves a crucial function in considering the limitations on fundamental rights of rightholders, platform operators, and users, particularly in Article 17 of the DSM Directive. Prior to applying the proportionality analysis to the legal framework of Article 17, it is essential to map the relevant fundamental rights in order to undertake a proportionality assessment.

Advocate General Saugmandsgaard most recently enumerated the competing fundamental rights in copyright law, particularly in relation to Internet enforcement, in the *YouTube* case:

I note in this regard that in SABAM the Court ruled that imposing on a platform operator a general obligation to filter the information that it stores would not only be incompatible with Article 15(1) of Directive 2000/31, but also would not strike a ‘fair balance’ between the protection of the intellectual property right enjoyed by rightholders and that of the freedom to conduct a business enjoyed by service providers pursuant to Article 16 of the Charter. Such an injunction would result in a serious infringement of that freedom since it would require that operator to install a complicated, costly, permanent computer system at its own expense. In addition, such an obligation to carry out general filtering would undermine the freedom of expression of the users of that platform under Article 11 of the Charter, since the filtering tool might not distinguish adequately between illegal content and legal content, with the result that its introduction could lead to the blocking of the latter category of content. I will add that such a result would introduce a risk of undermining online creativity, which would be contrary to Article 13 of the Charter. The danger in that regard is that maximum protection of certain forms of intellectual creativity is to the detriment of other forms of creativity which are also positive for society.
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The Promusicae case signalled the start of the development of case law and emphasised the challenging nature of balancing intellectual property rights with other fundamental rights during enforcement.230 The court had previously used balancing to reconcile conflicting rights and freedoms, but the Promusicae case was the first to specifically address the need for balance between intellectual property rights and other fundamental rights.231 Cases such as Scarlet Extended232 and SABAM v Netlog233 showcase the common issues that arise from copyright infringement in the digital world.

Sganga highlights the development of a conceptual map by the courts to balance copyright protection with other rights and freedoms.234 According to this map, the fair balance doctrine consists of three steps: identifying the conflicting right/freedom with the provision/injunction at stake, outlining the interaction between them, and determining the presence of a fair balance. The final step entails a preliminary check to assess whether the measure has a detrimental impact on the core of the conflicting right/freedom. If in the affirmative, the lack of fair balance is presumed. If the essence is preserved, a real proportionality assessment is undertaken, which is adapted to the specific situation.

The use of the balancing approach in copyright law, including by the CJEU, has faced significant criticism. Some view it as a flawed and arbitrary method that undermines democracy, human rights, and the rule of law. Critics, such as Peukert, opine that balancing lacks normative criteria,235 while Burrell and Coleman argue that ‘the notion of balance tells us very little about how to proceed in practice… how weight is to be attributed to differing interests or even as to which interests are to enjoy a place on the scales’.236 Similarly, Helfer states that the existing European legal framework does not provide a coherent basis, a blueprint,
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for balancing different rights in intellectual property cases, resulting in ad hoc decisions.\(^{237}\) These criticisms necessitate the development and consistent use by the CJEU of a framework for balancing that provides a rational and transparent decision-making process.

Although the ‘fair balance’ doctrine’s exact meaning is still unknown, the literature suggests that balancing can be interpreted in two ways.\(^{238}\) The first way is ‘ad hoc balancing’, where courts weigh competing interests in individual cases, while the second way is ‘equilibrium balancing’, where courts aim to find a compromise that balances conflicting interests, resulting in a more principled and abstract solution that can guide future cases.\(^{239}\) Angelopoulos and Smet propose a compromise approach to the issue of intermediary liability, where all parties involved in a clash of fundamental rights must share responsibility and make sacrifices to find an equilibrium.\(^{240}\) This approach ensures that no party’s fundamental rights are maximally protected at the expense of others. The authors argue that assigning sole responsibility to intermediaries to prevent or remove alleged infringing activities is disproportionate and a compromise solution where each party bears part of the burden is preferable.\(^{241}\) This compromise solution is already implicit in the existing European legal framework on intermediary liability.

The CJEU regularly emphasises the necessity for a fair balance between rights and interests in interpreting and applying copyright law, including fair interpretation and application, fair enforcement against intermediaries, and fair compensation. The balancing of conflicting rights can be taken into account during the interpretation or application of limitations and exceptions in copyright law. This could occur while identifying the initial scope of these provisions or assessing if their use in a particular case maintains a fair balance between rights. The concept of fair balance is also widely used in enforcement proceedings, particularly between copyright holders and ISPs acting as intermediaries.

Striking a fair balance between the rights of copyright holders, Internet users (streamers), and intermediaries in video game streaming could involve several measures. Firstly, video game developers and publishers could provide clearer guidelines on what content is permissible to be streamed and what is not. This could be done through a clear and concise streaming policy


\(^{238}\) T Aleinikoff, ‘Constitutional Law in the Age of Balancing’ (1987) 96 Yale LJ 983, 946.

\(^{239}\) ibid; S Smet, Resolving Conflicts Between Human Rights: The Judge’s Dilemma (Routledge 2016).

\(^{240}\) C Angelopoulos and S Smet, ‘Notice-and-Fair-Balance: How to Reach a Compromise Between Fundamental Rights in European Intermediary Liability’ (2016) 8(2) JML 266, 278.

\(^{241}\) ibid, 279.
that outlines what copyrighted materials can be used and under what circumstances. This would help streamers avoid unknowingly infringing on copyright, and help game developers and publishers enforce their rights more effectively.

Secondly, game developers and publishers could consider implementing more flexible licensing arrangements for streamers. This could involve granting licences for a limited time or a certain number of streams, or allowing for revenue sharing between the streamer and the game developer/publisher. This would help incentivise streamers to create content while still protecting the intellectual property of game developers and publishers.

Thirdly, platforms that host video game streams could be more proactive in enforcing copyright laws and preventing infringement. This could involve implementing automated content recognition tools to identify infringing content, or providing better resources and support for streamers to help them understand their rights and obligations.

Overall, a fair balance between the rights of video game developers and publishers, streamers, and intermediaries can be achieved through a combination of clear guidelines, flexible licensing arrangements, and proactive enforcement measures. The aforementioned considerations will be further discussed in Chapters 3, 4, and 5.

2.5 A Truce between Users and Video Game Copyright Holders: Current Practices, Licence Agreements, and Blockchain Technology

Both game developers and streamers have so far co-existed peacefully. Online video games, like any other software, are equipped with End-User Licence Agreements (EULAs), to which players must assent. EULAs list the terms of use between video game developers and users, covering a wide range of topics. In the majority of cases, EULAs are ‘click wrap’ agreements, which allow streaming on the condition that it is ‘non-commercial’.
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Nevertheless, game developers reserve the right to deny streaming of their video game at their sole discretion, for any or no reason.

However, there have been signs that this truce is breaking down. Back in 2013, Nintendo pushed back on LP videos and issued takedown notices to well-known streamers and YouTubers. Then, Nintendo released their partner programme that permitted the streaming of some games, under the provision that streamers would share the advertisement revenue. More specifically, Nintendo and YouTube would split the revenue as 55/45 and then Nintendo would give back 60% of that 55% to the content creator. Games outside of the partnership programme cannot be streamed at all. However, in 2018 Nintendo lifted some of its restrictions regarding the way YouTube creators could monetise gameplay with a new set of guidelines for creators. Content creators on YouTube who want to monetise their content no longer have to join Nintendo’s partnership programme; they will work within YouTube’s partner programme.

While Nintendo prefers to retain control over the company’s intellectual property, other gaming companies have embraced the LP videos as a way of engagement with their products, which serves as free marketing as well. For LP videos and live streams to continue to exist, without the risk that they will be taken down after a request made by the rightholders, licence agreement is a potential solution. In light of the DSM Directive, service providers are obligated to obtain authorisation from rightholders, which can be achieved via a licence agreement between platforms and rightholders.

The possibility of licensing has already been embraced by several video game companies. For instance, Sony implemented an option in its PS4 console for gamers to share their videos and live stream video game footage, and Sony Online Entertainment, the division focusing
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on PC games, allows video creators to monetise their videos on hosting platforms under the condition that creators follow the policy constrains. The list of video game companies and their unique terms of use is long for the purposes of this research. What is remarkable, though, is that each of those companies has its own terms of use, allowing LP videos or not, monetising those videos or not.

The types of video games for which licence agreements can be concluded and the remuneration arrangements are important elements of the agreement. As previously discussed under 2.1.1, there are five main genres of video games: FPS games, RTS games, RPGs, MMORPGs, and MOBA games. The majority of contemporary video games are based on a plot, regardless of their genre. For example, The Last of Us, an RPG developed by Naughty Dog, and World of Warcraft, an MMORPG developed by Blizzard, feature their own story. For the purposes of the licence agreement, a distinction has to be made between pure story-driven video games on the one hand, and competitive, re-playable games on the other. Puddington explains that pure story-driven video games follow a linear set of events from which players cannot deviate, thus enjoying a similar experience with each playthrough. Story-based games are designed in such a way as to offer a cinematic and yet interactive experience, presenting a linear progression to their story. At the other end of the spectrum, competitive and re-playable games, such as RPGs, MMORPGs, and MOBAs, allow players to explore an ‘open-world’ environment and showcase their skills, choosing where to go and what to do. These games have a re-playable value, as the players’ performance and interaction with other online gamers will vary each time the game is played. Therefore, LP videos and live streams of pure story-driven video games would showcase a playthrough revealing the content, story, and progression of the game, whereas an LP video and live stream of a re-playable game would provide viewers with a critique and strategic ideas unique for each playthrough. The above categorisation of video games will assist in the determination of which video games should be included and excluded from a licence agreement in Chapter 6.

The vast majority of gamers showcase not only their gaming skills but also their technological competency and creativity through gaming modifications, or ‘mods’. Game modification is a rather niche area, where users change a game, through computer
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programming, with the use of tools that are not part of the game. Wallace explains that users modify game content either by creating new content or altering the existing one by utilising tools provided by the developer of the original game, or by utilising third-party ‘modding’ programs. Wallace and Kretzschmar and Stanfill are among the proponents of the benefits of modding, arguing that some forms of modding are frequently allowed and encouraged. For example, works towards diversity, inclusion, and self-expression would spark interest in the original game, incentivising people to purchase it. Certain mods, such as malicious or cheating mods, would, however, cause more harm than benefits as they give players an unfair advantage over their opponents.

Regardless of the potential socio-economic benefits, mods potentially constitute a copyright infringement, as well as a violation of the EULA concerning the circumvention of copy protection technologies. However, the author of ‘Spare the Mod’ has argued that total conversion mods (which in essence rely on the game’s underling code/engine but produce a ‘new’ game) would not compromise the world, story, or characters of the original game, which would result in no damage to the copyright holder’s ability to create derivative works, thus supporting a fair use defence. An opposite view was presented by Wallace, who argued that mods should be considered as derivative works, supporting the finding against fair use defences, unless for purposes such as parody, criticism, or education. Recently, Lindstrom focused on total conversion mods and their ability to transform games, and argued that since they depart from the original story, characters, and setting, they are not derivative works. However, total conversion mods can still be considered as derivative works as copyrighted work from the original game has been used in order to create the new work. In other words,
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and as Johnson described, mods would require the downloading of the original game first, in order for users to be able to work on the existing code.²⁵⁹

Kretzschmar and Stanfill emphatically mention that ‘how a modding happens technologically is often illegal regardless of whether what modders do textually would otherwise be legal – regardless of whether, for example, the content may be commentary or criticism’.²⁶⁰ For LP videos and live streams, a heavily modifiable game should not be treated differently in terms of licensing granted by the copyright holders. Game modifications (partial or total) are (unauthorised) derivative works that should be subject to specific EULAs with the copyright holders.

For the purposes of this thesis, emphasis will be given to the authorisation requirement, with the conclusion of a licence agreement, between rightholders and an OCSSP. The DSM Directive provides in Article 17 that the primary obligation to obtain authorisation is placed on OCSSPs, and such authorisation will be automatically extended to users (video game streamers) under the proviso that acts carried out by the users are not done so on a commercial basis and do not generate significant revenues. In case the acts of users qualify as such, users require a separate authorisation. Recital 69 of the DSM Directive provides that where rightholders have explicitly authorised users to upload or make available works on an OCSSP, the act of communication to the public of the service provider is authorised.²⁶¹ In a recent study conducted by Woznica on video game licensing practices with a focus on Blizzard Entertainment, Epic Games, and Stardew Valley, it is apparent that the licensing terms are vague and outdated.²⁶² For example, Blizzard’s Video Policy states that ‘Blizzard Entertainment reserves the right to use its products for all commercial purposes. The only exceptions to this rule are if you participate in partner programs with YouTube, Justin.tv, Blip.tv, Own3d.tv, or Ustream.tv… whereby a Production Website may pay you for views of a Production if you are accepted into their partner program’.²⁶³ Two observations can be made here; first, the ‘pay you for views’ is very limited and does not reflect current practices in

certain platforms, for example Twitch, as advertisements, subscriptions, and donations generate revenue. This demonstrates an example of licensing terms that leave streamers in (legal) uncertainty whether or not they violate licensing terms. Second, from the platforms enumerated above, only YouTube operates today. Blip.tv, Own3d.tv, and Ustream.tv no longer exist, and Justin.tv has been transformed into Twitch, which demonstrates the inclusion of outdated information in the terms.

Regarding a user’s direct licence and their extension to OCSSPs, one could argue that this extension may happen, but OCSSPs should not rely on this option as it might be insufficient for the requirement of Article 17(4)(a) in regard to best efforts to obtain authorisation. Therefore, this thesis focuses on licence agreements between rightholders and OCSSPs. A licence agreement between users (streamers) and rightholders as well as its extension to the OCSSPs is beyond the scope of this thesis.

For the facilitation of the licence agreement, the thesis explores the promising area of blockchain technology. Blockchain technology bears some unique features, and, although it is still in its infancy, it is hard to underestimate the potential of this technology. A blockchain is a database, a type of distributed ledger, in which all the transactions are grouped into blocks.

Rightholders and service providers can conclude a licence agreement benefiting from this type of technological development. Bosher opines that when it comes to actual licensing, this would be a type of smart contract, which is a computer protocol enabling the facilitation, verification, and enforcement of performance of a contract (for instance agree the licence and make the payment). One of the advantages of employing blockchain technology is the possibility of recording and processing huge amounts of data and metadata associated with a copyright-protected work and the potential to register works into this ledger, which can solve issues around authorship. Once a work is registered into the blockchain, a digital certificate will be issued containing all the relevant information about a work, such as the identity of the author(s), and any licence attached to it. In terms of monitoring, this technology enables the

---

tracking and tracing of uses of copyright material, giving control back to the rightholders (video game developers).

2.6 Conclusion

Chapter 2 defined the key concepts of the thesis. After gaining a better understanding regarding what video games are and the copyright protection afforded to them, one can conclude that video games are not protected per se, but their individual elements are. National legislation and case law converge – to some extent – with each other and agree that video games are complex works of authorship. The chapter also explained the technicalities of streaming technology. It made a distinction between LP videos and live stream videos, and described that LP videos are made available for on-demand streaming, while live streaming is similar to broadcasting. Chapter 2 introduced the intermediary service providers that store or transmit LP videos or live stream videos, and described the current practice and arrangements between platforms and content creators. The research now moves on to the next chapter, where light will be shed on the debate about whether streaming could be considered as an ‘act of communication to the public’, within the meaning of Article 3(1) of the InfoSoc Directive.
Chapter 3: The Debate over Streaming as an ‘Act of Communication to the Public’ Concerning Video Game Streaming

The right of communication to the public was initially designed to address acts of terrestrial broadcasting. However, digital technological development in the 21st century led to the introduction of on-demand content and advanced the means of disseminating content via the Internet. Sharing online has been encouraged by developments in technology such as streaming, hyperlinking, and peer-to-peer (P2P) file sharing, whose use could infringe the communication to the public right.

For the purpose of this research, the right of communication to the public will be examined through Article 3(1) of the Information Society Directive (‘InfoSoc Directive’), which provides that

Member States shall provide authors with the exclusive right to authorise or prohibit any communication to the public of their works, by wire or wireless means, including the making available to the public of their works in such a way that members of the public may access them from a place and at a time individually chosen by them.

Streaming technology has played a vital role in the success of sharing content online, especially in the video game sector.

Despite its wide use from users and platforms, there is no extensive body of literature and jurisprudence in Europe on the copyright implications of this technology within the video game context. It is important to reiterate that this thesis does not undertake a comparative analysis between the US and European regimes on streaming and copyright law, similar to the research conducted by Lu and Makeen. However, reference to American journals is necessary to provide a better analysis on streaming technology in the video game industry, as the European
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journals have not published a similar volume of articles. The legal research conducted by Matsui, Meija, Larkey, Caguioa and Brusa has focused on the US legal landscape. In the European legal regime, Borghi emphasises streaming in general and argues that the public communication is an umbrella term, which encapsulates the right to broadcast the work to the public and the right to make the work available from a place and at a time individually chosen by the public. In his article, Borghi explains the difference between ‘broadcasting’ and ‘making available’, stating that in broadcasting users can access the work only at the time it is transmitted, while in ‘making available’ the user can access the work any time it is wanted. Lee has highlighted the lack of scholarly analysis in the forms of user-generated content associated specifically with video games. Taking into consideration the debate above, this thesis seeks clarification on the applicability of ‘the communication to the public right’ concerning video game streaming.

This chapter will address the following questions: Does the communication to the public right apply to video game streaming? Does the evolution of the communication to the public right present convergence or divergence in the legislation and jurisprudence of the selected jurisdictions? And do LP videos and live streams fall within the exceptions to or limitations of the communication to the public right? Firstly, the chapter discusses whether streaming activity constitutes an ‘act of communication to the public’. After examining the origin of the communication to the public right as well as the transposition of the right into the national law of the EU Member States and the UK, the chapter also considers the right’s individual elements, namely the ‘act of communication’, ‘the public’, ‘knowledge’, and ‘profit-making’ criteria. The last part of the chapter provides an analysis of the exceptions to and limitations of the communication to the public right, as well as the freedom of expression defence, and assesses whether these defences could be raised in potential litigation regarding unauthorised streaming of video games. To answer the questions posed above, the doctrinal method will be employed for the identification, synthesis, and analysis of the relevant articles of the InfoSoc Directive.
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and the case law of the CJEU and national courts, as well as a comparative analysis of the transposition of the InfoSoc Directive and the interpretation of the communication to the public right in the national legislation of the selected jurisdictions.

3.1 Video Game Streaming and the Communication to the Public Right

Without a doubt, the features of streaming technology have played a key role in determining the success of this form of digital transmission, which is now widely used in the video game sector. Live streaming and on-demand streaming can be used for all kinds of video games; however, online video games allow multiple players to participate in a game simultaneously, giving more incentives for gamers to share their gameplay. Taylor argues that live streaming, in particular, allows gamers to transform their private play into public entertainment.

As discussed in Chapter 2, there are two types of streaming that are used for the online distribution of digital works: live streaming and LP videos (on-demand streaming). In live streaming the digital work is delivered simultaneously to multiple users from a single source in real time, while on-demand streaming is used to make digital works available to users upon request. In these two types of streaming the process of transmission is similar but the initiation of the transmission is different. In essence, in live streaming the data are captured from a source, processed to a digital signal, and transmitted to multiple users simultaneously, whereas in on-demand streaming the data are stored on a central server from where the transmission is initiated upon a user’s request.

Borghi argues that the public communication is an umbrella term, which includes the right to broadcast the work to the public and the right to make the work available from a place and at a time individually chosen by the public. He also explains the difference between ‘broadcasting’ and ‘making available’, as in broadcasting users can access the work only at the time it is transmitted, while in ‘making available’ the user can access the work any time it is wanted. Similarly, Makeen differentiates between webcasting and on-demand streaming, and explains that while webcasting refers to ‘real time’ streaming, on-demand streaming
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requires that users are geographically and chronologically dispersed.287 Under international copyright instruments, the WIPO Copyright Treaty 1996 (hereafter WCT) introduced the ‘making available’ aspect of the communication to the public right in order to extend copyright protection to cover people who are chronologically dispersed.288 At a European level, the ‘making available’ right is part of the wider communication to the public right of the InfoSoc Directive,289 with the scope of covering on-demand streaming. This right covers works that are made available in such a way that members of the public may access them from a place and at a time individually chosen by them (on demand). The CJEU clarified in C More Entertainment AB v Linus Sandberg that “‘making available to the public”, for the purposes of Article 3 of the Directive, is intended to refer to “interactive on-demand transmissions” characterised by the fact that members of the public may access them from a place and at a time individually chosen by them290 and ‘the EU legislature sought to overcome the legal uncertainty regarding the nature and the level of protection of acts of on-demand transmission by providing for harmonised protection at Community level for that type of act’.291 Therefore, as Ficsor292 and Hanuz293 observe, the making available right is regarded as an extension of copyright protection to cover on-demand services. Examples of on-demand services that are covered by ‘making available to the public’, include video on demand, pay per view TV, and the selection of works from online databases of films or songs at a chosen place and time.294

Indeed, there is a debate about whether streaming video games constitutes an act of communication to the public and, as such, an online copyright infringement. The broad scope of the communication to the public right, the lack of a formal definition of the elements of the right, and the introduction of additional criteria, such as the ‘knowledge’ criterion and profit-
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making pursuit in the decision-making process, have contributed to the uncertainty around Article 3(1) of the InfoSoc Directive.

Within the gaming community, gamers who may be content creators themselves are not familiar with the provisions of copyright laws. Taylor provides a part of her interview with a streamer who explained that ‘So when I’m playing a game and I’m sitting there, I’m on stream, everything. And what is mine is anything, any content I create whenever I turn on my stream. That is my content. That is me. This is mine.’ The streamer distinguished this form of media, saying ‘I totally get the legality of not sharing or streaming music and movies or books because those art forms, those mediums, they are very much set. When you watch a film, it is the same film beginning to end every time. Yeah, you can copyright that. For me, the act of watching somebody play a game, you are not experiencing a game.’ Instead, the streamer argued that viewers watch a specific entertainment product, which was produced by the streamer’s ‘unique actions assembled for a broadcast’.

Uploading a copyrighted work onto the Internet, either via live streaming or making the gameplay available for on-demand streaming, constitutes a copyright infringement if it is done without prior authorisation. The CJEU confirmed in the Filmspeler case, concerning the sale of a media device customised with links giving access to content published without the rightholders’ consent, that the streaming of works protected by copyright falls within the scope of ‘communication to the public’ within the meaning of Article 3 of the InfoSoc Directive, and it addressed the temporary reproduction by end users during the streaming of copyright-protected works. However, this will not be further investigated by this thesis, as the emphasis is on rightholders, streamers, and intermediaries. Smith and Silver note that the Filmspeler decision will have an impact on business operation and liability, as it was decided that unlawful streaming is as infringing as unlawful downloading. The judgement is very important for the European market, as an online streaming business is liable if it does not acquire licences from
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For hosting platforms, such as YouTube, which employ automatic processes and where the operators are not directly involved, their operators have only general knowledge that infringing content is hosted and shared on its platform. The ‘knowledge’ criterion, along with ‘profit making pursuits’, will be further discussed under 3.4.

The analysis above addressed the first branch of the research question for Chapter 3 regarding the applicability of the communication to the public right to video game streaming in the affirmative. The following sections (3.2 and 3.3) will consider the second branch: Does the evolution of the communication to the public right present convergence or divergence in the legislation and jurisprudence of the selected jurisdictions? To that end, the thesis will first discuss the evolution of the communication to the public right under 3.2, and the transposition of the InfoSoc Directive into the national legislation of the selected jurisdiction in 3.3.

3.2 The Origin of the Communication Right: from the Berne Convention to the Information Society Directive

The right of communication to the public has been subjected to considerable judicial interpretation. Technological advancements over recent years have had a great impact on the way the communication is facilitated: from direct communication, such as performance, to an on-demand communication. Although performance is a form of communication to the public, the Berne Convention distinguishes between the right of public performance and the right of communication to the public.

The concept of communication to the public is not new. The right was established in Article 11bis(1) of the Berne Convention and, as Advocate General Sharpston stated,
The history of Article 11bis(1)… can be seen as a series of attempts to enhance protection of authors’ rights in the light of technological developments. The author’s right to authorise a performance of his dramatic or musical work had been granted from the outset in 1886.306

Article 13 of the Rome Convention sets the basis of the right of broadcasting organisations. The right of communication to the public is granted under the condition that such communication is made in places accessible to the public against payment of an entrance fee.307 During the Brussels revision of the Berne Convention in 1948 the communication right was considered to take into account the different methods by which it could be exploited. The Brussels revision provided authors with the exclusive right to authorise communication by:

(i) the radio-diffusion308 of their works or the communication thereof to the public by any other means of wireless diffusion of signs, sounds or images;

(ii) any communication to the public, whether over wires or not, of the radio-diffusion of the work, when this communication is made by a body other than the original one;

(iii) the communication to the public by loudspeaker or any other similar instrument transmitting, by signs, sounds or images, the radio-diffusion of the work.309

The Berne Convention did not provide a definition of the communication to the public as such. However, judicial interpretation has provided a greater understanding of different types of the act. In particular, in the FAPL cases,310 the CJEU understood the three acts described above as different forms of communication to the public. However, Advocate General Kokott suggested in her Opinion that the third act (communication by loudspeaker) may not constitute communication to the public at all.311

The subsequent revisions to the Berne Convention with the Stockholm Act 1967 and the Paris Act 1971 made no change to this understanding of the communication right. They
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provided a more suitable translation in the newly authentic English text.\textsuperscript{312} It is evident that the purpose of the Berne Convention was to protect traditional, offline communication, which was becoming ‘obsolete in the context of new technology’ that facilitated online digital transmission, interactivity, and new intermediaries.\textsuperscript{313}

The development of these new digital online technologies signalled the need to update the rights established under the Berne Convention. Article 8 of the WCT\textsuperscript{314} perceived the right of the communication to the public as a general right, including the elements of ‘making a work available to the public from a place and at a time individually chosen by the public in question’.\textsuperscript{315} Ginsburg argued that WCT ‘rationalised and synthesised protection by establishing full coverage of the communication right for all protected works of authorship’.\textsuperscript{316} Although the Berne Convention and the International Convention for the Protection of Performers, Producers of Phonograms and Broadcasting Organizations (Rome Convention)\textsuperscript{317} covered traditional technologies, the WCT’s ‘making available’ right expanded the protection to cover on-demand digital transmission.\textsuperscript{318}

At a European Union level, the right of communication to the public is incorporated in Article 3(1) of the Information Society Directive as follows:

Member States shall provide authors with the exclusive right to authorise or prohibit any communication to the public of their works, by wire or wireless means, including the making available to the public of their works in such a way that
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members of the public may access them from a place and at a time individually chosen by them.\(^\text{319}\)

While the Directive did not provide a specific definition of the communication to the public, its Recitals elaborated on the scope of protection. More specifically, Recital 23 stated that the right should be understood in a ‘broad sense’ and it covered ‘any such transmission or retransmission of a work to the public by wire or wireless means’.\(^\text{320}\) Recital 25 stated that rightholders should have the ‘exclusive right to make available to the public copyright works or any other subject-matter by way of interactive on-demand transmissions’.\(^\text{321}\)

Based on the definition provided, the communication right is infringed when a protected work is made available to the public by any means, while it is irrelevant whether the work is actually transferred to any member of the public. In order to better comprehend the different notions of ‘available to’ and ‘transferred to’, the CJEU case of *SGAE v Rafael Hoteles SA* clearly stated that:

> For there to be communication to the public it is sufficient that the work is made available to the public in such a way that the persons forming that public may access it. Therefore, it is not decisive, contrary to the submissions [of the defendants], that customers who have not switched on the television have not actually had access to the works.\(^\text{322}\)

Generally, the communication right is understood to be infringed whenever a protected work is made available to the public in such a way that the members of the public may access it.\(^\text{323}\) Nevertheless, it should be noted that, according to UK case law, the mere provision of physical facilities is not sufficient to constitute communication to the public.\(^\text{324}\) In *SGAE*, the CJEU was required to assess whether the mere installation of TV sets in hotel rooms was a form of communication to the public. The CJEU held that while the mere provision of physical facilities does not in itself constitute a communication to the public within the meaning of the InfoSoc
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Directive, the installation of such facilities may make it possible from a technical perspective for the public to have access to the broadcasts in question.\textsuperscript{325}

In the recent case of \textit{Stichting Brein v Filmspeler},\textsuperscript{326} the CJEU expanded the concept of communication to the public to cover the sale of multimedia players pre-installed with add-ons that contain hyperlinks to websites hosting unauthorised copyright work. This case concerned not merely the provision of physical facilities for enabling a communication, which according to Recital 27 does not in itself amount to a communication to the public,\textsuperscript{327} but a sale with full knowledge that the hyperlinks gave access to illegally published works and this was done to make a profit.

In addition, when the communication is facilitated over the Internet, it is sufficient that the work is made available by any means (such as hyperlinking),\textsuperscript{328} in order to be infringed. In the \textit{Newzbin} case,\textsuperscript{329} the court found that an infringement of the communication to the public right occurs by merely providing access to an otherwise inaccessible protected work, regardless of whether the act of providing access is ‘passive’.

However, the CJEU held in 2009 that the television broadcasting of the graphic user interface of a website does not constitute communication to the public of that work because the broadcasting of a graphic user interface does not allow recipients to use it in order to interact with a computer.\textsuperscript{330} This argument has been criticised.\textsuperscript{331} It is challenging to identify the reasoning for the CJEU’s approach. The international and European legal frameworks do not provide copyright protection of functional works exclusively for acts that would permit recipients to use the functionality of the work. Mencel suggests that the lack of analysis of what
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constitutes a graphic user interface might be the cause of the problem. It seems that the CJEU did not consider the graphical design of the graphic user interface, but rather focused on the structure and technical features thereof.

Recital 23 of the InfoSoc Directive defines the scope of the communication to the public right, covering ‘all communication to the public not present at the place where the communication originates’. Thus, ‘public communication’ is considered to be an umbrella term including the right to broadcast the work to the public and the right to make the work available from a place and at a time individually chosen by them.

This two-fold nature of the ‘public communication’ right is evident in the national implementation of Article 3 of the InfoSoc Directive. For instance, the corresponding provision of the UK’s CDPA 1988 stipulates that

> reference in this Part to communication to the public are to communication to the public by electronic transmission, and in relation to a work include (a) the broadcasting of the work; (b) the making available to the public of the work by electronic transmission in such a way that the members of the public may access it from a place and at a time individually chosen by them.

Similarly, the French Copyright Act states that ‘the communication of the work to the public by any process (shall consist of) particularly: 1. Public recitation, lyrical performance, dramatic performance, public presentation, public projection and transmission in a public place of a telediffused work; 2. telediffusion.
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The German Copyright Act introduced a new legal term originating from Article 3 of the InfoSoc Directive so the newly introduced section 19a of the German Copyright Law reads as follows:

The right to make available to the public is the right to make publicly accessible the work, on a wired or wireless basis, and in such a way that it is accessible for members of the public from places and at times of their choice.338

The term of ‘making available to the public’ has been put into context in section 15 of the German law, which provides that ‘a work is publicly reproduced when it is made available to the members of the public or when it is made perceptible simultaneously’.339 As a consequence, there is no legal difference between broadcasting a work and posting it online, as the provisions for radio broadcasts can also be applied for online content.340

While the ‘making available to the public’ applies to posting content online, the German law contained no provisions dealing with file transmission on a P2P basis. Dietl argues that it was for the courts to decide whether file sharing falls under the ‘making available to the public’,341 considering section 15(3) of the German Copyright Law, which states that ‘a member of the public is anyone who is not connected by personal links to the person exploiting the work or to the other persons who have access to or can perceive the work in a non-physical manner’.342

The following part considers how the right of communication to the public has been transposed into the selected national jurisdictions.

3.3 Transposing the Information Society Directive into National Laws

The InfoSoc Directive should have been implemented by 22 December 2002. Most Member States transposed the Directive over the course of 2003 and 2004, while only Greece and Denmark met the deadline for implementation.343
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The content of the Directive was considered to be vague, and therefore debate and political compromise was required in the drafting of the laws. The vagueness originates from the transposition process itself, which would have involved the inherent difficulty of rule-making coupled with political deals and compromises, the translation of documents into various languages, the complicated decision-making procedure, the influence of national interests, and a lack in drafting expertise. When analysing the transposition of the law, the implementation theory emphasises three considerations: the institutional factors, the political factors, and the substantive factors. Among the institutional factors affecting the transposition process are the assessment of legislative changes required for the transposition of Directives (especially in Member States with a large number of laws, e.g. Greece), the difference between Continental Europe’s and the UK’s politico-administrative structure (the majority of officials in Continental Europe are lawyers, while the UK distinguishes between operational administrators and department lawyers), the national civil servants’ education on EU law, and the lack of properly trained personnel. For example, it was not until the late 1990s that the French Ecole Nationale d’Administration offered courses on European law, while Greece is an illustrative example of a Member State lacking properly trained staff for the coordination of European policy.

Politics, in the strict sense of the term, could affect the transposition process in two ways: either by rejecting the Directive, which is not common considering the Commission’s gatekeeping role in the EU, or by facilitating, delaying, or undermining the transposition. National officials could, then, either copy the Directive into national law (as in the case of the UK, which will be addressed below) or ‘elaborate by trying to facilitate subsequent steps in the implementation chain’. Substantive factors also affect the transposition process, especially where new concepts are to be introduced into the legal framework of Member States, considering the technological progress and development in the market. The InfoSoc Directive was first envisaged in the European Commission’s 1988 Green Paper, ‘Copyright and the Challenge of Technology’, which aimed to strike a balance between rightholders’ and authors’
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rights, on the one hand, and the changes and challenges of the Internet, on the other.\textsuperscript{351} Germany was one of the Member States who introduced a new legal provision (section 19a of the German Copyright Act) to define the legal term of ‘communication to the public’ in accordance with Article 3 of the InfoSoc Directive. The following subchapter will discuss the institutional, political, and substantive factors that affected the transposition of InfoSoc Directive into the national laws of Germany, France, Greece, and the UK.

3.3.1 Transposition into the EU Member States: Germany, France, and Greece

Germany completed the transposition of the mandatory provisions of the InfoSoc Directive in 2003, four months after the deadline set by the EU.\textsuperscript{352} Although Bundesrat, the Second Chamber in Germany’s federal system, criticised the first draft of the law, the law found support from the majority of political parties in the Bundestag (the German Parliament).\textsuperscript{353} As mentioned above, the German Copyright Law adopted section 19a, which defines the legal term of ‘communication to the public’ in accordance with Article 3 of the InfoSoc Directive, redefining the right to make works available to the public by differentiating on-demand services from broadcasting, while sections 15 and 22 of the Copyright Act put the communication right in context.\textsuperscript{354}

France was the last Member State to transpose the Directive. The delay has been attributed to the Presidential elections of 2002 and to the fact that the transposition had been seen as an opportunity to modify or introduce provisions.\textsuperscript{355} Conversely, Greece was the first EU Member State to incorporate the Directive into its intellectual property legislation.\textsuperscript{356} Maroulis explains that the provision for implementing the Directive was inserted into an unrelated bill and, during the Parliament discussion of the sections, the tight time schedule led the MPs to debate other sections and ignore the implementation of the Directive.\textsuperscript{357} The then Minister of Culture
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informed the Parliament that section 81 consisted – in essence – of a translation of the Directive to be implemented, implying that in reality there was no need to extensively debate it. Section 81 was unanimously voted into law in September 2002. Section 81 of Law 3057/2002 specified the various methods of presentation to the public, by listing the transmission by wire or wireless means or by any other means, including the making available to the public of their works in such a way that members of the public may access these works from a place and at a time individually chosen by them.  

3.3.2 Transposition into the UK

The InfoSoc Directive was transposed into the UK law in 2003. The transposition process was burdensome, and affected by the institutional, political, and substantive factors discussed above. Firstly, it was not an easy task for UK drafters to cope with the volume of Directives adopted by the European Commission. Secondly, the EU Directives possess characteristics that are different to UK legislation in terms of the system of drafting, which causes more problems for the drafters. The nature of Directives creates considerable problems for drafters, as Directives contain the result or the effect to be achieved and ultimately it remains the individual Member State’s responsibility to design the implementing framework. As well as Directives being drafted in a style different to primary UK legislation, they are a product of the civil law system of drafting. The multiplicity of languages within the EU and the technicality in drafting European instruments and transpose them into the UK legal system are additional factors affecting the transposition process.

The Copyright and Related Rights Regulations 2003 covered various aspects of copyright law. One of the main areas of change was the introduction of new rights for authors to control ‘the communication to the public’ of their works as well as the ‘making available’ of their works, with amendments to the act of broadcasting and the removal of the ‘cable programme
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right'. Section 20 of the CDPA 1988 did not mirror the wording of Article 3 of the InfoSoc Directive. In particular, while Article 3 referred to ‘communication by wire or wireless means’, section 20 of the CDPA referred to communication by ‘electronic transmission’.

Copy-out is a solution, but, as Ramsey highlighted, this could create new legal problems, including the lack of certainty, legal (in)compatibility, and the interpretation of the copied out material by the UK courts. The debate between those arguing for copy-out and those arguing for re-write as approaches to transposition of Directives into UK law was won by the copy-out movement in previous decades. The judicial antipathy towards the re-write approach was voiced by Jabob J, and similarly the UK government accepted that they would use copy-out for transposition ‘where it is available, except where doing so would adversely affect United Kingdom interests’. However, this position is no longer relevant after Brexit. There were, inevitably, objections to the copy-out technique, similar to the ones raised by Ramsey in 1996, but the arguments for the copy-out approach prevailed. Greenberg suggested a possible compromise by adopting the interpretive approach, which ‘aims to produce law of the same degree of precision as that with which our domestic courts regularly deal, and to make it unnecessary for the courts or the citizens to whom the legislation is primarily addressed to have to discover the terms and probable intention of the underlying European legislation’.

Renda and others argue that the InfoSoc Directive is the most comprehensive piece of legislation in the EU in the copyright sector, because it redefined the subject, removed to a certain extent the disparities between national jurisdictions, and paved the way for the ‘Digital Single Market’. Similarly, Sakthivel confirm that the concept of the communication to the public right has been construed broadly in both the EU and UK legal frameworks in order to
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cover all possible communication methods. The CJEU has played a significant role in the interpretation of the communication to the public right since the middle of the 2000s, by answering the questions it has been asked, but also deciding on issues that had not been raised, such as the concept of ‘originality’ in the case. In the area of copyright, the CJEU has applied the concept of ‘autonomous notions of Community law’ that should be interpreted in a uniform manner in all EU Member States, and affirmed its exclusive competence to provide interpretations, which have binding effect in all Member States. To a great extent, copyright laws have been harmonised across Europe. For example, convergence can be observed on the European concept of originality, under the influence of the Infopaq decision, which lies between the British ‘skill and labour’ test and the German requirement of a certain level of creativity (Gestaltungshöhe), through which the work should reflect the author’s personality. Regarding the communication to the public right, judicial interpretation has clarified the nuances of ‘communication’ and ‘public’. The following sections address each of these issues.

3.4 The Individual Elements of Article 3(1) of the InfoSoc Directive

The notion of communication to the public forms one of the exclusive rights of copyright holders that have been harmonised by the InfoSoc Directive. Despite the lack of an explicit definition, the communication to the public right must be given an ‘autonomous and uniform interpretation’ across the EU. Subsequent CJEU judgements began to bring some clarity to the right, but new questions have risen.

The ‘communication to the public’ right involves two cumulative criteria, namely an ‘act of communication’ of a work and the communication of that work to the ‘public’. In Ziggo the CJEU confirmed that an ‘act of communication’ covers ‘any transmission or retransmission of
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a work to the public by wire or wireless means, including broadcasting’, and established that ‘any act by which a user, with full knowledge of the relevant facts, provides its clients with access to protected works is liable to constitute an “act of communication” for the purposes of Article 3(1) of Directive 2001/29’.\textsuperscript{382} The Court accepted that the works were made available on The Pirate Bay platform by its users rather than by its operators.\textsuperscript{383} However, the operators of The Pirate Bay, ‘by making that platform available and managing it, provide their users with access to the works concerned. They can therefore be regarded as playing an essential role in making the works in question available.’\textsuperscript{384} The Court considered The Pirate Bay operators’ intervention of indexing torrent files in order to allow users to locate those works. As the Court observed, without such intervention, ‘the works could not be shared by the users or, at the very least, sharing them on the internet would prove to be more complex’.\textsuperscript{385} Considering the operators’ undertaking in indexing, categorising, deleting, or filtering the works available on the platform, one could argue that the operators did not merely provide physical facilities for enabling or making a communication to the public.\textsuperscript{386} The following part considers in detail the two elements of the right, meaning the ‘act of communication’ and the ‘public’.

3.4.1 An Act of Communication

The definition of what constitutes communication to the public has not been given in either the InfoSoc Directive or the WCT. The InfoSoc Directive explains that ‘communication takes place when it is directed to a public not present at the place at which the communication originates’.\textsuperscript{387} One would reasonably wonder where the communication actually originates. In the UK High Court case of \textit{FAPL v QC Leisure}, Kitchin J was faced with the question of whether there was an act of communication to the public through showing the broadcast of Premier League matches on a television set to the customers in a pub, using a foreign decoder.\textsuperscript{388} Kitchin J noted that the publicans ‘simply received the signal, decoded it and displayed it on the television’ and therefore, in his provisional view, he explained that they had not communicated the broadcast to the public.\textsuperscript{389} Kitchen J, having given a provisional view,
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referred the question to the CJEU. Advocate General Kokott expressed a similar view, arguing that the public was present at the place where the broadcast originated (namely, on the television screen). However, the CJEU adopted a different view and stated that Recital 23 excludes the audiences of direct representation and performances. The Court held that the transmission of a match on a television screen, broadcasting to the people present at a public house, did constitute an act of communication to the public.

A discussion about the emission theory and the transmission theory is particularly important at this point. According to the emission theory, the communication takes place where the subject matter is ‘emitted’, while the transmission theory states that the communication takes place where the subject matter is ‘received’. Football Dataco Ltd v Sportsradar GmbH was further referred to the CJEU, which was asked whether the infringement of a database by way of extraction and/or re-utilisation occurred at the place from where the data was emitted (as per the emission theory) or the place where the data was received (as per the transmission theory). The CJEU decided that the making available online should also mean reception of the data, as communication entails arrival as well as departure. According to the Court, the act of re-utilisation occurred in all places, starting with the place where data was sent and ending with the place where it was received, ruling against the emission theory.

It has been stated that the ‘communication’ entails an active role played by the user of the content to ensure that the content reaches the public. In Sociedad General de Auditores y Editores (SGAE) v Rafael Hoteles SL, the first case in which the CJEU addressed substantively the communication to the public right, it was found that the mere installation of television sets in hotel rooms does not as such constitute a communication to the public; however, this installation may make it technically possible for the public to access the
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broadcast. The Court continued that if the hotel distributed the signal to its customers, then communication to the public would take place. A similar approach was taken by the CJEU in the FAPL case, in the sense that without the intentional intervention of providing customers with access to broadcasts, the customer could not have had access to the broadcast.

A question may arise in cases where the public has lawful access to original content, but the user provides an alternative method to access the content by means of live streaming. Although in ITV v TVCatchup Floyd J gave a preliminary finding that there had been a communication to the public, the CJEU did not address the debate over whether the defendant’s role should be indispensable. Mysoor opines that the role of the person communicating the work does not have to be indispensable for the public to access the content and that each intervention should be viewed separately.

One of the most recent cases dealing with the right of communication to the public was Stichting Brein v Ziggo, where the CJEU held that an ‘act of communication to the public’ would depend on whether the user has played an ‘indispensable role’ through a ‘deliberate intervention’. The Court applied this principle to the facts of the case and concluded that the management of an online platform that enabled users to locate the torrent files and download them amounted to a ‘deliberate intervention’, as absent the online platform (The Pirate Bay) it would be impossible or difficult for users to share the work online.

Koo suggests that the communication to the public right should be analysed in two faces: the first concerns the initial interpretation of the right pre-Svensson era, while the second face began with Svensson and can be distinguished by its Internet context. While the criteria for identifying an act of communication to the public, as established in Rafael Hoteles, remained the same until Svensson, in ITV v TVCatchup – the first case concerning the communication to the public right and the Internet – the court treated Internet retransmission as a ‘specific technical means different from that of the original communication’ requiring new authorisation.
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regardless of the fact that the content in the retransmission is already freely available through ordinary broadcast.\footnote{Case C-607/11 ITV Broadcasting Ltd and Others v TVCatchUp Ltd [2013] Bus LR 1020, [2013] ECDR 9, paras 26 and 39.} Hence, NVIT v TVCatchup\footnote{J Koo, The Right of Communication to the Public in EU Copyright Law (Hart Publishing 2019) 51.} provided an additional criterion to those already established in Rafael.\footnote{Case C-466/12 Sveinsson Nils & Ors v Retriever Sverige AB [2014] 3 CMLR 4.}

The dawn of Internet cases, beginning with Svensson,\footnote{Case C-466/12 Sveinsson Nils & Ors v Retriever Sverige AB [2014] 3 CMLR 4.} changed the initial criteria for the communication to the public right, as introduced in Rafael. While the NVIT v TVCatchup case introduced the ‘specific technical means’, the changes required in Svensson and beyond affected the core of the exclusive right.\footnote{Case C-466/12 Sveinsson Nils & Ors v Retriever Sverige AB [2014] 3 CMLR 4.} The Svensson case and the subsequent cases of Bestwater,\footnote{Case C-161/17 Land Nordrhein-Westfalen v Dirk Renckhoff [2018] Bus LR 1815, [2018] ECDR 21.} GS Media,\footnote{Case C-348/13 BestWater International GmbH v Michael Mebes and Stefan Potsch [2014] 10 WLUK 615 (ECJ).} Filmspeler,\footnote{Case C-610/15 Stichting Brein v Zigggo BV and XS4ALL Internet BV [2017] ECDR 19.} Ziggo,\footnote{Case C-265/16 VCAST Ltd v RITI SpA [2017] 11 WLUK 694, [2018] ECDR 5.} and Renckhoff\footnote{Case C-265/16 VCAST Ltd v RITI SpA [2017] 11 WLUK 694, [2018] ECDR 5.} address four important issues: the adoption of the ‘access approach’, the harmonisation of the right, the criterion of the ‘new public’ on the Internet, and the requirement of ‘for profit’ and/or knowledge.\footnote{Case C-306/05 Sociedad General de Autores y Editores de Espana (SGAE) v Rafael Hoteles SL [2006] ECR I-11519, para 37.}

3.4.2 Who Is the ‘Public’?

In Rafael Hoteles, the Court held that the term ‘public’ refers to an ‘indeterminate number of potential viewers’.\footnote{ibid, para 54; Case C-136/09 Organismos Sillogikis Diacheirisis Dimiourgon Theatrikon kai Optikoakoustikon Ergon v Divani Acropolis Hotel [2010] ECR I-37, para 38.} Groups that are too small or insignificant are excluded.\footnote{Case C-135/10 Societa Consortile Fonografici (SCF) v Del Corso [2012] Bus LR 1870, [2012] 3 WLUK 494 (ECJ (3rd Chamber)).} The Court has faced difficulties and inconsistencies in interpreting the ‘public’ in cases where the group of people is small or closed. For instance, the clientele of a hotel who receive retransmissions of TV signals in their rooms were a public,\footnote{Case C-135/10 Societa Consortile Fonografici (SCF) v Del Corso [2012] Bus LR 1870, [2012] 3 WLUK 494 (ECJ (3rd Chamber)).} but patients at a dentist surgery were not.\footnote{Case C-135/10 Societa Consortile Fonografici (SCF) v Del Corso [2012] Bus LR 1870, [2012] 3 WLUK 494 (ECJ (3rd Chamber)).}

In Germany, there have been uncertainties in determining what constitutes a large number of persons. Examining the German case law, in particular the German Federal Court of Justice
(BGH) decision in *Hintergrundmusik in Zahnarztpraxen* and the Regional Court of Cologne decision in the *Rehabilitationszentrum*, one could observe the controversial approach and interpretation of what a public is. While in *Hintergrundmusik in Zahnarztpraxen* the BGH held that playing background music in dentists’ waiting rooms does not reach a large number of people,

422 the Regional Court of Cologne decided in the *Rehabilitationszentrum* that playing background music in a rehabilitation centre reached in fact a fairly large number of people.

423 The BGH, with reference to the CJEU decision on *Del Corso*,

424 provided a detailed analysis of the reasons patients in a dentist’s practice are not a large number of people, a determination that would depend on how many people had access to the same work at the same time and one after the other. The number of people present at the same time in the practice is limited, and any background music does not serve any commercial purpose, but instead it would enable patients’ enjoyment. Such activity, on the side of a dentist, would not increase the number of patients or the price of the treatment that they provide, hence there would be no impact on their income. Receiving dental care is the only reason patients visit a dental practice, and any background music is not a component of dental care. The Regional Court of Cologne, however, compared the guests and patients of the rehabilitation centre to the guests of a hotel, mainly because there is a large number of people in the waiting rooms and consultation rooms, and this group of patients changes constantly; patients arrive before their treatment and are on site at the same time as those who are already waiting and those whose treatment has ended and who are waiting for their follow up consultation and to book a new appointment, in addition to persons accompanying the patients. An additional consideration can be given regarding the two German cases; the Regional Court of Cologne in the second instance exercised its right to refer to the CJEU,

425 while in *Hintergrundmusik in Zahnarztpraxen* the BGH, as the highest civil court, did assume an acte clair, at least with regard to background music in dentists’ practices,

426 and did not request a preliminary ruling.

---
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The CJEU also explained what constitutes a ‘new public’, namely a ‘public different from the public at which the original act of communication of the work is directed’, given that the communication is made by ‘a broadcasting organisation other than the original one’.

In other words, it is important to show either that the public is a ‘new public’, which means that the rightholders did not take it into account when they authorised the initial communication of the work to the public, or that the communication takes place via different technical means than those used in the initial communication.

The decisions in Svensson and Renckhoff were considered to be ‘flatly contradictory’ in this regard. While in both cases the rightholders had authorised the works to be freely accessible on the Internet, in Svensson, the original public was the whole Internet (users) and thus any subsequent online communication could not be to a new public, but in Renckhoff, the original public was only the users of the Spanish travel website, meaning that a new public would be anyone who was not a user of that website. McWhirter explained that the contradictory position in Svensson and Renckhoff was attributed to the functioning of hyperlinking. Hyperlinking, unlike re-posting a photo, helps Internet users navigate and locate online content. On the contrary, in cases where the work is copied, Internet users do not access the work on the original page and the rightholder loses control as to whom the work is communicated.

The analysis of the ‘public’ criterion leads to the admission that the concept of the public is three-fold, referring to: an indeterminate number of potential viewers and a fairly large number of people; using specific technical means, different from those previously used; or communicating to a ‘new public’ that had not already been taken into account by the copyright holders when they authorised the initial communication of their work to the public.

Taking the example of the Ziggo case, where the Court observed that the communication on The Pirate Bay online sharing platform was aimed at an indeterminate number of potential
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recipients and involved a large number of persons, there can be no doubt that communication to over 2 million concurrent viewers on streaming platforms, such as Twitch, is communication to a large and indeterminate number of people, which constitutes a public.

3.4.3 The ‘Knowledge’ Criterion

It was mentioned before that in the Svensson case the Court held that hyperlinking to freely accessible works on the Internet would not amount to an act of communication to the public. In an effort to limit the Svensson precedent, the CJEU introduced the ‘knowledge’ criterion in the GS Media case.

It is of the utmost importance to distinguish between ‘actual’ and ‘presumed’ knowledge. In cases where the communicator has received notice that communication of the work is unauthorised, it will be held to have actual knowledge. Presumed knowledge can be found in cases where the communication is done ‘for profit’. On the contrary, where an act does not have a profit-making nature, it is presumed that the communicator does not know and cannot reasonably know whether the work was published on the Internet with consent. In the absence of knowledge, there can be no communication and as such no communication to the public.

The ‘knowledge’ criterion has been linked to the ‘new public’ criterion. In GS Media, the CJEU stated that if there is knowledge that the work is unauthorised, there will be a new public. Similarly, in Ziggo the Court held that there must be a communication to a new public because the operators of The Pirate Bay could not be unaware that their platform provided access to unauthorised works.
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Koo argues that the introduction of the ‘knowledge’ criterion is questionable because ‘knowledge’ was not a requirement for primary copyright infringement, but it was an element of secondary liability.446 However, based on the judgements in GS Media, Filmspeler, and Ziggo, it is evident that the ‘knowledge’ criterion has been decisive in determining infringement.447

3.4.4 The Economic Aspect of the Communication to the Public Right

The concept of ‘for profit’ has been transformed over the course of the pre-GS Media era and post-GS Media era. Prior to GS Media, ‘for profit’ was considered to be relevant but not essential for proving an act of communication to the public.448 However, the concept ‘for profit’ was transformed in GS Media, where the CJEU considered it as a key element by linking it with the ‘knowledge’ requirement.

In GS Media the CJEU held that where a person shares a hyperlink without having a ‘profit making’ pursuit, in the absence of actual knowledge that the work is unauthorised, it is presumed that the person ‘does not know and cannot reasonably know, that the work has been published on the Internet without the consent of the copyright holder’.449 On the other end of the spectrum, where a person shares a hyperlink to an authorised work pursuing profit, it is presumed that the person has knowledge or ought to have known that the hyperlink provides access to an authorised work.450 Therefore, in the absence of knowledge, actual or presumed, there is no act of communication, and in turn no communication to the public.

In the pre-GS Media cases, the application of the ‘for profit’ criterion was inconsistent. For instance, in FAPL v QC Leisure, the Court held that an act of communication would be for profit where it will affect the financial results of the establishment (such as a pub).451 Subsequently, in Marco Del Corso the CJEU stated that the playing of music in a dentist’s office was not ‘for profit’, because the music would not attract new clients or affect the
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treatment.452 Surprisingly, the CJEU held in a similar case of Reha Training that the playing of television broadcasts in the waiting and training rooms of a rehabilitation centre was ‘for profit’, because – although it had no medical benefit – it was an additional service that made the centre more attractive.453

Following the uncertainty of the ‘for profit’ criterion, Dusollier has argued that the criterion should be removed as a criterion of the communication to the public right, because copyright law does not require profitability as a precondition for liability.454 Koo argues that the ‘for profit’ requirement should not play any role in determining copyright infringement but that it can be viewed in the context of whether the act of communication to the public is in conflict with the normal exploitation of the work.455 As the meaning of the normal exploitation of a work is that the action would ordinarily require the copyright holder’s licence, then infringement should be established when the rightholders are ‘injured’.456 Based on this approach, if there is a committed infringement but there is no damage caused to the copyright holder, it would be justifiable for infringers to be exempt from liability.457 In the context of video game streaming, this approach is not pertinent. An act, such as video game streaming, may or may not cause economic ‘injury’ to the video game developer, when it is unauthorised. As video game streaming breaches End-User Licence Agreements (EULAs) and/or the Terms of Service, the key is that the act is unauthorised, and whether or not economic injuries are caused is irrelevant.

The broad interpretation of the communication to the public right is unjustified because it creates an imbalance between rightholders’ protection and fundamental rights. Rightholders have a high level of protection, which prejudices individuals’ rights to freedom of expression and information and freedom to conduct a business.458 Koo criticises the broad interpretation

453 Case C-117/15 Training v GEMA [2016] 3 CMLR, para 63.
457 A similar suggestion was made in Renckhoff by AG Campos Sanchez-Bordona; however, this approach was not followed by the CJEU. See Case C-161/17 Land Nordrhein-Westfalen v Dirk Renckhoff [2018] Bus LR 1815, [2018] ECDR 21, Opinion of AG Campos Sanchez-Bordona, para 123.
of the communication to the public right, including the introduction of the access approach when interpreting the term ‘communication’. He states that ‘the access approach means that any use of a work that allows an individual to interact with that work can amount to an act of “communication”’.\(^\text{459}\) In addition, the broad interpretation of the right has led to the introduction of new requirements, such as the ‘knowledge’ criterion, despite the maximal harmonisation of Article 3(1) of the InfoSoc Directive throughout the EU.\(^\text{460}\)

3.4.5 Inconsistencies of the Communication to the Public Right

Having examined the individual elements of the communication to the public right, it can be observed that there are contrasting definitions of what constitutes a communication. Although in \textit{Rafael} it was held that ‘the work is made available to the public in such a way that they may access it’,\(^\text{461}\) in the subsequent case of \textit{FAPL} it was stated that a communication refers ‘to any transmission of the protected works, irrespective of the technical means or process used’.\(^\text{462}\) It is apparent that the CJEU created two different approaches, the access approach and the transmission approach.

The dilemma between the access approach and the transmission approach became apparent in the \textit{Svensson} case. Prior to \textit{Svensson}, the courts had to deal with traditional broadcasting or retransmission. \textit{Svensson} introduced the act of hyperlinking, which does not necessarily involve the transmission of the work.\(^\text{463}\) The CJEU applied the access approach referring to \textit{Rafael} and held that acts of hyperlinking were ‘communications’.\(^\text{464}\)

Adopting the access approach contradicts the background to the communication to the public right. In 1996, the Basic Proposal for the WCT stated in para 10.15 that ‘communication always involves transmission’.\(^\text{465}\) Thus, it is more reasonable to define communication according to the transmission approach. The adoption of the access approach would also be detrimental to the use of Internet technologies, such as hyperlinking, P2P networks, and cloud
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Restrictions on the use of technologies would negatively affect the use and dissemination of works by the end users.

The broad interpretation of the notion of ‘communication’ and the adoption of the access approach by the CJEU have affected the second element of the communication to the public right, the public.\(^{467}\) In an effort to limit the reach of the communication right, the CJEU used the ‘new public’ criterion. In *Svensson* it was held that the act of hyperlinking to freely available newspaper articles was not an act of communication to the public because there was no new public, as the work was already available to all Internet users.\(^{468}\) Koo argues that it would be more effective to limit what counts as communication, rather than to rely on the ‘new public’ criterion.\(^{469}\)

The ‘new public’ criterion has had a dramatic impact on the communication to the public right and its use was detrimental for the development of the right.\(^{470}\) Koo is of the opinion that the Court should have adopted the ‘organisation other than the original one’ criterion.\(^{471}\) The ‘new public’ has been defined as ‘a public different from the public at which the original act of communication of the work is directed, that is, to a new public’.\(^{472}\) This definition has similarities with the proposed definition in the Brussels revision of the Berne Convention in 1948; however, the ‘new public’ criterion was rejected due to being unclear and vague.\(^{473}\) Koo argues that it is difficult to distinguish the ‘original public’ intended by the rightholder and the ‘new public’.\(^{474}\) Based on these arguments the ‘new public’ criterion was rejected and instead ‘the organisation other than the original one’ was adopted by Article 11bis(1)(ii).

The application of the ‘new public’ criterion has been inconsistent within the EU case law. The CJEU applied incorrectly the new public criterion in the *Rafael* case, because this case concerned a cable retransmission of a television broadcast and therefore the ‘organisation other
than the original one’ criterion of Article 11bis(1)(ii) should have been applied.\footnote{J Koo, The Right of Communication to the Public in EU Copyright Law (Hart Publishing 2019) 94 and 103. It has been argued that the ‘organisation other than the original one’ is restricted to traditional forms of retransmission.} The CJEU applied the ‘new public’ criterion in various retransmission cases, such as \textit{Airfield v SABAM},\footnote{Cases C-431/09 and C-432/09 Airfield NV v Belgische Vereniging van Auteurs, Componisten en Uitgevers CVBA (SABAM) and Airfield NV v Agicoa Belgium BVBA [2011] ECR I-9363, [2012] ECDR 3.} \textit{PPL v Ireland},\footnote{Case C-162/10 Phonographic Performance (Ireland) Limited v Ireland, Attorney General [2012] 3 WLUK 489, [2012] ECDR 15.} \textit{OSA},\footnote{Case C-351/12 OSA – Ochranný svaz autorský pro práva k dílům hudebním o.s. v Léčebné lázně Mariánské Lázně a.s. [2014] ECLI:EU:C:2014:110.} and \textit{AKM}.\footnote{Case C-138/16 Staatlich Genehmigte Gesellschaft der Autoren, Komponisten und Musicverlegerregistrierte Genossenschaft mbH (AKM) v Z ü rs.net Betriebs GmbH [2017] OJ C 222/2.} However, in \textit{ITV v TVCatchup},\footnote{Case C-607/11 ITV Broadcasting Ltd and Others v TVCatchUp Ltd [ 2012] Bus LR 1020, [2013] ECDR 9, paras 26 and 39.} the ‘new public’ was not taken into consideration, because the Internet transmission was made ‘under specific technical conditions, using a different means of transmission’ and therefore it was unnecessary to consider the ‘new public’ criterion.\footnote{Koo (n 475) 96.} In other words, the CJEU created an exception to the ‘new public’ criterion in cases where the retransmission occurs via different technical means compared to the original transmission.\footnote{ibid, paras 28–29.}

Another inconsistency can be found in the \textit{AKM} case.\footnote{ibid, para 26.} The Court held that the cable retransmission of works by a third party to a public already taken into account by the initial broadcaster was not made to a ‘new public’.\footnote{ibid (n 479).} Although the CJEU stated that the cable transmission was a different technical means to that used for the original broadcast, it did not follow either the ‘new public’ criterion or the ‘specific technical means’ criterion.\footnote{Koo (n 475) 103.}

Koo argues that the ‘organisation other than the original one’ criterion is restricted to traditional forms of retransmission and, in an effort to consider whether this criterion can be expanded to accommodate acts of Internet transmission, suggests that the extension of the ‘organisation other than the original one’ is desirable, as it will achieve international compliance and consistency with the communication to the public right landscape, with one criterion for all acts of subsequent communication.\footnote{Koo (n 475) 96.} This would mean that any subsequent communication, both analogue and digital, would require authorisation if it were made by an organisation different from the original one. The adoption of this criterion would be beneficial
because it is already internationally accepted, despite the fact that the CJEU chose not to take it into consideration, instead favouring the ‘new public’ criterion.\textsuperscript{486}

On the other end of the spectrum, a potential criticism would be on the reduced amount of available works, if copyright holders either refuse to provide authorisation or require unreasonably high fees and bureaucracy to obtain a licence.\textsuperscript{487} A second criticism could be found on the definition of the notion of ‘organisation other than the original one’. The concept is not defined, and it would require clarification on what constitutes an ‘organisation’ for it to be certain and effective. Koo advocates that ‘organisation’ should mean any party that engages with an act of retransmission or subsequent transmission.\textsuperscript{488} Thirdly, the criterion would be criticised as it provides a disproportionately high level of protection to the copyright holders, on the basis that any act of subsequent communication would require authorisation.\textsuperscript{489} It has been suggested that the ‘new public’ criterion should be abandoned when determining whether there is an act of communication to the public. However, it can be developed into an exception to or limitation on the communication to the public right under Article 5(3) of the InfoSoc Directive.\textsuperscript{490}

Game streaming presents serious copyright infringement issues.\textsuperscript{491} Nevertheless, many users/gamers live stream their games or upload LP videos on platforms, a conduct that has only been challenged by video game companies in limited cases. In addition, there are many platforms that allow gamers to live stream their plays or upload them; video game companies have not taken massive action against online platforms, either. As part of their enforcement strategy, platforms such as YouTube scan all live streams for matches to third-party content, and replace the potentially infringing content with a placeholder image notifying the streamer with a warning.\textsuperscript{492} The stream can only continue after the warning is addressed. Until now, the major concern on behalf of the platforms has been associated with the copyrighted music contained in video games.\textsuperscript{493} While game developers, such as Ubisoft and Microsoft, have
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expressed their willingness to work with users/gamers, encouraging them to stream their games, Nintendo has enforced its copyright in this area. The following part analyses the absence of litigation on this matter, as well as considering the applicability and relevance of exceptions and limitations for the purposes of criticism or review, or the defence of freedom of expression.

3.5 Video Game Streaming: Tolerated Infringement and Absence of Litigation

Despite its potentially infringing nature, users/gamers continue to live stream or upload LP videos online, while platforms continue to host the content. Matsui argues that the apathy shown by the platforms has originated from the attitude of the game companies, who have generally not filed any complaints or civil actions against platforms, with Nintendo being one of the exceptions that has reacted to the upload of their copyrighted work online, deciding to allow it on the condition that they will share any profit obtained from advertisements between the user, Google, and Nintendo.

Back in 2015 a controversy emerged between Twitch and another streaming platform, Azubu, as a Twitch user exploited the matches of a professional e-sports player, who had signed a contract with Azubu to exclusively stream the game League of Legends on their service. In response, Azubu attempted to issue a takedown notice to Twitch, but it was Riot Games, the developer of League of Legends, who owned the copyright in the stream and therefore was the only party entitled to issue takedown notices.

It is unlikely that video game developers would enforce their rights to terminate video game streaming practices, mainly for economic reasons. There is no doubt that streaming is a very useful advertising tool. It could be incorporated into the video game companies’ digital marketing strategy, because streams can highly influence consumers’ purchasing decisions.
Johnson and Woodcock have used the game *Rocket League* to show the impact of streaming on the video game industry.\textsuperscript{500} *Rocket League*, a combination of football played with cars instead of human players, was launched on Twitch in 2015 and escalated from the 165th most watched game to the top five, resulting in over five million download sales.\textsuperscript{501} Apart from *Rocket League*, there are many titles that have experienced the same impressive sales rate due to their popularity on the platform, which proves that the success of many video games is highly associated with their marketing via a live streaming platform.\textsuperscript{502}

The impact of streaming on the video game industry is evident by the fact that developers and publishers agree with popular streamers and offer them payment in exchange for the broadcasting of their newly released game.\textsuperscript{503} Streamers strongly argue that they advertise the game during every single stream.\textsuperscript{504} It is, therefore, undeniable that the video game industry recognises the importance of video game streaming as an advertising tool.

However, video game streaming could negatively affect consumer behaviour and purchase intention. Unlike traditional video game reviews, written reviews, or short video reviews, viewers can now access any stream available on the platform and watch the entire game being played and feel satisfied, to the extent that they do not purchase the game.\textsuperscript{505} Johnson and others have argued that viewers, although not having played the game themselves, have participated in game playing options, while the game was unfolding, minimising the potential time for leisure activity.\textsuperscript{506} The negative impact of LP videos on the sales of video games was also confirmed in the 2022 study on copyright infringement in the video game industry published by WIPO.\textsuperscript{507} Dimita, Lee, and Macdonald argue that LP videos not only undermine the sales of video games, as the audience is able to view the events of the entire game without needing
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to purchase the game, but also negatively impact a user’s experience and engagement, as the element of surprise and discovery no longer exists.\textsuperscript{508}

There is a contrast between companies that encourage streaming of their games,\textsuperscript{509} companies that believe that streaming would be detrimental to their sales, and companies such as Nintendo that have been documented for their aggressive approach towards asserting copyright over LP videos.\textsuperscript{510} Matsui believes that the potential benefit of permitting game streaming would outweigh the potential cost.\textsuperscript{511} This contrast, combined with intellectual property concerns on how the gameplay can be shared, will be contested in the coming years.\textsuperscript{512}

Matsui suggests that cases of theoretical and technical copyright infringement that are tolerated by the rightholder should be labelled as ‘tolerated infringement’;\textsuperscript{513} a notion that is accepted and adopted in this research. The lack of legal precedent regarding online video game copyright infringement provides minimal guidance regarding how courts would rule on this issue.\textsuperscript{514} The following part considers whether users could argue exceptions and limitations to the communication to the public right, or freedom of expression defence, in potential litigation.

3.5.1 Exceptions and Limitations to the Communication to the Public Right

The InfoSoc Directive regulates the circumstances in which exceptions to the communication right may be recognised.\textsuperscript{515} The Directive provides ‘numerous exceptions’;\textsuperscript{516}
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which aim to strike a ‘fair balance’ between rightholders and users.\textsuperscript{517} Setting aside the only mandatory exception regarding transient or incidental acts of reproduction, Member States can decide whether and how to implement the optional exceptions.\textsuperscript{518} International treaties and EU Directives use the terms ‘exceptions’ and ‘limitations’ interchangeably.\textsuperscript{519} Rendas highlighted that the term ‘exceptions’ refers to circumstances in which the use is unrestricted, or in other words, neither authorisation nor payment of compensation is required, whereas ‘limitations’ refer to non-voluntary licences, in which ‘the exclusive right is replaced by a compensated exception’.\textsuperscript{520} The CJEU expressed a similar view in \textit{VG Wort}, by stating that the distinction between exceptions and limitations in the title of Article 5 should be given effect.\textsuperscript{521} Other decisions, however, suggest that the CJEU perceives the two terms interchangeably.\textsuperscript{522}

The term ‘exceptions or limitations’ has been used in Article 5 of the InfoSoc Directive considering that certain countries use slightly different terminology. Semantic differences can be found in the legislation of the four national jurisdictions that have been selected for the purposes of the present research; for example, the word ‘limitation’ is used in Germany and Greece, France does not use the term at all, while the UK uses ‘acts permitted’. The French legislature has preferred circumlocutions, such as ‘once a work has been disclosed, the author cannot prohibit…’.\textsuperscript{523}
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The UK copyright exceptions have been heavily influenced by international and EU copyright law. Brown and others argue that the UK system has diverged from the Continental ones in regard to how exceptions or limitations operate, with the former considering them to be rather a limit, whereas the latter views them as an exception.\textsuperscript{524} Similarly, the way exceptions or limitations operate in domestic law also differs, with the UK favouring broadly drafted fair dealing provisions for a number of statutory purposes, while systems in Continental Europe focus on specific, narrow categories.\textsuperscript{525} The InfoSoc Directive did not succeed in achieving harmonisation on the matter, as it provided Member States with the option to enact some, all, or none of the possible exceptions.

The InfoSoc Directive sets forth a closed list of exceptions and limitations to the communication to the public right.\textsuperscript{526} The European Audio-visual Observatory classifies the exceptions and limitations into three main categories, based on their underlying foundations: the exceptions and limitations in favour of the public interest; the exceptions and limitations in favour of fundamental freedoms, including freedom of expression; and the exceptions and limitations for the benefit of private use.\textsuperscript{527} For the purposes of this research, emphasis is given to the exceptions based on fundamental freedoms, and in particular the exception for quotations for purposes such as criticism or review, as LP videos and live streams incorporate commentary or criticism of the video game story and mechanics, with gamers critiquing or reviewing the video game developer’s original work. Article 5(3)(d) of the InfoSoc Directive states that one can use quotations for purposes such as criticism or review, provided that they relate to a work or other subject-matter which has already been lawfully made available to the public, that, unless this turns out to be impossible, the source, including the author’s name, is indicated, and that their use is in accordance with fair practice, and to the extent required by the specific purpose.\textsuperscript{528}

\begin{footnotesize}
\begin{enumerate}
\item ibid.
\item European Audiovisual Observatory, ‘Exceptions and Limitations to Copyright’ (2017) <https://rm.coe.int/168078348b> last accessed on 4 February 2022.
\end{enumerate}
\end{footnotesize}
It is apparent that four cumulative conditions apply: first, the quotation relates to a work or subject matter made lawfully available to the public; second, the source and the author are indicated whenever possible; third, the use complies with fair practice; and fourth, the quotation is no longer than what is required for the specific purpose.

The defences enumerated in the Directive shall only be applied according to the three-step test. Article 5(5) of the InfoSoc Directive provides that ‘the exceptions and limitations provided for in paragraphs 1, 2, 3 and 4 shall only be applied in certain special cases which do not conflict with a normal exploitation of the work or other subject-matter and do not unreasonably prejudice the legitimate interests of the rightholder’.

Bently and others argue that it is unclear whether this test: 1. constitutes an additional limitation, 2. is directed at the application of the defences by the legislature of Member States, 3. is directed at the courts of Member States when applying the defences, or 4. is directed at both the legislature and the courts of Member States. Case law of the CJEU has provided guidance in this respect. The CJEU treated the three-step test as an additional requirement in *Infopaq I*, *FAPL*, *VG Wort*, and *Public Relations Consultants Association Ltd*. While in *Stichting de Thuiskopie v Mijndert van der Lee* the Court recognised that Article 5(5) is aimed at national legislatures, in *Painer*, *ACI Adam BV v Stichting de Thuiskopie*, and *Deckmyn and Vrijheidsfonds v Vandersteen* the CJEU confirmed that national courts must consider it when applying an exception. The view that the three-step test is directed at both the national legislators and the courts seems to prevail. In *VCAST v RTI SpA*, Advocate General Szpunar confirmed that ‘it can therefore be used as guidance for the interpretation of the
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exceptions when they are applied in the Member States’ domestic law, but also for the purposes of the interpretation of the provisions of Directive 2001/29 by the Court. Even before this judgement, Rosati and Arnold argued that the three-step test should be applied not only by the legislature but also by national courts. From a practical point of view, national courts directly applying the three-step test would need to conduct an in-depth examination of the actual availability of national exceptions and limitations for the acts in question. National courts would have to determine whether the acts in question would be eligible for protection under the relevant national exceptions.

The Centre for European Policy Studies (CEPS) has noted that the national implementation of this exception is uniform and there are only minor differences. More specifically, in Germany quotations of musical works should be limited to a few passages and the source should be indicated. In France the exception allows short quotations of lawfully divulged works, justified by the critical, polemic, pedagogical, scientific, or informational nature of the work where they are incorporated and short quotations cannot involve works of visual art. In Greece, quotations of short extracts of a lawfully published work of an author for the purpose of providing support for a case advanced by the person making the quotation or a critique of the position of the author shall be permissible without the consent of the author and without payment, provided the quotation is in accordance with good morals and that the extent of the extracts is essential to the purposes of the quotation; the quotation of the extract must be accompanied by an indication of its source and of the names of the author and of the publisher, provided the said names appear on the source. In the UK the exception allows the use of a quotation from a work made available to the public (in compliance with fair dealing), for criticism or review or other purposes and to the extent that the quotation is no more than what is required by the specific purpose for which it is used.

In the UK, the most significant concept is that of ‘fair dealing’. The term ‘dealing’ means that the defendant has made use of the work and does not imply any kind of transaction between

543 Gesetz über Urheberrecht und verwandte Schutzrechte – Urheberrechtsgesetz 1965, s 51.
545 Greek Copyright Law 2121/1993, art 19.
the parties.\textsuperscript{547} Under the provisions of the CDPA 1988, the dealing must be fair for the purposes outlined in its sections.\textsuperscript{548} The restricted approach followed by the UK should be contrasted with the US general defence of fair use.\textsuperscript{549}

In order to determine whether the ‘use’ or ‘dealing’ in question is fair, there are several factors that should be assessed. The first factor is the quantity and the quality of what is taken. In \textit{Hubbard v Vosper}, Lord Denning MR stated that ‘you must consider the number and the extent of the extracts’\textsuperscript{550} Using numerous and lengthy extracts, or extracts of the most important part of the work, would have an impact on the expected returns to the copyright owner.\textsuperscript{551}

The second factor to be taken into consideration is the use that is made of the work in question. Bently and others have opined that a use is more likely to be fair if the defendant proves that the dealing was transformative, or in other words that they have added to or re-contextualised the part taken.\textsuperscript{552} This raises the question of whether playthrough LP videos could be regarded as transformative enough to qualify for a fair dealing defence. Taylor argues that playthroughs with commentary are transformative by virtue of the new content, which is the commentary.\textsuperscript{553} However, works are not transformative if they present the same material in a different form.\textsuperscript{554} In the context of LP videos, and in particular playthrough videos with commentary, the mere addition of a commenter’s audio and a small box showing the commenter’s face, do not transform the original work.

The third factor is the consequences of the dealing upon the market for the work. This is in line with the second step of the three-step test of the InfoSoc Directive, which considers the ‘conflict with the normal exploitation of the work’. As analysed, the impact of streaming on the market is debatable. This factor is particularly important when the defendant’s use of the

\textsuperscript{548} Copyright, Designs and Patents Act 1988, s 29ff.
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\textsuperscript{551} Bently (n 547) 230.
\textsuperscript{552} ibid.
\textsuperscript{554} C Postel, ‘Let’s Play: YouTube and Twitch’s Video Game Footage and a New Approach to Fair Use’ (2017) 68 Hastings LJ 1169.
work acts as a substitute for the purchase of the original work, as would be the case of someone showing the entire film in their effort to criticise it.\textsuperscript{555}

Before proceeding with the analysis of whether the different types of LP videos qualify for the exception in Article 5(3)(d) of the InfoSoc Directive, it is important to distinguish the different types of LP videos, because the element of commentary is crucial for the analysis. There are three basic categories: reviews, playthroughs with commentary, and playthroughs without commentary.\textsuperscript{556}

The first category of LP videos constitutes reviews of video games. Unlike traditional, written video game reviews, where a game journalist will provide a review within an available word count, video reviews give a great range of audio-visual content.\textsuperscript{557} A video review will show recorded game content accompanied by the reviewer’s critical opinion. The review LP videos may be eligible for copyright exceptions and limitations as outlined in the InfoSoc Directive, as creating a short video displaying parts of a video game and the critical opinion of the reviewer would not conflict with the normal exploitation of the work and would not unreasonably prejudice the legitimate interests of the rightholder.

Live streaming has, however, opened a new dimension of game reviews, where the potential buyer would tune into a streamer’s video, comment over the game, and engage in the review, which in essence takes the form of a dialogue instead of a traditional monologue review.\textsuperscript{558} Taylor opines that live streaming not only entertains viewers but also conveys to the audience independent analysis of the game.\textsuperscript{559} Accepting live streaming as a new form of review would be rather challenging. Undoubtedly, it offers viewers the ability to interact and communicate with the reviewer directly as well as the ability to see elements of the game before making a choice to purchase the game or not. Nevertheless, a live review cannot guarantee a ‘spoiler-free’ experience for the audience.\textsuperscript{560} Johnson and Woodcock argue that some video game companies are against live streaming of their content and for the purposes of a review the
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audience would prefer experienced reviewers than players, focusing on the important elements of the game.\textsuperscript{561}

The second category of LP videos are playthroughs with commentary. In this type of video, a viewer can watch the entire or part of the video game being played, while the gamer provides commentary on their experience rather than on the features of the game.\textsuperscript{562} There is a debate on whether playthroughs with commentary qualify for the exception for the purposes of criticism or review. The arguments in favour point out that the commentary’s purpose is different from that of the original work’s story. In addition, Puddington opines that the purpose of playthroughs with commentary is to demonstrate the game strategy and does not interfere with the original work.\textsuperscript{563} However, the arguments against are stronger. The fact that gamers make use of the original work, broadcasting or making available the entire game or in other words ‘the heart of the game’ with its plot twists and climaxes has as a consequence that Article 5(3)(d) is less favourable for this type of LP video.\textsuperscript{564}

To corroborate the argument that playthrough videos with commentary are unlikely to qualify for the exception of criticism or review, the second step of the InfoSoc Directive’s three-step test, the ‘conflict with the normal exploitation of the work’, would be of great help. As discussed, showing the entire video game could serve as a great advertisement for the video game company, given the millions of viewers and potential buyers.\textsuperscript{565} However, watching the video game being played could influence buyer conduct in a negative way. It has been contended that Internet users might feel so fulfilled by watching a LP video that they will not consider purchasing the game.\textsuperscript{566}

This type of video is not likely to fall under the exception of Article 5(3)(d). The courts require a connection between the part taken from a protected work and the comments of the reviewer. The German Court (Cologne Court of Appeal) denied the exception applied in a case concerning the publication of excerpts from a protected film that were not linked to the
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comments or questions about the film, made by an operator on YouTube, stating that the freedom to quote should not be ‘exploited as a vehicle’ for publishing entire works or parts.567

The third category of LP videos are the playthroughs with no commentary. One example of this type of video is the ‘full game walkthrough’ of the video game Bloodborne (developed by FromSoftware), where viewers can watch a 10-hour-and-20-minute video of the entire game being played, with no commentary from the gamer.568 In these LP videos, Postel notes, it is as if the viewer is playing the game, except the viewer is not causing the action on the screen.569 Publications of the entire work would rarely be permitted for the purposes of criticism or review.570 Therefore, the third category of LP videos will not fall under the exception of Article 5(3)(d).

3.5.2 In Search of Applicable Exceptions: Freedom of Expression

This part considers whether freedom of expression could be employed to provide for a limitation to copyright law. Freedom of expression and copyright law are diametrically opposed to one another. While copyright allows for a limited monopoly of works, freedom of expression, as incorporated into Article 19 of the Universal Declaration on Human Rights (UDHR)571 and Article 10 of the European Convention on Human Rights (ECHR),572 is a freedom to hold opinions and to receive and impart information and ideas.573 In the British case of Ashdown v Telegraph Group Ltd, Lord Phillips stated categorically:

570 M De Zwart, 'A Historical Analysis of the Birth of Fair Dealing and Fair Use: Lessons for the Digital Age’ (2007) IPQ 1, 60
572 European Convention on Human Rights, signed in Rome on 4 November 1950, Article 10 reads:
Everyone has the right to freedom of expression. This right shall include freedom to hold opinions and to receive and impart information and ideas without interference by public authority and regardless of frontiers. … 2. The exercise of these freedoms, since it carries with it duties and responsibilities, may be subject to such formalities, conditions, restrictions or penalties as are prescribed by law and are necessary in a democratic society, in the interests of national security, territorial integrity or public safety, for the prevention of disorder or crime, for the protection of health or morals, for the protection of the reputation or rights of others, for preventing the disclosure of information received in confidence, or for maintaining the authority and impartiality of the judiciary.
Copyright is antithetical to freedom of expression. It prevents all, save the owner of the copyright, from expressing information in the form of the literary work protected by the copyright.\(^{574}\)

Angelopoulos considers the internal and external conflict of the two rights, emphasising the fact that the body of copyright law is a ‘balancing exercise, an attempt to accommodate both contradictory goals’.\(^{575}\) Not that long ago, the national courts in the EU regarded external restrictions of copyright as impossible, since copyright law has its own mechanisms to balance exclusive rights with competing rights, through the exceptions and limitations to copyright.\(^{576}\) At EU level, the CJEU started to admit that intellectual property law needed to be interpreted in the ‘light of fundamental rights’.\(^{577}\) In 2013 the European Court of Human Rights (ECtHR) ruled in two important cases on the possibility that sanctions for copyright infringement may violate freedom of expression and it subjected copyright law to an external freedom of expression assessment.\(^{578}\) The ECtHR confirmed that a freedom of expression review of copyright is not just possible but obligatory in Europe on a case-by-case basis.\(^{579}\)

In his Opinion, Advocate General Szpunar considered in Funke Medien NRW GmbH v Federal Republic of Germany (also known as the Afghanistan Papers case)\(^{580}\) that an external freedom of expression check of copyright law is legitimate when the circumstances of the case require so. Advocate General Szpunar, in two subsequent cases – Pelham and Spiegel Online, concerning the conflict of copyright with freedom of expression – adopted a more restrictive position, stating that any balancing of these rights should be undertaken by the legislature.\(^{581}\)
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However, he did not exclude the external application of freedom of expression to copyright, emphasising that ‘exceptional circumstances’ might arise making such application indispensable. More recently, Advocate General Saugmandsgaard Øe issued his Opinion in the joined cases Frank Peterson v YouTube LLC and Elsevier v Cyando AG and emphasised that the fundamental rights of platform users, including their freedom of expression, cannot be ignored. From the video game streaming perspective, in order to balance these rights, there are important factors that should be taken into consideration.

3.5.2.1 Streaming as Protected Speech

Undoubtedly, LP videos contain different expressions. Streamers and audience engage in discussions whose content is not limited to gameplay. Characteristic examples of streaming videos that have ‘departed’ from purely gameplay discussion are the streams ‘Twitch Plays Pokémon’ and ‘Heartstone’. In the first case, a programmer created a stream that allowed viewers to control the game by typing commands in the chat. Although the game progressed at a slow pace, it became immensely popular and inspired the creation of images, moving pictures, and Internet memes. In the second case, the video game developer Blizzard prohibited its Heartstone professional player from competing in the tournament for one year (later reduced to six months), on the grounds that he expressed a statement in support of protestors in Hong Kong, during a period of massive protests in summer 2019. Across the video game industry, Riot Games (which publishes League of Legend) has stated that personal views on sensitive
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584 A Frank, ‘Five Years Ago, Twitch Plays Pokémon Changed Twitch Forever’ (Polygon, 12 February 2019) <https://wwwpolygoncom201921218221792twitchplayspokemonanniversary> last accessed on 4 February 2022. The term ‘Internet meme’ has been described by L Shifman as ‘the propagation of content items such as jokes, rumours, videos or websites from one person to others via the Internet’. L Shifman, ‘Memes in a Digital World: Reconciling with a Conceptual Troublemaker’ (2013) 18(3) Journal of Computer-Mediated Communication 362–77.
issues should be kept separate, while Epic Games, the developer of *Fortnite*, supported everyone’s right to express their views on politics and human rights.\(^{587}\)

Geiger and Izyumenko argue that copyright should serve as an engine of free expression, instead of serving the purposes of blocking access to information in order to avoid unwelcome criticism.\(^{588}\) Indeed, in the past, there have been a number of judicial cases where rightholders have used copyright law as a recourse to stifle criticism.\(^{589}\) In the ‘video game world’, video game developers have used takedown tools to censor unfavourable opinions of their game.\(^{590}\) For instance, in the 2013 case of John Bain, known as TotalBiscuit, where he provided a negative review of the game *Day One: Garry’s Incident* (developed by Wild Games Studio), the latter filed a takedown notice.\(^{591}\) They alleged that John Bain had an advertisement in front of the game and thus gained advertisement revenue, taking advantage of the game’s image. Although Wild Game Studios withdrew their takedown notice, this action confirms the legitimate concerns that LP producers have.

The ECtHR has stated in numerous cases the importance of freedom of expression and its role in a democratic society,\(^{592}\) as well as its importance from a public interest perspective. Analysing the *Ashby Donald and others v France* and *Fredrik Neij and Peter Sunde Kolmisoppi (The Pirate Bay) v Sweden* cases, the ECtHR considered whether the expression was ‘commercial’ and whether it contributed to a political expression or a debate in the general interest.\(^{593}\) Geiger and Izyumenko point out that the crucial criterion for valuing speech is whether it contributes to a debate in the general interest.\(^{594}\)
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In order to evaluate video game streaming, one should consider whether LP videos are commercial or cultural and, as such, whether they promote democratic values or not. LP videos are not commercial speech. While this activity generates revenue, the main purpose of the speech is to entertain the audience. It is more challenging to evaluate whether streaming video games contributes to a debate in the general interest. As a first step, one should interpret what ‘a debate in the general interest’ is. The ECtHR held that political discussions, sporting events, and performing artists have been matters of general interest.

While traditional mass media are viewed as mere entertainment, contemporary Internet media allow for discussion between the parties involved. According to Balkin, freedom of speech should protect democratic culture where different people participate in, create, and discuss topics they find important, shaping in turn the understanding of society. In the context of a stream, video games are the basis upon which viewers and streamers interact and participate in the expression of a streamer using a chat function. In addition, one should not disregard that streaming platforms and LP videos are highly appealing to young people, who perceive these platforms as political fora to discuss and debate. Young people rarely take part in traditional ways of democratic deliberation. Churchill and Xu argue that streaming platforms, Twitch in particular, have become ‘more than just an entertainment medium; it is the home of the largest gaming community history’. Setting aside their entertainment mission, Taylor explained that streaming platforms provide viewers and gamers with a ‘civic space, political domain and site of critical work’.

3.6 Conclusion

When analysing the debate over whether LP videos and live streams are acts of communication to the public, one could not overlook the asymmetry between the exclusive rights and exceptions as outlined in the InfoSoc Directive. The InfoSoc Directive and

---

596 Ceylan v Turkey App No 23556/94 (ECtHR, 8th July 1999), para 34.
597 Von Hannover v Germany (No 2) App No 40660/08 (ECtHR, 7 February 2012), para 109; Axel Springer AG v Germany App No 39954/08 (ECtHR, 7 February 2012), para 90.
accordingly the CJEU gave a broad scope to the communication to the public right in terms of interpretation, introducing new elements or criteria in the decision-making process.

Meanwhile, the closed list of copyright exceptions enumerated in Article 5 have been interpreted strictly. The three-step test in Article 5(5) limits the judicial application of the exceptions listed in Article 5(1)–(4). Rendas emphatically states that although the EU framework lacks flexibility, the courts have been deciding flexibly by way of analogy or by referring to other instruments. A characteristic example of the CJEU’s flexibility in the decision-making process is the GS Media case, where the court moved away from the Svensson precedent and ruled in a rather creative way.

The uncertainty around the communication to the public right is also evident in the gaming community. Among the gamers/users there is no clear understanding of whether video games are copyright-protected works, and as such should be protected from unauthorised communication to the public. They claim that they have contributed creative input to the gameplay.

Having considered the financial factors that have resulted in reluctance on the part of video game companies to initiate legal proceedings on the grounds of unauthorised communication to the public, this chapter examined the ‘legal arsenal’ that could be put forward in the event of potential litigation. Setting aside review videos, which are short in length and characterised by critical opinion on a particular game, the other two types of LP videos – playthrough videos with and without commentary – are unlikely (or definitely not likely) to qualify for the exceptions and limitations of copyright, respectively.

Copyright can be restricted for the purposes of safeguarding free speech, and free speech in turn is not absolute and can be limited if rightholders have a legitimate interest in enforcing their rights. Copyright and the right to freedom of expression must be balanced on a case-by-case basis, but the ECtHR offered little direction for this exercise. The CJEU and the ECtHR continue to grant Member States a wide margin of discretion to strike a balance at the national level. In contrast to speech having commercial motives, which is likely to lose to copyright claims, political speech or speech that adds to a public conversation is likely to be given

priority. With no current legal precedent in the field of video game streaming and potential copyright infringement, it remains to be seen how national and European courts will assess a case before them and evaluate the defences discussed in this chapter.
Chapter 4: The Determination of Responsibility and Liability of Intermediary Service Providers Performing Streaming Functions

The industry of video game streaming is based on the advancements of online platforms that host the streaming content. One of the main protagonists of the streaming platforms, Twitch.tv, provides video gamers with a virtual location – a website – to stream and share their experience with other users. The streaming platforms enable streamers to host their own channel and interact with a wide audience while playing the video game.

The rapid growth of the Internet and the massive amount of content available online have raised legal and practical issues. On the Internet, potential infringing material is transmitted or stored through a third party’s network. Qiu highlights that in the video game streaming industry the problem is that the streaming content on platforms, such as Twitch.tv, involves copyrightable video games, which infringe copyright holders’ rights, if the streaming platform lacks authorisation. Internet Service Providers (ISPs) provide a wide range of services and therefore play a vital role in the Internet industry. ISPs’ services can be categorised according to their performance: access providers, host providers, and content providers. Access providers are the ISPs that connect the user to the Internet through a telecommunication line or link. Host providers perform the hosting of a customer’s website on their technical facilities and connect the website with the Internet. These providers provide a platform where users can transact with each other and exchange information. Characteristic examples are eBay, where users can buy and sell items via eBay’s platform, and YouTube and Twitch.tv, which offer their users the platform to upload their content, without prior control or permission by the website operators. Thus, the services carried out by eBay, YouTube, and Twitch.tv are hosting services. Content providers offer information, illustrations, entertainment, goods, and services on websites and the content is created and offered on their own behalf. Therefore, their main performance is the creation and the offer of digital content online.
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In providing these services, the service provider could be potentially liable as a result of the misuse of the service by the recipient – third parties. In the context of video games, the responsibility and liability for uploading and storing ‘Let’s Play’ (LP) videos is an unclear issue: on the one hand, primarily liable is the user who uploads the infringing content, while, on the other hand, the operator of the platform could be indirectly liable. To protect ISPs from ‘unlimited liability’ emerging from the users’ copyright-infringing activities, safe harbour was created with the enactment of Directive 2000/31/EC (the Directive on Electronic Commerce, or ‘e-Commerce Directive’). ISP liability is enumerated in Articles 12–15 of the e-Commerce Directive. In cases where an ISP provides information society services, the ISP will come under the liability exceptions.

In 2019, Directive (EU) 2019/790 (the EU Directive on Copyright in the Digital Single Market, or ‘DSM Directive’) limited the applicability of safe harbours where ISPs have not obtained authorisation from the rightholders. Therefore, ISPs are now obligated by the Directive to obtain authorisation from the rightholders, by concluding a licence agreement, to communicate copyright-protected works to the public.

This chapter will address the following questions: Are intermediaries liable for hosting infringing LP videos and/or live streams pursuant to Articles 12 to 15 of the e-Commerce Directive and Article 17 of the DSM Directive? What are the obligations imposed on online content-sharing service providers (OCSSPs) by the DSM Directive, and how might they be implemented by the providers? What are the limitations of existing content moderation methods for detecting unauthorised video game streaming, and how to overcome the challenges of deploying algorithmic filters in the detection of infringing content?

In this chapter, further consideration of the ISPs’ liability and immunity pursuant to the e-Commerce Directive and the DSM Directive will be provided. The chapter also considers the deployment of algorithmic content moderation systems for the detection of infringing content and the challenges associated with copyright law. The last part is dedicated to the remedies available to rightholders against those intermediaries. The Notice and Takedown procedure

610 The recipient of the service is defined as a natural or legal person who uses an information society service to seek information or to make such information accessible. Council Directive 2000/31/EC on certain legal aspects of information society services, in particular electronic commerce, in the Internal Market (‘Directive on electronic commerce’) [2000] OJ L 178/1, arts 2(d) and 3.

will be analysed in terms of its effectiveness and application in the selected EU Member States (Germany, France, and Greece) and the UK.

4.1 Further Considerations on Intermediary Service Providers

Based on the categorisation of ISPs into access providers, content providers, and host providers, as illustrated in the introduction to this chapter, one could argue that it is not an easy task to transfer these definitions to the service providers conducting business on the Internet, because an ISP may offer multiple services simultaneously. While the services provided by an access provider are unquestionable, the differentiation between content and hosting providers is a more challenging task. The content provider offers information, entertainment, or the purchase of goods or services and the host provider is the party that hosts the web site for the content provider. The differentiation of the two providers could be more easily understood by the wording of Article 14 of the e-Commerce Directive, which provides that a hosting service ‘consists of the storage of information’. This criterion distinguishes the hosting provider from the content provider, because the former is not involved in the creation of the content, whereas the latter is involved in the creation of the content. In light of the above, websites, such as YouTube and Twitch.tv, that host pre-recorded and uploaded LP videos perform hosting services. The issue of live streaming is slightly different; therefore, it will be further analysed below in section 4.2, which discusses the liability of intermediaries acting as mere conduit, caching, or hosting service providers.

The case law of national and European courts shows that divergences exist among Member States. Services provided for remuneration – among other criteria – are exempt from liability. In France, the Paris Court of Appeal defended the Wikimedia Foundation’s (a free platform) status as a hosting provider, whereas the CJEU held that online publishers of news could be

liable, regardless of whether the content was free or paid for by the users.\textsuperscript{618} In addition, the liability regime of hyperlinks and search engines is also not harmonised. Courts in the UK held that hyperlinking is a mere conduit activity, while courts in Germany considered it to be hosting activity.\textsuperscript{619}

The uncertainties around the e-Commerce Directive came to the surface when the European Commission launched a public consultation on the regulatory environment for platforms and online intermediaries.\textsuperscript{620} The reports coming from respondents under the section on ‘Tackling illegal content online and the liability of online intermediaries’ varied depending on their interests. Rightholders reported the growing use of protected content without their authorisation by online platforms, the lack of clarity in copyright law regarding the notion of the communication to the public right, and the limited liability for intermediaries and they asked for clarification at an EU level of the rules applicable to online platforms using protected content.\textsuperscript{621} It is remarkable though that the video game industries considered the use of their content by online platforms to have a positive effect.\textsuperscript{622} Online platforms\textsuperscript{623} and ISPs\textsuperscript{624} expressed a different view. According to the responses coming from intermediaries, the liability regime under Articles 12–15 of the e-Commerce Directive was fit for purpose and

\textsuperscript{618} Case C-291/13 Papasavvas v O Fileleftheros Dimosia Etairia Ltd [2014] WLR(D) 393, [2015] 1 CMLR 24.


future-proof’, which meant that there was no need for further categories of intermediary services to be established.\(^625\) Nevertheless, governmental respondents\(^626\) had not disregarded that the Internet had changed since the enactment of the e-Commerce Directive and thought further clarification should be given at an EU level on the criterion of ‘actual knowledge’ as well as on what types of online businesses fell under the category of mere conduit, caching, and hosting. Do hosting services of the e-Commerce Directive accommodate the services of Web 2.0? Based on the mere definition of information society services, one could opine that not only the traditional electronic communications providers but also new online intermediaries (e.g., social media companies, game, and cloud providers) potentially fall under the scope of the e-Commerce Directive. Further analysis will be given below under section 4.2.3.

4.2 The Liability of Intermediary Service Providers and the Exceptions

Intermediary service provider liability is enacted in Articles 12–15 of the e-Commerce Directive. In cases where a provider provides an information society service (ISS), it will come under the liability exceptions. Practically, this is crucial for an intermediary, because exceptions provide protection from legal liability for its activities and the activities of its users. A quick review of the content of the Articles shows that the immunity applies to the activity or service and not to the provider of the said service.\(^627\) This activity-based regime means that an intermediary could be liable for infringing content relevant to some of its activities, whereas it may be able to claim exemption from liability regarding illegal content stored or transmitted through its platform if the services fall within Articles 12–14 of the e-Commerce Directive.\(^628\) In the L’Oréal v eBay case, Advocate General Jääskinen stated that while some activities of the intermediary are exempt from liability, others are not.\(^629\)

---


\(^629\) Case C-324/09 L’Oréal SA and others v eBay International AG and others [2012] Bus LR 1369, [2011] 7 WLUK 313, Opinion of AG Jääskinen, para 149.
4.2.1. Mere Conduit

Article 12 of the e-Commerce Directive relates to the activities that could result in liability for intermediaries as well as the exemptions available in cases where they act as mere conduits. An intermediary is considered to act as a mere conduit where it ‘plays a transient and passive role in aiding the transmission of information on behalf of content providers’. An intermediary can claim exemption from liability where three requirements are met: it does not initiate the transmission; it refrains from selecting the person receiving the information; and it does not select or modify the transmission.

One of the main platforms for video game content, Twitch.tv, is a provider of online services that offers the transmission of live streaming videos, chosen by the gamer/streamer, between streamers and viewers. Twitch.tv does not initiate the transmission, it does not select the person receiving the information, and it does not modify the transmitted content. As analysed in the previous chapters, in the course of live streaming the digital work is delivered simultaneously to multiple users from a single source in real time. The data is captured from a source, processed to a digital signal, and transmitted to multiple users simultaneously. Thus, according to this point of view, Twitch.tv acts as a ‘mere conduit’ for the transmission of live streaming video game content.

Nevertheless, paragraph 3 of Article 12 has a great impact on Article 12(1), because it provides that the limitation of liability shall not affect the ability of courts or administrative authorities in Member States to require the intermediary service provider to terminate the infringement. To date, Germany, the UK, and Belgium have implemented the provision of Article 12(3) to issue blocking orders to access providers. Germany and the UK, in particular, have issued access-blocking orders for websites containing child pornography and hate speech. In Germany, the issue of access blocking appeared in a 2002 case where the access-blocking order was issued for a Nazi website, which contained severe criminally offensive
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In the UK, British Telecom (BT) was the first provider to block child pornography websites by introducing ‘Clean Feed’.  

At this point, it is also important to discuss the legality of directing service providers to employ technology for the purposes of blocking illegal file sharing. In the Belgian case of *SABAM v SA Tiscali (Scarlet)* the court ordered Scarlet, an ISP, to install filtering software for the purposes of identifying and blocking access to copyrighted music. The court decision contradicts Article 12, which recognises and grants service providers immunity when acting as ‘mere conduits’. When the issue was referred to the CJEU for a preliminary ruling, the Luxembourg Court stated that it is unreasonable to order a service provider to install filtering software for the purposes of copyright enforcement, also emphasising the infringement of fundamental rights of freedom of expression. The issue of blocking access to copyright content and its effectiveness in tackling copyright infringements will be further analysed in the next chapter.

4.2.2. Caching

Caching is defined as the automatic, intermediate, and temporary storage of data, performed for the sole purpose of making more efficient the information’s onward transmission to other recipients of the service upon their request (for example, a proxy server). The e-Commerce Directive enumerates provisions to maintain immunity for ISPs engaging in caching. The service provider is not liable on condition that it does not modify the information, complies with conditions on access to the information, complies with rules regarding the updating of the information, does not interfere with the lawful use of technology widely recognised and used by industry, and promptly removes or disables access to copyright-infringing material upon obtaining actual knowledge of the fact that the information has been removed from the initial
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source, has been disabled, or where such removal was ordered by an administrative authority.641

The storage of information for a longer period would require stricter rules for any excuse from liability.642 In essence, the aim of Article 13 on caching is to grant intermediaries protection for the materials that are temporarily stored on their servers and to ensure the availability of material and the functionality of the Internet.643

Caching is an integral part of the live streaming process from a technical point of view. On the backstage of any live stream (including the live stream of video game content), one could observe the following steps: segmentation, compression, encoding, Content Delivery Network (CDN) distribution, CDN caching, decoding, and video playback.644 After the live stream has been segmented, compressed, and encoded, it will be available to the millions of viewers who want to watch it. A CDN will cache (temporarily save) the segments of the live stream and the viewers will receive the live stream from the CDN cache rather than from the origin server, a process that makes live stream closer to real time.645

4.2.3 Hosting Liability

Unlike the act of caching, hosting pertains to an extended or permanent storage of information. To better understand the wording of Article 14, it is important to consider the meaning of hosting, the level of knowledge required, and how quickly an intermediary is expected to take down infringing content.

Article 14 refers to a wide range of providers, including social networking platforms646 and blog services.647 Hosting is where service providers store information provided by the recipient of the service648 and usually consists of websites including html pages put up by users.649 In other words, the recipient of the service generates the content and places it on a server (provided

642 Bunt v Tilley [2006] EWHC 407 [51].
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646 Case C-360/10 Belgische Vereniging van Auteurs, Componisten en Uitgevers CVBA (SABAM) v Netlog NV [2012] 2 WLUK 519, [2012] 2 CMLR 18, para 27.
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by the host) so that it can be accessed by users. Although users have the possibility to upload the content without prior monitoring by the host, the latter can retroactively remove such content from its servers. Hence, the Twitch.tv service, which allows gamers/streamers to upload their LP videos on Twitch and select which video will remain available upon users’ request as archived video (on-demand streaming), falls within the wording of hosting provider.

An intermediary should meet four requirements to claim immunity under Article 14. First, the service in question is an ISS; second, the service consists of the storage of information; third, it is provided by the recipient of the information; and fourth, the provider of the service does not have actual knowledge or is not aware of the illegal nature of the information or upon obtaining such knowledge or awareness acts expeditiously to remove or to disable access to the information.

The Directive grants immunity to intermediaries that provide an ISS that consists of the storage of information. The meaning of storage is very important in this respect. Storage has been interpreted as ‘holding, keeping or storing information on a server’. Hosts do not approve content hosted on their servers in advance. For intermediaries, it is important to remain ‘neutral’ to be able to claim immunity. Therefore, the criterion of ‘knowledge’ is one of the most significant criteria for assessment.

The CJEU in Google France v Louis Vuitton and L’Oréal v eBay provided some insights on how to interpret Article 14. According to the Court, service providers would be exempted from liability if their conduct was merely technical, automatic, and passive. In contrast, if the service provider had control over the illegal information, they should have been held liable for their active role. Where the service provider has not played an active role, it could be held liable if it has obtained knowledge of facts or circumstances and, notwithstanding
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this awareness, has not acted expeditiously to prevent its recurrence by removing infringing content or by disabling access to the information online.\textsuperscript{656}

Upon notification of infringing material, service providers have a reasonable time to remove the content. The opportunity to retroactively remove infringing content hosted on a server means that service providers are exempt from liability from the actions of third parties, up to the point it is shown that they have actual knowledge of the infringing content and did not remove it.\textsuperscript{657}

Following the introduction of the e-Commerce Directive in 2000, the interpretation of Article 14 caused various discussions regarding the ambiguous concepts contained in its provision. First and foremost, according to Article 14, a hosting service ‘consists of the storage of information provided by a recipient of the service’. The EU study on the legal analysis of a single market for the information society highlighted that the wording ‘consists of’ is used to distinguish hosting providers from content providers, as the former are not involved in the creation of the content, whereas the latter are creating the content themselves.\textsuperscript{658} While this criterion may be suitable for the traditional services,\textsuperscript{659} its limitations come to the surface if applied to other services, such as e-mail services, cloud computing services, and other Web 2.0 services, where storage is only one aspect of the service package.\textsuperscript{660}

Courts in Member States have been confronted with the limitations of the ‘consist of’ criterion in cases where they were asked to specify to what extent a service is a hosting service: Is it sufficient that all aspects, most aspects, or some aspects deal with hosting? The French Commercial Court of Paris ruled in 2008 that ‘the essence of eBay’s service is to mediate between buyers and sellers’ and ‘it deploys a commercial, auction-related activity that is not limited to hosting’, excluding Article 14 when the hosting aspects are not the most important

\textsuperscript{656} G Colangelo and M Maggiolino, ‘ISPs’ Copyright Liability in the EU Digital Single Market Strategy’ (2018) 26 IJLIT 142, 144.
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\textsuperscript{660} Web 2.0 is a term that describes the developments in the use of World Wide Web technology that aims to enhance creativity and information sharing. Examples of Web 2.0 technology include hosting services, such as social networking sites (e.g., Facebook) and video-sharing sites (e.g., YouTube). See SJ Caruso, ‘Toward Understanding the Role Of Web 2.0 Technology In Self-Directed Learning And Job Performance’ (2018) 11(3) CIER 89.
aspects of the service. However, an opposite view was taken by the Rodopi court of first instance in Greece, qualifying a blog as a hosting service given that there is some storage activity involved.

Secondly, according to Article 14, hosting providers can only benefit from the limited liability regime when they act expeditiously to remove or disable access to illegal information as soon as they obtain ‘actual knowledge’ or ‘are aware of facts or circumstances’ regarding this illegal information. Although the concept of ‘actual knowledge’ is crucial to determine liability for hosting providers, the Directive does not provide a definition of what should be considered as ‘knowledge’. As a result, it is left to the courts to determine the scope of these criteria. For instance, the German courts have placed more emphasis on the preconditions of knowledge (positive knowledge or negligent ignorance) and the formal requirements for notifying the illicit content, in particular the requirement of an official communication. The German courts have focused on actual, positive human knowledge instead of automated computer knowledge as well as on the ‘knowledge’ of specific illegal content, as the provider is able to remove or block access to specific identifiable content.

Article 14(3) of the e-Commerce Directive provides for further obligations that can be imposed by the courts or administrative authorities of Member States. In this context, German courts are of the opinion that host providers’ liability should not be limited to the Notice and Takedown obligation, but should also prevent future abuses on their platforms. In the Rolex v eBay case, the court held that eBay should not only remove the infringing content but also take measures to prevent further infringements in the future, if such measures are possible and economically reasonable. However, the UK courts have rejected attempts by rightholders to compel eBay to prevent infringements by their customers. Arnold J delivered his judgement on L’Oréal v eBay by stating that ‘eBay Europe are under no legal duty or obligation to prevent infringement of third parties’ registered trademarks’. Article 14(3) has been criticised because it allows Member States to rely on domestic law.


German Federal Court of Justice (BGH) VI ZR 335/02, 23 September 2003, NJW 2003, 3764; the requirement of positive knowledge is found on the German decision as ‘positive Kenntnis’.
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intermediary contribution to copyright infringement committed by others is dealt with by the doctrine of *Störerhaftung* (interferer), which is a form of strict liability, with the only factor to be the unlawfulness of the conduct per se. Angelopoulos explains that *Störerhaftung* is available in cases where the direct infringer is unknown or not within legal reach, or where the nature of the infringement would require action to be taken against the interferer so as to ensure an immediate relief.\(^{668}\) Indeed, this is likely in cases of online infringement, because the online networked environment allows for copies of infringing content to emerge in different online locations.

The common law doctrine of joint tortfeasance holds multiple persons liable provided that they are connected or associated with the same infringement.\(^{669}\) Copyright infringement is a tort, and courts in the national jurisdictions have turned to tort law principles to address this issue. While the UK courts fall back onto the doctrine of joint tortfeasance, Germany mainly relies on the doctrine of *Störerhaftung*. Based on this consideration, one could conclude that differences between national jurisdictions in their liability regimes are due to the difference in their tort law traditions. The fundamental division between civil and common law in the concept of duty of care could also explain the different approaches to intermediary liability. While in civil law systems there is a general rule that persons’ actions should not prejudice third parties, in common law systems such a duty does not exist, unless it is provided by precedent or statute.\(^{670}\) The harmonisation of intermediary liability is a challenging task, as the issue is linked to tort law, an area in which divergence between national systems is firm.

After the presentation of the different services carried out by service providers, it is undeniable that the terminology and different categories of intermediary service providers is not clear. The lines between mere conduit and hosting service providers are blurred. More specifically, in the context of the e-Commerce Directive, live streaming is hard to be categorised under either mere conduit or hosting services. Different opinions have been expressed on this matter. While Borghi is of the opinion that ‘both kinds of websites offering live and on-demand streaming can also be hosting services’,\(^{671}\) Larkey has differentiated the two activities as ‘mere conduit service providers offering live streaming services and hosting
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service providers offering on-demand streaming’.

A similar view has been adopted by the European Commission, indicating in their 2018 report that ‘for instance, a Web streaming service may offer the ability of live streaming, which to the extent that it amounts to live streaming, may have to be considered a “mere conduit” activity’.

A more recent report conducted by Schwemer and others for the European Commission in the summer of 2020 places live streaming in a grey area. From a functional point of view, live streaming is similar to hosting, but it does not fall under the definition of Article 14 of the e-Commerce Directive since the streamed content is not stored before the communication.

From a technical perspective, live streaming resembles mere conduit because it involves the element of transmission, but the temporal characteristic of live streaming is not what the EU legislators intended when enacting Article 12 (mere conduit). According to their view, live streaming ‘is somewhat comparable to hosting because the live streaming service hosts the live stream, which is not necessarily a stored file but a continuous content stream’.

In a period of three years, different reports regarding intermediary services liability present divergence in their opinions.

Based on the above analysis, Twitch.tv acts as a mere conduit for live streaming video game content and as a hosting provider for archived videos that are available via on-demand streaming. The next and more challenging step is to consider that platforms may store the ‘live stream’ video for a couple of days for later viewing. Would they still be mere conduit service providers? The answer would be in the negative. Platforms, such as Twitch.tv, that will store live stream videos for future access will perform hosting activities.

This lack of unanimity in the opinions and understandings among legal academics and the European Commission around live streaming necessitates further clarification or an upgrade of the legislation, in order to accommodate this type of service. A clarifying Recital should introduce a new typology regarding intermediary functions, including a non-exhaustive list of
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examples for each category. Taking as an example the live streaming services, it is apparent that the e-Commerce Directive of 2000 cannot mirror the emerging technologies. There are also other examples, such as cloud computing, demonstrating that updated legislation is of great importance. The e-Commerce Directive has proven to be not ‘future-proof’.

4.2.4 Monitoring Obligation

The e-Commerce Directive does not provide for a general obligation on service providers to monitor the information they transmit or store on their platforms. Service providers should not be burdened with the investigation of the information that could amount to sharing infringing content. The content of Article 15 was analysed by the CJEU in the Scarlet Extended and SABAM v Netlog cases. The question before the court referred to whether service providers could be obligated to install filtering software on their platforms to prevent intellectual property rights infringement. The court noted that monitoring at this level would require effort, resources, and time to ensure that the number of data/files passing through the platform were not infringing. In addition, if the court had granted an injunction, it would have implications on the right to privacy, because the filtering system would have collected the Internet Protocol (IP) addresses of the users, as well as undermining freedom of information, since the system would not be able to distinguish between infringing and non-infringing content.

Despite this, platforms have implemented filtering systems to detect infringing content. Automated filtering systems, such as YouTube’s Content ID or Twitch.tv’s Audible Magic, are widely used to detect infringing content, especially for music. In LP videos, Content ID identifies original video game soundtracks. More analysis on filtering systems and their challenges will be provided below in section 4.5.
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4.3 Intermediary Liability: Lessons from National Jurisdictions

This part considers the intermediary liability in the selected national jurisdictions of Germany, France, Greece, and the UK. As all four jurisdictions transposed the e-Commerce Directive’s provisions into their national law, it is of the utmost importance to examine how the national legislators implemented the e-Commerce Directive as well as how national courts interpreted and applied it, accordingly.

4.3.1 Germany

The e-Commerce safe harbour provisions were transposed into the German legal order with the Telemediengesetz (TMG) in 2007. Article 8 on mere conduit, 9 on caching, and 10 on hosting services transposed the equivalent Articles of the e-Commerce Directive verbatim. Article 7(2) of the TMG implemented Article 15 of the e-Commerce Directive, which provides that service providers have no obligation to monitor the information transmitted or stored by them.

The German legislator deals with the intermediary contribution to copyright infringement by application of the doctrine of *Störerhaftung*. This term is a German idiosyncrasy and is hard to translate into English. From a practical point of view, this doctrine permits cease and desist orders to be imposed on the immediate wrongdoer and the one who knowingly and causally contributes to the infringement. This doctrine will be available in cases where 1. the direct infringer is unknown or not within legal reach or 2. where – irrespective of the identity of the infringer – the nature of the infringement requires action against the disturber (*Störer* = disturber). As such, this seems to be likely in cases of online infringements, because in an online environment infringing copies of a protected work can be found in different sources and the identity of the infringer is not known.

National courts have produced rich and contradictory judgements over the years. One of the most characteristic examples of this contradiction is the *Rapidshare* saga. In *Rapidshare I*, the Düsseldorf OLG held that the Notice and Takedown procedure is sufficient, and intermediaries have no duty to examine any content, in order to prevent similar infringement.
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A similar approach was taken in *Atari v Rapidshare (Rapidshare III)* where the same court found a duty to automatically filter online content uploaded by users as ‘arbitrary’.687 The landscape changed with the judgement in *Rapidshare II* by the Hamburg OLG.688 According to the ruling, active monitoring is needed to identify and remove any future hyperlinks.

In 2012, the Hamburg District Court concluded in the case of *GEMA v YouTube* that the platform had infringed its duty to take down allegedly infringing videos seven months after receipt of notification, which is in line with the provisions of the e-Commerce Directive. The court went a step further, though, by finding that YouTube had an obligation to carry out automated filtering of the platform to unveil any future infringement and that YouTube was under the obligation to use its ‘Content ID’ system.689

4.3.2 France

The safe harbour provisions were implemented into French law in 2004 with loi n° 2004-575 du 21 juin 2004 pour la confiance dans l’économie numérique (hereafter LCEN). Article 9 covers ISPs that benefit from safe harbour for mere conduit and caching activities,690 the hosting service providers’ immunity is embodied in Article 6-I-2,691 and Article 6-I-7 transposed Article 15 of the e-Commerce Directive.692

Article 6-I-2 recognises the Notice and Takedown procedure but gives a strict interpretation as to the circumstances under which a hosting service provider is obliged to remove content notified as illegal. This is when it is ‘manifestly unlawful’ or it is ordered by a court to be removed.693 There is not a clear definition of the ‘manifestly unlawful’ content, but one could refer to Article 6-I-7 and draw from there instances where the content is illegal, including cases of ‘apology for crimes against humanity, the incitement to the commission of acts of terrorism and their apology, the incitement to racial hatred, to hatred against persons on grounds of their sex, sexual orientation, gender identity or disability as well as child pornography, incitement to violence, including incitement to sexual and gender-based violence, as well as attacks on
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human dignity’. Cases of copyright infringement are not included in the list because they are not considered ‘manifestly unlawful’. Hence, copyright-infringing content will be removed after a court has ordered its removal, as per the second instance discussed at the beginning of this paragraph.

Article 6-I-5 lists the elements that are required to be notified to the host service provider in order to fulfil the ‘knowledge’ criterion, namely the notification date, details of the notifying person (natural or legal), description of the illegal information and precise location, the legal grounds for the removal, and a copy of the letter sent to the content provider. Such notification is necessary – even mandatory – because if the intermediary receives a notice that lacks basic elements, the intermediary cannot be said to have had ‘knowledge’.

It is worth mentioning that Article 6-I-7, which implemented Article 15 of the e-Commerce Directive, differentiates the prohibited ‘general monitoring’ from the ‘targeted and temporary’ surveillance ordered by a judicial authority. It could be said that the French legislation sets a higher standard than the e-Commerce Directive, which only provides for obligations ‘in a specific case’, failing to mention temporary restrictions.

As far as the judicial understanding of the hosting service providers is concerned, the French courts gave a very strict interpretation to the notion of hosting service providers. For instance, back in 2007 in Lafasse v MySpace, the French Tribunal de Grande Instance de Paris denied protection to MySpace (a social networking site) as hosting provider, because MySpace did not limit itself to hosting services only. The landscape changed in 2010, when the CJEU handed down the judgement for the Google Adwords case, ruling that host service providers will benefit from the immunity as long as they have not played an active role in conveying or controlling the stored information. A couple of months after the ruling from the CJEU, the French courts issued four judgements on the same issue, but this time in accordance with the CJEU guidance.
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Having established the importance of an ‘active role’ being played by the service provider, the Cour de Cassation refused to protect eBay under hosting safe harbour, because eBay played an active role when it enabled sellers to optimise their sales, assisting them defining and describing the items for sale and by sending unsolicited (spam) emails to potential buyers.\textsuperscript{700}

Meanwhile, the national and European courts were faced with the issue whether service providers have the obligation to a priori implement a technical filtering system to prevent online infringements. The French court held in this regard that the video-sharing platform Dailymotion was under an obligation to control a priori the information to prevent copyright infringement.\textsuperscript{701} The compatibility with Article 15 of the e-Commerce Directive is debatable. From a practical standpoint, if service providers wish to avoid liability, they must act fast to search and takedown infringing content. However, in a digital environment, regardless of how many notices are received and video takedowns have been completed, online copyright infringement resembles the Lernaean Hydra, the many-headed mythical monster. Every time someone cut off one of the heads, two more would grow out of the stump.

One could argue that the French courts moved from ‘notice and takedown’ to ‘notice and stay down’ by obliging service providers to monitor information. The emergence and application of automated filtering systems, such as YouTube’s Content ID, was embraced by the courts. In \textit{YouTube v Omar et Fred}, the Tribunal de Grande Instance in Paris did not find YouTube liable for its users’ uploads because YouTube offers a filtering system and as such has fulfilled their obligation.\textsuperscript{702} However, following the lead of the CJEU in SABAM,\textsuperscript{703} the French Cour de Cassation issued three judgements putting an end to the extended liability regime.\textsuperscript{704} It is the copyright holders’ responsibility to monitor the content themselves and notify service providers in case new infringements have been found.

\textsuperscript{703} Case C-70/10 \textit{Scarlet Extended SA v SociétéBelge Des Auteurs, Compositeurs Et Éditeurs SCRL (SABAM)} [2012] ECDR 4, para 54.
\textsuperscript{704} Cour de Cassation, \textit{La societe Google France v la société Bach films (L’affaire Clearstream)} (11-13.669); \textit{La société Google Francec. La société Bacf films (Les dissimulateurs)} (11-13666); \textit{La société Google France v André Rau (Auféminin)} (11-15.165; 11-15.188), 12 July 2012.
4.3.3 Greece

The e-Commerce Directive was transposed into national law in 2003 with Presidential Decree 131/2003. The safe harbour provisions were implemented in Articles 11 to 14 verbatim. The notion of ‘hosting’ presented challenges in almost all Member States. As described earlier in section 4.2.3, a hosting service ‘consists of the storage of information provided by a recipient of the service’, wording that is used to distinguish hosting providers from content providers. The Greek legislation implemented Article 14 of the e-Commerce Directive through Article 13 of the Presidential Decree, which stipulates:

Where an information society service is provided that consists of the storage of information provided by a recipient of the service, the service provider is not liable for the information stored at the request of a recipient of the service, on condition that…

The wording of Article 13 of the Presidential Decree ‘συνισταµένης στην αποθήκευση πληροφοριών’, which corresponds to the wording ‘consists of the storage of information’ of Article 14 of the e-Commerce Directive, is not clear. To what extent is a service a hosting service: Is it sufficient that all aspects, most aspects, or some aspects deal with hosting? It was discussed in the previous paragraphs that the French Cour de Cassation ruled in 2008 that ‘the essence of eBay’s service is to mediate between buyers and sellers’ and ‘it deploys a commercial, auction-related activity that is not limited to hosting’, excluding Article 14 when the hosting aspects are not the most important aspects of the service. However, an exact opposite view was taken by a Greek court, qualifying a blog as a hosting service given that there is some storage activity involved. As such, the blog as a hosting service enjoyed the immunity of the hosting safe harbour.

4.3.4 The UK

The Electronic Commerce (EC Directive) Regulations 2002 implemented the e-Commerce Directive into the UK law. Sections 17 to 19 – almost verbatim – implemented the safe harbour

706 ibid, art 13. The Greek text reads: ‘Σε περίπτωση παροχής μιας υπηρεσίας της κοινωνίας της πληροφορίας συνισταµένης στην αποθήκευση πληροφοριών παρεχόμενων από ένα αποδέκτη υπηρεσίας, δεν υφίσταται ευθύνη του φορέα παροχής της υπηρεσίας για τις πληροφορίες που αποθηκεύονται μετά από αίτηση αποδέκτη της υπηρεσίας, υπό τους όρους ότι…
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provisions. As can be seen, only three out of the four Articles of the e-Commerce Directive were transposed; Article 15 seems to have not been adopted by the UK legislator. However, this does not mean that judges in the UK courts have ignored it. For example, in *Cartier v Sky*, Arnold J stated that:

The fourth condition (actual knowledge) is not contained in Article 11, but in my view, it follows from Article 15 of the E-Commerce Directive and by analogy with Articles 13(1)(e) and 14(1)(a) of the E-Commerce Directive. If ISPs could be required to block websites without having actual knowledge of infringing activity, that would be tantamount to a general obligation to monitor.\(^{709}\)

The UK courts have dealt with the issue of the ‘notice’ requirement. In the cases of *Tamiz v Google* and *Davison v Habeeb*, Google argued that they did not have sufficient notice. It was made clear that a mere complaint about the content is not notice, as there has to be enough evidence proving the unlawfulness before the allegedly unlawful content will be taken down.\(^{710}\)

In *Newzbin (No 1)*, Kitchin J found Newzbin liable for copyright infringement because it provided sophisticated tools, it hosted a large amount of commercial content, there was a weekly payment fee for members, there was no filtering system, it guided users to include URLs in their film reports, and, most importantly, it failed to remove editors who posted reports of infringing content, although it had knowledge of this.\(^{711}\) Two years later, in *Dramatico Entertainment*, the court found that the operators of The Pirate Bay approved the infringement of copyright committed by its users.\(^{712}\) It is worth mentioning that neither case made any reference to the safe harbour provisions, but in any event, those provisions would not apply because – in both cases – operators of websites disregarded the notices of infringement received.

One of the most interesting cases the UK courts dealt with is *L’Oréal v eBay*. Although Arnold J recognised that eBay has knowledge of trademark infringements and makes profit out of such infringements, he stated that this is not enough to establish liability as a joint tortfeasor.\(^{713}\) The case was subsequently referred to the CJEU, which emphasised the ‘active
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711 Twentieth Century Fox Film Corporation & Anor v Newzbin Ltd [2010] EWHC 608 (Ch).
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role’ played by the website operator.\footnote{Case C-324/09 L’Oréal SA and others v eBay International AG and others [2012] Bus LR 1369, [2011] 7 WLUK 313, para 123.} This ruling from the CJEU poses a higher burden to online marketplace operators to control the content of their users’ posts.


Article 17(3) of the DSM Directive provides that safe harbour for hosting services will not be applied where an OCSSP performs an act of communication to the public or an act of making available to the public.\footnote{ibid, art 17(3).} OCSSPs perform an act of communication to the public or an act of making available to the public for the purposes of the Directive when they give the public access to copyright-protected works or other protected subject matter uploaded by its users. The fact that online services provide access to copyright-protected content without rightholders being involved has affected the ability of rightholders to determine whether and under what circumstances their works are used and accordingly whether they can get appropriate remuneration, also known as a value gap.\footnote{European Commission, Communication ‘Online Platforms and the Digital Single Market. Opportunities and Challenges for Europe’ COM (2016) 288 Final, 8. The ‘value gap’ refers to the market distortion created by safe harbour provisions for user-generated content platforms, leading these platforms to pay less than the market rate for copyright permissions. M Lambrecht, ‘Free Speech by Design: Algorithmic Protection of Exceptions and Limitations in the Copyright DSM Directive’ (2020) 11 J Intell Prop Info Tech & Elec Com L 68, 70.} Therefore, service providers are obligated by the
Directive to obtain authorisation from the rightholders. This authorisation may be granted by concluding a licence agreement. From a practical standpoint, platforms hosting user-generated content, such as LP videos on YouTube, would be required to obtain licences for every piece of uploaded content on its website.\textsuperscript{721}

The licence agreement would entail the negotiation of a licence rate to compensate rightholders.\textsuperscript{722} However, in cases where the rightholder is unknown, service providers will be required to diligently carry out ‘best efforts’ research to request a licence.\textsuperscript{723} There are inherent difficulties in implementing these licences. First, it is not clear how to determine the price of the licence; second, the definition of ‘best efforts’ per se is vague;\textsuperscript{724} and third, it is difficult to prove that ISPs used their best efforts to identify the rightholder and obtain the licence. Schanze examined the EU vaccine contracts as an example of the problematic use of ‘best efforts’ clauses in commercial contracts, and highlighted that the ‘best efforts’ clause is a ‘bilateral standard if both parties are interested in an individual obligation commitment of the same kind… to do their best that the specified individual targets in the contract are being met’ and that ‘best efforts is a matter of the individually specified obligation and its performance’.\textsuperscript{725} The ‘best efforts’ concept is rooted in the divergence of the different legal orders, as has been highlighted by comparative law scholars.\textsuperscript{726}

The ‘best efforts’ concept remains controversial in the context of the DSM Directive.\textsuperscript{727}

Having assessed the two extreme positions – either that the OCSSP must proactively search for

\textsuperscript{721} L Shikhiashvili, ‘The Same Problem, Different Outcome: Online Copyright Infringement and Intermediary Liability under US and EU Laws’ (2019) 24 Intell Prop & Tech LJ 125, 137.


\textsuperscript{724} The term ‘best efforts’ has been translated slightly different in the selected jurisdictions. The English (best efforts), the French (meilleurs efforts), and the Greek (κάθε δυνατή προσπάθεια) versions follows the term ‘best efforts’ of the DSM Directive. However, the German translation reads ‘all efforts’ (alle Anstrengungen), instead of ‘best efforts’. These differences will likely result in challenges in the national transposition and interpretation, which is further complicated because the Directive does not define the concept of ‘best efforts’. E Rosati, ‘DSM Directive Series #5: Does the DSM Directive Mean the Same Thing in all Language Versions? The Case of “Best Efforts” in Article 17(4)(a)’ (The IPKat, 22 May 2019) <https://ipkitten.blogspot.com/2019/05/dsm-directive-series-5-does-dsm.html> last accessed on 4 February 2022.


protected materials and their rightholders and offer licence conditions or that rightholders should inform the OCSSP – the European Copyright Society suggested that legislators and courts should balance the interests of both stakeholders as follows: OCSSPs must contact publicly known rightholders in a proactive manner and negotiate licensing terms, while, in the event that the rightholder is not publicly known, in order to meet the ‘best efforts’ criterion it would suffice that the OCSSP reacts immediately to a notice by the rightholder.728

Failing to obtain a licence, pursuant to Article 17, would render service providers primarily liable. As Frosio explains, hosting providers would be directly/primarily liable – instead of secondarily liable – because they will perform an act of communication to the public.729 The passage from secondary or indirect liability and the safe harbour regime, to the primary or direct liability of online platform operators for making available copyright-protected works, is one of the developments in European copyright law over the past few years. The CJEU has acknowledged the direct liability of platform operators, where the platform makes available to the public third-party uploaded protected subject matter and provides functions, such as indexing, categorisation, deletion, and filtering of content.730

Questions have arisen whether the conclusion reached in the Ziggo case may also be applied to platforms that do not engage in ‘piracy’ activities. National case law from Germany has found platform operators directly liable for the making available of unlawful user-uploaded content. The Regional Court of Hamburg ruled that the Usenet provider UseneXT would be liable if it promoted an unauthorised third party making available and sharing protected content.731 The Federal Court of Justice in Germany (BGH) delivered its decision on whether YouTube should be considered as primarily responsible for acts of communication to the public.732 There are two main points to note in this judgement: first, the BGH amended its own case law on the concept of ‘Störerhaftung’, and second, it ordered the Courts of Appeal to take into consideration Article 17 of the DSM Directive. The BGH revised its own case law regarding the German Störerhaftung, and held that ‘For the area fully harmonised by Art. 3

730 Case C-610/15 Stichting Brein v Ziggo BV and XS4ALL Internet BV [2017] ECDR 19, paras 36–38.
731 Regional Court of Hamburg, LG Hamburg, 308 O 314/16.
732 German Federal Court of Justice (BGH) I ZR 140/15, 2 June 2022.
para. 1 and 2 of Directive 2001/29/EC, liability as a perpetrator thus replaces the previous liability for disturbance’. The BGH referred the cases back to the Courts of Appeal. It is interesting to note that the Copyright Service Provider Act (Urheberrechts-Diensteanbieter-Gesetz – ‘UrhDaG’), which has been in effect in Germany since 1 August 2021, is the law implementing Article 17 of the DSM Directive. The BGH examined the requirements of communication to the public in conjunction with this law, by stating that

Letters a and b of Directive 2001/29/EC, it will have to be examined whether the claims asserted are also at the time of the decision pursuant to Section 97 (1) UrhG in conjunction with the law on copyright liability that has been in force since August 1, 2021 by service providers for sharing online content.

In July 2020, Advocate General Saugmandsgaard Øe issued his Opinion on the YouTube and Cyando joined cases, in which he advised that platforms, such as YouTube and Uploaded, are not liable for making available infringing user-uploaded content. In June 2021, the CJEU gave its preliminary ruling and held that ‘the operator of a video-sharing platform or a file-hosting and -sharing platform, on which users can illegally make protected content available to the public, does not make a “communication to the public” of that content, within the meaning of that provision, unless it contributes, beyond merely making that platform available, to giving access to such content to the public in breach of copyright’. Throughout the judgement, the CJEU enumerated the factors that characterise a deliberate intervention in the illegal communication of the content, and clarified for the referring court that YouTube does not intervene in the creation or selection of the content; it informs its users about copyright laws and has implemented technological measures to prevent and terminate copyright infringements on its platform.

The factors listed above are clarifications for the referring court to take into consideration. However, the way by which the CJEU provided the list of factors could lead to the admission that there was not much left to be decided by the national court. The CJEU focused on the provision of technological measures by the platform, but the mere provision of such tools

733 German Federal Court of Justice (BGH) I ZR 140/15, 2 June 2022, paras 113 and 114.
734 ibid, para 124.
735 Cases C-682/18 and C-683/18 Frank Peterson v Google LLC, YouTube LLC, YouTube Inc, Google Germany GmbH (C-682/18) and Elsevier Inc v Cyando AG (C-683/18) [2020] ECDR 16, Bus LR 1196, Opinion of AG Saugmandsgaard Øe, para 256.
736 ibid.
737 ibid, para 102.
738 ibid, para 84.
739 ibid, paras 91–96.
should not be sufficient. What is more important is the effective implementation of those tools. In addition, the CJEU noted that the ‘search results on YouTube’s platform in the form of rankings, content categories and overviews of recommended videos are not intended to facilitate the illegal sharing’, while previously in the Ziggo case it highlighted the platform’s search engine function and categorisation system.

Currently, there are two references for preliminary ruling pending before the CJEU regarding the intermediaries’ active or passive role when they provide access to copyright-protected works without the authorisation of the copyright holder. The first reference (Stichting Brein v News-Service Europe) is from the Netherlands, and the national court lodged a reference for a preliminary ruling in regard to the liability of a file-sharing service provider, while the second reference (Puls 4 TV GmbH & Co KG v YouTube) comes from Austria and the national court is concerned with the role played by YouTube in disseminating infringing works. The national court emphasised the content optimisation, search options, and content promotion activities offered by YouTube to its users.

Surprisingly, national courts have followed a different approach in regard to categorising online platforms’ conduct as ‘active’ or ‘passive’. Although the CJEU held that YouTube’s conduct is passive, the Court of Rome held that Twitch.tv, which contained TV broadcasts owned by MediaSet and made them available as videos on demand, qualifies as an ‘active’ hosting provider. Twitch did not remove the infringing content even after it became aware of it, and the Italian court emphasised certain activities, including ‘filtering, selecting, indexing, organising, cataloguing, rating, using, modifying, extracting and promoting content to individual users’. Gautier opines that the active role played by an intermediary can be found in activities such as those listed above, expressing the view that hosts ‘should not hide behind their alleged neutrality’.

740 Cases C-682/18 and C-683/18 Frank Peterson v Google LLC, YouTube LLC, YouTube Inc, Google Germany GmbH (C-682/18) and Elsevier Inc v Cyando AG (C-683/18) [2020] ECDR 16, Bus LR 1196, para 95.
742 Case C-442/19 Stichting Brein v News-Service Europe BV ECLI:EU:C:2021:769 and Case C-500/19 Puls 4 TV GmbH & Co KG v YouTube LLC and Google Austria GmbH ECLI:EU:C:2021:692.
744 PY Gautier, ‘Why Internet Services which Provide Access to Copyright Infringing Works should not be Immune to Liability’ (2020) 42(8) EIPR 464, 466.
A navigation of the Twitch.tv platform will provide more clarity. Not only does the platform provide a search tool, where users can search for a specific video, but LP videos are also categorised by the name of the video game. For instance, one can see categories such as ‘League of Legends’, ‘Fortnite’ and ‘Counter Strike’. Users can search for a particular video, browse on the ‘categories’ section and select the video they want to watch or click on the ‘Live Channels’ button, where they will have access to live streamed content.

Another interesting aspect is that the CJEU noted, as a preliminary point, that the interpretation given by the court for the joined cases does not concern the rules established in Article 17 of the DSM Directive. Giancarlo and Mendis argued that Article 17 paves the way for the gradual shift in the perception of ISPs ‘from mere conduits to active gate keepers’ of content uploaded and shared by Internet users. Indeed, during these 23 years since the enactment of e-Commerce Directive in 2000, the rapid use of the Internet, the huge amount of data transmitted or stored online, and the operation of service providers per se have necessitated an increase in surveillance. The service providers are not the same as 20 years ago, neither are the online activities. The CJEU concluded that the YouTube operator would not be liable for the illegal content uploaded on its platform, but Article 17 introduces direct liability for OCSSPs. YouTube is an OCSSP for the purposes of the DSM Directive, and therefore it remains to be seen how the national courts and the CJEU will adjudicate for similar cases in the future.

Streaming platforms may retain the content uploaded by users and make it available upon request or may not retain the content in the form of a live stream beyond the time needed to make such live stream available to end users. The DSM Directive in Article 2(6) defines an OCSSP as a provider of the ISS of which the main purpose is to store protected works. Does this mean that live streaming providers are excluded? The answer would be in the negative. If the legislature intended to exclude live streaming providers, the Directive would have expressly stated so. The DSM Directive differs from the e-Commerce Directive, which distinguishes
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providers into mere conduits and caching and hosting providers (based on the duration of the storage).\footnote{E Rosati, ‘Does the Duration of the Storage Matter? Live Streaming Providers as “Online Content Sharing Service Providers” under Directive 2019/790’ (2020) 42(10) EIPR 652, 654.}

The Directive introduces a new safe harbour provision under Article 17(4), in case the service providers do not obtain authorisation from the rightholders. In order to avoid liability, they must prove that they have made their best efforts to obtain an authorisation and have made, in accordance with high industry standards of professional diligence, their best efforts to ensure the unavailability of specific works and other subject matter, for which the rightholders have provided the service providers with the relevant and necessary information and in any event acted expeditiously, upon receiving a sufficiently substantiated notice by the rightholders, to remove from their websites or to disable access to the notified works and subject matters, and made best efforts to prevent their future uploads in accordance with paragraph (b).\footnote{Council Directive (EU) 2019/790 of the European Parliament and of the Council of 17 April 2019 on copyright and related rights in the Digital Single Market and amending Directives 96/9/EC and 2001/29/EC, PE/51/2019/REV/1 (DSM Directive) [2019] OJ L 130/92, art 17(4).} In order to determine whether service providers have complied with the above-mentioned obligations, the following factors will be considered: (a) the type, the audience, and the size of services and the type of works or other subject matter uploaded by the users; (b) the availability of suitable and effective means and their cost for service providers.\footnote{Ibid, art 17(5).}

In addition, service providers will have to be compliant with different conditions depending on their volume of visits. Article 17(6) reads

Member States shall provide that, in respect of new online content-sharing service providers the services of which have been available to the public in the Union for less than three years and which have an annual turnover below 10 million Euros, calculated in accordance with the Commission Recommendation 2003/361/EC, the conditions under the liability regime set out in paragraph 4 are limited to compliance with point (a) of paragraph 4 and to acting expeditiously, upon receiving a sufficiently substantiated notice, to disable access to the notified works or other subject matter or to remove those works or other subject matter from their websites. Where the average number of monthly unique visitors of such service providers exceeds 5 million, calculated based on the previous calendar year, they shall also demonstrate that they have made best efforts to prevent further uploads of
the notified works and other subject matter for which the right holders have provided relevant and necessary information.\textsuperscript{752}

Article 17(8) of the Directive clearly states that it will not lead to any general monitoring obligation.\textsuperscript{753} However, service providers may still be obligated to implement filtering measures to comply with the requirements of Article 17(4). More specifically, ‘to ensure the unavailability of specific works… for which the right holders have provided the service providers with the relevant and necessary information’ and ‘to prevent their future uploads in accordance with paragraph (b)’ (section 17.4 letters (b) and (c)) to be able to qualify for the exemption from liability in case they did not get authorisation from the rightholders.\textsuperscript{754}

Based on the analysis above, platforms that perform live streaming and/or host LP videos are obligated by the Directive to obtain authorisation from the rightholders. The Directive also requires service providers to ensure the ‘unavailability of specific works’ and ‘prevent’ future uploads, a task that may necessitate the deployment of algorithms. The next section will discuss the algorithmic content moderation system and the inherent challenges associated with it.

4.5 Algorithmic Content Moderation System

More and more platforms are implementing algorithmic filtering systems to detect infringing content and to notify the respective rightholders of its existence on the said platforms. According to recent research conducted by Quintais and others on copyright content moderation in the EU,\textsuperscript{755} as part of the reCreating Europe project, there are a number of technical choices for the automatic identification of content, including hashing, watermarking, fingerprinting, and Artificial Intelligence (AI)-based or enhanced solutions.\textsuperscript{756} All systems use


\textsuperscript{753} As described under 4.2.4, a general monitoring obligation would be opposed to Article 15 of the e-Commerce Directive and against CJEU case law. See Case C-70/10, Scarlet Extended SA v Soc Belge des auteurs (SABAM) [2012] ECDR 4, para 29.


Artificial Intelligence (AI) has been defined as the ‘capability of a machine to imitate intelligent human behaviour’ and its use in online content moderation has been the subject of extensive research. See also L Solomon, ‘Fair Users or Content Abusers: The Automatic Flagging of Non-Infringing Videos by Content ID on YouTube’ (2015)
fingerprinting as the main technique for content recognition. Digital fingerprinting algorithms analyse media files to produce a set of data known as the digital fingerprint, which allows a piece of content to be individually identified in a manner similar to how fingerprints uniquely identify individuals. The digital fingerprint is then compared against a database of reference fingerprints to discover a potential match. As reported in the case of Content ID, it is highly likely that the systems use AI to carry out and optimise at least some of their tasks.

Content ID, which was introduced in 2007, is the automated right management tool for YouTube, which allows rightholders to block, monetise, mute, or track videos containing their work. This system uses digital fingerprints of copyrighted works and compares them to every single video uploaded on the website. If a video matches in full or in part to any copyrighted work contained in certain algorithms, then the system flags the video and notifies the rightholder. A notification is sent to original uploaders, too. In turn, they are able to mute the song or sound, which is copyright protected, or even dispute the claim. In reality, though, most users do not dispute Content ID claims, because either they are not aware of their rights under copyright law or they are afraid of copyright infringement litigation.

Gray and Suzor investigated automated copyright enforcement on YouTube and provided a large-scale analysis of removal rates from Content ID’s automated detection system. First, they classified the categories of videos that were removed: ‘full movies’, ‘gameplay’, ‘sports’,


758 Quintais and others (n 756).


760 Digital fingerprints, also known as steganography, is a cryptographic method that digitally embeds or encodes one item of information in another. P Gao and others, ‘Approaches to Obtaining Fingerprints of Steganography Tools which Embed Message in Fixed Positions’ (2019) Forensic Science International: Reports 1, 1.

761 YouTube Creator Academy <https://creatoracademy.youtube.com/page/lesson/respond-to-content-id-claims/content-id-claims-overview_video#strategies-zippy-link-1> last accessed on 4 February 2022.

762 Solomon (n 759) 256.

and ‘hacks’. While they reported high rates of removal of film and sports content, the researchers found that game publishers are not enforcing their rights against gameplay streams (live and recorded videos) and that when these videos are removed it is usually due to music rightholders’ claims.\footnote{764}{J Gray and N Suzor, ‘Playing with Machines: Using Machine Learning to Understand Automated Copyright Enforcement at Scale’ (2020) 7(1) Big Data and Society 1, 6–7.}

In order to ensure the ‘unavailability of specific works’ and ‘prevent future uploads’, OCSSPs would have to filter all files that are uploaded from every user and check them against a database of digital fingerprints, supplied by rightholders. Article 17(8) of the DSM Directive and Article 15 of the e-Commerce Directive expressly state that there is no general monitoring obligation. However, these Articles seem to contradict Article 17(4), which stipulates that OCSSP will have to ensure the unavailability of works and prevent future uploads.

As discussed above, service providers are required to implement some form of content filtering technology, so as to comply with Article 17(4). Service providers will probably introduce algorithmic filters, because it would be difficult, even impossible, for humans to review huge amounts of content available online. Lambrecht estimated that if YouTube wanted to ensure a ‘human review’ of the 432,000 hours of video uploaded daily, it would need to hire 70,000 full-time employees.\footnote{765}{M Lambrecht, ‘Free Speech by Design: Algorithmic Protection of Exceptions and Limitations in the Copyright DSM Directive’ (2020) 11 J Intell Prop Info Tech & Elec Com L 68, 71.}

4.5.1 Forms of Algorithmic Regulations

Yeung and Lodge note that algorithmic regulation ‘points to regulatory governance systems that utilise algorithmic decision making, in which “algorithmic decision making” refers to the use of algorithmically generated knowledge systems to execute or inform decisions’.\footnote{766}{K Yeung and M Lodge, ‘Algorithmic Regulation: An Introduction’ in K Yeung and M Lodge (eds), Algorithmic Regulation (Oxford University Press 2019) 3.} Murray summarises the algorithmic regulation as a three-part process;\footnote{767}{A Murray, Information Technology Law: The Law and Society (4th ed, Oxford University Press 2019) 80.} the first part is the algorithmic process, by which algorithms are encoded to transform inputs into outputs. The second part is the algorithmic decision-making, where a sophisticated system is able to execute or inform decisions, and the third part is the algorithmic regulation, which encodes ‘the values – legal or community values – into software code with a process of making decisions based on input data leading to an output result’.

\footnote{764}{J Gray and N Suzor, ‘Playing with Machines: Using Machine Learning to Understand Automated Copyright Enforcement at Scale’ (2020) 7(1) Big Data and Society 1, 6–7.}
\footnote{765}{M Lambrecht, ‘Free Speech by Design: Algorithmic Protection of Exceptions and Limitations in the Copyright DSM Directive’ (2020) 11 J Intell Prop Info Tech & Elec Com L 68, 71.}
\footnote{766}{K Yeung and M Lodge, ‘Algorithmic Regulation: An Introduction’ in K Yeung and M Lodge (eds), Algorithmic Regulation (Oxford University Press 2019) 3.}
\footnote{767}{A Murray, Information Technology Law: The Law and Society (4th ed, Oxford University Press 2019) 80.}
The forms of algorithmic regulation have been classified into fixed (or code-based) and adaptive. The fixed model entails simple Notice and Takedown procedures, which can be found in YouTube’s Content ID, which uses digital fingerprints of copyrighted works and compares them to every single video uploaded on the platforms. At the other end of the spectrum, adaptive algorithms are learning through feedback loops from the environment they operate in. Examples of these adaptive algorithms include smart transportation systems, which teach themselves through machine learning processes to identify the most suitable route, or systems detecting credit card fraud by profiling the spending patterns of the card holder. Adaptive algorithms are in use on online platforms for the detection of terrorist content, and it is anticipated that similar systems will be able to detect hate speech in the future. Currently, it is admitted that the detection of hate speech content is a difficult task, mainly due to its inherent linguistic nuances.

4.5.2 Can Algorithms Recognise Exceptions and Limitations to Copyright Infringement?

Automated filtering systems, such as YouTube’s Content ID or Twitch.tv’s Audible Magic, although widely used, are lacking in a very crucial aspect of copyright law: they are unable to recognise exception and limitation cases. The challenge of identifying exception and limitation cases has also been raised and recognised by providers of content recognition technologies, who agreed that ‘copyright exceptions require a high degree of intellectual judgement’.

In a recent study on AI-assisted content recognition tools, Wang conducted a test on YouTube and observed that the platform’s copyright check feature runs a test on a video after it has been uploaded but before it is made publicly available. Wang found that a video clip
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under 15 seconds with copyrighted music did not result in a copyright claim, but a 2-minute video with copyrighted audio (even as background music to a personal commentary) resulted in ‘Copyright claim found. The copyright owner is allowing you to use the claimed content and will run ads on your video’, and concluded that the test suggests that YouTube may be monitoring their platform for copyright issues, but their algorithms may not be able to automatically detect instances of ‘fair use’. The copyright summary and status provided the name of the artist and track, listed the time range containing the copyright-protected audio, and indicated that the uploader would not be able to monetise the video and that the copyright owner would receive ad revenue.

Since filtering systems are automated in nature, they flag every video that matches either in whole or in part a copyright-protected work, regardless of whether this video may be under the umbrella of exception and limitation cases. Article 17(7) subsection 2 provides that

Member States shall ensure that users in each Member State are able to rely on any of the following existing exceptions or limitations when uploading and making available content generated by users on online content-sharing services: (a) quotation, criticism, review; (b) use for the purpose of caricature, parody or pastiche.

Game review videos or playthrough videos with commentary that potentially benefit from the exceptions and limitations have been heavily affected by Content ID. Back in 2013, a sudden crackdown emerged on gameplay videos, as YouTube tried to ‘shield itself’ from liability. At this point, it is worth mentioning that it was not the video game companies that initiated the ‘flag’ over a video, but unrelated third parties, who eventually benefited from the advertisement revenue.

4.5.3 How to Overcome the Obstacles: A Four-Tier Approach

As automated filtering systems are unable to recognise exception and limitation cases, there have been many solutions proposed to this issue; however, all of them required a human review
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of all flagged videos, which is an unrealistic endeavour. Human review, apart from being unachievable, would also be biased by the algorithmic assessment. Recent research has shown that people tend to trust algorithmic judgements better than human judgements. Setting aside human review, Solomon proposed that service providers should be required to educate content creators on their rights under fair use, which in turn would give confidence to creators to dispute false claims. In addition, Solomon proposed an amendment to the monetisation practice, which would ensure that any monetisation on videos would be proportionate to the amount of copyrighted material used in it.

In order to resolve the issue of fair use for uploaded videos (on-demand streaming), this research proposes a combination of the proposed solutions and introduces a four-tier approach. As a starting point, content creators, such as LP players/streamers and video reviewers, should be familiar with the concept of copyright law, infringement, and exceptions. Platforms should be responsible for educating their users upon the creation of the account on the said platform. Short courses, online materials, and case law examples could be included in the ‘syllabus’ of the online platform. Currently, both YouTube and Twitch.tv provide their users with information and educational tools on copyright law. However, users have to navigate to the website in order to be able to find the information. On the contrary, the proposed solution requires platforms to educate their users upon the creation of their accounts, by displaying ‘mandatory’ educational video content. Thus, well-informed and confident users would be in a better position to understand what constitutes a copyright infringement and how to counter-argue a false claim.

A second step would include a notification or action point by the user before the upload of the content. Users should be able to select from a list the type of content they upload, such as a review video, or playthrough video with commentary, or playthrough video without
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commentary. In addition to the selection of the type of content, the platform could also impose time limits on each video to be uploaded (third step). For instance, setting as a maximum time limit 20 or 25 minutes per video would eliminate the phenomena of 15-hour playthrough videos without commentary. The proactive disclaimer of the type of video along with the time limitation would minimise the possibilities of the algorithm flagging review videos or playthrough videos.

The fourth step would be a content recognition tool, which would be employed to detect the gamer’s voice. As review videos and playthrough videos with commentary require a gamer’s comments and expressions, a voice recognition tool could easily detect voice and as such could easily classify if a video falls under the category of a review video or a playthrough with commentary, leaving the category of playthrough videos without commentary to a further layer of scrutiny.

A playthrough video without commentary is next to impossible to fall under any of the exceptions and limitation to online copyright infringement. In this case, algorithms will detect the infringing content, as there will be no streamer intervention under the form of commentary. AI will then flag the uploaded video as ‘potentially infringing’, as the footage of the LP video will match with the copyright-protected work. Based on the proposed solution, there will be minimal human intervention. The proactive classification of the type of video, the time restrictions, and the voice-detector algorithm have the potential to identify infringing content and flag it when necessary.

One might wonder whether AI can be trained to better assess the differences between infringing and non-infringing content. Lester and Pachamanova argued that it is indeed feasible to train algorithms to be more effective through keeping record of the biases introduced by algorithms when they studied the characteristics of infringing content and comparing them with the characteristics of content that was eventually false positive. Elkin-Koren provided two different ways to achieve a better algorithmic assessment of fair use. The first one refers to ‘programming factors into an automated process by translating them into a set of instructions that can be executed on certain data sources’ and the second one consists of training machine learning algorithms to assess factors that ‘involve the exercise of judgement’.
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789 ibid, 1097.
challenging is to train an algorithm to assess the elements contained in the copyright exceptions and limitations. For instance, an algorithm should be required to assess the ‘purpose of the use’ pursuant to Article 5(2)(d) of the InfoSoc Directive.\textsuperscript{790} This purpose could be easily verified if users voluntarily confirmed (through a click) that such use was made for the ‘purposes of criticism or review’.\textsuperscript{791}

On the same wavelength, an algorithm would be able to assess a quotation for the purposes of criticism or review by assessing and comparing the length of the quotation to the length of the copyright-protected work. Pursuant to Article 5(5) of the InfoSoc Directive, the three-step test provides that a quotation should not ‘conflict with the normal exploitation of the work or another subject matter or prejudices unreasonably the legitimate interests of the rightholder’.\textsuperscript{792} Therefore, setting a time limit on the continuous excerpts of a video compared to the length of the original one would be rather beneficial.\textsuperscript{793}

Although algorithmic filters have the potential to classify on-demand LP videos, the cases of live streaming are posing challenges. An automated filtering system would have to be sophisticated enough to identify and block live streamed content. Back in 2012, early attempts to automatically ‘catch and shut down’ content resulted in the wrongful flagging of Michelle Obama’s Democratic National Convention speech live stream on YouTube as well as the Hugo Awards’ broadcast at Ustream.\textsuperscript{794} It is a rather challenging task for automated systems to detect infringing content during a live stream, however, and as the recent report published by the EU Intellectual Property Office (EUIPO) shows, it is feasible for machine learning to increase the efficiency of content recognition tools (images, video, and audio), expert systems to generate requests for live blocking orders, and computer vision to identify the content and its similarity to the original one.\textsuperscript{795}

\textsuperscript{790} The Article provides a non-exhaustive list of purposes, such as criticism or review.
\textsuperscript{793} Lambrecht (n 791) 85.
It is difficult for automated systems to handle live content effectively. In the case of LP videos, in particular, there are multiple layers of audio and video content, which should be individually examined. As Taylor points out, gameplay content occupies only a portion of any given broadcast.796

DiLorenzo and Werner propose a retroactive monitoring system for any live streaming content, or, as they call it, ‘after-the-fact’ monitoring.797 According to their view, even where live streaming content is not stored online, it can still be recorded and archived by intermediary service providers, giving the rightholder the possibility to issue notices against the streamers and receive compensation to which they are entitled.798 Nevertheless, this proposed solution treats live streamed content in the same way as on-demand streaming content, because the monitoring system could not scan and detect any potential infringement in live streaming content, but would ‘have to wait’ until the content is archived. Therefore, although this proposal is a step towards finding a solution to resolve the issue of fair use in live streaming content, it is not efficient enough, because in reality it does not tackle copyright infringement in live streaming videos.

An alternative solution would be an initial licence agreement between platforms and video game developers. A platform would therefore obtain an authorisation from the video game developers to communicate to the public or make available to the public video game content. The DSM Directive provides for such a licence agreement to be concluded between rightholders and OCSSPs.799 Platforms that obtain a licence to host live streaming videos would be shielded from copyright infringement claims. If platforms secured a licence to host such content, then users would not have to notify them of the type of video they intended to stream and there would not be any time restrictions. In that case, AI would merely have to scan the whole video to identify the title of the game and would match it against a database of the ‘licensed to stream’ video games. For instance, the video game developer Activision Blizzard has announced that its e-sport leagues will be exclusively streamed on YouTube.800

798 ibid, 642.
game companies could secure similar agreements with platforms, giving confidence to users/streamers that their content and effort will not be targeted for copyright infringement. The proposed solution of licence agreements between platforms and video game companies (Safe Stream project) will be further analysed in Chapter 6, which will consider whether blockchain technology could be employed for the conclusion of this type of agreement.

As far as the judicial approach to filtering system is concerned, the CJEU ruled in Scarlet that EU legislation does not allow the set-up of a filtering system that would check all the electronic communications passing through their platforms, even in cases where these communications are facilitated through a peer-to-peer (P2P) program.\(^{801}\) The Court explained that, in order for a filtering system to work, it should be able to distinguish the P2P traffic and identify and block illegal content. In other words, it should guarantee prior surveillance on the possible infringing files\(^ {802}\) and, being unlimited in time, would also concern any future violation. Therefore, the Court ruled that a filtering system would limit the service providers’ freedom to conduct business, by obliging it to install a complicated, costly, and permanent system, and would also violate the freedom of information of the service provider’s users. Hence, it would not guarantee a fair balance between the protection of intellectual property rights, the freedom to conduct business, and the fundamental rights of the customers (right to protection of their personal data and their freedom to receive or impart information).\(^ {803}\) The Court affirmed the same ruling in Netlog, deciding that a filtering system could not guarantee a fair balance among the many opposing interests.\(^ {804}\)

On the contrary, the CJEU adopted a different approach in the Telekabel case, ruling that an injunction would work to defend the copyright as a fundamental right, which deserves the maximum amount of protection possible.\(^ {805}\) Therefore, the measures taken should be sufficient to ensure copyright protection, by preventing unauthorised access to the protected material or at least making it difficult to achieve and discouraging users from accessing the subject matter.\(^ {806}\) The Court also ruled that an injunction to block a website would not limit any freedom to conduct business, because service providers are free to determine the measures to
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\(^{801}\) Case C-70/10 Scarlet Extended SA v SociétéBelge Des Auteurs, Compositeurs Et Éditeurs SCRL (SABAM) [2012] ECDR 4.

\(^{802}\) ibid, paras 39 and 40.
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be taken, and nor would it limit the users’ freedom of information if the measures were targeted to terminate the illegal behaviour without affecting other Internet users.\textsuperscript{807} Chapter 5 will provide a detailed analysis of the effectiveness of blocking injunctions.

Article 17(5) of the Directive lists certain factors that will be taken into consideration in the assessment of whether OCSSPs satisfied the requirements of Article 17(4), including the filtering system.\textsuperscript{808} Various factors (such as the principle of proportionality; the type, the audience, and the size of the service; the type of works uploaded by users; and the availability of suitable and effective means) will be weighed up when considering if OCSSPs have to filter the content. Therefore, small OCSSPs will not be required to implement filtering technologies to ensure the unavailability of the unlicensed/unauthorised content.

However, these situations will only be assessed on a case-by-case basis, so they seem to be exceptional and uncertain.\textsuperscript{809} Article 17(6) provides that small and new companies are not required to apply filtering systems; if a new OCSSP operates for less than three years and if its annual turnover is below 10 million Euros (cumulative), their liability is limited to compliance with the requirements of making best efforts to conclude a licence agreement and provide an efficient Notice and Takedown system. However, if the OCSSPs number of unique visitors exceeds five million per month, they do not benefit from the exception.\textsuperscript{810}

The requirements for exception from liability have been criticised, because small and new companies that try to compete with big tech companies (e.g. YouTube/Google) will be held directly liable at the latest three years after their incorporation.\textsuperscript{811} Taking as an example the music streaming platform Soundcloud and YouTube, the first had an estimated annual turnover of over 100 million Euro in 2017\textsuperscript{812} and currently an estimated 76 million visitors per month.\textsuperscript{813}

\textsuperscript{810} DSM Directive (n 808), art 17(6).
whereas YouTube had an estimated revenue of over 15 billion USD in 2019 with 8.6 billion visitors per month.  

Based on this data, it is evident that small and new companies, although not able to achieve the revenue of big tech platforms, with the passage of three years will be liable in the same way that big tech platforms are.

The cost of developing and maintaining filtering systems is extremely high. For example, YouTube has already invested over 100 million USD in ‘Content ID’. Such costs may be unbearable for small and new companies. The European Commission claimed that the cost of filtering systems would be low for start-up companies, estimating that a small-scale OCSSP can obtain such services for less than 900 Euros per month. However, this estimate was based on Audible Magic’s comments submitted in a study and it is only accurate for a small number of service providers. Audible Magic’s website stated that this price applies to tools that filter audio files and is available only for service providers hosting less than 5,000 song files per month. This number is very restrictive, bearing in mind the huge amount of content hosted by service providers.

An additional challenge exists in the fact that Article 17 applies to copyright-protected works at large, without specifying the copyright-protected works. As rightholders provide OCSSPs with information about any kind of copyrighted work, a filter would have to be able to recognise any kind of copyrighted content. However, these tools can recognise particular media types. For example, an audio fingerprinting tool would be unable to match text files. Due to the fact that LP videos feature the gameplay of a video game, which consists of individual copyright-protected works (texts, image, video, and audio), additional costs would be needed because each of the individual copyright-protected works would require a separate and tailor-made tool.
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818 Spoerri (n 815).
This automatically raises the question of cost allocation. Gabison and Buiten opine that the ‘least cost avoider’ principle would better determine which party should be burdened with the cost of implementation.\footnote{GA Gabison and MC Buiten, ‘Platform Liability in Copyright Enforcement’ (2020) 21 Colum Sci & Tech L Rev 237, 250.} According to that principle, the liability should be assigned to the party that can avoid the costs of harm at the lowest cost. Therefore, as online platforms benefit the most from operating their sites and they are in a better position to detect infringing content and remove it accordingly, they should be burdened with the implementation cost. The online platforms range from big tech online platforms to small online platforms. Imposing the cost of technical implementation to online platforms would act as a deterrent for new start-up companies wishing to enter the market. Existing small companies would be financially affected as well. Online platforms and businesses alike should not bear all the financial costs and risks associated with their businesses.

Rightholders and intermediaries can collaborate to develop and maintain filtering systems, because their interests in copyright enforcement are aligned. A solution could be found in rightholder associations, such as collecting societies for copyright, that can combine resources for the development of a common technological solution. For the purposes of LP videos, it is important to reiterate that video games are not protected per se, but copyright protection is afforded to individual elements, such as music, artistic work, and literary works to name a few. Thus, collecting societies protecting the individual elements could work together at a national and European level, or a collecting society dedicated solely to video games could be established.

Following the discussion on how service providers can be ‘shielded’ from liability pursuant to the e-Commerce Directive and the DSM Directive, and after having analysed how algorithms can be of great assistance to those providers by detecting and notifying infringing content, the next section considers the remedy of the Notice and Takedown procedure for notifying and acting on infringing content available for rightholders.

4.6 Notice and Takedown Procedures for Notifying and Acting on Infringing Content Hosted by Online Intermediaries

Rightholders and intermediaries engage in the enforcement of exclusive rights online. Rightholders will identify and notify the infringing content and intermediaries will evaluate the received notices and will act accordingly to take the infringing content down. The focus now
shifts to the Notice and Takedown procedure for notifying and acting on illegal content hosted by online intermediaries and whether the traditional Notice and Takedown can develop accommodating automation in the process.

Back in 2012, the European Commission opened a public consultation regarding the procedure to be followed on notification and action on illegal content hosted by online intermediaries.\textsuperscript{820} The main question of the public consultation was whether hosting service providers should have a specific procedure for the notification of illegal content as well as what type of actions they should take against illegal content.

The Notice and Takedown procedures, also known as Notice and Action procedures,\textsuperscript{821} start with the notification of the illegal content and conclude when the online intermediary takes down the alleged illegal content. The Notice and Takedown procedures have been ‘horizontally’ applied to various legal subject matters, from the fight against counterfeit goods to the fight against other IP rights infringement, terrorism-related content, child abuse content, or violence on the basis of origin and religion.\textsuperscript{822} However, this horizontal application of Notice and Takedown procedures has been heavily criticised by the European Consumer Organisation, because it places child abuse and user-generated content at the same position.\textsuperscript{823} Indeed, it is not appropriate to treat child abuse content in the same way as intellectual property right infringement. To date, the European Commission has recommended a holistic approach to online illegal content at large, except for terrorist content, for which there are certain recommendations relating to tackling terrorist content online.\textsuperscript{824}

Despite the development of the Notice and Takedown procedures in the EU, Member States have faced challenging issues pertaining to the interpretation of the notion of ‘actual

---


\textsuperscript{821} The Notice and Action procedure is a more justifiable term in the sense that it not only entails the notification and the takedown of the content, but also involves actions including counter-notice and assessment of the content. However, the term Notice and Takedown has prevailed universally. See FF Wang, ‘Response to Public Consultation on Procedures for Notifying and Acting on Illegal Content Hosted by Online Intermediaries’ (2012) 91 Journal of Intellectual Property Forum 93, 98.


knowledge’ and ‘act expeditiously’, as per Article 14 of the e-Commerce Directive.825 Service providers will acquire ‘actual knowledge’ via notification of the infringing content. Normally, the notification of infringing content is required to follow a specific format to make the hosting provider aware of the infringing content. The requirement of sufficient notification was discussed by the CJEU in the case of L’Oréal v eBay, where it was ruled that the notification should be ‘sufficiently precise’, allowing hosting service providers to identify the illegal content and take actions expeditiously to remove it or disable access to it.827

In practice, some hosting service providers, such as eBay and Amazon, have put in place mechanisms for the Notice and Takedown process. For instance, eBay has implemented a programme called the ‘Verified Rights Owner Program’, which allows rightholders to report to eBay listings that may infringe their rights.828 In order to report infringing content, rightholders have to submit a ‘Notice of Claimed Infringement’ to eBay by e-mail or by fax.829

The infringement notification procedure on YouTube is more compliant with the requirements of ‘sufficient notification’. The rightholders can submit the complaint form online, after completing several mandatory fields, designated to assist the hosting provider to identify the illegal content.830 More specifically, the rightholder is asked to select, from a list of issues, the nature of the complaint, such as copyright infringement, trademark infringement, and inappropriate content. Upon the selection of ‘copyright infringement’, the next question is about the person who is affected by this infringement, including the rightholders themselves, the company or client, or another owner. Then, the platform requires details of the infringing video, the URL of the allegedly infringing video to be removed, and a description of the work infringed (e.g. song, artwork, software). The last sections of the form are dedicated to the personal information of the rightholder, including the name, e-mail address, full street address, and telephone number. The online complaint form would therefore protect the rightholders’

829 ibid. The submission of the ‘Notice of Claimed Infringement’ by fax has been criticised as non-user friendly, given that e-mail and other electronic communications are commonly used by users. Wang (n 826) 212–13.
830 YouTube Copyright Infringement Notification Information <https://www.youtube.com/copyright_complaint_form> last accessed on 4 February 2022.
rights and would ‘minimise the possibility of avoidance of responsibility by hosting service providers’. 831

In the video game sector there are not many cases where rightholders would file a Notice and Takedown procedure against YouTube or Twitch.tv, because LP videos play a vital role in advertising the video game to the general public. However, the video game developer Campo Santo recently filed a Notice and Takedown claim on YouTube for copyright infringement committed by the gamer Felix ‘PewDiePie’ Kjellberg for his stream of the video game Firewatch. 832

Upon notification of the illegal content, the hosting service provider is expected to act ‘expeditiously’ to remove the content or disable access to information pursuant to the e-Commerce Directive. 833 Nevertheless, the term ‘expeditiously’ has not been defined. Wang points out that there is a similarity between this term and the ‘without undue delay’ principle for data breach found in the General Data Protection Regulation 834 and provides a ‘four-step approach’ for the Notice and Takedown procedure. The first step is for hosting providers to send confirmation of receipt within 24 hours to the notice parties (rightholders) when they receive a notice; the second step is to consult the notice parties for additional information within 24 hours after the confirmation of receipt of the notice; the third step is the consultation with the users regarding the allegation of illegal content (known as counter-notice) within 24 hours; and the fourth step is to inform both parties of any action taken without undue delay. 835 This proposed four-step approach and the counter-notice in particular would balance the users’ rights and the rightholders’ rights, providing an out-of-court dispute resolution forum.

The Notice and Takedown procedure has been criticised for the fact that the intermediaries determine the legality or illegality of content, influenced by their own potential liability. 836 The removal of the content subjected to a takedown notice is the safest way for intermediaries to

835 ibid Wang, 214.
avoid liability. The intermediaries remove the content that they believe is infringing, acting in their own best interest. Another issue exists with the notice submitters, who may or may not undertake quality control of what they notify as infringing content.\textsuperscript{837} It is undeniable that the rightholders are in a better position to identify infringing content, since they can establish the ownership status and they know what is protected, who has licensed the content from them, and if they acted as users themselves.\textsuperscript{838} A study conducted in 2006 by Urban and Quilter showed that companies and businesses were the primary users of the Notice and Takedown system, with the music industry to be the dominant player.\textsuperscript{839} Ten years later, in 2016, another study by Urban and others found that the notification process was ‘professionalised’, as notices were sent by right enforcement organisations, trade associations, and law firms.\textsuperscript{840} Therefore, rightholders are asked to actively participate, in order to achieve the highest enforcement of their exclusive rights.

Automation in the process could provide for the rise of enforcement. Husovec has described ‘a battle of two or more algorithms’, a process where algorithmically generated notices sent by rightholders are processed by algorithms of intermediaries.\textsuperscript{841} He has also suggested that, since both rightholders and intermediaries are involved in the Notice and Takedown process, their interests in developing filtering technology are aligned.\textsuperscript{842} This is a very interesting approach. The automation in the process will not only bring the Notice and Takedown procedures up to date, but will also produce significant results in terms of the volume of notices to be sent and assessed and the quality of such notices.

Therefore, the lack of a mechanism for determining legality in an independent and unbiased way led to a new and popular approach in the EU where rightholders could apply to court seeking an injunction compelling the ISPs to block access to infringing websites. The characteristics and the effectiveness of blocking injunctions will be further assessed in the following chapter.

\textsuperscript{838} ibid, 66.
\textsuperscript{841} Husovec (n 837) 71.
\textsuperscript{842} ibid 76.
4.7 Conclusion

This chapter considered the liability and the exception to that liability of service providers, under the e-Commerce Directive. The definition of information society service providers should be reconsidered. Since the time of the e-Commerce Directive’s adoption in 2000, new technologies and new services have emerged, which in turn necessitated the amendment of the legislation to cover these new categories of providers. While many opine that the Directive is future proof, accommodating new digital service providers, a revised definition could provide clarification whether these new digital service providers could benefit from a safe harbour regime.

The DSM Directive limits the applicability of safe harbours if service providers do not obtain authorisation from the rightholders. More specifically, Article 17(3) provides that the safe harbour for hosting services will not be applied where service providers perform an act of communication to the public or an act of making available to the public. The authorisation could be achieved with the conclusion of a licence agreement between the platform and the rightholder.

The DSM Directive allows for and necessitates the implementation of filtering systems, with the introduction of algorithmic filters. Algorithmic filtering systems, although widely used by the streaming platforms, lack a very crucial aspect of copyright law: they are unable to identify if review videos, playthrough videos with commentary, and playthrough videos without commentary fall under the exception and limitation to the communication to the public right. There are proposed solutions on how to train algorithms to identify and differentiate infringing and non-infringing content.

Although the Notice and Takedown procedures have been widely used by rightholders for notification of and action against illegal content, there are not many cases where this procedure was followed by video game rightholders. The potential backlash from the gaming community acts as a deterrent to the rightholders. The next chapter considers whether blocking injunctions against ISPs is an effective remedy to tackle copyright infringement committed through LP video games.
Chapter 5: Blocking Injunctions against ISPs in Respect of Video Game Online Copyright Infringement

In the digital environment, the services of intermediaries may increasingly be used by third parties for infringing activities. In many cases such intermediaries are best placed to bring such infringing activities to an end.843

The previous chapter considered the responsibility and liability of online intermediaries who host or transmit potentially infringing content. Besides being able to target online intermediaries, initiating Notice and Takedown procedures requesting intermediaries to take down the infringing content, rightholders have a special type of remedy in the context of intellectual property enforcement. This remedy is the blocking injunction against Internet Service Providers (ISPs). For the purposes of this thesis, the chapter considers whether injunctions against ISPs ordering them to block access to infringing ‘Let’s Play’ (LP) videos or live streams is an effective remedy available to video game companies as rightholders. Although blocking injunctions have been widely used for copyright infringement issues, the issue of their feasibility for infringements stemming from LP videos or video game live streams is not clear. What distinguishes copyright infringements at large from the infringing LP videos and live streams is the fact that the latter type of infringement entails the users’ creative input.

Blocking injunctions were first used in the copyright context. In the EU, the legislative basis for blocking injunctions is Directive 2001/29/EC (the Information Society Directive, or ‘InfoSoc Directive’)844 and Directive 2004/48 on the enforcement of intellectual property rights.845 Article 8(3) of the InfoSoc Directive has been transposed into the EU Member States’ legal orders.846
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844 ibid. Article 8(3) obligates EU Member States to ensure that aggrieved parties (rightholders) are allowed to seek injunctions against ISPs, in order to mitigate the effects of online copyright infringement.
845 Council Directive 2004/48/EC of the European Parliament and of the Council of 29 April 2004 on the enforcement of intellectual property rights [2004] OJ L 157/45. Recital 23 provides that right holders are able to apply for injunctions against an intermediary whose services are used by a third party in order to infringe the right holder’s industrial property right. Article 3 provides that ‘Member States should provide for the measures, procedures and remedies… to ensure the enforcement of the intellectual property rights’ and Article 11 states that ‘Member States shall ensure that the judicial authorities may issue against the infringer an injunction’ with the aim to prohibit the continuation of the infringement.
846 In the UK, s 97A of the Copyright, Designs and Patents Act 1988 provides that the High Court of England and Wales shall have the power to grant an injunction against a service provider, where that service provider has actual knowledge of another person using their services to infringe copyright. In Greece, Article 8(3) of the Information Society Directive has been implemented into national law in Article 64A of the Greek Copyright Act 1993, which
‘Bringing actions against individual users is expensive… regulating access via intermediaries is more cost effective’. 847 The concealment of a user’s identity behind anonymity and the origin of online content from places outside of the jurisdiction’s reach complicate the enforcement. 848 Apart from being cost-effective, online intermediaries are in an advantageous position to enable and disable access to online content by blocking access to such content or even terminating the infringers’ accounts. 849 Therefore, online intermediaries are a focal point in respect of moderating online content.

There are various blocking methods that can be adopted to block access to a website or online location. This chapter considers Domain Name System (DNS) blocking, Internet Protocol (IP) blocking, and Deep Packet Inspection (DPI)-based Uniform Resource Locator (URL) blocking as well as the two-stage systems. There are different costs, effects, and risks associated with these technical methods. Their suitability depends on several factors, including the speed of implementation, cost, blocking effectiveness, difficulty in circumvention, compatibility with judicial processes, integrity of network performance, and impact on legitimate services. 850 Further analysis on the functionality and effectiveness of the blocking techniques will be given in the following section.

National and European case law has also given a specific dimension to blocking injunctions in terms of their scope and conditions. Starting with the scope, blocking injunctions serve a dual function: to remove and to prevent. Injunctions against intermediaries not only aim at the removal of third-party infringing content but also serve a preventive function, in the sense that ‘they take measures that contribute not only to ending infringement committed through that (marketplace), but also to preventing further infringements’. 851 The preventive character of

---

847 D Lindsay, ‘Website Blocking Injunctions to Prevent Copyright Infringement: Proportionality and Effectiveness’ (2017) 40 U New S Wales LJ 1507, 1507.
849 ibid, 18.
injunctions was also confirmed in subsequent cases, including *Scarlet Extended*, SABAM, *UPC Telekabel*, and *Tommy Hilfiger*.  

In *UPC Telekabel*, the CJEU confirmed that blocking injunctions against ISPs are compatible with the EU law. According to the Court, blocking injunctions should be balanced and proportionate, taking into account the intellectual property rights of the rightholder, the ISP’s right to conduct business, and the user’s right to access to information.

In the UK case of *Twentieth Century Fox v BT*, Arnold J outlined the conditions that should be met for a court to grant blocking injunctions against ISPs for copyright infringements. The first condition refers to the defendants, who must be service providers. Secondly, the users and/or operators of the website must have committed copyright infringement. Thirdly, the website’s users and/or operators must have used the defendant’s services to commit a copyright infringement, and lastly, the defendant must have had actual knowledge of the infringing content. The four conditions, or ‘threshold conditions’, are also incorporated in section 97A of the Copyright, Designs and Patents Act (CDPA) 1988.

In addition to the four conditions outlined above, in *Cartier v British Sky Broadcaster*, Arnold J provided the eight principles to be applied when the courts are asked to grant blocking injunctions. The relief must be necessary, effective, and dissuasive, must not be unnecessarily complicated or costly, must avoid barriers to legitimate trade, must be fair and equitable and strike a ‘fair balance’ between the applicable fundamental rights, and must be proportionate.

Given that the selected jurisdictions do not follow a harmonised practice on the employment of blocking methods, there is a debate over the issue of whether a site-blocking injunction from
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856 Case C-314/12 UPC Telekabel (n 854).
857 ibid, paras 46 and 47.
858 *Twentieth Century Fox and others v British Telecom Plc* [2011] EWHC 1981 (Ch).
860 *Cartier International AG &Ors v British Sky Broadcasting* [2014] EWHC 3354 (Ch); [2015] 1 All ER 949
861 ibid, [158].
the court should specify the specific technical measures.\textsuperscript{862} In the case of \textit{UPC Telekabel},\textsuperscript{863} the CJEU held that intermediaries are responsible for choosing and implementing appropriate technical measures to protect rightholders, because they are in a better position to know and best adopt resources and abilities available to them. However, this is not an easy endeavour, since the choice of the blocking measure should strike a fair balance between the copyright holders, the freedom to conduct business, and the freedom of information.

Blocking access to online content may have unwelcome effects or ‘collateral damage’ on the fundamental right of freedom of expression. Website blocking can lead to over-blocking of online content, part of which may not be infringing whatsoever. The co-existence of infringing and non-infringing content poses a significant obstacle on the enforcement of intellectual property rights.

Recital 59 of the InfoSoc Directive provides that ‘conditions and modalities relating to such injunctions should be left to the national law of Member States’.\textsuperscript{864} The importance of the ‘actual knowledge’ condition was raised by Arnold J in the \textit{Cartier} case; if ISPs could block websites without having ‘actual knowledge’ of the infringing activity that ‘would be tantamount to a general obligation to monitor’.\textsuperscript{865} Following the \textit{Twentieth Century Fox v BT} case, blocking injunctions were granted in subsequent cases, such as \textit{Dramatico v Sky},\textsuperscript{866} \textit{EMI Records v Sky},\textsuperscript{867} \textit{Football Association v Sky},\textsuperscript{868} \textit{Paramount Entertainment v Sky},\textsuperscript{869} \textit{Football Association v BT},\textsuperscript{870} \textit{Nintendo v Sky},\textsuperscript{871} and \textit{Nintendo v BT}.

Among the cases outlined above, \textit{Football Association v BT}, \textit{Nintendo v Sky}, and \textit{Nintendo v BT} are of particular importance for the purposes of this research. In the former case, the claimant and copyright owner of the footage of all Premier League matches, FAPL, sought and obtained a blocking injunction against six ISPs in the UK, requiring them to block access to
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streaming servers that delivered infringing live streams of Premier League footage to UK consumers. Arnold J emphasised the ‘growing problem’ of live Premier League footage being streamed without the consent of FAPL, which has been exacerbated because consumers turn to alternative media to access infringing streams and a significantly higher proportion of UK consumers believes – regrettably – that it is lawful to access unauthorised streams using such devices and software than believes that it is lawful to access unauthorised content via file-sharing websites. Therefore, this case was one of the first to consider a live blocking order, a particular type of website blocking limited to the ‘time window’ during which the infringing content had been streamed.

In Nintendo v Sky, the claimant (a company that designs, manufactures, and sells video game consoles) sought and obtained an injunction against five ISPs to take measures to block access to four websites that advertise, distribute, offer for sale, and sell devices that allow technological protection measures on Nintendo’s popular Nintendo Switch games console to be circumvented. The technological protection measures employ symmetric and asymmetric encryption to protect the copyright works of the rightholder. Although this case concerned the circumvention of copyright protection measures, it paved the way for Nintendo v BT, where the applicant sought and obtained a blocking injunction for trademark and copyright infringement of their protected works by means of copying and communication to the public right.

This chapter focuses on blocking injunctions against ISPs and will assess the effectiveness of the different technological methods of blocking, taking into consideration the hindering of the freedom of expression and the possibility of circumvention. Emphasis will be given to the response of the selected jurisdictions (Germany, France, Greece, and the UK) to website-blocking injunctions. The reasons why these four jurisdictions have been chosen are the following: first and foremost, throughout this research, the focus is on the four jurisdictions, starting with how video games are protected under their national copyright law and moving to the interpretation and application of the communication to the public right. Hence, it is
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appropriate for this chapter to mainly focus on the blocking injunctions that have been granted by national courts in the selected jurisdictions.

Secondly, it has been outlined in the introduction of this thesis that Germany, France, and the UK have been chosen as representative countries as the top three leaders of the video game market in Europe. Although Greece is not a leader in the video game development, there is a strong presence of small independent developers as well as representation in worldwide competitions. Moreover, among the selected jurisdictions, Germany, France, and the UK represented about 55% of the total Gross Domestic Product (GDP) generated by copyright industries at the EU level in 2014–2016 and about 48% of the total employment in the same sector in the EU. In addition to these copyright-related considerations, Germany, France, and the UK also represented over 48% of the total EU population in 2018. As far as the consumer market is concerned, the UK was the sixth largest video game market worldwide in 2018, with approximately 37.3 million people playing games.

Thirdly, national courts in the EU have not followed a harmonised rule in granting blocking injunctions against ISPs. Courts in some Member States order technology-specific blocking, while courts in other Member States grant blocking injunctions with non-specific technical orders or do not even order ISPs to block infringing content. Hence, it is of the utmost importance to examine how blocking injunctions have been developed in the selected jurisdictions. The chapter examines whether blocking injunctions are a suitable remedy to tackle copyright infringement that occurs via LP videos and live streaming videos of video games.

In order to address and analyse the issues raised above, a combination of doctrinal legal method and comparative analysis will be deployed. The chapter identifies and analyses the relevant legislation and case law. It also compares the selected jurisdictions and considers
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whether there is a harmonious approach in granting blocking injunctions. In doing so, emphasis is given to the previous practice followed by national courts and the issue is raised of the effectiveness of this remedy to block access to infringing LP videos and live stream videos.

5.1 The Technical Side of Blocking and Limitations

There is a plethora of blocking techniques ISPs can adopt to block access to a target website or an online location. Arnold J referred to four blocking techniques available to ISPs: DNS blocking; IP blocking; DPI-based URL blocking; and the two-stage systems. The four major blocking methods will be further discussed in the following paragraphs, with emphasis on their unique characteristics and their feasibility to block access to infringing LP videos and live stream videos of video games.

5.1.1 Domain Name System (DNS) Blocking

Devices connecting to the Internet bear a unique IP address. Nevertheless, it is impossible for a human to memorise these addresses, hence IP addresses are translated into domain names. For instance, Brunel University’s IP address number is ‘134.83.2.0/23’. When a user requests ‘brunel.ac.uk’, that request has to be translated into the corresponding IP address for the devices to connect. DNS enables this process to be concluded. Lindsay explains that in DNS blocking, ISPs remove or modify their records, so that a request for a specific domain name fails to correspond to an IP address, and the ISPs system can either return no IP address or redirect customers to another site, informing them that access has been blocked.

The advantage of using DNS blocking over other blocking methods is that it is privacy friendly and less expensive to implement, because there is not a complicated filter that intercepts all Internet traffic. However, DNS blocking may result in blocking even legitimate content that happens to reside in the same server using the same domain name. In fact, DNS blocking targets the uppermost level of the infringing domain. In comparison with IP
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blocking, which will be considered in the following section, it is more accurate since it is easier to update the lists with domain names, but it is less effective because it is easy to bypass DNS blocking.889

Among the selected jurisdictions, British Telecommunications (BT) launched in 2012 a system called Nominum, which involved DNS address blocking, and Sky introduced in 2013 the Sky Shield service implementing DNS blocking.890 Similarly, German ISPs, including Vodafone Deutschland, have blocked access to a popular piracy website after a complaint from GEMA, a collecting society.891 DNS blocking was also granted more recently in the Bundesgerichtshof (BGH) Dead Island case.892 In the French cases of Association des Producteurs de Cinéma (APC) and others v Auchan Telecom and others,893 Federation National des Distributors and others v SA Orange and others,894 and SAS Elsevier and others v SA Orange and others,895 the Paris Tribunal issued a blocking injunction against a French ISP requiring a website containing infringing copyright material to be blocked using DNS blocking. DNS blocking has been widely used by the Greek Commission for the notification of online copyright and related rights infringement, which is the newly founded administrative authority, responsible for conducting out-of-court proceedings.896

In the context of targeting infringing LP videos hosted, for example, by YouTube or Twitch.tv, DNS blocking is not an effective blocking method because YouTube and Twitch.tv are not infringing piracy sites per se, nor does most of the content they host fall into this category. The fact that only several videos hosted by them are potentially infringing does not justify the deployment of DNS blocking.

---

889 ibid.
890 Cartier International AG & Ors v British Sky Broadcasting Ltd & Ors [2014] EWHC 3354 (Ch) [41]–[43].
892 German Federal Court of Justice (BGH) I ZR 64/17, 26 July 2018.
893 Paris Tribunal de Grande Instance, Association des Producteurs de Cinéma (APC) and others v Auchan Telecom and others, Case No 11/60013 (28 November 2013).
895 Paris Tribunal de Grande Instance, SAS Elsevier et autres v SA Orange et autres, Case No 18/14194 (7 March 2019).
5.1.2 Internet Protocol (IP) Blocking

IP blocking aims to block all traffic to the IP address associated with the target website. Practically, this means that attempts to connect to a server with that IP address will be interrupted. Perel argues that, despite being a simple method, IP blocking lacks accuracy and efficiency.\footnote{M Perel, ‘Digital Remedies’ (2020) 35 Berkeley Tech LJ 1, 24.}

As far as accuracy is concerned, one should not disregard the ‘over-blocking’ of legitimate content.\footnote{L Feiler, ‘Website Blocking Injunctions under EU and US Copyright Law—Slow Death of the Global Internet or Emergence of the Rule of National Copyright Law?’ (2012) Stanford–Vienna Transatlantic Technology Law Forum Working Papers No 13, 24 <https://law.stanford.edu/wp-content/uploads/sites/default/files/publication/203758/doc/slspublic/feiler_wp13.pdf> last accessed on 8 April 2023.} Legitimate content and illegitimate content may share the same IP address. By employing IP blocking, this could result in blocking legitimate content, too. The balance between copyright protection and free speech would then weigh in favour of the former, leading to ‘over-enforcement’ of copyright.\footnote{ibid 25.}

In terms of efficiency, the IP blocking method is doubtful. IP blocking is implemented by devices located between users and websites. Therefore, users who use the services of an Internet provider that has not implemented a blocking device can bypass the blocking. The same result will occur when users use technology such as a virtual private network (VPN), which ‘conceals’ the true destination of their traffic.\footnote{ibid.} Apart from the users, website owners have tools to circumvent IP blocking by using content delivery networks (CDNs), which constantly change the IP address of infringing content.\footnote{ibid.}

The technical method of IP address blocking was adopted by national courts in the selected jurisdictions. More specifically, the courts ordered IP address blocking in the UK cases of Twentieth Century Fox Film Corp & Ors v British Telecommunications Plc\footnote{Twentieth Century Fox Film Corp & Ors v British Telecommunications Plc [2011] EWHC 1981 (Ch) [12].} and Dramatico Entertainment Ltd v British Sky Broadcasting Ltd\footnote{Dramatico Entertainment Ltd v British Sky Broadcasting Ltd (No 2) [2012] EWHC 1152 (Ch) [13].} in the Greek case of the Athens court of first instance no 4658/2012,\footnote{Athens Court of First Instance, Case 4658/2012.} and in the German cases I ZR 3/14 and I ZR 174/14.\footnote{OLG Hamburg, Case No I ZR 3/14, 5 U 68/10 and OLG Cologne, Case No I ZR 174/14, 6 U 192/11.}
The UK case of *Cartier v Sky* considered the issue of shared IP addresses and the impact a blocking injunction could have on legitimate content. To address this issue, Arnold J considered three scenarios: in the first scenario, the IP address is not shared among different websites, thus IP address blocking would not have an impact on lawful users; in the second scenario, the IP address is shared by websites that engage in unlawful activities and therefore IP address blocking would be an appropriate measure; the third and last scenario sees an IP address shared by lawful and unlawful websites, which means that the most suitable measure would be DNS blocking rather than IP address blocking.

Whereas the first scenario does not have any concerning aspects, the second and third scenarios are more challenging and thus require more assessment. In the second scenario the Court referred to ‘unlawful’ activities rather than ‘infringing activities’. The selection of the words was insightful, because the word ‘unlawful’ covers a wide range of activities, such as child pornography. According to Roy and Marsoof, the reach of the injunction would be broader than what was anticipated by the EU legislation, resulting in the blocking of unlawful websites in addition to intellectual property infringing websites. Although in cases of child pornography the Court would not hesitate to order IP blocking, one should not disregard cases where it is challenging to draw a line between what is lawful and what is not. In this situation, it is the applicant who has the burden to determine and certify the unlawfulness and certify that a notice has been sent to the website notifying them about the order and providing them with an opportunity to defend themselves. The third scenario comprises an IP address shared by lawful and unlawful websites. Although DNS blocking is a more suitable method of blocking, one should not disregard that this technique has an inherent limitation of being easily circumvented.

Similar to DNS blocking, IP address blocking would not be an effective blocking method for LP videos. LP videos are hosted on lawful websites (e.g., YouTube and Twitch.tv), which mostly accommodate lawful videos. Courts are not aware if an IP address is shared and, if they are, whether it is shared between lawful and unlawful websites. Regarding the three possible scenarios discussed above and the challenges associated with IP address blocking and DNS blocking, the next step is to assess the third blocking technique: URL blocking.
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5.1.3 Uniform Resource Locator (URL) Site Blocking

The URL is a global address of specific documents and resources on the World Wide Web. It includes a domain name and the location of the specific resource. When users request a URL, a comparison takes place between the requested URL with those in the blacklist held by the proxy server. URL blocking can be implemented by proxies, firewalls, and routers that block the connection to the web server requested by the user or redirect the traffic to another website.

URL blocking is more effective as a technique compared to IP and DNS blocking, because it targets a precise location. The following scenario will provide more clarity. Assume that an infringing LP video is located on a distinct page of website C. If the ISPs adopted IP blocking, this would block access to all websites that share the same IP address (A, B, C). Alternatively, if ISPs adopted DNS blocking and targeted the main domain, websites sharing the same main domain would be blocked (B and C). However, by employing URL blocking, ISPs would block the specific part of the website (e.g., http://sub-domain-C.main domain.com/infringing.html), leaving all other websites intact.

However, URL blocking raises concerns. First, this method may suffer from ‘false positives and false negatives’, as it may block legitimate content that is located on the blocked web page, such as hyperlinks embedded on the blocked web page and links to legitimate content. Second, URL blocking resides under the ‘shadow of circumvention’. While circumventing an IP address or a DNS would require website operators to move to a different host or change the domain name, which would incur additional costs, URL circumvention could be achieved by merely changing a file’s name.

Given the convenience of a URL circumvention, national courts have not granted URL-based blocking injunctions alone. As will be revealed in the following paragraphs, URL
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blocking is more effective when it is combined with another blocking measure, for instance DNS or IP address blocking.

5.1.4 Hybrid Systems

The hybrid system deploys a combination of the above-mentioned blocking systems and often implements a two-phase process. For example, in stage one ISPs could use IP address blocking and in stage two they could involve URL blocking. The hybrid system has the potential to improve the effectiveness of the blocking because it will make circumvention more difficult to achieve. BT has developed a hybrid method called ‘Cleanfeed’, which employs a two-step process: IP address blocking and URL blocking in order to filter specific Internet traffic.

In order to consider whether blocking injunctions are effective for tackling online copyright infringement, first it is necessary to interpret the term ‘effectiveness’. In *UPC Telekabel*, Advocate General Cruz Villalón provided an insightful assessment of efficacy based on several factors, including the costs associated with the measure, the circumvention, and the complexities and duration of the measure. In the same case, the CJEU also emphasised the importance for blocking injunctions to be ‘strictly targeted’ in the sense that the techniques deployed by the ISPs should terminate the copyright infringement but without thereby affecting Internet users who are using the services to lawfully access information.

The blocking techniques discussed in this chapter have the potential to tackle copyright infringement but present some serious disadvantages. Among them is the possibility of circumvention, which leads to discussion of whether blocking injunctions are indeed effective. However, despite the possibility of circumvention, the relevant question should not be whether a block can be circumvented, but if it will be circumvented.
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showed that over the course of 2013–2015 the usage of the sites that have been blocked has decreased in the UK with a total reduction of 74.8%, while global usage has decreased by 33.5%.  

Apart from the UK, the hybrid method has been widely used by national courts outside the selected jurisdictions. For instance, the Swedish courts have issued blocking injunctions that deploy DNS and URL blocking, while in the Netherlands the courts have granted DNS and IP address blocking.

5.2 Blocking Injunctions in the Selected Jurisdictions

5.2.1 Germany

Among the EU Member States, Germany has had to deal with controversial judgements over the years. For many years the German courts did not grant blocking injunctions against ISPs. The German Federal Court of Justice (Bundesgerichtshof) decided in two cases (I ZR 3/14 and I ZR 174/14) that, in order to grant blocking injunctions against ISPs, a variety of requirements should be fulfilled, including the prior best efforts of the rightholder to start the proceeding against the operator of the website, because a hosting provider is ‘closer’ to the infringement than an Internet access provider. An additional requirement for the rightholders was to consult and hire a private investigator or involve the criminal prosecution authorities as a first step.

It is worth mentioning that the first blocking injunction for copyright infringement was granted in 2018. The court granted a blocking injunction against a German access provider

925 District Court of Midden, No C/16/448423/KG ZA 17-382, 12 January 2018. A summary of the judgements is provided in EUIPO (n 924) 59.
926 OLG Hamburg, Case No I ZR 3/14, 5 U 68/10 and OLG Cologne, Case No I ZR 174/14, 6 U 192/11.
927 Federal Court of Justice (Bundesgerichtshof) on the liability of access providers for copyright infringement by third parties, No 194/2015 <http://juris.bundesgerichtshof.de/cgi-bin/rechtsprechung/document.py?Gericht=bgh&Art=pm&Datum=2015&Sort=3&nr=72928&pos=0&anz=195> last accessed on 4 February 2022.
928 Regional Court of Munich, Case 7 O 17752/17 BeckRS 2018, 2857.
in order to block access to the illegal streaming service ‘kinox.to’. Although German courts have been hesitant to grant blocking injunctions in the past or have imposed additional requirements before granting an injunction, one could argue that the German courts are now aligned with the EU approach on blocking injunctions. One should not disregard that the first blocking injunction case came in 2018, a year after the UK case of *FAPL v BT*, which also dealt with a blocking injunction targeting at blocking access to streaming websites.  

5.2.2 France

Article 8(3) of the InfoSoc Directive was implemented into the French law in Article L. 336-2 of the French Intellectual Property Code, which allows rights holders to seek a Court order to have intermediaries implement measures to cease or prevent online copyright infringement. Blocking injunctions for online copyright infringement have been granted in numerous cases in France. The French courts require hosting service providers and Internet access providers to contribute to the fight against online copyright infringement, since they are in the ‘best position to put an end to such infringement’. While in the past courts required the cost of implementation of the blocking measure to be borne by the rightholder, recent case law of the French Supreme Court orders Internet intermediaries to pay for blocking measures against illegal streaming websites.

5.2.3 Greece

The Greek Copyright Act 1993 has implemented Article 8(3) of the InfoSoc Directive in its Article 64A, which provides that rightholders are able to seek injunctions against intermediaries, whose services are used by a third party to infringe copyright or related rights. Despite the importance of Article 64A, Greek courts have only produced limited case law.
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In addition to the judicial path to tackle online copyright infringement, Greece has implemented in its national law an out-of-court Notice and Takedown mechanism, through a national administrative authority (Commission) for the notification of online copyright and related rights infringement. The new mechanism is independent from the judicial protections of rights, which means that the decision of the Commission does not prevent parties from initiating judicial proceedings. The Commission issued the first blocking order in 2018, obliging all Internet access providers to block 38 infringing websites, including <piratebay.org>. However, according to the Greek Copyright Act, the Commission will not deal with cases of infringement committed by end users by means of downloading or streaming or peer-to-peer exchange of files, or by means of providing data storing services through cloud computing. Thus, video game developers as rightholders would not be able to benefit from this procedure to target end users if the copyright infringement is committed via streaming.

5.2.4 The UK

The UK courts grant blocking injunctions in cases of online copyright infringement. The legislative basis for requesting a blocking injunction is section 97A of the CDPA 1988, which states that ‘the High Court of England and Wales shall have the power to grant an injunction against a service provider, where that service provider has actual knowledge of another person using its service to infringe copyright’.

There is a long list of cases where the UK courts have granted blocking injunctions to tackle copyright infringements. Among those cases, Twentieth Century Fox v BT presents particular significance, as it was the first case where a blocking injunction was granted under section 97A of the CDPA 1988. In this case, Twentieth Century Fox filed an action against the ISP BT and sought an injunction obligating BT to block access to an infringing website. Subsequent cases illustrate the development of the judicial approach to website blocking. While Twentieth Century Fox v BT set basic principles and jurisdictional matters, the case Dramatico Entertainment Ltd v British Sky Broadcasting Ltd (No2) signalled the extension to IP address blocking, given that the IP address was not shared. Among the latest development in the
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court’s approach is the case *FAPL v BT*,\textsuperscript{943} where the court order aimed at an immediate and responsive blocking of live streaming transmissions of the Premier League’s copyright content.

The UK courts have also dealt with the issue of the implementation of costs allocation. The *Cartier* case shed light on this matter.\textsuperscript{944} In 2016 the Court of Appeal held that the costs of implementation of the injunction should be borne by the intermediary rather than the rightholder, because intermediaries made profits from the services that the operators of the target websites used to infringe the intellectual property rights of the rightholders, and the costs of implementing the order could therefore be regarded as a cost of carrying on their business.\textsuperscript{945} Although the Court of Appeal perceived the liability for the costs of compliance as a quid pro quo for the immunities the ISPs enjoy, the Supreme Court disagreed.\textsuperscript{946} According to the Court, there is no legal basis for requiring an ‘innocent party’ to remedy an injustice if he or she has no legal responsibility and is acting under the compulsion of an order of the court.\textsuperscript{947}

Based on the analysis above, it is evident that the selected jurisdictions have granted blocking injunctions for online copyright infringement.\textsuperscript{948} However, each country had its own starting point for the implementation of this method. Characteristic examples are the UK, Greece, and France where blocking injunctions have been granted since 2011, 2012, and 2013, respectively. On the contrary, Germany is among the countries that have recently started to issue blocking injunctions. Apart from the difference in time of implementation, another difference can be found in the alternative ways of copyright enforcement. In Greece, for instance, apart from the traditional judicial path, there is also the out-of-court notice and take down legal mechanism, through an administrative authority. This initiative will be helpful for the rightholders, bearing in mind the caseload and slow disposal of cases in the Greek courts.

### 5.2.5 Other EU Member States

Apart from the selected jurisdictions, emphasis should also be given to other European national courts that have ordered website-blocking injunctions. Belgium is one of the jurisdictions where national courts have granted blocking injunctions with a specific technical method. For example, in the case of *VZW Belgian AntiPiracy Federation v NV Telenet*, the
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Court of Appeal issued a DNS blocking order. The method of DNS blocking was also ordered by the Danish courts requiring ISPs to block access to <www.allofmymp3.com> and <www.thepiratebay.org> and Spanish courts requiring ISPs to block access to the website <goear.com>.

In Finland, the Helsinki Court of Appeals ordered the ISP Elisa Oyj to ‘discontinue’ making available to the public material that infringed copyright through DNS and IP address blocking. Ordering IP blocking as an additional ‘layer of protection’ the Finnish court went a step further than the Belgian, Danish, and Spanish courts.

The national courts in Sweden ordered the first blocking injunction in 2017. In *Universal Music AB v B2 Bredband AB*, the court ordered B2 to block access to The Pirate Bay and Swefilmer by deploying URL and DNS blocking for a period of three years. The hybrid method of DNS and IP address blocking was also ordered by the District Court of Midden – Nederland compelling the Dutch ISPs to block access to The Pirate Bay website.

DNS blocking remains a controversial blocking method throughout the EU. For instance, in the case of *UPC Telekabel*, the Higher Regional Court in Vienna reversed the order of the court of first instance regarding the technical measure of DNS blocking and IP blocking and held that the ISP has to be free to decide the technical means to be used. An analysis of the issue of who is in a better position to decide the specific technical means will be provided below in subsection 5.4. A collection of case law from the jurisdictions discussed above, outlining the technical method of blocking that had been deployed, is provided in Appendix 1.
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5.3 The Effectiveness of Blocking Injunctions to Tackle Infringing LP Videos and Livestreams of Video Games

After gaining a better understanding regarding the legal framework, case law, and techniques of blocking injunctions to tackle online copyright infringement, this section considers whether blocking injunctions against ISPs are effective in respect of online copyright infringement conducted via LP videos and live streaming videos of video games.

It must be noted that the majority of blocking injunction cases target entire websites that contain infringing content. The situation with LP videos would pose an additional burden to litigation of this nature. Websites, such as YouTube and Twitch.tv, that host video game review videos and LP videos (with and without commentary) do not contain infringing materials in their entirety. These websites accommodate content of all kinds. Video game content (via LP videos or live streaming) is only a part of YouTube and the largest part of Twitch’s content. For the blocking injunctions it would suffice that a substantial proportion of the website is infringing, despite containing parts of non-infringing content.957

In the UK, the High Court justified the blocking of the website Newzbin2, even though there was the potential of preventing non-infringing uses.959 On the same wavelength, the German BGH held that it is ‘necessary to look at the overall ratio of lawful and unlawful content and at whether the former constitutes a non-significant amount in comparison with the latter’.960 Contrary to these decisions, the District Court of Athens held that the blocking was disproportionate with regard to users’ freedom of information, as some of the content of the websites in question could be legal.961 The Court of Athens’ 13475/2014 decision was in contrast with its earlier decision in 2012962 and was heavily criticised,963 the Court decided that
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it was both ineffective and disproportionate to block access to a website illegally offering copyright-protected content, as it is easy for infringers to host the content through another IP address, and some of the webpages of the website could contain legal content. The judgement stated that this would be either because the works lack originality, or have fallen into the public domain, or because their communication to the public was authorised by rightholders. In the Court’s view, IP or DNS blocking would deprive Internet users of their right to access online information, thus violating Article 5A of the Greek Constitution, which provides for the freedom to information. Paramythiotis highlights, first, that the above was the CJEU’s reasoning in Scarlet – though the Athens Court’s extension of the CJEU’s decision was problematic, as the former seemed to equate the implications of content filtering to IP/DNS filtering – and, second, that no reference was made to Svensson, but to ‘pre-Svensson outdated theory’. Synodinou notes that the Court referred to the principle of neutrality of the Internet, which is not part of the Greek legal system. With the exception of the 13478/2014 decision, which seemed to be controversial, one could argue that national courts engage in a balancing exercise to assess the ratio of lawful and unlawful content, taking into account the fundamental rights.

The CJEU and the ECtHR have provided some guidance on balancing the fundamental rights in cases of blocking injunctions through the cases of *UPC Telekabel* and *Akdeniz v Turkey*, respectively. In the first case, the Court aimed to reconcile the copyright and related rights, the ISP’s freedom to conduct business, and the freedom of information of Internet users. The right to freedom of expression, which encompasses the right to impart information and the right of the public to receive it, has evolved over the years to accommodate
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Internet access as part of freedom of speech, or the ‘right to Internet access’. This expansion of the right is crucial, as each individual has the right to access the Internet as an integral part of the right of communication and expression.

In order to balance those conflicting rights, the Court held that, regarding the freedom of information, the blocking should be ‘strictly targeted’ at the infringing content and Internet users should be granted with the opportunity to defend their rights before the national court. The ISPs’ right to conduct business is not violated either, insofar as they will decide upon which blocking technique to better adopt. In the second case, the ECtHR dealt with the issue of the freedom of information of Internet users and held that the applicant and the other Internet users were only indirectly affected by the blocking.

For the purposes of this research, emphasis is given primarily to the right of information, because review videos and playthrough videos with commentary serve as a public forum. Video games are the basis upon which viewers and streamers interact and participate in the expression of a streamer using a chat function. In addition, one should not disregard that streaming platforms and LP videos are highly appealing to young people, who perceive these platforms as political fora to discuss and debate. Young people rarely take part in traditional ways of democratic deliberation. Churchill and Xu argue that streaming platforms, Twitch in particular, have become ‘more than just an entertainment medium; it is the home of the largest gaming community history’. Setting aside their entertainment mission, Taylor explains that streaming platforms provide viewers and gamers with a ‘civic space, political domain and site of critical work’.

As discussed earlier in subsection 3.5.2, copyright should serve as an engine of free expression, instead of serving the purposes of blocking access to information to avoid unwelcome criticism. It has been noted that video game streaming can be considered a form
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of protected speech, as it contributes to debates in the general interest (such as reporting sporting events).  

If a blocking injunction is granted, ISPs or the courts would have to decide upon the most effective blocking technique. The CJEU held in the case of *UPC Telekabel* that intermediaries would choose the suitable technical measure available to them. Leaving the choice of the technical measure at the ISPs’ discretion is – to a certain extent – justifiable because ISPs are placed in a better position to know and implement the most suitable measure. For instance, ISPs have knowledge of how many IP addresses are shared. However, assigning this task to ISPs would also create difficulties in striking a fair balance between conflicting rights: the copyright holder’s right, the right to conduct business, and the right to freedom of information. Angelopoulos points out that the CJEU missed the opportunity to address the fact that ‘without concrete instructions from the courts, an ISP has no real way of knowing what is and what is not “reasonable” in the eyes of the law’.  

Technical means that block access to an entire website should be less favourable because the potential infringing content would be only a part of the entire website. A more targeted technical measure, such as a URL blocking, would be more suitable. URL blocking is more effective as a technique compared to IP and DNS blocking, because it targets a precise location. Taking Twitch.tv as an example, one could see that there are hundreds of on-demand videos, showing whole or parts of video game footage. For instance, the story-based video game *The Last of Us Part II* appears in more than 100 videos. If the rightholder, Naughty Dog, were to apply for blocking injunctions, the most suitable blocking would be URL blocking, where the ISPs would block access to the exact part of the website (for example twitch.tv/videos/123456789), leaving all other webpages intact.
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However, the effectiveness of URL blocking raises some concerns. First, it may block legitimate content that is located on the blocked web page, such as hyperlinks embedded on the blocked web page and links to legitimate content. Second, URL blocking can be easily circumvented and, third, blocking injunctions are more pragmatic for the protection of trademarks, rather than copyright, because there are greater chances for user circumvention, aiming to access infringing material. In the context of trademarks, users would not proceed to circumvention techniques in order to gain access to a blocked website offering counterfeit products.

Setting aside the limitation of blocking injunctions in terms of circumvention and balancing conflicting fundamental rights, an additional challenge refers to the effectiveness of blocking injunctions against live streaming platforms. To date, ‘live’ blocking injunctions have only been granted in the UK (among the selected jurisdictions) targeting live stream content of sporting events. In 2017, Arnold J made the first order on the application of the Football Association Premier League requiring ISPs to take measures to block or at least impede access by their customers to streaming servers that delivered infringing live stream footage of Premier League matches. The ‘live’ blocking order had effect only at the time when live FAPL footage is being broadcast and for a short period of time (covering the Premier League season). Later the same year, Arnold J made the first UEFA order for infringing live streams of UEFA football matches. In both cases, rightholders were granted permission to apply for extending the operation of the order for the next season. In 2018, Matchroom Boxing obtained a blocking order against the six main ISPs in the UK, requiring them to block access to infringing live streams of professional boxing matches. Although this decision is similar to

987 To date, the UK is a pioneer in live blocking injunctions. Their availability has not yet been tested in Germany or Greece. However, in France a discussion regarding live blocking has emerged in connection to the Draft Law on audio-visual communication in the digital age. See EUIPO, ‘Study on Dynamic Blocking Injunctions in the European Union’ (March 2021) 40 <https://euipo.europa.eu/tunnel-web/secure/webdav/guest/document_library/observatory/documents/reports/2021_Dynamic_Blocking_Injunctions/2021_Study_on_Dynamic_Blocking_Injunctions_in_the_European_Union_FullR_en.pdf> last accessed on 8 April 2023.
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the earlier order granted by Arnold J, there are two main differences: the irregular timing of events necessitated an alternative form of monitoring and identifying infringing servers and the order was for two years with the events to be notified to the ISPs four weeks in advance.992

What is common in the three cases discussed above is that the professional association of the sporting events broadcasted the matches, which were subsequently ‘captured and retransmitted’ through live streaming platforms. In the context of video game streaming, though, the broadcast or communication is not originated from the rightholder, but from Internet users/gamers. In the case of FAPL, for example, the live blocking order was possible due to the following technological advances: FAPL used video monitoring technologies that permitted the identification of infringing streams and the ISPs’ blocking systems allowed them to block and unblock IP addresses during the course of the Premier League matches.993 Therefore, it is hard to draw an analogy with this case, because video game live stream videos emanate from individual users. With the current technology, video game developers are not able to monitor if their video game footage is being streamed and thus apply for a live blocking order.

In addition, live video game streaming differs from any other sporting event streaming in terms of schedule. Official sporting events, such as the Premier League matches, are scheduled for a certain season, starting and ending at predetermined days and time. Live streaming of video game content starts and ends at the users’ discretion. Hence, ‘live’ blocking would not be an effective method for live streamed video game content.

5.4 Determining the Appropriate Technical Measure: Current Approach and Recommendations

As shown above, among the selected jurisdictions, courts in Greece, France, and the UK have been issuing blocking injunctions with specific technical measures for over a decade, while German courts have recently considered granting blocking injunctions to order ISPs to block access to infringing websites. Based on the case law originating from the courts of the selected jurisdictions, it is clear that there is not a uniform approach in deciding the most appropriate technical method. In addition, the UPC Telekabel judgement entrusted the ISPs with the task of implementing the most suitable measure. This would also cause an

992 Matchroom Boxing Ltd & Anor v British Telecommunications Plc & Ors [2018] EWHC 2443 (Ch) [6] and [7].
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unharmonised implementation across the EU and the UK, because the determination of the appropriate measure would depend on the technical knowledge and resources available to ISPs in different jurisdictions.

Due to the lack of standard guidance at a Union level, Wang has suggested that it is of great importance for a framework of harmonised standards on website blocking to be established by the Commission in the EU.994 In order to determine the role and the powers of the Commission to protect IP rights and Internet users, Wang draws an analogy to the General Data Protection Regulation.995 Harmonisation at an EU level is of paramount importance in order to safeguard a standard approach in all Member States.

This moves the discussion to who should decide on the appropriate technical means: the courts or the ISPs. Courts will ensure the legality of the process and will take into account the proportionality when trying to strike a balance between the right of the copyright holders, the right to conduct a business, and the right of access to information. However, the judiciary lacks the technical knowledge to decide the proper blocking technique.

On the other end of the spectrum, ISPs are equipped with technical knowledge and resources to select and implement the most appropriate blocking measure. ISPs, however, cannot balance the legitimate interests of the involved parties. Hence, it would be beneficial if there were a combination of court protection and technical expertise.996 Before the courts decide and order a specific blocking injunction, they should collaborate and consult with technical experts. A recent study on dynamic blocking injunctions conducted by the EU Intellectual Property Office (EUIPO) provided an analysis of the evidence required for blocking injunctions and concluded that there is no specific procedural rule that governs the admissibility of evidence.997 Among the type of evidence that is required for the court to order a blocking injunction, the study listed documentary evidence, factual witness evidence, and/or expert evidence. The study reported
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that Finland, among the studied Member States, accepted technical reports and expert testimony hearings as evidence in court proceedings. On the other hand, French courts consider as evidence the number of monthly visits to the content, the type and number of works, and the number of protected works, as well as the methods available to access these sites; German courts require screenshots, testimonies, and affidavits; whereas Greek courts have considered evidence regarding the similarity of database, graphics, user interface, and indexing. The UK courts consider expert evidence when they are asked to adjudicate on intellectual property law cases, such as the Cartier case, in which case the court examined Internet traffic data.

Cooperation between courts and ISPs can also be viewed in the ‘notice and block’ regime adopted in the UK to respond to potential circumvention techniques. According to this regime, in case of an IP or URL blocking circumvention, the ISPs are subsequently notified by rightholders about this amendment and update their system with the new IP or URL, so that the target website remains inaccessible.

EU Member States could benefit from the ‘notice and block’ regime. As a first step, rightholders should seek court protection in order to ensure that their interests have been taken into account and a fair balance has been achieved. Technical experts could support the court to decide and order the most suitable blocking method. In case of circumvention, rightholders should remain protected and not be required to initiate proceeding from the beginning. A subsequent notification to the ISP regarding the new ‘landscape’ would not only save time but would also be cost effective.

5.5 Jurisdictional Issues and Recommendations

The typical issue associated with online copyright infringement is the fact that in the digital era infringing websites may be located outside the jurisdiction of the court. Therefore, to determine whether a website is committing copyright infringement within a particular jurisdiction, courts have first to determine whether the said jurisdiction is being targeted by the...
infringing website. Arnold J considered the criteria that the CJEU has treated as relevant, when dealing with similar questions:

The following matters, the list of which is not exhaustive, are capable of constituting evidence from which it may be concluded that the trader’s activity is directed to the Member State of the consumer’s domicile, namely the international nature of the activity, mention of itineraries from other Member States for going to the place where the trader is established, use of a language or a currency other than the language or currency generally used in the Member State in which the trader is established with the possibility of making and confirming the reservation in that other language, mention of telephone numbers with an international code, outlay of expenditure on an internet referencing service in order to facilitate access to the trader’s site or that of its intermediary by consumers domiciled in other Member States, use of a top-level domain name other than that of the Member State in which the trader is established, and mention of an international clientele composed of customers domiciled in various Member States. It is for the national courts to ascertain whether such evidence exists.

Given the territoriality of intellectual property rights, when infringement takes place in more than one jurisdiction, rightholders have to file action in every jurisdiction in which their rights have been infringed. Although Private International Law provides for the recognition and enforcement of foreign decisions, there is a list of certain conditions that have to be met, including that the parties involved in the litigation must be identical. In the context of blocking injunctions against ISPs for copyright infringement, although the claimant and the substance of the dispute is the same, the defendants (ISPs) are not. In any jurisdiction, there is an identifiable number of companies that provide Internet access and as such ISPs operate within the boundaries of a particular jurisdiction.
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Moving from the national point of view to the European context, it should be mentioned that blocking access to an infringing source in one jurisdiction does not mean that the source cannot be accessed from other jurisdictions. Savola has demonstrated a clear example of an ISP established in Finland, which operates and has customers in different Members States (Finland, Estonia, and Sweden), while the website, where access is being blocked, is located in Sweden.\(^\text{1006}\) The author raises the following question: If an injunction against the ISP is sought in a Finish court, does the court have jurisdiction to block access to the website by customers located in other Member States?\(^\text{1007}\) In terms of jurisdiction, Article 4 of the Brussels I Regulation (Recast) confers principal jurisdiction on the state where the defendant (ISP) is domiciled.\(^\text{1008}\) Over the Internet, it is hard to determine where a legal person/company is domiciled. Regulation 1215/2012 provides that a company is domiciled at the place where it has its statutory seat, central administration, or principal place of business.\(^\text{1009}\) These factors can be checked by the claimant, having regard to the connecting factors of the registration of the defendant’s business, licences, electronic payments, and places of delivery of goods and services.\(^\text{1010}\) Setting aside the general, principal jurisdiction, the Regulation provides also for a special jurisdiction in Article 5(5), which states that if the dispute arises out of the operations of a branch, agency, or other establishment, the court where the branch is established has special jurisdiction.\(^\text{1011}\) This provision leads to the following questions: What is a ‘branch, agency, or other establishment’? Is a request to order an ISP to block access to an infringing website an issue ‘arising out of the operations of a branch’?

An interpretation of the terms ‘branch, agency, or other establishment’ was given in the *Somafer SA v Saar-Fergas AG* case, in which the Court required that a place of business should have an appearance of permanency, have management, and be materially equipped to negotiate business in the name of the parent company or as an extension of it.\(^\text{1012}\) In the same case, the Court also interpreted the ‘operations of a branch’ to include inter alia claims concerning undertakings concluded in the name of the parent company to be performed in that
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state or similar non-contractual obligations. Such an undertaking could be the formation of a contract between the branch and the customers of that state to provide Internet connectivity. Therefore, in terms of jurisdiction, the state where the ISP is established has principal jurisdiction, while having a branch in another Member State confers special jurisdiction to order injunctions affecting that state.

In addition, another problematic issue is that blocking injunctions are tied to a particular jurisdiction. If a rightholder would like to seek protection through blocking injunctions at a global level, this means that they should obtain blocking injunctions in every single jurisdiction. Although the source of the infringement is the same, the ISPs operating in each country are different.

Does the judgement in *Eva Glawischnig-Piesczek v Facebook Ireland Ltd* allow for national courts to order intermediaries to block access to illegal content globally? At an EU level, the e-Commerce Directive does not preclude injunction measures from producing effects worldwide. However, its Recitals 58 and 60 provide that the EU rules in this area should be consistent with international rules. The CJEU concluded that it is up to the Member States to make sure that the measures they adopt and that produce effects at a global level take due account of those rules. In other words, the CJEU simply stated that the e-Commerce Directive does not prevent the global effect of injunctions issued by national courts within the framework of the international law.

It is apparent that there should be a mechanism by which a blocking order granted in one jurisdiction could be first recognised and then enforced in other jurisdictions as well. It is unfortunate that in the EU context none of the relevant Directives (neither the InfoSoc nor the Enforcement Directive) provides for a method of achieving cross-border enforcement of blocking orders. The problem is more acute because both Directives allow discretion to each Member State regarding the conditions and the modalities upon which blocking orders could be obtained.
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Thus, for a blocking injunction to be developed into a more versatile remedy that allows for enforcement of IP rights at a global level, there should be a system of recognition and enforcement of judgements. Marsoof suggests a system similar to the Hague Convention on Foreign Judgements in Civil and Commercial Matters 1971 or that the Brussels Regulations (Recast) should be adopted in the IP context. 1019 The Hague Convention of 2019 cannot be applied to recognition and enforcement of judgements regarding copyright infringement, given that the Convention expressly excludes intellectual property rights from its scope. 1020 The adoption of an alternative legislative instrument dedicated to intellectual property rights or the expansion of the scope of the Hague Convention to accommodate intellectual property judgements would increase the efficacy of the blocking injunctions at an EU level, reducing the costs and risks of re-litigation. For example, if a blocking injunction has already been obtained in one Member State, it should be possible for that order to also be enforced in the other Member States against ISPs that operate in those countries, as the source of the infringement is the same.

5.6 Conclusion

Blocking injunctions are granted by courts against ISPs whose services are being used for online copyright infringement. A blocking order can stipulate the technical means of blocking (IP address, DNS, or URL-based blocking) and the timeframe for its implementation. It is undoubted that this procedure is rather costly and would require more time for the courts to decide upon a dispute before them.

Although there is a variety of blocking techniques, all of them have inherent limitations. Among the limitations, the possibility of circumvention and ‘over-blocking’ are of significant importance. The chapter also analysed the response of the selected jurisdictions to blocking orders. The UK, Germany, France, and Greece grant blocking injunctions in cases of online


copyright infringement. Out of the selected jurisdictions, emphasis should be given to the UK and Greece for the following reasons. The UK is among the jurisdictions who first granted blocking injunctions and the first to grant ‘live’ blocking orders. The Greek courts have also been granting blocking injunctions for a decade now. In parallel to the traditional judicial path, Greece is one of the Member States that has implemented in its national law an out-of-court mechanism.

To date, there is no substantive case law about blocking injunctions for video game copyright infringement. Similarly, the injunctions granted to block streamed content are minimal. Among the cases outlined in this chapter, Football Association v BT,\(^\text{1021}\) Nintendo v Sky,\(^\text{1022}\) and Nintendo v BT\(^\text{1023}\) are of particular importance for the purposes of this research. The first case was one of the first to discuss a live blocking order, a particular type of website blocking limited to the ‘time window’ during which the infringing content had been streamed. Arnold J, who delivered the judgement, emphasised the ‘growing problem’ of live stream copyright-protected content. The second case concerned the circumvention of copyright protection measures, which paved the way for Nintendo to seek and obtain blocking injunction for copyright infringement of their protected works.

In the context of unauthorised video game streaming, there are four specific limitations that would impede the effectiveness of website-blocking injunctions. First and foremost, there is no harmonised case law on the amount of infringing content that should be available on a website. While national courts in Greece ruled that the blocking was disproportionate with regard to users’ freedom of information as some of the content on the website was legal, the UK and German courts emphasised the amount of the content that was infringing (instead of legal) and presented a rather balanced solution as to weighing the infringing and non-infringing content. Given that LP videos are only a part of the content stored online for YouTube and a substantive amount of content for Twitch.tv, it can be argued that there is no harmonisation in national jurisprudence and in the event of potential litigation of this nature, national courts would follow a different approach. Secondly, it is hard to determine which is the most suitable blocking method for LP videos. The chapter considered URL blocking as the most suitable method because the precise location of the infringing video would have been targeted, but this technique is easily circumvented and thus not the most effective. Thirdly, playthrough videos
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with commentary serve as public fora, hence the balancing of rightholders’ rights with freedom of expression is not an easy task. More specifically, if the determination of the blocking method were only assigned to ISPs, the balancing task would be more challenging. Finally, live streamed content poses an additional difficulty. The relevant case law on ‘live’ blocking orders would not be applicable to live streaming of video game content, due to lack of technological advancements and the unfixed times of broadcasting.

In addressing the question of who is the most suitable to determine the appropriate technical method, the chapter has recommended that cooperation between the courts, external experts, and ISPs would be of significant value. Courts do not have the technical knowledge (for example, a court could not be aware of how many websites share the same IP address) and ISPs cannot guarantee the balance of the conflicting fundamental rights. In addition, the chapter raised jurisdictional issues pertaining to blocking injunctions against ISPs. Given the territoriality of copyright and the fact that ISPs are operating within the boundaries of a particular jurisdiction, it has been suggested that an instrument similar to the Hague Convention could provide for recognition and enforcement of foreign judgements on copyright infringement cases, increasing the efficacy of website-blocking injunctions and reducing the cost of re-litigation.

For all the reasons discussed in this chapter, this thesis will put forward an alternative measure to strike a fair balance between the different rightholders’ rights through the conclusion of a licence agreement. The deployment of blockchain technology for the facilitation of this agreement will also be considered.
Chapter 6: Striking a Fair Balance between Competing Rights: An Alternative Route through a Licence Agreement between Video Game Companies and Service Providers

The previous chapters considered the legal status of video games from a copyright perspective, determined that unauthorised ‘Let’s Play’ (LP) videos and live stream videos of video game footage is an act of communication to the public, and explored whether hosting service providers (platforms) can effectively take down infringing content, as well as whether Internet Service Providers (ISPs) can effectively block access to infringing content.

The Notice and Takedown procedure starts with a notice of the alleged copyright infringement, which is sent to the intermediary service provider (e.g. platform) requiring the ‘expeditious’ removal of, or blocking of access to, infringing content. Chapter 4 considered that in the video game sector there are not many cases where rightsholders would file a Notice and Takedown procedure against YouTube or Twitch.tv, because LP videos play a vital role in advertising the video game to the general public. Among the cases where video game developers have requested an LP video be taken down, one could observe that many of those notices have been used for ulterior motives, for instance when video game developers wish to divorce themselves from the LP gamer or silence negative criticism of their video game. The Notice and Takedown procedure has been criticised on the ground that intermediaries would determine the legality or illegality of content, influenced by their own potential liability. The removal of the content subjected to a takedown notice was the safest way for intermediaries to avoid liability. Intermediaries remove the content they believe is infringing, acting in their own best interest. Another issue exists with notice submitters, who may or may not undertake any quality control of what they notify as infringing content.

In light of the Digital Single Market (DSM) Directive, online content-sharing service providers (OCSSPs), upon receiving a notice, are obliged not only to disable access to the
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infringing content but also to prevent a future reappearance. However, automated filtering systems, such as YouTube’s Content ID or Twitch.tv’s Audible Magic, are not always able to recognise exception and limitation cases. This challenge has also been raised by providers of content recognition technologies, who agreed that ‘copyright exceptions require a high degree of intellectual judgement’.

Although algorithmic filters have the potential to detect LP videos and match them against a database of copyright-protected works, the cases of live streaming are posing particular challenges. An automated filtering system would have to be sophisticated enough to identify and block live streamed content. Back in 2012, early attempts to automatically ‘catch and shut down’ content resulted in the wrongful flagging of Michelle Obama’s Democratic National Convention speech live stream on YouTube as well as the Hugo Awards broadcast at Ustream. Deploying automated systems for the detection of infringing content during a live stream would be a rather challenging task because, during a live stream, there would be times where a copyrighted song would be played in the background, or even a ringtone from a phone not switched to silent mode. It is difficult for automated systems to handle live content effectively. In the case of LP videos, in particular, there are multiple layers of audio and video content, which should be individually examined. As Taylor pointed out, gameplay content occupies only a portion of any given broadcast.

Regarding website-blocking injunctions, Chapter 5 examined in detail whether blocking injunctions to tackle infringing LP videos and live streaming videos of video games is an effective remedy and unveiled the following limitations. First and foremost, the majority of blocking injunction cases target entire websites that contain infringing content. The situation with LP videos would place an additional burden on litigation of this nature. Websites, such as
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YouTube and Twitch.tv, that host video game review videos and LP videos (with and without commentary) do not contain infringing materials in their entirety. These websites accommodate content of all kinds. Video game content (via LP videos or live streaming) is only a part of YouTube and the largest part of Twitch content.\textsuperscript{1035} For the blocking injunctions it would suffice that a substantial proportion of the website is infringing, despite containing parts of non-infringing content.\textsuperscript{1036} There is no harmonised case law on the amount of infringing content that should be available on a website.\textsuperscript{1037} LP videos are only a part of content stored online for YouTube and a substantive amount of content for Twitch.tv.

Secondly, it is hard to determine which is the most suitable blocking method for LP videos. Among DNS blocking, IP address blocking, and URL blocking, Chapter 5 considered URL blocking as the most suitable method, due to the fact that it can target locations precisely, but this technique is easily circumvented and thus not effective.\textsuperscript{1038} As far as the live streaming of video games is concerned, a ‘live’ blocking injunction, similar to ones that were granted by the pioneering judgements from the UK courts,\textsuperscript{1039} would not be applicable to the live streaming of video game content, due to the lack of technological advancements and the unfixed times of broadcasting. Thirdly, playthrough videos with commentary serve as public fora,\textsuperscript{1040} hence the balancing of rightholders’ rights with the freedom of expression is not an easy task.

For LP videos and live streams to continue to exist, without the risk that they will be taken down after a request made by the rightholders, a licence agreement is an alternative and feasible
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\textsuperscript{1037} For instance, in the UK the court justified the blocking of the website Newzbin2, even though there was the potential for preventing non-infringing uses \textit{(Twentieth Century Fox Film Corp & Ors v British Telecommunications Plc [2011] EWHC 1981 (Ch) at [186])}, and the German Bundesgerichtshof held that it was ‘necessary to look at the overall ratio of lawful and unlawful content and at whether the former constitutes a non-significant amount in comparison with the latter’ \textit{(German Federal Court of Justice (BGH) I ZR 3/14, 26 November 2015 and German Federal Court of Justice (BGH) I ZR 174/14, 26 November 2015)}. Contrary to these decisions, the District Court of Athens held that the blocking was disproportionate with regard to users’ freedom of information, as some of the content of the websites in question could be legal (District Court of Athens, No 13478/2014).
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measure. In light of the DSM Directive, service providers are obligated to obtain an authorisation from rightholders, which can be achieved via a licence agreement.\(^{1041}\)

The possibility of licensing has already been embraced by several video game companies. For instance, Sony implemented an option in their PlayStation 4 (PS4) console for gamers to share their videos and live stream video game footage from their PS4 console.\(^{1042}\) Sony Online Entertainment, the division focusing on PC games, allows for the video creators to monetise their videos on hosting platforms under the condition that creators follow the policy constraints.\(^{1043}\) PlayStation launched a new console at the end of 2020 and its new DualSense controller has been ‘upgraded’ from a mere ‘Share’ button to a ‘Create’ button, allowing players to create videos and share them with the world.\(^{1044}\) Other video game companies have taken a different approach. For instance, Nintendo permits the usage of their video game footage and subsequent creation of LP videos or live streams under the condition that they include creative input and use the monetisation methods specified by Nintendo.\(^{1045}\) The list of video game companies and their unique terms of use is long for the purposes of this research. What is remarkable, though, is that each of those companies has its own terms of use, allowing LP videos or not, monetising those videos or not.

The chapter will address the following questions: Could a fair balance be achieved via a licence agreement between rightholders and service providers? And subsequently, can a licence agreement be better achieved with the deployment of blockchain technology?

For that reason, this chapter explores the types of video games for which licence agreements can be concluded, the remuneration arrangements, and the potential of blockchain technology for the facilitation of the licence agreement. Blockchain technology bears some unique features,\(^{1046}\) and although it is still in its infancy, it is hard to underestimate the potential of this

technology. A blockchain is a database, a type of distributed ledger, in which all the transactions are grouped into blocks.\textsuperscript{1047} Rightholders and OCSSPs can conclude a licence agreement benefiting from this type of technological development. Bosher opined that when it comes to actual licensing, this would be a type of smart contract, which is a computer protocol enabling the facilitation, verification, and enforcement of performance of a contract (for instance agree on the licence terms and make the payment).\textsuperscript{1048} One of the advantages of employing blockchain technology is the possibility of recording and processing huge amounts of data and metadata associated with a copyright-protected work and the potential to register works into this ledger, which can solve issues around authorship. Once a work is registered into the blockchain, a digital certificate will be issued containing all the relevant information about a work, such as who the author(s) are, and any licence attached to it. In terms of monitoring, this technology enables the track and trace of uses of copyright material, giving control back to the rightholders (video game developers).

Currently, blockchain technology has been deployed in several creative industries, including the music industry. Examples of blockchain-based platforms are Ujo music, where artists upload, license, and manage the distribution of their works,\textsuperscript{1049} and Mediachain, which was acquired by Spotify, to serve as a database with information on rights over music.\textsuperscript{1050} Malaurie-Vignal cited the popularity of blockchain technology in the fashion industry, since it can facilitate evidence of authorship and prior rights, ensure the traceability of transactions, and manage copyrights with smart contracts.\textsuperscript{1051} Apart from music and fashion, blockchain-based platforms have been adopted by digital artworks,\textsuperscript{1052} digital images,\textsuperscript{1053} and live concerts.\textsuperscript{1054}

The alternative proposed solution of licence agreements between platforms and video game companies will be referred to as Safe Stream, since its main purpose is to monitor LP videos and live streams and protect the interests of rightholders, platforms, and Internet users.
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6.1 Licence Agreement in Light of Article 17 of the Copyright in the Digital Single Market Directive

A licence agreement between video game developers (rightholders) and intermediary platforms would provide assurance for both parties and Internet users, who would continue to generate content from video games. It has been suggested that a licence agreement should be concluded between rightholders (video game developers) and individual users.\textsuperscript{1055} However, this chapter discusses the potential of a licence agreement between rightholders and intermediaries, pursuant to the DSM Directive.\textsuperscript{1056}

According to Article 17 of the DSM Directive, service providers are obligated to obtain authorisation from the rightholders.\textsuperscript{1057} The authorisation may be granted by concluding a licence agreement.\textsuperscript{1058} Platforms hosting user-generated content, such as YouTube, would be required to obtain licences for each piece of uploaded content on their website.\textsuperscript{1059} Platforms and video game companies ought to conclude a licence agreement, which would permit platforms to host LP videos and, thus, permit users to stream video game content. Therefore, upon obtaining such a licence, platforms would be permitted to communicate the work to the public and make available to the public works or other subject matter.\textsuperscript{1060}

Article 17(3) of the DSM Directive provides that the safe harbour for hosting services will not be applied where an OCSSP performs an act of communication to the public or an act of making available to the public.\textsuperscript{1061} An OCSSP performs an act of communication to the public or an act of making available to the public for the purposes of the Directive when it gives public access to copyright-protected works or other protected subject matter uploaded by its users. The fact that online services provide access to copyright-protected content without the
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involvement of rightholders has affected the ability of rightholders to determine whether and under which circumstances their works are used and accordingly the possibility of getting appropriate remuneration, which has created a ‘value gap’. Therefore, service providers are obligated by the Directive to obtain an authorisation from the rightholders. From a practical standpoint, platforms hosting user-generated content, such as LP videos on YouTube, would be required to obtain licences for each piece of uploaded content on their website.

Failing to obtain a licence, pursuant to Article 17, would render service providers primarily liable. As Frosio explains, hosting providers would be directly/primarily liable – instead of secondarily liable – because they would perform an act of communication to the public. In this regard, the making available by a service provider of uploaded copyright content may fall under the scope of Article 3 of the Information Society (InfoSoc) Directive. Therefore, in the event that service providers do not obtain authorisation from the rightholders, they will be held primarily liable.

The passage from secondary or indirect liability and the safe harbour regime to the primary or direct liability of online platform operators, for making copyright-protected works available, is one of the developments in European copyright laws over the past few years. The CJEU has acknowledged the direct liability of platform operators in certain circumstances, including where the platform makes available to the public third-party uploaded protected subject matter and provides functions, such as indexing, categorisation, deletion, and filtering of content.

Before providing an analysis of the licence agreement per se, emphasis should first be given to the legal nature of Article 17 of the DSM Directive. Presenting the legal nature of the right is of the highest importance because the possible authorisation mechanism depends on it. There is a substantial divergence of opinion among legal scholars regarding the nature of Article 17; Husovec and Quintais argue that Article 17 sets out a new right of communication to the public,

1065 Case C-610/15 Stichting Brein v Ziggo BV and XS4ALL Internet BV [2017] ECDR 19, paras 36–38.
either as a special right to Article 3 of the InfoSoc Directive or as a new sui generis right. On the other end of the spectrum, Rosati, Nordemann, and Waiblinger opine that what is special about Article 17 is how OCSSPs will be treated under the new copyright level, not at the exploitation level but at the liability level. In June 2021, a few days before the deadline for the transposition of the DSM Directive, the Commission provided guidance on Article 17. In Part II of the guidance, it is explicitly stated that ‘Article 17 is a lex specialis to Article 3 of the Directive 2001/29/EC and Article 14 of Directive 2000/31/EC’. 

Article 17 has not changed Article 3 of the InfoSoc Directive; it has introduced an authorisation requirement for OCSSP to avoid liability. Article 17 does not establish a new right; it determines who is liable for the acts described in it. Looking at the DSM Directive’s scope, it becomes apparent that the legislator intended to leave intact several existing Directives in this area, including the InfoSoc Directive. The understanding of Article 17 – in its entirety – as a special right or a sui generis right goes beyond the true intentions of the legislator and the wording that was used for the formation of the DMS Directive.

The determination of the legal nature of Article 17 will impact on the choice of the most suitable authorisation mechanism. The authorisation mechanisms include direct licensing, voluntary collective licensing, mandatory collective management, and statutory licensing. Licensing is a rather complex procedure, especially when there are many individuals who have taken part in the creation of the work at hand. In general terms, licensing can be achieved by two different ways: either directly from the copyright owner(s) or through collective management. For example, the authors, performers, and producers of a song cannot possibly contact each and every radio station to negotiate licences and remuneration for the use of their
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work and, on the same wavelength, radio stations cannot contact and seek the permission of every author, performer, and producer for using their song.\textsuperscript{1073} The negotiation and final licensing can be better achieved through a collective management organisation (CMO).

Voluntary collective licensing at an EU level requires CMOs to negotiate licences on a multi-territorial basis.\textsuperscript{1074} This pan-European voluntary collective licensing, although feasible for the music industry, is hard to achieve for the video game industry, because this sector has not developed CMOs as of today. It is of the utmost importance for video game developers to create and join a CMO dedicated to video game licensing for several reasons, which will be presented as follows. The function of a CMO is to negotiate the licence agreements, monitor the licences, and collect and distribute the royalties.\textsuperscript{1075} Given the popularity of LP videos and live streams of video games, which has been presented throughout this research, and the issue of the ‘value gap’, which the DSM Directive wishes to ‘bridge’, there is no reason why CMOs cannot be a valuable solution for video games. A CMO would be beneficial for rightholders and OCSSPs for the facilitation of a licence agreement, because a CMO as an organisation would standardise the terms and guarantee fair licence terms and fees for OCSSPs. Additionally, OCSSPs will gain confidence when hosting LP videos and live streams, because they would have secured a licence with rightholders, as envisaged in Article 17.

From the rightholders’ perspective, smaller developers, also known as indie (independent) video game developers,\textsuperscript{1076} will have more bargaining power when negotiating licensing terms.\textsuperscript{1077} Taking a step back and considering the genesis of CMOs, a group of 22 authors came together in France in 1777 to form the first CMO; at an individual level it was rather difficult to negotiate terms and tackle any copyright infringement, but at an organisational level this is more feasible.\textsuperscript{1078} Last but not least, rightholders would benefit from CMOs for resolving the complexities of video game authorship. As video games are complex works of authorship,\textsuperscript{1079}
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there are many authors who have contributed to the development of the final work. From a practical standpoint, CMOs can serve as one unit that will negotiate, monitor, and guarantee the licensing agreements and royalties for all parties involved. Given that CMOs for video games have not developed at the time of writing, this chapter not only presents the significance of such development, but also suggests the development of a decentralised organisation registering, monitoring, and enabling the payment of royalties by employing blockchain technology.

Mandatory collective management is another solution to the authorisation as per Article 17. It is the strictest type of collective rights management, as it requires the transfer or assignment of the exercise of rights to a CMO, who will act on behalf of rightholders, thus preventing rightholders from directly exploiting their works.\textsuperscript{1080} Husovec and Quintais highlight that some collective licensing options are unlikely if Article 17 is seen to fall under the umbrella of Article 3 of the InfoSoc Directive since they would not pass the three-step test of Article 5(5) of the InfoSoc Directive.\textsuperscript{1081} For instance, in the case of mandatory collective management and statutory licensing, the mechanism may qualify as a copyright exception or limitation, which would instantly require the measure to pass the three-step test. This is mainly due to the CJEU’s strict interpretation of exceptions and limitations, which has restricted Member States’ margin of discretion when drafting legislation to implement this kind of mechanism. This is clear from the CJEU’s ruling in \textit{Soulier}, where the Court found that the rights outlined in Article 3 of the InfoSoc Directive correspond to those outlined in Article 5(2) of the Berne Convention, stating that authors cannot be subjected to any formalities in order to exercise their rights.\textsuperscript{1082} The Court concluded that Article 3 of the InfoSoc Directive prohibits national legislation that would require authors to fulfil formal requirements in order to exercise the rights granted to them in that Article.

In this situation, mandatory collective management can be viewed as a limitation or exception to the right of communication to the public and thus be subject to the aforementioned three-step test. It may be unlikely that such a licensing mechanism would satisfy this test,\textsuperscript{1083}
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or if it did, it would be limited in that it might not impose any formalities on the rights of authors, given the rigorous interpretation of the CJEU. Quintais proposes an alternative to Article 17’s authorisation mechanism; collective licensing with extended effect. One of the safeguards that affects the legality of the mechanism is that the licensing mechanism must be managed by a CMO that is sufficiently representative, as stated in Article 12. However, this requirement emphasises how challenging it is to implement any form of collective management in the video game streaming market, as CMOs have not been developed in the video game industry. The video game industry, through the growth and promotion of online gaming, offers ways for game developers not only to control access to but also to verify the authenticity of the games. As an illustration, Blizzard Entertainment and Electronic Arts use a login and authentication user account system to stop unauthorised access and use of their games. As video game companies seem to favour the exercise of control over their content through technological protection measures, this might provide a justification for the lack of development of CMOs in the video game industry. Therefore, direct licensing rather than a collective management mechanism may be more appropriate for the video game industry.

For the purposes of this research, the proposed licence agreement will be examined from a direct licence perspective, since currently there are no CMOs for the video game industry. Video game rightholders and OCSSPs will come to an agreement on the terms of the licence. Before a licence agreement is concluded, OCSSPs will have to contact rightholders proactively and offer negotiations on licensing terms, which is a realistic endeavour as rightholders are known in the market. In the pre-contractual negotiation phase, CJEU guidelines of patent cases can serve as a reference point. Different from the scenario in *Huawei v ZTE*, an OCSSP’s duty to negotiate does not depend on a dominant position and rightholders are not obliged to conclude a licence agreement. Although this is a patent case judgement, its principles
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may still act as a guidance for negotiations under Article 17(4) of the DSM Directive. Quintais and Husovec explain that the purpose of Article 17 is to provide rightholders with a stronger negotiating position by granting them a right that reaches the OCSSPs in exchange for agreeing to certain licensing rules for third-party content uploads.\textsuperscript{1090}

The European Commission provided guidance on Article 17 and clarified that when a service provider contacts a rightholder but the latter rejects reasonable offers made in good faith or declines to enter into negotiations to grant an authorisation for the service provider’s content, the service provider should be deemed to have complied with the best efforts obligation under Article 17(4)(a).\textsuperscript{1091} However, in order to be exempt from liability if the unauthorised content is accessible through its service, the service provider would have to prove best efforts in accordance with Article 17(4)(b) and (c). Thus, the notion of best efforts should also encompass the initiatives taken by OCSSPs, in cooperation with rightholders, to negotiate in good faith and conclude fair licensing terms. However, ‘best efforts’ should not necessitate extensive monitoring and search activities if the protected material and the rightholder are not publicly known, for instance, if the rights are held by small or medium-sized businesses or by individual authors without a collective representation.\textsuperscript{1092}

The notion of good faith requires further analysis through the lens of comparative law. Traditionally, civil law systems have imposed a duty to negotiate and perform contracts in good faith in commercial law;\textsuperscript{1093} however, common law has opposed such duties.\textsuperscript{1094} In \textit{Interfoto Picture Library Ltd v Stiletto Visual Programmes Ltd} Bingham LJ discussed the principle of good faith in the civil law and stated that ‘in many civil law systems, the law of obligations recognises and enforces an overriding principle that in making and carrying out contracts
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parties should act in good faith. The judge compared this civil law principle with the position in English common law and highlighted that ‘English law has, characteristically, committed itself to no such overriding principle but has developed piecemeal solutions in response to demonstrated problems of unfairness.

A number of factors has caused disparity between the two systems. The notion of good faith has been criticised as an abstract, amorphous concept, leading to legal uncertainty. Giliker opines that the imposition of a duty to negotiate in good faith is impractical and in opposition to the principle of freedom of contracts, as it would not recognise the nature of the negotiating process, and concluded that case law of the past decade indicates a shift towards ‘acceptance of express and implied duties of good faith in relation to contractual performance’. In this context, courts are able to interpret and determine the content of good faith based on the details of the contract as well as the long term relationship between the contracting parties. There is still opposition to the extension of the duty of good faith to the negotiation stage.

6.2 Implementing Article 17 of Directive 2019/790 into National Law

The implementation deadline for the DSM Directive was 7 June 2021. Only six out of the 27 Member States implemented Article 17 into their national laws within the deadline: Germany, France, the Netherlands, Hungary, Denmark, and Malta. The following paragraphs consider the transposition process of the Directive into the German, French, and Greek national law. The special case of the UK will also be analysed, although the UK did not implement the Directive. The case of the UK is characterised as ‘special’, because the UK left the EU before the transposition deadline. Apart from the transposition process, this subsection also considers the divergence in national proposals.

197
6.2.1 Lessons from Germany

In Germany the transposition process of the DSM Directive started in September 2019 with the consultation on transposition of the DSM Directive,\(^\text{1101}\) followed by discussions on a draft for a First Act to adopt copyright law concerning the transposition of Article 15 and a Second Act to adapt copyright law concerning transposition of the remaining provisions of the Directive, in January 2020 and June 2020 respectively.\(^\text{1102}\) In October 2020, the draft bill for the law to adapt copyright law to the requirements of the DSM Directive brought together the two previous discussions and in February 2021 the federal government adopted the draft bill.\(^\text{1103}\) Recent developments include the first reading of the draft bill, which took place in the Bundestag in March 2021,\(^\text{1104}\) and the adoption by the Bundestag of the Bill to adapt copyright law to the requirements of the digital single market in May 2021.\(^\text{1105}\)

The German proposal in June 2020 has been subject to a hail of criticism by esteemed copyright law academics. Sections 6 and 7 of the German proposal include a new type of remunerated exception to Article 17 with the following new exception:

(1) The communication to the public and the reproduction required for this purpose of copyright-protected works and parts of works for non-commercial purposes is permitted to the following extent: [1] up to 20 seconds of an individual film or motion picture, [2] up to 20 seconds of an individual audio track, [3] up to 1, 000 characters of an individual text and [4] an individual photograph or an individual graphic with a data volume of up to 250 kilo-bytes.


(2) Paragraph 1 shall only apply if there is no contractual right authorizing uses according to paragraph 1 and it is not a use authorized by law according to § 5.1106

This exception is remunerated and will apply only if there is no other exception or licence available in the German Copyright Act.1107 Hosovec and Quintais opine that the German implementation proposal is compatible with EU law since they perceive Article 17 as a special right or even a new sui generis right,1108 while Nordemann/Waiblinger and Rosati argue that the German implementation proposal is not compatible with EU law.1109 The German proposal introduces new exceptions and limitations, but these do not seem to be in accordance with Article 5 of the InfoSoc Directive, which does not allow Member States to establish new exceptions and limitations. The legislator of the InfoSoc Directive intended to achieve harmonisation within the EU Member States, but the German proposal is not in line with this endeavour.

Apart from the legislator’s intention, arguments against the introduction of new exceptions and limitations from a Member State can be drawn from the case law of the CJEU. In Svensson1110 the CJEU clearly stated that Member States cannot give wider protection to copyright holders, by including activities ‘other than those referred to in Article 3(1) of Directive 2001/29’, because this would lead to legislative differences and legal uncertainty. Similarly, in the case of Funke Medien,1111 a request for a preliminary ruling was lodged by the
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German Federal Court of Justice and the CJEU ruled in favour of harmonisation. More specifically, it was held that

the Member States’ discretion in the implementation of the exceptions and limitations provided for in Article 5(2) and (3) of Directive 2001/29 must be exercised within the limits imposed by EU Law, which means that the Member States are not in every case free to determine, in an unharmonized manner, the parameters governing those exceptions or limitations.

In *Spiegel Online*, which is another request for a preliminary ruling from the German Federal Court of Justice, the CJEU ruled once again that the discretion of Member States should be exercised within the EU limits.  

Article 17 and the DSM Directive at large did not intend to divide the EU; it is very clear from Article 1(2) of the Directive and from its Recitals that the Directive intends to leave intact and in no way affect the InfoSoc Directive.

However, the German approach of ex-ante safeguards against over-blocking seems to be in line with Advocate General Saugmansgaard Øe’s Opinion in the Poland case. In his Opinion, the AG mentioned that ‘it is for the Member States and the Commission to determine the detailed rules for measures’ and that ‘the definition of [those] practical solutions… must not be defined by those private parties alone in a way which lacks transparency, rather the process should be transparent and under the supervision of public authorities’. Given that most Member States have transposed Article 17 almost verbatim, without providing for any rules for the practical implementation of the Article, the German approach has been characterised as an ‘ambitious’ one.
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6.2.2 Lessons from France

The French transposition process started in December 2019, and in January 2020 the CSPLA (Higher Council on Literary and Artistic Property), the HADOPI (Higher Authority for the Dissemination of Works and the Protection of Rights on the Internet), and the CNC (National Centre for Cinema and the Moving Image) prepared jointly a ‘Mission’ report to inform the implementation of Article 17. In July 2020 the Ddadue law was adopted by the Senate, which included sections adapting the French law to EU law, and later on in October the law was approved by the National Assembly. In January 2021, the authorities who had previously joined for the preparation of the initial report prepared a second report to inform the implementation of Article 17.

The second report emphasises the importance of automated content recognition technologies for managing copyright on online platforms and states that Article 17 provides for adequate fundamental rights protection via the complaint and redress mechanism. A closer examination of the DSM Directive (from the Commission’s Proposal in 2016 to the Council negotiations and European Parliament’s report in 2018) shows that the trialogue negotiations between the European institutions led to the adoption of an ex-ante safeguard of the users’ fundamental rights, as opposed to an ex-post complaint mechanism, which is envisaged in the French report. In other words, the French report favours an ex-post complaint and redress mechanism aiming at providing sufficient fundamental rights protection, but the evolution of the Directive has shown that an ex-ante safeguard is needed. It seems that France, through this report, has failed to meet the intentions of the EU legislator in terms of Article 17(7).
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6.2.3 Lessons from Greece

In September 2019 the Greek Minister of Culture and Sports established the Legislative Preparatory Committee, whose tasks included the implementation of the DSM Directive.\(^{1122}\) From April 2020 to June 2020 the Hellenic Copyright Organisation held a public consultation on the implementation of the Directive.\(^{1123}\) To date, there is no proposal for new legislation that would adapt the national law to EU law. It remains to be seen how the Greek legislator will transpose the DSM Directive.

6.2.4 The Special Case of the UK

Until recently, there was uncertainty over the transposition of the Directive into the UK legal order. Officials in the UK had expressed different views over the years. Back in April 2019, the UK Minister for Universities, Science, Research and Innovation explained that the implementation of the Directive would depend on the departure from the EU.\(^{1124}\) In October 2019, the UK Digital, Culture, Media and Sport Committee mentioned that the UK was considering implementing the Directive, given that copyright was ‘the bedrock of the UK music industry, authors, our creative industries’,\(^{1125}\) but a few months later the UK government clearly stated that ‘the United Kingdom will not be required to implement the Directive, and the Government has no plans to do so’.\(^{1126}\)

The UK has a strong presence in many – if not all – creative industries. The creative industries will most likely lobby hard for the implementation of the Directive or the reform of

---


existing copyright law to accommodate provisions that will be implemented across Europe. Parallel UK legislation would be required to regulate matters, such as authorisation and remuneration between rightholders and service providers.

The UK legislature has moved a step further towards modernising the music streaming sector. The House of Commons Digital, Culture, Media and Sport Committee published a report on the ‘Economics of Music Streaming’\(^{1127}\) in which it is stated that the government would ‘take a wait and see approach to the Directive’s implementation’ but there is no reference to the exact timeframe.\(^{1128}\) The Committee suggests that ‘the Government should introduce robust and legally enforceable obligations to normalise licensing arrangements for UGC-hosting services, to address the market distortions and the music streaming “value gap”’.\(^{1129}\)

This report is promising, not only for the music sector but also for other creative sectors, because it acknowledges the market distortion and the ‘value gap’, and it calls for licensing arrangements for user-generated content hosting services.

6.3 The Licence Agreement between Video Game Developers and OCSSPs

Licence agreements enable rightholders to commercialise their IP right. A licence agreement is a contract, a commercial agreement through which the rightholder (licensor) grants permission to another party (licensee) to use their work for a specific purpose.\(^{1130}\) The courts may decide to imply a licence to use a copyright work, but it is preferable that the agreement is recorded.\(^{1131}\)

Thomas argues that licences ‘grow in the context of digital technologies’ and ‘pervade the digital world’.\(^{1132}\) The following paragraphs consider the elements of the licence agreement between video game developers as rightholders and OCSSPs, in line with Article 17 of the DSM Directive. First and foremost, this subsection examines which types of video games should be subject to licence agreements, based on their characteristics and their impact on the
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market. Secondly, the ‘right of cancellation’ is discussed. Thirdly, the provision for remuneration is presented and a standard of remuneration is proposed.

6.3.1 Licence Agreement in Certain Cases

A licence agreement between video game developers and OCSSPs, such as YouTube and Twitch.tv, should be limited to specific video game categories. As discussed in Chapter 2, there are five main categories (or genres) of video games: First-Person Shooter (FPS) games, Real Time Strategy (RTS) games, Role-Playing Games (RPGs), Massively Multiplayer Online Role-Playing Games (MMORPGs), and Multiplayer Online Battle Arena (MOBA) games.1133 Qiu is of the opinion that the determining factor in selecting the type of the game entitled to be subject to a licence agreement is if the video game has been published and uploaded to the Internet by the copyright owner independently and directly,1134 resulting in the exclusion of games that are published only by CD or other hard carriers.1135 However, the categorisation of video games as ‘published and uploaded to the Internet’ and ‘published only by CD’ is now irrelevant and rather outdated. Nowadays and moving forward, the majority of – if not all – video games are only available in digital edition. Of the new generation video game consoles, PlayStation 5, released in November 2020, has two different models: with a CD player, or digital (without CD player option). The digital model is less expensive than the ‘traditional’ one,1136 giving incentives to potential buyers to opt for the digital edition.

An argument pertaining to the consequences upon the market would be of greater relevance. As analysed, the impact of streaming on the market is debatable. Showing the entire video game could serve as a great advertisement for the video game company, given the millions of viewers and potential buyers.1137 However, there are two sides to every coin. Watching the video game being played could affect consumer behaviour in a negative way. Johnson, Woodcock, and Caguioa argue that viewers may feel satisfied by watching an LP video to the extent that they would not proceed with purchasing the video game.1138 Therefore, a
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categorisation between ‘pure story-driven’ video games, on the one hand, and ‘competitive’ video games, on the other, would provide more clarity. For instance, video games that are purely story-driven and present a linear story\textsuperscript{1140} could be excluded from the licensing agreement, whereas a licence to stream ‘competitive’ video games, such as MOBA games, would attract more viewers and potential buyers.

6.3.2 Provision for a ‘Right of Cancellation’

A ‘right of cancellation’ is also proposed by this research. Video game copyright holders, when faced with improper streaming, will be entitled to terminate the licence to protect themselves as well as other streamers’ rights. For example, in February 2015 a famous dispute emerged between the streaming platforms Azubu and Twitch.tv, when a Twitch channel ‘SpectateFaker’ streamed the gameplay of the professional player Lee Sang-hyeok (also known as Faker) on Twitch.tv through the League of Legends spectator mode. ‘Faker’ and Azubu had concluded a contract, according to which the former would stream his content exclusively through Azubu. ‘Faker’ did not want his gameplay to be streamed without his consent, because this would affect the value and stability of his streaming.\textsuperscript{1141} Therefore, a ‘right of cancellation’ on behalf of the copyright owner is necessary to balance the interests of rightholders and licensees.\textsuperscript{1142}

6.3.3 Provision for Remuneration

The DSM Directive has provided in Articles 18 and 20 that the ‘authors and performers are entitled to claim additional, appropriate and fair remuneration from the party with whom they entered into a contract’.\textsuperscript{1143} The provision for fair remuneration is not new; under harmonised EU law, the CJEU recognised fair remuneration in the Technische Universitat Darmstadt

\textsuperscript{1140} J Puddington, ‘Fair Play: Economic Justification for Applying Fair Use to the Online Streaming of Video Games’ (2015) 21 BU J Sci & Tech L 413, 431. Quantic Dream, the developer of the video games Heavy Rain and Beyond: Two Souls, is a characteristic example of a video game company that develops theatrical and ‘story telling’ video games. Beyond: Two Souls, in particular, utilised the voices and appearance of the famous actors Willem Dafoe and Ellen Page and a huge amount of resources was invested for the creation of a cinematic experience. Although there are a few possible endings, players experience the same events during the gameplay and they are restricted so as not to change the course of the game. On the same wavelength, Heavy Rain is a mystery game in which the player has to find a serial killer and save one of the victims. While the player has a plethora of decisions to make throughout the game, the major events and the overall plot remain the same.
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permitting libraries to make digital copies of books and providing for equitable remuneration.

In the case of licensing agreements between video game publishers and platforms, the latter are obligated to fairly remunerate the copyright holders. Intermediaries, such as YouTube, are placed into the value chain between rightholders and their audience. Deng and Lee opine that streaming platform operators would pay remuneration for two main reasons: it would be cost effective to collect remuneration from platform operators rather than individual streamers; and second, platforms benefit the most from the streaming industry, through advertising revenue. A similar rationale was presented by Qiu, who argued that platforms should be responsible for remunerating rightholders.

In addition to game developers, streaming platforms enter into agreements with streamers regarding the revenue share. Platform operators take a larger share of the advertising revenue compared to streamers. In recent years, the advertising system on YouTube has gained significant attention as a potential revenue stream for video creators. As described by Postigo, the YouTube Partners Programme allows for video creators to receive a share of the money collected by YouTube from advertising placed on or near their videos. These advertisements can take various forms, including banner ads, pre-video commercials, and in-video box ads. The system utilises metrics such as unique video views, ad clicks, and other indicators of a video’s popularity to translate viewership into a monetary figure that can be charged to advertisers and subsequently shared with partners. This highlights the importance of user-generated content as a revenue stream for video creators on YouTube.

Deng and Lee drew an analogy between film producers and streaming platforms as well as between actors/performers and streamers to emphasise how streaming platforms are placed in a better position to remunerate rightholders and streamers. As the standard of remuneration is hard to be determined, the matter should be considered based on the principle of
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contractual freedom and a fair balance of rights and interests. In this balancing exercise, game developers will be remunerated from the profitable streaming activity and be incentivised to develop new games, streaming platforms will continue to earn from the advertising revenue for hosting video game streaming content (as rightholders will not issue take down notices and streamers will continue creating content), and streamers will be remunerated for their contribution and content creation and earn a share from the advertising revenue.

At this stage, two proposals could be made regarding the determination of the remuneration. The first proposal refers to the length of the copyrighted work that is used on the new video. Remuneration would, then, be proportionate to the length or amount of the work taken. For instance, a review video would normally contain seconds or a few minutes of the whole work. In a 15-minute review video, a large part is dedicated to the critical comment of the reviewer, whereas a smaller part may demonstrate seconds or minutes of gameplay. The remuneration owed to the copyright holder would be proportionate to the length taken from the original video game.

The second proposed solution is associated with the popularity of the video. The remuneration would be calculated based on the ‘views’ of the new video, allowing a percentage of the advertising revenue to be transferred to the rightholder. However, one should not disregard the personal contribution of the content creator. Thus, a fair balance between the rightholder, the creator/streamer, and the platform would be required when determining the standard of remuneration. The first proposed solution seems to be fairer for the content creator, as the remuneration would depend on the amount of the video game used on the streaming video, while at the same time the streamer’s personal contribution and effort is being recognised. It remains to be seen how Member States will implement Article 20 of the Directive.

The following subsections consider the potential of blockchain technology for the facilitation of the licence agreement between video game companies and online content-sharing service providers.

---

6.4 Demystifying Blockchain Technology

The first time someone discussed blockchain was back in 2008, when Satoshi Nakamoto considered the possibility of creating a new infrastructure for payments.\textsuperscript{1153} A blockchain is a database, a type of distributed ledger, in which all the transactions are grouped into blocks.\textsuperscript{1154} Data blocks are generated successively in chronological order and each block is chained back and forth to create a blockchain structure and together they are registered immutably, using cryptographic trust.\textsuperscript{1155} Every time a new entry is added to a blockchain, it cannot be removed, which is referred to as immutability. Even changing records on the chain is next to impossible, because it requires consensus by the majority of the users.\textsuperscript{1156} The consensus mechanism ensures the validity of data without third parties, by using mathematical principles and cryptography algorithms.\textsuperscript{1157} Limiting unilateral change, or removal from the chain, reinforces trust among users.\textsuperscript{1158}

Blockchain provides a time-stamping architecture, which means that, when a cryptographic hash of a digital file is written, it can be cryptographically proven that the particular file existed at a specific date and time of day.\textsuperscript{1159} The hash function is a type of mathematical function, which turns original data into a fingerprint of that data.\textsuperscript{1160} This database is decentralised, which means that there is not a single entry, organisation, or group governing or even manipulating it. In addition, it provides for ‘tokens’ that can be used to allow actions and is written to the database as an immutable entry. A token represents different forms of digital assets,\textsuperscript{1161} for instance in the copyright field it could represent a protected work, song, photograph, video, or data file, and it could embed documents of different content, including certificates and contractual information, such as licence terms and remuneration terms.\textsuperscript{1162}
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Blockchain is not one unique technology, but rather a class of technologies.\(^{1163}\) In order to provide the necessary information, this chapter focuses on the main differences between public/permissionless and private/permissioned blockchains. Public blockchains are publicly accessible, allowing interested parties to read, create transactions on, and obtain a copy of the database for review.\(^ {1164}\) The most characteristic example of a public blockchain is Bitcoin; everyone is free to create a digital wallet, transact, and become a miner by using publicly available software.\(^ {1165}\) On the other hand, private blockchains restrict access and use of the blockchain to a predetermined list of persons, who should be approved by the blockchain operator.\(^ {1166}\) Such a blockchain contradicts – to a certain extent – the decentralised nature of blockchain technology itself.

As blockchain allows the decentralisation of processing, this leads to the emergence of smart contracts. The concept of smart contracts was theorised in the mid-1990s by Nick Szabo, who coined the term to denote ‘a computerised transaction protocol that executes the terms of a contract’.\(^ {1167}\) Smart contracts are smart, since they are automatically executed when certain conditions are met; however, they are not necessarily contracts in strict legal terms. Smart contracts can facilitate transactions or instant and transparent remuneration for rightholders and can play a key role in the standardisation of comprehensive terms in licence agreements, given that copyright-protected works, video games in particular, are used in different jurisdictions.\(^ {1168}\)

Following the example of Creative Commons Licences,\(^ {1169}\) which are employed at a global

\(^{1163}\) M Finck and V Moscon, ‘Copyright Law on Blockchains: Between New Forms of Rights Administration and Digital Rights Management 2.0’ (2019) 50 IIC 77, 100 and T Schrepel, ‘Smart Contracts and the Digital Single Market through the Lens of a “Law and Technology” Approach’ (European Commission 2021) 11. Schrepel takes an evolutionary perspective when describing blockchain and compares it with the Darwinian process of natural selection. In essence, blockchain is a combination of pre-existing technologies. It leads to the emergence of different varieties, including public–private, permissionless–permissioned, which will compete with each other and the ones that survive will try to expand their territory.
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\(^{1169}\) Creative Commons is a non-profit organisation that helps overcome legal obstacles to the sharing of knowledge and creativity, by providing Creative Commons Licences that give everyone in the world a simple and free way to grant copyright permissions. The spirit of the CC Licences is to give certain licences to licensees, while reserving certain other rights to. Creative Commons, ‘Frequently Asked Questions’ (28 August 2020) <https://creativecommons.org/faq/#what-does-some-rights-reserved-mean> last accessed on 4 February 2022.
level, blockchain-based smart contracts could contain the terms of the licence agreements, terms of payment, and rights and obligations of the contracting parties, thus reducing multi-jurisdictional barriers. Tresise, Goldenfein, and Hunter highlight that licensing on blockchain platforms would revolutionise the creative industries, not only because it provides control over the content, lowers the costs associated with transactions, and removes intermediaries in licensing transactions, but also because smart contracts would be able to facilitate complex transactions regarding works that are created via collaboration, including film and music.

In the majority of cases, smart contracts operate in ‘if/then’ rules. For instance, if a user pays a certain amount of money to the smart contract account, then the contract allows them access to a digital copy of a work. Similarly, if a work generates a certain amount of remuneration to its account, then the smart contract will be able to facilitate the distribution of the revenue among the copyright owners.

6.4.1 Digital Certificates

Digital certificates that authenticate the status of a work can be issued and verified by blockchain technology. Digital certificates that provide information about a video game could be registered on the database and cryptographically signed by one of the trusted entities. Certificates written to a blockchain are tamperproof so they could contain information about the work as well as a digital signature validating the certificate, which would reassure rightholders and users. In the context of video game licensing agreements, Article 17 of the DSM Directive requires a licence agreement between rightholders and OCSSPs. A digital certificate could enhance the certainty and confidence of service providers hosting LP videos or live streaming videos, as this certificate would include the title of video games and the rights that have been granted to them (service providers) as licensees. Confidence will be given to players, too.

1172 T Schrepel, ‘Smart Contracts and the Digital Single Market through the Lens of a “Law and Technology” Approach’ (European Commission, October 2021) 32.
As explained in Chapter 2, LP videos and live stream videos of video games attract millions of users and subsequently generate billions in advertising revenue. This is a new and profitable industry, on which gamers rely primarily for their income. There are many cases where rightholders have notified intermediaries and have asked for the videos to be taken down. The issuance of a digital certificate would recognise and secure the existence of user-generated content online, ensuring players that the particular service provider has been granted with a licence for a particular type of video games or certain titles, which they can use as a basis to generate their LP or live stream video. In other words, legal certainty will be enhanced between OCSSPs and rightholders, as they will provide information to users on the content covered by authorisation.\textsuperscript{1175}

For instance, service provider A can secure a licence from video game company B, allowing the provider to host LP videos and/or live stream videos for video game C. Service provider A can display and inform users over the particular licence agreement with company B. This information could be displayed in an easy and user-friendly way on their website homepage. The European Commission highlighted that Member States could encourage both OCSSPs and rightholders to inform users of the content covered by rightholder authorisations in order to increase legal certainty, leaving it to all concerned parties to decide how best to communicate the existence of an authorisation.\textsuperscript{1176} For example, a section/tab could be added that would include all licences for LP and/or live stream games (for example, under the name Safe Stream Project). In this section/tab, users could also search on the search bar for a particular title of a video game, for instance League of Legends, and if that title is among the licensed video games for this service provider, it would appear. If the provider does not have a licence for this video game, the title would not appear in the section.

Setting aside the display of information on the platform’s website, video game companies should inform their customers whether their games can be the basis for user-generated content. This could be achieved by informing users before the purchase of the video game. For instance, before a user purchases video game C, among the information about the video game (publisher, category, and age rating) one could also be aware of a licence to use it for LP videos or live streams. Any user wishing to create an LP video or to live stream their gameplay experience
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while playing game C will be aware that the said provider has a licence and hence would be confident that their video will remain available online without the risk of being taken down.

Concerned with End-User Licence Agreements (EULAs) and end-user flexibilities, Mezei and Harkai collected and analysed data related to 17 service providers grouped in four main categories: streaming with a hosting service, streaming without a hosting service, online marketplaces, and social media.\(^{1177}\) In their analysis, it is emphasised that end users ‘are not in the position to negotiate the contractual clauses – they can only consent to “as is” terms’.\(^{1178}\) From the platforms listed under the streaming sites using a hosting service, YouTube and Twitch are relevant for the purposes of this thesis as they are the leading platforms of user-generated content. A closer examination of Twitch’s terms of service would reveal the following: first, the chosen platforms typically permit the upload of one or more kinds of user-generated content, but they uniformly demand that the said content respect the intellectual property rights of third parties;\(^{1179}\) and second, the chosen platforms all agree that they are free to change their terms and conditions at any time, and require end users to expressly (by confirming) or implicitly (by continued use) accept any changes.\(^{1180}\) Users’ privileges (and licences) may be terminated for illegal activity or if they delete or remove their content from the site themselves.

Before one investigates the relationship between streamers, OCSSPs, and copyright holders, which Article 17 of the DSM Directive seeks to regulate, it is imperative to discuss some of the objectives of video game copyright holders because it may also highlight some of the differences between the video game streaming industry and other industries, such as the music industry. Twitch.tv streams several of the most popular games, including DOTA 2, World of Warcraft, and Minecraft, with the consent of the copyright holder, as stated in the terms of service.\(^{1181}\)\(^\) These examples share similar restrictions in that they let users monetise audio-visual content through streams provided that they are made accessible to the public without a

\(^{1178}\) ibid, 5.
fee. It has been suggested that copyright holders may want to do so for several reasons, such as the fact that they view streaming as a free form of advertising and/or that they do not view videos or streaming of their games as detrimental to their businesses. Regardless of the precise reason, the practise appears to indicate that copyright holders are more interested in game sales than in licensing the streaming of their games, allowing streamers and OCSSPs to profit from their intellectual property. The copyright holders’ unilateral ability to amend their terms of service at any time, however, creates a sense of ambiguity in these situations and may prevent intermediaries and streamers from streaming video games. When one considers the primary motivations for video game streaming, for example the financial gain, such a situation is undoubtedly undesirable from the standpoint of streamers and intermediaries (such as Twitch.tv and YouTube Gaming).

Twitch.tv, for instance, provides its platform as a service to streamers and viewers and generates revenue through advertising and ‘subscribers’ (who pay a subscription to access premium features of the network). Streamers can share this revenue if they participate in the partnership programme and become Twitch Partners or YouTube Partners. Higher viewership of a particular streamer would lead to higher advertising revenue, which will be shared between the streamer and the intermediary. As was previously indicated, there is uncertainty over the possibility that copyright holders could modify their terms of service and withdraw their consent for their video games to be streamed. However, many streamers invest finances and time to create their content and high-quality streams and to cultivate a community of fans. Given that Article 17 of the DSM Directive seems to be primarily focused on licensing, this may be beneficial for all parties involved by giving legal and financial certainty to streamers and intermediaries and potentially providing a second source of income for the copyright holders themselves in addition to the sales of video games.

Further evidence that video game copyright holders do not view streaming as a commercial activity can be found in the video policies for the most popular games, provided that viewers can freely access the stream and regardless of the fact that streamers may make money from


Larkey (n 1182).
other sources than direct sales (e.g. paid subscriptions and advertising). As not all video games are streamed or have the ability to be streamed, an assessment of the most streamed games would provide more clarity. Therefore, it is more acceptable in this context to evaluate the video rules of the firms whose games are most frequently streamed by users of streaming services to focus on the impact to individual streamers.

The vast majority of these companies specify that users are permitted to stream the game for non-commercial purposes but that indirect monetisation through platform sharing of advertising revenue and voluntary subscriptions is excluded from such non-commercial purposes and is therefore permitted. While streaming is permitted for a number of companies, it is unclear whether indirect monetisation (such as voluntary subscriptions or sharing in the platform’s advertising revenue) is allowed because it is not expressly mentioned, in contrast to the prohibition on commercial use. Individual streamers are in an ambiguous situation regarding whether such indirect monetisation is allowed as a result of such firms’ silence on the subject. In these situations, it would be preferable to contact businesses directly to secure a more explicit authorisation or licence, as needed.

Even though not all businesses explicitly define non-commercial use and leave open the possibility that it also includes indirect monetisation, the fact that most of them do not see indirect monetisation as constituting commercial use may be a sign of an industry-wide standard and understanding of such use. This demonstrates that the video game companies are mainly concerned with ‘commercial use’ rather than ‘significant revenue’, which might be indirectly generated through a share of the advertising revenue between intermediary and the streamer.

---
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6.4.2 Control over the Internet: Tracking Usage and Automatic Payments

Undeniably, the DSM Directive is an effort by the EU institutions to increase protection for the legitimate interests of rightholders.\(^{1189}\) Nevertheless, the DSM Directive has not provided for a mechanism to monitor and track the use of original works over the Internet. Rightholders cannot control the usage of their works on the Internet in an effective way.\(^{1190}\) When video games are released, rightholders have no knowledge of who is using it to create LP videos or live stream their experience with the wider audience. Video game developers have no way to check if footage of their video game has been taken in whole or in part. The lack of awareness creates another problem since rightholders may lose opportunities to monetise their work. In this perspective, blockchain technology may play a vital role in tracking the usage of works online.

What is more concerning is the fact that – at least currently – all video game genres are treated the same and rightholders cannot protect their story-driven video games from being uploaded or broadcasted. As discussed earlier in section 3.5, LP videos of purely story-driven video games could have a negative impact on the purchasing behaviour of consumers, given that the whole story or plot would have been revealed.\(^{1191}\)

Licence agreements for certain types of video games, along with the potential of tracking usage when employing blockchain technology, can protect rightholders. De Filippi argues that blockchains could restore visibility into usage of works, either a priori or a posteriori.\(^{1192}\) An existing example of a priori visibility is that of the Interplanetary File System,\(^{1193}\) which is a distributed file storage system, whereas a typical example of a posteriori visibility is a service called ‘whereonthe.net’, a system that allows users to search for a particular image online and then displays the number of web pages on which the image has appeared.\(^{1194}\)

\(^{1193}\) Interplanetary File System ‘IPFS’ <https://ipfs.io/#why> last accessed on 4 February 2022; currently this system is available for file storage only.
\(^{1194}\) M McConaghy and others, ‘Visibility and Digital Art: Blockchain as an Ownership Layer on the Internet’ (2017) 26(5) Strategic Change 461, 479.
of searching and being notified about footage of a video game, neither system can be used, since video games are complex works of authorship.

Similarly, Content ID and Audible Magic that detect and notify for matches against a database over YouTube and Twitch.tv are only available for music. However, the blockchain technology introduces a higher level of trust than the technologies available for intermediaries for the following reason: the above-mentioned technologies serve as a liability exemption tool for online intermediaries, and as such are closely dependent on those intermediaries’ policies. Blockchain’s feature of decentralisation would lead to more trust and certainty on the part of rightholders. Therefore, a system that would be able to detect on the web in how many instances video game footage has been used, searching for video, images, text, and music, would be of great assistance.

In terms of payments, blockchain technology could facilitate automatic payments. At this point, it is important to mention that blockchain became famous for the ‘birth’ of cryptocurrencies, such as Bitcoin, which removed the barriers of complicated formalities associated with traditional banking and reached a global audience. Payments via blockchain technology could provide for fair remuneration for rightholders, who would no longer be dependent on intermediaries. The usage of smart contracts will allow automatic payments (even micropayments) to rightholders, by attaching smart contracts to every LP video or live stream that users upload, which will serve as a tool for rightholders to know how many LPs are hosted on a particular intermediary and how much of the original video game has been used for the creation of the LP video and will subsequently calculate the payment to be made to the rightholder.

6.5 How to Overcome the Challenges of Blockchain Technology and Smart Contacts

6.5.1 Storage Limitation

As with any novel technology, blockchain technology has its own limitations and challenges in relation to its implementation. Savelyev opines that one of the main challenges concerns the
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storage of metadata and digital content, or, in other words, ‘where copyright works themselves will be stored: on the chain or elsewhere?’ Currently, this young technology has limitations in terms of its size. For instance, in the music industry, where blockchain has been implemented, only one free metadatum per transaction is allowed. A possible solution would be for copyright works to be stored ‘off-chain’, with only some of the data stored ‘on-chain’.

In fact, storing a smart contract off-chain, while storing the hash value on-chain could resolve the storage limitation. As such, the data of a smart contract stored off-chain would remain immutable, because an effort to change it would create a new hash value that would not correspond to the initial one deployed on-chain. This alternative, though, has been criticised as it can create risks in terms of the accessibility of such content and as such it challenges the effectiveness of the blockchain potential at large.

6.5.2 Blockchains as Intermediaries

The storage of copyright works ‘on-chain’ or ‘off-chain’ raises some legal issues, too. The storage of works on-chain resembles an online hosting service provider, a status that would grant exceptions from potential liability according to Article 14 of the e-Commerce Directive. What is problematic in this situation, though, is that, even if the administrator of the blockchain obtained knowledge of illegal activity, the removal or blocking of access to the information would be impossible. Removing or disabling access to information would be antithetical to the immutable nature of blockchain technology. However, if the digital work is stored ‘off-chain’ and the blockchain provides a link to it, it would be possible for the digital content to be removed or access to it could be blocked, but metadata that would remain ‘on-chain’ would become outdated and would not correspond to a copyrighted work.
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The problematic scenarios discussed above pave the way for the necessity of legal regulation on the blockchain storage of digital works and for the need to provide new exemptions for operators who store infringing content put onto the blockchain by users. As discussed in section 4.2.3, the e-Commerce Directive is not future proof. The legislator at the beginning of the 2000s could not predict the leaps in technology that have been made. The existing exceptions in Article 14 are not ideal to accommodate blockchain services, because the inherent nature of blockchain would not allow the removal of information. Therefore, new legislation should be introduced to regulate the storage of copyrighted works and potential copyright infringement in a blockchain.

Back in 2019, the European Economic and Social Committee published an Opinion, listing the opportunities for the single market and the EU – such as the empowerment of citizens, the boost in entrepreneurship and innovation, and the creation of digital identities for individuals and organisations – and urged the European Commission to launch a communication of blockchain development, aiming at Europe to become a blockchain-based world pilot continent. The European Blockchain Partnership is planning a pan-European sandbox, bringing together regulators, companies, and tech experts with the European Commission, which is expected to operate in 2021/2022.

6.5.3 Jurisdictional Issues

Challenges created by smart contracts can be resolved by the laws applicable to cross-border relationships. Which county’s laws will govern issues emerging from smart contracts (as legal contracts) and issues of online copyright infringement? Contractual relationships are regulated by several international treaties, for example Rome I applies to cross-border contractual obligations. In its general sense, Article 3 of Rome I provides that parties may freely choose the applicable law for their contract. As such, a smart contract between two British citizens will be expected to be governed by English law.

For copyright licensing, if the dispute concerns intellectual property rights stricto sensu, then the Regulation of the European Parliament and of the Council on the law applicable to
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non-contractual obligations (Rome II)\textsuperscript{1209} would be appropriate as a choice-of-law regime. According to Article 8 of Rome II, the lex loci protectionis (law of the country in which protection is sought) is the law applicable to cases of intellectual property rights infringement.

6.5.4 Design Choices, Vulnerabilities, and Network Effect

As illustrated previously, there are different configurations of blockchain; public/permissionless and private/permissioned. A permissionless blockchain would allow anyone to contribute data and hold identical copies of the ledger. As a result, a permissionless blockchain is hard to hack, as all copies have to be attacked at the same time.\textsuperscript{1210} Namasudra and others provided a detailed technical analysis and explained that to hack any blockchain network, more than 51\% of the nodes of that network need to be hacked, which is almost impossible for any hacker or malicious user.\textsuperscript{1211} Malicious tampering and unauthorised modification could not easily occur, as it would not remain unnoticed by participants in the network.\textsuperscript{1212} While Caldarelli and Ellul\textsuperscript{1213} and Corbet and others\textsuperscript{1214} reported an increase in the hack rates in the decentralised finance industry, Shatkovskaya and others concluded that blockchain is a ‘guarantor for intellectual property rights’ and its ‘high hacking resistance attract[s] the attention of the market participants’.\textsuperscript{1215}

Forking is the most frequent attack. The trust level of a blockchain directly depends on its length due to its decentralised structure, making the longest chain on the network the most trusted chain (MTC).\textsuperscript{1216} Wang and Kim explain that the block propagation time is responsible for the occurrence of blockchain forks, in cases where a conflicting block is found whilst another block is propagating.\textsuperscript{1217} The forking attack seeks to replace the MTC by creating an alternate side-chain. Recent research is concerned with methods and recommendations to
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defend blockchain forking attacks.\textsuperscript{1218} Wang, Wang, and Ji suggest a novel MTC confirmation mechanism.\textsuperscript{1219} An arbitration mechanism would be activated when a fork is detected in the blockchain. The focal point of this mechanism is the fork detection. Kiayias and others illustrate that, in the abstract structure, every block has a unique blockhead that can be used as the character string.\textsuperscript{1220} In a non-forked blockchain, one block has only one trailing block, hence the fork could be detected when two or more blocks carry the same prefix. In addition, Wang and Kim propose FastChain, which reduces the block propagation time, requiring miners to refresh their connections and disconnect from bandwidth-limited neighbours.

At the other end of the spectrum, permissioned ledgers have one or more owners. Trusted actors would carry out a consensus process to ensure the ledger’s integrity. Bodo, Gervais, and Quintais highlight that transparency is a good reason to make a blockchain readable for anyone; however, they observe that a closed model might be preferred for the cross-border accounting of royalties, transaction verification, token generation, and writing of data on a blockchain.\textsuperscript{1221} De Filippi points out that a key challenge blockchain technology faces is to ensure that the evidence stored on a blockchain is accurate and trustworthy, because ‘if inaccurate information is stored on a Blockchain, there is little the technology can do to address the problem. In fact, Blockchain technology could exacerbate these issues by making it difficult to delete or rectify false information once it has been recorded.’\textsuperscript{1222} As users of blockchain technology have no method to confirm the authenticity of the data that was initially added to the chain, the insertion of false data on a blockchain would render hashing and unique identification pointless.

The credibility of the third-party evidence-preservation platform, as well as the webpage capture and source-recognition technology, has received a lot of attention. Mostert and Jue stated that a neutral and authoritative third party would strengthen the credibility of a blockchain record in cases involving both ‘on-chain’ and ‘off-chain’ information, as it would
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aid in ensuring consistency between the two sources.\textsuperscript{1223} Using blockchain for traceability and authentication is highly dubious if there is no means to verify that the information that was initially encrypted was accurate and trustworthy.

The network effect is a further limitation. In order to witness the full potential of blockchain technology for copyright purposes, it needs to be used by as many rightholders as possible and cover a significant amount of copyright-protected works. Finck and Moscon opine that the system will become more valuable as the number of users increases.\textsuperscript{1224} In the past, artists in the music industry\textsuperscript{1225} embraced the potential of blockchain technology to facilitate remuneration via micropayments. However, it is not clear how high the threshold of a sufficient number of users will be.\textsuperscript{1226}

Blockchains are databases whose information cannot be changed, except for extraordinary circumstances. The immutable inherent nature of this technology creates problems in cases where information about a copyrighted work is not entered correctly. This severe limitation requires technical and governance processes to be in place for remedying this fact. To date, it is not clear how incorrect information will be altered or amended, which remains a general concern over blockchains.\textsuperscript{1227}

6.6 Conclusion

For LP videos and live streams to continue to exist, without the risk that they will be taken down after a request made by the rightholders, a licence agreement is an alternative and feasible solution. In light of the DSM Directive, service providers are obligated to obtain an authorisation from the rightholders, which can be achieved with licence agreement.

Two aspects of licence agreement are of particular importance: first, which video game categories could be included in the licence agreement and which could be excluded; and second, the determination of a remuneration standard for the rightholder. Regarding the first issue, the assessment of the potential impact on the market could provide clarity in determining which video game categories could be included. For instance, a purely story-driven video
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game, such as *Heavy Rain*, could be excluded from the licence agreement because a playthrough video with or without commentary would affect consumer behaviour. On the contrary, a competitive video game, such as *League of Legends*, would be included in the licence agreement because LP videos, showing a competitive game, would attract more viewers and potential consumers.

As far as the remuneration is concerned, there are two proposed solutions to determine the standard of remuneration. The first one relates to the length of the video game used in the new LP video and the second proposes remuneration based on the popularity of and the views achieved by the new video. The first proposed solution is fairer for the streamer, as content creator.

Copyright holders’ rights will be better protected under the DSM Directive. However, the Directive has not provided for a mechanism for monitoring and tracking usage of original works over the Internet, thus copyright holders can benefit from the developments of blockchain technology. Safe Stream is a proposed solution of licence agreements between platforms and video game companies, since its main purpose would be to monitor LP videos and live streams and protect the interests of rightholders, platforms, and Internet users.

Among the benefits of blockchain technology for the licence agreement is copyright registration. Given that copyright law is territorial, blockchain removes the borders. In addition, the issuance of digital certificates, tracking of usage over the Internet, and transborder payments to rightholders add to the advantages of using this new type of technology.

However, there are inherent challenges associated with blockchain technology. The chapter considered immutability, the verification process, storage limitations, and the legal issue of the relevance of the e-Commerce Directive, as well as vulnerabilities and network effect limitations. It was proposed that Article 14 of the e-Commerce Directive should be amended to accommodate emerging technologies and new legislation should be introduced to regulate blockchain technology and intellectual property.

LP videos and live streams are a massive trend. Video game companies, by granting licences to platforms for hosting LP videos or live streams, would limit requests and disputes over the nature of LP videos and the eligibility for exceptions under fair use/dealing, while they would continue benefiting from the publicity of their video games and would receive a fair remuneration. Platforms would be protected for hosting LP videos, given that a licence agreement would clearly permit these activities and monitor the revenue arrangements, and
Internet users will be well informed as to which video games are available for user-generated content.

Although the idea of revolutionising the video game industry of LP videos and live streams with licence agreements using blockchain technology is promising, one should not disregard its limitations. In terms of the licence agreements, it remains to be seen in the near future how Member States will transpose the DSM Directive and in particular Article 17 into national law. As far as the employment of blockchain is concerned, it will take time for the legislator to accept these new technological advancements and to study and test them before legislating on them.
Chapter 7: Conclusion

The thesis interpreted the communication to the public right through the lens of video game streaming. Even though video game streaming is a rather profitable area for users and online platforms, little attention has been paid to the copyright implications in Europe. The thesis explored how to strike a fair balance between the rights of video game copyright holders, the right of intermediaries to conduct a business, and Internet users’ freedom of expression.

7.1 Summary of General Contribution

Copyright holders have the exclusive right to communicate their works to the public. With the development of streaming technology, Internet users are able to communicate a copyright-protected work, such as a video game, either in the form of an LP video or as a live stream. Both types of streaming (on demand and live streaming) infringe Article 3 of the Information Society (InfoSoc) Directive, which includes the right to broadcast the work to the public and the right to make the work available from a place and at a time individually chosen by the public.

The InfoSoc Directive outlines in Article 5 the exceptions or limitations to the communication to the public right, including the quotations for purposes such as criticism or review. In order to determine whether ‘Let’s Play’ (LP) videos and live streams fall under the ‘quotations for the purposes of criticism or review’, the thesis categorised the LP videos into three categories: review videos, playthrough videos with the players’ commentary, and playthrough videos without commentary. A review video contains parts of a video game and the critical opinion of the reviewer. It does not conflict with the normal exploitation of the work and does not unreasonably prejudice the legitimate interests of the rightholder. Hence, its use is in accordance with fair practice.

However, the remaining two types of playthrough videos require additional consideration. As demonstrated in the thesis, playthrough videos that include commentary are unlikely to qualify as ‘criticism or review’ because they fail to satisfy the second step of the three-step test, namely the ‘conflict with the normal exploitation of the work’. It has been argued that viewers may be so content with watching an LP video that they will not purchase the game. Playthrough videos without commentary cannot benefit from the exception of quotations for purposes of ‘criticism or review’ because there is no accompanying commentary to critique or review the video game. As a result, these two types of LP videos are not regarded as fair practices.
Apart from the copyright holders and the Internet users/players there is a third part or value in the equation: intermediaries. The role and liability of intermediaries is covered by the safe harbour provisions of the e-Commerce Directive. Intermediaries, which carry out mere conduit or hosting activities, are not liable for the content they transmit or store, on the condition that the providers remain passive. LP videos entail a pre-recorded video of gameplay that will be stored on a platform as an archived video. The platform hosting the said video acts as a hosting service provider. Live streaming video games causes greater confusion in terms of the platform that transmits the live streaming. For instance, Twitch.tv does not initiate the transmission, it does not select the person receiving the information, and does not modify the transmitted content. Hence, Twitch.tv acts as a mere conduit for the live streaming and as a hosting provider for the archived videos that are available via on-demand streaming.

The thesis unveiled the deviation of opinions and understandings among legal academics and the European Commission around live streaming, which in turn necessitates a clarification or upgrade in legislation, to accommodate this type of service. A clarifying Recital should introduce a new typology regarding intermediary functions, including a non-exhaustive list of examples for each category. The Internet has changed in the years since the enactment of the e-Commerce Directive and further clarification should be given at a European level on what types of online businesses fall under the category of mere conduit, caching, and hosting. Taking as an example the live streaming services, it is apparent that the e-Commerce Directive of 2000 cannot mirror the emerging technologies and has proven not to be ‘future-proof’.

The modus operandi of intermediaries to remove or to disable access to information should also be improved. It was discussed that automated filtering systems, such as Content ID, have the potential to detect LP videos and match them against a database of copyright-protected works. However, filtering systems cannot detect exceptions and limitations cases. The case of live streaming poses additional challenges, since automated filtering systems would have to be sophisticated enough to identify and block live streamed content, because during a live stream, there would be times where a copyrighted song would be played in the background, or even a ringtone from a phone not switched to silent mode. In these scenarios, the algorithm would automatically remove or disable access to information regardless of the lawful nature of the video.

As automated filtering systems are unable to recognise exception and limitation cases, a four-tier solution has been proposed in this thesis: first, platforms should be responsible for
educating their users on copyright rules upon the creation of the account on the said platform; second, users before uploading the content should be able to select from a list the type of content they upload, such as review video, or playthrough video with commentary, or playthrough video without commentary; third, platforms should impose time limits to each video that will be uploaded; and fourth, platforms should employ algorithmic, voice-detector filters. Hence, review videos and playthrough videos with commentary will ‘pass’ the test and be successfully uploaded and stored online, while playthroughs without commentary will be automatically flagged, taken down, or unable to be posted in the first place.

In addition, courts can issue site blocking injunctions against Internet Service Providers (ISPs), targeting websites that contain infringing content. YouTube and Twitch.tv do not contain infringing materials in the entirety of their website. These websites accommodate content of all kinds. Video game content (via LP videos or live streaming) is only a part of YouTube and the largest part of Twitch content. According to case law from the selected national jurisdictions, for the blocking injunctions it would suffice that a substantial proportion of the website is infringing, despite containing parts of non-infringing content. There is no uniform case law on the amount of infringing content that should be available on a website, the suitable blocking method, or even who should determine the blocking technique. It is hard to determine which is the most suitable blocking method for LP videos. Out of DNS blocking, IP address blocking, and URL blocking, the latter is the most suitable method, since it targets precise locations, but this technique is easily circumvented by merely changing a file’s name. As far as the live streaming of video games is concerned, a ‘live’ blocking injunction, similar to the ones granted by the pioneering judgements from the UK courts, would not be applicable to the live streaming of video game content, due to the lack of technological advancements and the unfixed times of broadcasting. Given that playthrough videos with commentary serve as public fora, the balancing of rightholders’ rights with the freedom of expression presents a challenging task.

For LP videos and live streams to continue to exist, without the risk that they will be taken down, and to close the ‘value gap’ that has been created by platforms providing access to copyright-protected works without any prior authorisation from rightholders, the use of licence agreements between video game developers (rightholders) and intermediary service providers is an alternative and feasible measure. In light of the recent development in copyright law, the DSM Directive stipulates that safe harbour for hosting services will not be applied where an online content-sharing service provider performs an act of communication to the public or an
act of making available to the public. From a practical standpoint, platforms hosting user-generated content, such as LP videos on YouTube, would be required to obtain licences for each uploaded piece of content on their website.

Two aspects of the licence agreement were considered: first, which video game categories could be included in the licence agreement; and second, the determination of a remuneration standard for the rightholder. Regarding the first issue, competitive video games, such as *League of Legends*, would be included in the licence agreement because LP videos demonstrating a competitive game would attract more viewers and potential customers, while purely story-driven video games, such as *Heavy Rain*, could be excluded from the licence agreement because a playthrough video with or without commentary could negatively affect consumer behaviour.

As far as remuneration is concerned, its standard is hard to be determined. As there is no regulation accommodating the remuneration for video game streaming, this matter should be considered, based on the principle of contractual freedom and a fair balance of rights and interests. Two proposals were made regarding the determination of remuneration. The first proposal refers to the length of the copyrighted work that is used on the new video. Remuneration would, then, be proportionate to the length or amount of the work taken. For instance, a review video would normally contain seconds or a few minutes of the whole work. In a 15-minute review video, a large part is dedicated to the critical comment of the reviewer, whereas a smaller part may demonstrate seconds or minutes of the game. The remuneration owed to the copyright holder would be proportionate to the length taken from the original video game.

The second proposed solution is associated with the popularity of the video. The remuneration would be calculated based on the ‘views’ of the new video, allowing a percentage of the advertising revenue to be transferred to the rightholder. However, one should not disregard the personal contribution of the content creator. Thus, a fair balance between the rightholder, the creator/streamer, and the platform would be required when determining the standard of remuneration. The first proposed solution seems to be fairer for the content creator, as the remuneration would depend on the amount of the video game used on the streaming video. It remains to be seen how Member States will implement Article 20 of the Directive.

The DSM Directive aims at closing the ‘value gap’ created by platforms, but there are no provisions for a mechanism to monitor and track usage of original works over the Internet.
Consequently, the thesis recommends that copyright holders could leverage the advancements of blockchain technology. Specifically, the thesis emphasised the importance of issuing digital certificates, tracking usage over the Internet, and making transborder and instant payments to rightholders.

A digital certificate (containing information about a work) could enhance the certainty and confidence of service providers hosting LP videos or live streaming videos, as this certificate would include the title of video games and the rights that have been granted to them (providers), as licensees. Confidence will be given to the users/players, too. As blockchain enables the tracking of works on the Internet, a system to detect on the web in how many instances video game footage has been used, which would search for video, images, text, and music, is needed. Regarding payment, blockchain technology could facilitate automatic payments. Attaching smart contracts to every LP video or live stream that users upload will serve as a tool for video game copyright holders to know how many LPs are hosted by a particular intermediary, as well as how much of the original video game has been used for the creation of the LP video, and it will subsequently calculate the payment to be made to them.

Blockchain technology has already been employed in various industries, such as music, digital artworks, images, and even the fashion industry. Of course, technical challenges to the blockchain infrastructure, as well as legal implications (e.g. the perception of blockchain as a ‘hosting service provider’) around the use of blockchain for licensing purposes, necessitate the regulation of blockchain for the storage of digital works and a provision for new exceptions for storing infringing content put onto it by users. While recent research has been conducted on methods and recommendations to defend blockchain forking attacks, an additional key challenge that blockchain technology faces is to ensure that the evidence stored on a blockchain is accurate and trustworthy. The thesis highlighted that a neutral and authoritative third party would strengthen the credibility of a blockchain record in cases involving both ‘on-chain’ and ‘off-chain’ information, as it would aid in ensuring consistency between the two sources. Blockchains are databases whose information cannot be changed, except for extraordinary circumstances. The inherently immutable nature of this technology creates challenges in cases where information about a copyrighted work is not entered correctly. This severe limitation requires technical and governance processes to be in place for remedying this fact. To date, it is not clear how incorrect information will be altered or amended, thus remaining a general concern over blockchains.
7.2 Limitations and Directions for Future Research

The following paragraphs set out the limitations of this thesis. Firstly, the study focused on the application of the communication to the public right in video game streaming. If and to what extent the conclusions of this research can be generalised and applied to other industries still needs further examination. For example, Internet users/players interact with the video game and add their personal and creative input during a LP video or live stream, but this is not the case with the music or film industry. Likewise, the conclusions reached in Chapter 5 on the effectiveness of live blocking injunctions cannot be applied to video game live streaming but have been granted by the UK courts for sport live streaming.

Secondly, the thesis emphasised four jurisdictions: Germany, France, Greece, and the UK. From a practical point of view, it is not possible to analyse the legal framework and case law of all national systems in Europe. The thesis was written during the transition period after Brexit; therefore, it is not clear how the future relationship between the EU and the UK will be in terms of copyright law harmonisation.

Thirdly, recent developments on copyright law include the enactment of the DSM Directive. However, at the time of writing, the Directive has not been transposed by all EU Member States. From the selected jurisdictions, Greece has delayed transposing the Directive, while the UK will not implement it into the national system at all, since the deadline was after the end of the Brexit transition period. As such, it is not clear how Article 17 will be implemented in practice and how the authorisation requirement will be met.

Lastly, the thesis employed a doctrinal and comparative analysis. Future research could expand the methodological approach to include qualitative methodology with the use of interviews. A suggestion would be to interview representatives of rightholders, intermediaries, and users in the video game industry, in order to gain an in-depth understanding of their business model and strategy. Additionally, Chapter 6 proposed an alternative measure, that of licensing through blockchain technology; therefore, it would be interesting for future studies to examine the practical aspects of this proposal.
## Appendix

### Appendix 1: National case law on blocking injunctions

<table>
<thead>
<tr>
<th>Jurisdiction and case</th>
<th>Blocking injunction with specific technical means</th>
<th>Blocking method</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Germany</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>BGH I ZR 64/17</td>
<td>Yes</td>
<td>DNS</td>
</tr>
<tr>
<td>OLG Hamburg I ZR 3/14 and OLG Cologne I ZR 174/14</td>
<td>Yes</td>
<td>IP</td>
</tr>
<tr>
<td><strong>France</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Paris Tribunal de Grande Instance, Association des Producteurs de Cinéma (APC) and others v Auchan Telecom and others [2013]</td>
<td>Yes</td>
<td>DNS</td>
</tr>
<tr>
<td><strong>Greece</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>National Court: Athens Court of First Instance No 4658/2012</td>
<td>Yes</td>
<td>IP</td>
</tr>
<tr>
<td>Greek Commission:</td>
<td>Yes</td>
<td>DNS</td>
</tr>
</tbody>
</table>

| **The UK** |                               | Yes | DNS |
| Cartier International AG & Ors v British Sky Broadcasting Ltd & Ors [2014] EWHC 3354 (Ch) |     |     |
| Twentieth Century Fox Film Corp & Ors v British Telecommunications Plc [2011] EWHC 1981 (Ch) | Yes | Hybrid: IP & URL |
| Dramatico Entertainment Ltd v British Sky Broadcasting Ltd [2012] EWHC 1152 (Ch) | Yes | Hybrid: IP & URL |
| The Football Association Premier League Ltd v British Telecommunications Plc & Ors [2017] EWHC 480 (Ch) | Yes | Live blocking order |
| Union Des Associations Européennes De Football v British Telecommunications Plc & Ors [2017] EWHC 3414 (Ch) | Yes | Live blocking order |
| Matchroom Boxing Ltd & Anor v British Telecommunications Plc & Ors [2018] EWHC 2443 (Ch) | Yes | Live blocking order |

| **Belgium** |                               |     |     |

---
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<table>
<thead>
<tr>
<th>Location</th>
<th>Court/Details</th>
<th>Decision</th>
<th>Type</th>
</tr>
</thead>
<tbody>
<tr>
<td>Belgium</td>
<td>Anvers Court of Appeal, VZW Belgian AntiPiracy Federation v NV Telenet 2011</td>
<td>Yes</td>
<td>DNS</td>
</tr>
<tr>
<td>Denmark</td>
<td>Copenhagen City Court, IFPI Danmark v Tele 2 A/S, Copenhagen City Court, 25 October 2006, No F1-15124/2006</td>
<td>Yes</td>
<td>DNS</td>
</tr>
<tr>
<td></td>
<td>Frederiksberg Court, IFPI Danmark v DMT2 A/S, Frederiksberg Court, 5 February 2008, No FS 14324/2007</td>
<td>Yes</td>
<td>DNS</td>
</tr>
<tr>
<td>Spain</td>
<td>Central Contentious-Administrative Court, No 1/2015, 20 April 2016</td>
<td>Yes</td>
<td>DNS</td>
</tr>
<tr>
<td>Finland</td>
<td>IFPI Finland ry v Elisa Oyj, 26 May 2011, case number 11/41552</td>
<td>Yes</td>
<td>Hybrid: DNS &amp; IP</td>
</tr>
<tr>
<td>Sweden</td>
<td>Svea Court of Appeal, Universal Music Aktiebolag and others v B2 Bredband, 13 February 2017</td>
<td>Yes</td>
<td>Hybrid: DNS &amp; URL</td>
</tr>
<tr>
<td></td>
<td>Svea Court of Appeal, Telia Sverige AB and others v Aktiebolaget Svensk Filmindustry and others No PMO 9945-18, 1 February 2019</td>
<td>Yes</td>
<td>Hybrid: DNS &amp; URL</td>
</tr>
<tr>
<td>The Netherlands</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>District Court of Midden, No C/16/448423/KG ZA 17-382, 12 January 2018</td>
<td>Yes</td>
<td>Hybrid: DNS &amp; IP</td>
<td></td>
</tr>
<tr>
<td>Country</td>
<td>Case Description</td>
<td></td>
<td></td>
</tr>
<tr>
<td>------------------</td>
<td>--------------------------------------------------------------------------------------------------</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Austria</td>
<td>Austrian Supreme Court, Medienprofessor, 12 June 2001, GRUR Int. 341 (2002)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Belgium</td>
<td>SABAM v SA Tiscali (Scarlet) (2007) No 04/8975/A (District Court of Brussels)</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Anvers Court of Appeal, VZW Belgian AntiPiracy Federation v NV Telenet, 26 September 2011 No 3399 Rep. 2011/8314</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Denmark</td>
<td>IFPI Danmark v Tele 2 A/S, Copenhagen City Court, 25 October 2006, No F1-15124/2006</td>
<td></td>
<td></td>
</tr>
<tr>
<td>ECtHR</td>
<td>Ahmet Yildirim v Turkey App No 3111/10 (ECtHR, 18 December 2012)</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Akdeniz v Turkey App No 25165/94 31 (ECtHR, 31 May 2005)</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Asby Donald and others v France App No 36769/08 (ECtHR, 10 January 2013)</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Axel Springer AG v Germany App No 39954/08 (ECtHR, 7 February 2012)</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Cengiz and Others v Turkey App Nos 48226/10 and 14027/11 (ECtHR, 1 December 2015)</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Ceylan v Turkey App No 23556/94 (ECtHR, 8th July 1999)</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Fredrik Neij and Peter Sunde Kolmisoppi (The Pirate Bay) v Sweden App No 40397/12 (ECtHR, 19 February 2013)</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Lingens v Austria Judgment, Merits and Just Satisfaction App No 9815/82 (ECtHR, 8 July 1986)</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Sener v Turkey App No 28436/02 (ECtHR, 26 June 2007)</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Von Hannover v Germany (No 2) App No 40660/08 (ECtHR, 7 February 2012)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>EU (CJEU)</td>
<td>ACI Adam BV v Stichting de Thuiskopie (Case C-435/12) [2014] ECDR 13</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Airfield NV v Belgische Vereniging van Auteurs, Componisten en Uitgevers CVBA (SABAM) and Airfield NV v Agicoa Belgium BVBA (Cases C-431/09 and C-432/09) [2011] ECR I -9363, [2012] ECDR 3</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Belgische Vereniging van Auteurs, Componisten en Uitgevers CVBA (SABAM) v Netlog NV (Case C-360/10) [2012] 2 WLUK 519, [2012] 2 CMLR 18</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
BestWater International GmbH v Michael Mebes and Stefan Potsch (Case C-348/13) [2014] 10 WLUK 615
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